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1 Significado de los simbolos

Este documento incluye diversos simbolos:

Simbolo Descripcion
w No disponible para SPC42xx, SPC43xx.

Solo disponible para el controlador SPC con interfaz IP
(SPC43xx/SPC53xx/SPC63xx).

No disponible para instalacion de tipo doméstico.
Sdlo disponible en modo libre.

Encuentre mas informacion sobre el grado de seguridad, la regién o el modo en
el texto.

Consulte el Apéndice para obtener mas informacion.

@@@@H
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2 Seguridad

Este capitulo abarca:

2.1 Grupo OB etiVO . 1
2.2 Instrucciones generales de seguridad ... ... ... 1"
2.3 Significado de las notas de advertencia y simbolos de peligro ... ... ... 13
2.1 Grupo objetivo
Las instrucciones de este documento estan destinadas al siguiente grupo objetivo:
A quién va _
destinado este Formacion Actividad eColTidlslon del
documento uip
Personal de Formacion técnica para instalaciones Montaje e instalacion de Componentes
instalacion eléctricas o en edificios. todos los componentes de individuales que
hardware in situ. deben ser montados e
instalados.
Personal de Con formacion técnica apropiada en Poner en servicio el Dispositivo nuevo,
puesta en relacion con las tareas, productos, dispositivo o sistema ya completamente
funcionamiento dispositivos o sistemas que se deben completamente montado e montado e instalado,
poner en servicio. instalado en su sitio. o modificado.
2.2 Instrucciones generales de seguridad
%, ADVERTENCIA: Antes de instalar y usar este dispositivo, lea las Instrucciones de seguridad. Este

dispositivo Unicamente se conectara a fuentes de alimentacion que cumplan la norma EN60950-1,
‘ capitulo 2.5 («Fuente de alimentacién limitaday).

2.2.1 Informacioén general

« Conserve este documento para posteriores consultas.
« Este documento siempre debe acompafiar al producto.

« Tenga en cuenta también todas las normas o regulaciones de seguridad especificas de su pais en
materia de planificacién de proyectos, funcionamiento y descarte del producto.

Demanda de responsabilidad
« No conecte el dispositivo a la red de alimentacion de 230 V si esta dafado o le faltan piezas.

« No realice cambios ni modificaciones en el dispositivo a no ser que se mencionen expresamente en
este manual y hayan sido aprobados por el fabricante.

« Utilice solo piezas de repuesto y accesorios que hayan sido aprobados por el fabricante.

© Vanderbilt 2019 11 ABV10276963-e
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2.2.2 Transporte

Dafios a la unidad durante el transporte
« Guarde el material de embalaje para futuros transportes.

« No exponga el dispositivo a vibraciones mecanicas o golpes.

2.2.3 Configuracion

Interferencias de radio con otros dispositivos en el entorno/EMS

« Al manipular médulos susceptibles a las descargas electrostaticas, observe las directivas sobre
descarga electrostatica (ESD).

Dainos producidos por una ubicacion de montaje inadecuada

« Sedeben respetar las condiciones ambientales recomendadas por el fabricante.
Consulte Datos técnicos en la pagina 32.

« No utilice el dispositivo cerca de fuentes de radiacion electromagnética potentes.
Peligro de descarga eléctrica por una conexion incorrecta

« Conecte el dispositivo solo a fuentes de alimentacion con el voltaje especificado. En la etiqueta de
caracteristicas del dispositivo pueden leerse los requisitos sobre el suministro de voltaje.

« Asegurese de que el dispositivo tenga una conexion fija al suministro eléctrico y que haya un
dispositivo de desconexion accesible.

« Asegurese de que el circuito al cual esta conectado el dispositivo esté protegido por un fusible de
16 A (max.). No conecte a este fusible ningun dispositivo ajeno a la instalacion.

« Estedispositivo esta disefiado para trabajar con sistemas de alimentacién TN. No conecte el
dispositivo a otros sistemas de alimentacion.

« Ponga atierra el dispositivo segun las normas y prescripciones locales vigentes.

« Tiendalas lineas de alimentacién primaria y secundaria en la carcasa de manera que no queden
paralelas o cruzadas y tampoco en contacto.

» Conduzca lalinea telefénica separada de otras lineas al dispositivo.
Riesgo de daios en los cables por tensiéon mecanica

» Asegurese de contar con un alivio de traccién suficiente en todas las lineas y cables que salgan del
dispositivo.

2.2.4 Funcionamiento

Situacion de peligro debida a una falsa alarma

« Asegurese de comunicar a todos los responsables que proporcionan asistencia antes de probar el
sistema.

« Para evitar situaciones de panico, informe siempre a todos los presentes antes de probar los
dispositivos de alarma.

2.2.5 Servicio técnico y mantenimiento

Peligro de descarga eléctrica durante el mantenimiento
« Eltrabajo de mantenimiento debe ser realizado Unicamente por personal especializado.

» Antes de proceder a realizar trabajos de mantenimiento, desenchufe el cable de alimentacion, asi
como cualquier otro cable, de la red eléctrica.

Peligro de descarga eléctrica al limpiar el dispositivo

« No utilice limpiadores liquidos ni aerosoles que contengan alcohol ni amoniaco.

© Vanderbilt 2019 12 ABV10276963-e
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2.3 Significado de las notas de advertencia y simbolos de peligro

2.3.1 Notas de advertencia

Aviso escrito Tipo de riesgo

PELIGRO Peligro de muerte o de graves dafios personales.
ADVERTENCIA Posible peligro de muerte o de graves dafos personales.
Precaucién Peligro de darios personales menores o de dafios materiales.
IMPORTANTE Peligro de fallos en el funcionamiento

2.3.2 Simbolos de peligro

ADVERTENCIA: Advertencia de area de peligro

A ADVERTENCIA: Advertencia de voltaje eléctrico peligroso

© Vanderbilt 2019 13 ABV10276963-e
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3 Directivas y normas

Este capitulo abarca:

3.4 Directivas de la UE .. e 14
3.2 Informacion general sobre la conformidad con la norma EN50131 ... ... . ... ... 14
3.3 Conformidad con las normas EN 50136-1:2012 y EN 50136-2:2014 ... ... _................ 22
3.4 Conformidad con las homologaciones INCERT ... ... . .. .. . . ... ... 22
3.5 Directrices de conformidad con PD 6662:2010 ........ .. ... ... ... 23
3.6 Conformidad con las homologaciones VAS ___ ... ... 29
3.7 Cumplimiento de las aprobaciones NF y A2P, incluidos los requisitos CYBER. .......... 30

3.1 Directivas de la UE

Este producto cumple los requisitos de las directivas europeas 2004/108/CE «Directiva de compatibilidad
electromagnética», 2006/95/CE «Directiva de baja tensién» y 1999/5/CE sobre Equipos terminales de
telecomunicaciones y equipos radioeléctricos (R&TTE). La declaracion de conformidad de la UE esta
disponible para las agencias responsables en: http://pcd.vanderbiltindustries.com/doc/SPC

Directiva europea 2004/108/CE «Compatibilidad electromagnética»

La conformidad con la directiva europea 2004/108/CE ha sido probada segun los estandares siguientes:

emision electromagnética EN 55022 Clase B

inmunidad electromagnética EN 50130-4

Directiva europea 2006/95/CE «De baja tension»

La conformidad con la directiva europea 2006/95/CE ha sido probada segun los siguientes estandares:

Seguridad EN 60950-1

3.2 Informacion general sobre la conformidad con la norma EN50131

Esta seccidn le proporciona una visién general del cumplimiento de la norma EN50131 por parte del
sistema SPC.

Direccién del organismo certificador

VdS (homologacion VdS A/ C / EN/ SES)
AG Koéln HRB 28788

Sitz der Gesellschaft:

Amsterdamer Str. 174, 50735 KoIn
Geschéftsfihrer:

Robert Reinermann
JorgWilms-Vahrenhorst (repres.)

© Vanderbilt 2019 14 ABV10276963-e
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Directivas y normas

Los productos SPC que se listan han sido probados de conformidad con la norma EN50131-3:2009 y

todas las especificaciones RTC pertinentes.

Tipo de producto

Estandar

SPC6350.320
SPC6330.320
SPC5350.320
SPC5330.320
SPCP355.300
SPCP333.300
SPCEG652.100
SPCK420.100
SPCK421.100
SPCE452.100
SPCE110.100
SPCE120.100
SPCA210.100
SPCK620.100
SPCK623.100
SPCN110.000
SPCN320.000

SPC5320.320
SPC4320.320
SPCP332.300
SPCW110.000
SPCW112.000
SPCW114.000
SPCW130.100

EN50131 Grado 3

EN50131 Grado 2

En las siguientes secciones de este documento encontrara informacion especifica relacionada con los

requisitos de la norma EN50131.

Nota: cumplimiento con la seccién 4.2.2 de EN 50131-5-3

Al ingresar a la Prueba de recorrido técnico, las sefiales entre el transmisor y los detectores estan
atenuados por 8dB. Esto provee inmunidad para atenuacién como lo requiere EN 50131-5-3.

Requisito EN50131 (y seccién pertinente)

Documentacion de interés de Vanderbilt

Temperatura de funcionamiento y rango de humedad

Datos técnicos:
o SPC4000en la pagina 32
o SPC5000 en la pagina 35
o SPC6000en la pagina 38

© Vanderbilt 2019
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Directivas y normas

Requisito EN50131 (y seccion pertinente)

Documentacion de interés de Vanderbilt

Pesos y dimensiones

Detalles de fijacion

Instrucciones de instalacion, puesta en marcha,
mantenimiento, incluyendo las identificaciones de terminales

Tipo de interconexiones (consulte 8.8)

Detalles de los métodos de armado y desarmado posibles
(consulte 11.7.1a11.7.3 y las tablas 23 a 26)

Piezas reparables

Requisito de fuente de alimentacion en caso de no contar con
fuente de alimentacion integrada

Cuando se cuenta con una fuente de alimentacion integrada, la
informacidn requerida se encuentra en la norma EN50131-
6:2008, clausula 6

Cantidad maxima de cada tipo de dispositivo ACE y de
expansion.

Datos técnicos:
o SPC4000en la pagina 32
o SPC5000 en la pagina 35
o SPC6000en la pagina 38

Montaje de equipamiento del sistema en la
pagina 44

Montaje de equipamiento del sistema en la
pagina 44

Hardware del controlador en la pagina 70

Datos técnicos:
o SPC4000 en la pagina 32
o SPC5000 en la pagina 35
o SPC6000en la pagina 38
Cableado de la interfaz X-BUS en la pagina 77

Programacién de usuario a través del teclado:
o Armado/Desarmado en la pagina 294

« Configurar un médulo de expansion de
conmutador llave en la pagina 258

« Configuracion de dispositivos de mando via
radio en la pagina 113

o Disparadores en la pagina 308

Datos técnicos:

o SPC4000 en la pagina 32

o SPC5000 en la pagina 35

o SPC6000 en la pagina 38
Consulte las instrucciones de instalacién para las
fuentes de alimentacion de los médulos de
expansion SPCP33x y SPCP43x.
Datos técnicos:

o SPC4000 en la pagina 32

o SPC5000 en la pagina 35

« SPC6000 en la pagina 38

Cableado de la interfaz X-BUS en la pagina 77
Datos técnicos:

o SPC4000 en la pagina 32

o SPC5000 en la pagina 35

o SPC6000en la pagina 38
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Directivas y normas

Requisito EN50131 (y seccion pertinente)

Documentacion de interés de Vanderbilt

Consumo actual del CIE y cada tipo de dispositivo ACE y de
expansion, con y sin condicién de alarma.

Clasificacion de corriente maxima para cada salida eléctrica

Se brindan funciones programables

Como se hace que las indicaciones no sean accesibles a los

usuarios de Nivel 1 cuando los usuarios de Nivel 2, 304 yano

acceden a la informacion (consulte 8.5.1)

Enmascaramiento/Reduccion de mensajes/sefales de rango

procesadas como incidencias de «fallo» 0 «kenmascaramiento»

(consulte 8.4.1, 8.5.1y latabla 11)

Priorizacion del procesamiento de sefial y mensaje e
indicaciones (consulte 8.4.1.2, 8.5.3)

Cantidad minima de variaciones de cédigos PIN, claves
I6gicas, claves biométricas y/o claves mecanicas para cada
usuario (consulte 8.3)

Consulte las instrucciones de instalacion
pertinentes.
Datos técnicos:

o SPC4000 en la pagina 32

o SPC5000 en la pagina 35

o SPC6000en la pagina 38
Programacién de técnico a través del teclado en
la pagina 116
Programacioén de técnico a través del navegador
en la pagina 183
Interfaz de usuario del teclado en la pagina 95
Configuracion del teclado LCD en la pagina 131

Configuracién del teclado Comfort en la pagina
132

Configuracién de un modulo de expansion de
indicador en |la pagina 256

Opciones del sistema en la pagina 268
Cableado de entradas de zona en la pagina 87
Cddigos SIA en la pagina 394

El enmascaramiento PIR siempre se informa
como una incidencia de enmascaramiento de
zona (SIA - ZM). Ademas, el
antienmascaramiento puede provocar una
alarma, tamper, problema o ninguna accién
adicional segun la configuracion.

Valores por defecto actuales del efecto PIR:

Irlanda
Desarmado - Ninguno
Armado - Alarma

Reino Unido, Europa, Suecia, Suiza, Bélgica
Desarmado - Tamper
Armado - Alarma

Uso de la interfaz del teclado LCD en la pagina
98

Uso de la interfaz del teclado Comfort - consulte
Informacién sobre el teclado Comfort en la pagina
102

Combinaciones de cdédigo PIN de usuario en la
pagina 402
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Directivas y normas

Requisito EN50131 (y seccion pertinente)

Documentacion de interés de Vanderbilt

8.3.2.2.1)

(consulte 8.3.2.2.3)

mecanicas (consulte 11.6)

acceso de usuarios (consulte 8.3.2)

Si se brinda el armado automatico en horarios

(consulte 8.3.3, 8.3.3.1)

armado (consulte 8.3.3.4)

(consulte 8.6)

del sistema de intrusion y atraco (consulte 8.2)

(consulte 8.3.9)

(consulte 11.14)

la Tabla 30, paso 6)

Método para limitar el tiempo de WD interno para el acceso de
Nivel 3 sin autorizacion de Nivel 2 (consulte 8.3.1)
Cantidad y detalles de cédigos PIN deshabilitados (consulte

Detalles de los métodos de autorizacion biométricos utilizados

Método utilizado para determinar la cantidad de combinaciones
de cédigos PIN, claves logicas, claves biométricas y/o claves

Cantidad de entradas de codigos no validos antes de que se

deshabilite la interfaz de usuario (consulte 8.3.2.4)

Detalles de los medios de autorizacion temporal para el

predeterminados, detalles de la indicacién de prearmado y
cualquier anulacion automatica de prevencién de armado

Detalles de las condiciones provistas para el estado de

Notificacion de las sefiales 0 mensajes de salida provistos

Otras configuraciones de salida a la interfaz con componentes

Criterios para la eliminacién automatica del atributo «prueba»

Cantidad de incidencias que resultan en inhibicién automatica

SiACE es Tipo A o Tipo B (consulte 8.7) o si es portatil o movil

Datos de los componentes de la memoria no volatil (consulte

No admitido - El técnico no puede acceder al
sistema sin permiso.

Inhibiciones automaéticas en la pagina 402

No aplicable

Combinaciones de codigo PIN de usuario en la
pagina 402

Cadigos PIN de acceso en la pagina 403

Menus de usuario - Autorizar acceso

Armado/Desarmado en la pagina 294

Armado/Desarmado en la pagina 294
Configuracion del teclado LCD en la pagina 131

Configuracion del teclado Comfort en la pagina
132

Editar una salida en |la pagina 246

Tipos de zona en la pagina 405

Editar una salida en |la pagina 246
Armado/Desarmado en la pagina 294

Derechos de usuario en la pagina 213

Editar una salida en |la pagina 246
Tipos de zona en la pagina 405
Test enla pagina 173

Interfaz de usuario del teclado en la pagina 95

Temporizaciones en la pagina 279

Inhibiciones automaéticas en la pagina 402

Todos los dispositivos estan cableados y
alimentados por las fuentes de alimentacion del
sistema. Consulte los datos técnicos pertinentes
de las fuentes de alimentacion (documentos por
separado).

Consulte la documentacion de los teclados
SPCK420/421y SPCK620/623.
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Directivas y normas

Requisito EN50131 (y seccion pertinente)

Documentacion de interés de Vanderbilt

Funciones opcionales provistas (consulte 4.1)

Funciones adicionales provistas (consulte 4.2, 8.1.8)

Vida Util de la bateria de respaldo de la memoria (consulta
8.10.1)

Niveles de acceso requeridos para acceder a las funciones
adicionales provistas

Detalles de cualquier instalacion programable que haria que el
sistema de intrusién y atraco no cumpliera con EN 50131-

1:2006, 8.3.13 o cumpliera a un nivel de grado de seguridad
inferior, con instrucciones respecto de la eliminacién
consecuente del etiquetado de cumplimiento (consulte 4.2 y
8.3.10).

N/D. Almacenado en memoria no volatil.

Programacion de técnico a través del teclado en
la pagina 116

Programacion de técnico a través del navegador
en la pagina 183

Grado libre en |la pagina 286

Opciones en la pagina 267

Editaren la pagina 141

Configuracion de usuario (navegador) - consulte
Anadir/Editar un usuario en la pagina 209

Grado libre en |la pagina 286
Opciones en la pagina 267

Conformidad con las certificaciones EN50131 en
la pagina opuesta

Los productos SPC que se listan han sido probados de conformidad con la norma EN50131-6 y todas las

especificaciones RTC pertinentes.

Tipo de producto

Estandar

SPC6350.320
SPC6330.320
SPC5350.320
SPC5330.320
SPCP355.300
SPCP333.300
SPCP355.300
SPCE652.100
SPCK420.100
SPCK421.100
SPCE452.100
SPCE110.100
SPCE120.100
SPCA210.100
SPCK620.100
SPCK623.100
SPCN110.000
SPCN310.000

EN50131-6
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Tipo de producto Estandar

« SPC5320.320 EN50131-6
» SPC4320.320
« SPCP332.300

3.2.1 Conformidad con las certificaciones EN50131

Requisitos de software

General Sistema Zonas Salidas Particiones Calendarios Cambio PIN técnico y web

Avanzado

Opciones sistema Temporizaciones y retardos Identificacion Estandares

Continente

@ EUROPA  (7) Asia () Norteamérica (7) Sudamérica (7) Oceania

Tipo de instalacion: Grado EN50131:

-y Financiera é Modo libre

Estandares:
) GB PDE6B62
) Irlanda
@ Europa EN50131
O ltalia
“) (%) Suecia
71 (") Suiza
) (") INCERT
) (*) OM Espafia
O () Alemania
) (") Francia
) Noruega
) Dinamarca
~1 Polonia
) Holanda
") Finlandia
) Portugal
) Chequia

(*) Requisitos locales/nacionales, sustituyendo o complementando a norma EN50131

@ Doméstica ® EN50131 Grado EN50131: 2
“) Industrial ® EN50131 Grado EN50131: 3

« Enlapagina de configuracion de Estandares, seleccione Europa en Region para implementar

los requisitos de la norma EN50131.

« Seleccione Grado 2 o Grado 3 para implementar el grado de cumplimiento de la norma EN

50131.

« El ajuste de Via radio Tiempo de impedimento de armado debe ser un valor superioraO e

inferior a 20.

« El ajuste de Via radio Tiempo de pérdida de dispositivo debe ser un valor inferior a 120.

« Config. X-BUS, Reintentos debe tener un valor de 10.

« Config. X-BUS, Temp. comunicacién debe tener un valor de 5.
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« Seleccione Sincronizacién hora con red de CA debajo de Reloj para utilizar la configuracion
como maestro del relo;.

Hardware Sistema Enfradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado

Opciones sistema Temporizaciones y retardos Identificacion Esténdares Idioma

Fecha y hora actuales

Hora Minuto Segundo
Dia Mes Afio

Cambio automatico del horario veranofinvieno: [«

Sincronizacion hora con red de c.a.: [

« NO seleccione el atributo Estado armado en los ajustes de configuracion de Teclado para
Indicaciones visuales.

Hardware Sistema Entradas Salidas Particiones Calendarios Cambio propio codigo Avanzado

Placa base Via radio

Teclados

Config.teclado
Teclado 2
Nim.serie 559907
Nombre KEY 2 Descripcion teclado
Func. teclas laterales
Panico Deshabilit. e Alarma de panico al pulsar simulténeamente ambas teclas
Verificacion
Verificacion WVerificacion activada desde el teclado para coaccion y alertd
Indicaciones visuales
lluminacién Activar al pulsar tecla v Opcion retroiluminacion LCD teclado
Indicadores %] Habilitar indicadores visibles
Armado O Armado indicado en reposo (LED)
Indicaciones audibles
Zumbador W Zumbador teclado habilitado

Requisitos de hardware

« Se debe instalar el kit de tamper trasero (SPCY130) para que las centrales y las fuentes de
alimentacién cumplan con la norma EN 50131 Grado 3.

« Sedebeninstalar componentes EN 50131 Grado 3 para los sistemas que cumplen con EN 50131
Grado 3.

« Sedebeninstalar componentes EN50131 Grado 2 o Grado 3 para los sistemas que cumplen con
EN50131 Grado 2.

« Puede no ser posible dar de alta un dispositivo via radio con una intensidad de sefial inferiora 3
(Solo Siway RF Médulo SPCW11x).

« Larelacién recomendada de receptores via radio respecto a transmisores es de no mas de 20
transmisores por cada receptor (Solo SiWay RF Médulo SPCW11x). Para el Transceptor via radio
SPCW120, hay un maximo de 16 dispositivos sincronicos. Consulte

« Lafuncién de rotura de cristal se debe utilizar con una interfaz de rotura de cristal conforme a la
norma EN.

o Para cumplir con la norma EN50131-3:2009, no arme ni desarme el sistema mediante el SPCE120
(mddulo de expansion de indicador) ni con el SPCE 110 (modulo de expansion de conmutador de
llave).
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Se realizan tests del médulo RTB SPCN110y el médulo GSM/GPRS SPCN320 con centrales
EN 50131 Grado 2 y Grado 3 aprobadas y pueden utilizarse con estas centrales aprobadas.

[

3.3 Conformidad con las normas EN 50136-1:2012 y EN 50136-2:2014

Los productos SPC que se listan han sido probados de conformidad con las normas EN 50136-1:2012
y EN 50136-2:2014.

3.4 Conformidad con las homologaciones INCERT

Requisitos de software

Al seleccionar Bélgica (*) debajo de Region, implementa los requisitos locales/nacionales que
sustituyen los requisitos de la norma EN 50131.

General Sistema Zonas CEILES Particiones Calendarios Cambio PIN técnico y web Avanzado

Opciones sistema Temporizaciones y retardos Identificacion Estindares Reloj Idioma

Continente

@ EUROPA ) Asia (7) Norteamérica (7) Sudamérica (7) Oceania

Tipo de instalacion: Grado EN50131:
@ Doméstica ® EN50131 Grado EN50131: 2
(@) Industrial EN50131 Grado ENS0131: 3

() Financiera @ Modo libre

Estandares:
©) GB PD6662
) Irlanda
@ Europa EN50131
) Italia
) (*) Suecia
@) (%) Suiza
% (%) INCERT
@) (*) OM Espafia
) (%) Alemania
@ (*) Francia
) Noruega
) Dinamarca
-} Polonia
) Holanda
) Finlandia
) Portugal
) Chequia

(*) Requisitos locales/nacionales, sustituyendo o complementando a norma EN50131

Salvar
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Al seleccionar Grado 2 o Grado 3, se selecciona el cumplimiento de la norma EN 50131 mas los
requisitos INCERT adicionales:

« Solo untécnico puede reiniciar un tamper. Para INCERT, esto es aplicable en todos los grados.
Esto generalmente es un requisito para EN 50131 Grado 3.

« Untamper en una zona inhibida/aislada debe enviarse ala CRA y mostrarse al usuario.
Para INCERT, los tampers se procesan para zonas aisladas. En todas las otras variaciones
estandar, los tampers se ignoran en las zonas aisladas.

 Los codigos PIN de usuario se deben definir con mas de 4 digitos.
Requisitos de hardware

« Lacapacidad minima de la bateria para SPC42xx/43xx/52xx/53xx/63xx es 10 Ah/12 V. Si se utiliza
una bateria de 10 Ah, entonces esta tiende hacia el lado izquierdo de la carcasa y se debe doblar la
pestafa de la parte inferior hacia la bateria.

« Sedebe colocar el puente (J12) en el selector de la bateria para usar una bateriade 17/10 Ahy
retirar la bateria de 7 Ah.

» Lacantidad de corriente de la salida auxiliar utilizando una bateria de 10 Ah para
SPC42xx/SPC52xx es:

Comunic.

NINGUNA (mA) RTB (mA) GSM (mA) RTB+GSM (mA)
Tiempo en espera

12h 568 543 438 413
24h 214 189 84 59

30h 143 118 13 NP
60h 2 NP NP NP

« Lacantidad de corriente de la salida auxiliar utilizando una bateria de 10 Ah para
SPC43xx/SPC53xx/ SPC63xx es:

Comunic.

NINGUNA (mA) RTB (mA) GSM (mA) RTB+GSM (mA)
Tiempo en espera

12h 538 513 408 383
24h 184 159 54 29

30h 113 88 NP NP
60h NP NP NP NP

3.5 Directrices de conformidad con PD 6662:2010

Este documento contiene todos los criterios para la instalacion y puesta en marcha del sistema SPC de
modo que cumpla con la norma PD 6662:2010.
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3.5.1 Productos

Este documento pretende abarcar los siguientes componentes del sistema SPC:

Controlador de grado 2 SPC4320.320-
L1

Controlador de grado 2 SPC5320.320-
L1

Controlador de grado 3 SPC5330.320-
L1

Controlador de grado 3 SPC5350.320-
L1

Controlador de grado 3 SPC6330.320-
L1

Controlador de grado 3 SPC6350.320-
L1

Teclado LCD SPCK420/421.100

Modulo de expansién SPCE452.100,
8 salidas de relé

Médulo de expansion SPCE652.100, 8 entradas/2 salidas

Fuente de alimentacion inteligente SPCP332.300 con médulo de
expansion de E/S

Fuente de alimentacion inteligente SPCP355.300 con médulo de
expansion de 8 entradas/2 salidas

Fuente de alimentacién inteligente SPCP333.300 con médulo de
expansion de E/S

Maodulo RTB SPCN110.000
Maodulo GSM SPCN320.000

3.5.2 Resumen de normas

Se proporcionan directrices para la implantacion de la conformidad con la norma PD 6662:2010 para un
sistema SPC con las siguientes normas relevantes:

PD 6662:2010

BS 4737-3.1:1977

BS 8243:2010

BS 8473:2006+A1:2008

BS EN 50131-1:2006+A1:2009
BS EN 50136-1-1:1998+A2:2008
BS EN 50136-1-2:1998

BS EN 50136-1-3:1998

BS EN 50136-1-5:2008

BS EN 50136-2-1:1998 +A1:1998
BS EN 50136-2-2:1998

BS EN 50136-2-3:1998

BS EN 50131-3:2009

BS EN 50131-6:2008

DD 263:2010

DD CLC/TS 50131-7:2008
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3.5.3 Métodos para completar el armado y desarmado

3.5.3.1 Métodos para completar el armado (BS 8243:2010 - punto 6.3)
La culminacién del procedimiento de armado total se consigue con cualquiera de los siguientes métodos:
a) Bloqueo de anulacion instalado en la puerta de salida final

El instalador debe instalar un bloqueo de anulacién ligada como se indica a continuacion:

Lock - NC, open when locked

Tamper

4K7 4K7

Zone — EXIT TERMINATOR zone type

Se debe configurar una zona de tipo TERMINADOR DE SALIDA para SPC.

Consulte Tipos de zona en la pagina 405.

b) Pulse el boton interruptor montado fuera de las instalaciones supervisadas
Conecte el botdn dentro de una entrada de zona de SPC tal como se indica a continuacion:
Se debe configurar una zona de tipo TERMINADOR DE SALIDA para SPC.

Consulte Tipos de zona en la pagina 405.

c) Interruptor de proteccidn (es decir, contacto de puerta) instalado en la particion o puerta de
salida final de las instalaciones con alarma

Conecte el interruptor al sistema SPC tal como se indica a continuacion:

El contacto esta montado en la puerta de salida final y conectado a una zona de Entrada/Salida con un
atributo de ‘Fin de salida’.

Consulte Tipos de zona en la pagina 405 y Atributos de zona en la pagina 411.

Es posible emitir una sefial de fallo de funcionamiento mediante la funcion de abortar alarma. Esta opcion
esta habilitada por defecto.

Consulte Opciones en la pagina 117 (Teclado) y Opciones en la pagina 267 (Navegador).
d) Llave digital

No es compatible con el SPC.

e) En combinacion con una CRA

Este método de armado se lleva a cabo con SPC COM XT o algun otro software de CRA de terceros
mediante comandos EDP.
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3.5.3.2 Métodos para completar el desarmado (BS 8243:2010 - punto 6.4)
Los métodos de desarmado se llevan a cabo de la siguiente manera:

6.4.1 En todos los métodos de desarmado del sistema SPC, el usuario recibe una indicacion acustica
de que el sistema se ha desarmado correctamente. Esta indicacion consiste en una secuencia de
pitidos procedente del CIE.

6.4.2 Prevencion de entrada a las instalaciones supervisadas antes de que se desarme el
sistema de alarma contra intrusos (IAS):

a) si se desbloquea la puerta de entrada inicial, el IAS se desarma;

Conformidad por parte del SPC si el tipo de zona Llave armado se utiliza Unicamente con el atributo
Desarmado. Este tipo de zona no se debe utilizar para el armado.

b) el desarmado del IAS por parte del usuario antes de entrar en las instalaciones supervisadas
provoca o permite que la puerta de entrada inicial se desbloquee.

Conformidad por parte del SPC realizando el desarmado mediante un lector de tarjetas de acceso con
la opcion Desarmado, o una entrada de un sistema de acceso de terceros a una zona Llave armado con
un atributo de Desarmado.

6.4.3 Prevencion de entrada a las instalaciones supervisadas antes de que se hayan
deshabilitado todos los medios de confirmacion de alarma de intrusion:

a) El desbloqueo de la puerta de entrada inicial hace que se deshabiliten todos los medios de
confirmacion.

Operacion no permitida por el SPC.

b) La deshabilitacion de todos los medios de confirmacion por parte del usuario antes de entrar en las
instalaciones supervisadas provoca o permite que la puerta de entrada inicial se desbloquee.

Operacion no permitida por el SPC.

6.4.4 Apertura de la puerta de entrada inicial deshabilita todos los medios de confirmacion de
alarma de intrusion

Operacion no permitida por el SPC.
6.4.5 Desarmado mediante una llave digital
a) Uso de una llave digital antes de entrar en las instalaciones supervisadas (por ejemplo via radio).

El SPC satisface este punto cuando el instalador coloca un lector PACE (p. €j., SPCK421) fuera de las
instalaciones.

b) Uso de una llave digital después de entrar en las instalaciones supervisadas desde un lugar lo mas
cercano posible a una puerta de entrada inicial.

Esta funcionalidad esta disponible utilizando un lector PACE (p. €j., SPCK421) cerca de la puerta de
entrada a unas instalaciones.

Consulte Tipos de zona en la pagina 405 y Atributos de zona en la pagina 411.

ADVERTENCIA: Tenga en cuenta que, al permitirse este método de desarmado, si un intruso
consigue forzar la puerta de entrada inicial, no se avisara a la policia, independientemente del
progreso del intruso por las instalaciones.

Este método de desarmado del sistema de alarma contra intrusos podria ser inaceptable para su
compafia aseguradora.

6.4.6 Desarmado en combinacion con una central de recepcion de alarmas (CRA)

Conformidad por parte del SPC utilizando un software de CRA de terceros. Debe haber una indicacion
por fuera del edificio mediante un zumbador o un flash temporizado, etc. que funcione en un sistema
desarmado durante un periodo temporizado de, por ejemplo, 30 segundos.

Consulte Temporizaciones en la pagina 122.
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3.5.4 Requisitos de configuracion para el cumplimento de la norma PD 6662:2010.

Recomendaciones para la grabacion de condiciones de alarma notificadas remotamente (BS
8243:2010 - Anexos G.1y G.2)

Las condiciones de alarma se pueden categorizar para su andlisis de acuerdo con el Anexo G si el sistema
SPC esta configurado de tal forma que el temporizador de entrada esté ajustado en menos de 30
segundos Y el retardo del marcador esté ajustado en 30 segundos.

Consulte las siguientes secciones:

« Particiones en la pagina 126

« Afadir/Editar una particién en la pagina 288

« Temporizaciones en la pagina 122
Requisitos para sistemas que utilizan rutas de alarma especificas (BS EN 50136-1-2, 1998)
El sistema SPC se debe configurar para que realice una llamada de prueba automatica ala CRA.
El sistema SPC se debe configurar con una salida de «Comunicaciony.
Consulte la siguiente seccion:

« Anadir/Editar una CRA mediante el uso de SIA o CID en |la pagina 348

Requisitos para equipos utilizados en sistemas con comunicaciones digitales mediante RTB (BS
EN 50136-2-2, 1998)

Fallo Salida
El sistema SPC se debe configurar con una salida de «Comunicaciony.
Consulte las siguientes secciones:
« Salidas en la pagina 162 (Teclado)
« Configurar entradas y salidas de controlador en la pagina 244 (Navegador)
o Anadir/Editar una CRA mediante el uso de SIA o CID en |la pagina 348
Intentos de retransmision
Los intentos de retransmision (Intentos marcacion) estan configurados en este manual:
o Anadir/Editar una CRA mediante el uso de SIA o CID en |la pagina 348
« Editar la configuracién de EDP en la pagina 358
Se permite un minimo de 1y un maximo de 12 retransmisiones.
Intrusién y atraco - Disefio del sistema (DD CLC TS 50131-7, 2008)
Armado y desarmado
El sistema SPC se puede configurar de manera que el armado se complete mediante «Fin de saliday.

Es posible configurar el SPC de manera que se active momentaneamente un dispositivo de aviso al
realizarse el armado.

Consulte las siguientes secciones:
« Temporizaciones en la pagina 122
« Atributos de zona en la pagina 411
« Salidas en la pagina 162 (Teclado)
« Editar una salida en |la pagina 246 (Navegador)

Alarma de intrusién y de atraco confirmada (BS8243:2010 Designacion de seinales alarma de
atraco (HUA) para confirmacion secuencial)

El sistema SPC se puede configurar de tal manera que los siguientes escenarios, disparados con mas de
dos minutos de diferencia de cualquier zona de atraco o dispositivo de atraco (HD), informaran de un
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evento de alarma de atraco confirmada (HV para SIA y 129 para CID) ala CIE:
« dos activaciones de zona de atraco
« Uuna activacion de zona de atraco y de zona de panico

Si en este periodo de dos minutos se produce una activacion de zona de atraco y de zona de tamper o
de zona de panico, también se enviara una incidencia de alarma de atraco confirmada.

Un atraco confirmado no requerira la restauracion de técnico aunque esta esté habilitada. Una
incidencia de atraco confirmado queda registrada en el registro del sistema.

3.5.5 Requisitos de puesta en funcionamiento adicionales para el cumplimento de la
norma PD 6662:2010.

Informacién que se debe incluir en la propuesta de disefo del sistema y en el documento
final (BS 8243:2010 - Anexo F)

« Durante lainstalacion, configuracion y puesta en funcionamiento de un sistema SPC, el
instalador debe seguir las siguientes directrices tal como se especifica en el anexo
anteriormente indicado:

« Serecomienda utilizar rutas dobles para la sefializacion, compatibles con el sistema SPC
utilizando las opciones de GSM, RTB y Ethernet.

« Elsistema SPC se debe instalar y configurar de manera que proporcione una facilidad de
confirmacion efectiva. Cualquier excepcion a este punto se debe indicar en el documento final.

« Las combinaciones y secuencias que contribuyan a confirmar una alarma deben ser notificadas
claramente al usuario final.

« Eltiempo de confirmacion de intrusion se debe notificar claramente al usuario final.

« Los métodos de armado y desarmado se deben describir claramente al usuario final tal como se
detalla en este documento.

« Asegurese de que el usuario recibe instrucciones escritas para el caso de fallo de bloqueo.

(i

Se recomienda adjuntar la etiqueta de PD 6662:2010 en un lugar adecuado dentro de la carcasa
del SPC, junto a la etiqueta de caracteristicas del producto.

3.5.6 Informacion adicional

Requisitos de red de transmisiéon — Niveles de rendimiento, disponibilidad y seguridad (BS
EN 50136-1-2, 1998 y BS EN 50136-1-5, 2008)

Se ha comprobado y aprobado el cumplimiento por parte del sistema SPC de la norma EN50136-1-1.

Los niveles del SPC se clasifican de la siguiente manera:

Tiempo de transmision D2 como max.

Tiempo de transmision, valores MO - M4

max.

Tiempo de transmision T3 como max.

Disponibilidad Consulte Niveles y especificaciones de atenuacion del ATS en la pagina
416.

Nivel de seguridad de sefializacion  Comprobado seguin norma EN50136-1-1 y clasificado como «S0».
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3.6 Conformidad con las homologaciones VdS

Este documento de instalacion abarca la informacion de instalacién requerida para que el producto cumpla

con las homologaciones VdS.
Vanderbilt

SPC42xx/43xx/53xx/63xx: Homologacion VdS n.° G112104, G112124, y G112128. Certificados VdS EN
EN-ST000142, EN-ST000143, EN-ST000055, EN-ST000056, EN-ST000057, EN-ST000058, EN-

ST000061, EN-ST000062.

Siemens

SPC42xx/43xx/53xx/: Homologacién VdS n.° G116035. Certificados VdS EN EN-ST000225, EN-
ST000226, EN-ST000227, EN-ST000228, EN-ST000229, EN-ST000230, EN-ST000231, EN-ST000232.

En esta seccion se describe el cumplimiento de las homologaciones VdS por parte de este sistema.

Configurar el software para el cumplimiento de las homologaciones VdS

Para que el sistema cumpla las homologaciones VdS, se debe realizar lo siguiente:
1. Inicie sesién en la central con el navegador.

Haga clic en Modo técnico completo.

Haga clic en Configuraciéon > Sistema > Normas.

Seleccione Europa en la seccién Continente de la pagina.

Seleccione Alemania en la seccién Estandares de la pagina.

o ok~ 0 N

Seleccione el grado VdS requerido por su tipo de instalacion.

Transmision de fallos de hardware — en Configuraciéon > Sistema > Opciones del sistema, se

[t

watchdog.

Los fallos de hardware no se transmiten si el Técnico ha accedido al sistema.

debe seleccionar la opcidn Habilitada + transmision (10 s) de la lista desplegable del Modo salida

Hardware
El cumplimiento de las homologaciones VdS requiere lo siguiente:
« Una carcasa G5 con tamper frontal implantado, como requisito minimo.
« Los teclados no muestran informacién de estado si el sistema esta armado.
« Elnumero de zonas admitidas es el siguiente:
—512 zonas en configuracion de anillo
— 128 zonas por X-Bus en configuracién multipunto (punta)
« Las siguientes combinaciones de RFL no cumplen las normas VdS:
— 1k, 470 ohmios
-1k, 1k, 6k6 ohmios
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3.7 Cumplimiento de las aprobaciones NF y A2P, incluidos los requi-
sitos CYBER.

Direcciéon del organismo certificador

Certificacion CNPP Certificacién AFNOR

Pdble Européen de Sécurité - Vernon 11 rue Francgois de Pressensé
Route de la Chapelle Réanville 93571 Saint Denis La Plaine Cedex
CD 64 - CS 22265 www.marque-nf.com

F-27950 SAINT MARCEL

WWW.cnpp.com

i

Para cumplir con las regulaciones de instalacion NF y A2P, esta carcasa debe estar sellada con la
etiqueta de tamper adjunta luego de la instalacién.

3.7.1 Cumplimiento de las aprobaciones NF y A2P, incluidos los requisitos CYBER.

i

Para cumplir con los requisitos NF y A2P y CYBER, el servidor web HTTP debe estar
deshabilitado de acuerdo con las siguientes instrucciones.

La configuracion del sistema solo se puede realizar con la herramienta SPC Connect Pro a través de la
toma USB del panel de control de SPC.

Para deshabilitar la interfaz web del panel SPC:
1. Ingrese al modo de programacion y seleccione la opcion Comunicaciones.
2. Enlapestafia Servicios, desmarque la casilla HTTP habilitado.

Esto deshabilitara la interfaz web del panel SPC.
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3.7.2 Cumplimiento de las aprobaciones NF y A2P, incluidos los requisitos CYBER - Pro-
ductos SPC

Los productos SPC que se listan han sido probados de conformidad con la norma NF324 - H58, con
referenciaa RTC50131-6 y RTC50131-3, y las certificaciones EN vigentes. Consulte Conformidad con

las certificaciones EN50131 en la pagina 20.

Tipo de producto Configuracion Estandar Marca
SPC6350.320 + SPCP355.300 60 h, sin NFGrado3, oo
(Cert. 1233700001 + Cert. 8033700002) supenvision Clase 1
SPC5350.320 + SPCP355.300 60 h, sin o
(Cert. 1233700001 + Cert. 8033700002) supervision H E ﬁ
SPC6350.320 60 h, sin A AL
(Cert. 1233700001) supervision
SPC5350.320 60 h, sin
(Cert. 1233700001) supervision
SPC6330.320 + SPCP333.300 60 h, sin NFGrado3, oo
(Cert. 1233700001) supervision Clase 1
SPC5330.320 + SPCP333.300 60 h, sin o
(Cert. 1232200003) supervision H E

LA A LG

SPC6330.320
(Cert. 1233700001)

SPC5330.320
(Cert. 1232200003)

SPC5320.320 36 h, sin NFGrado2, come
(Cert. 1232200003) supervision Clase 1 @
SPC4320.320 36h, sin AR M
(Cert. 1232200003) supervision Lois
SPCN110.000 NFGrado2y oz
SPCN320.000 3, @
SPCK420.100 Clase 1 -
SPCK620.100 A Ed
SPCK623.100 vve

SPCE652.100
SPCE452.100
SPCE110.100
SPCE120.100

30 h, supervisado

30 h, supervisado
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Este capitulo abarca:

4.1 SPC4000
4.2 SPC5000
4.3 SPC6000

4.1 SPC4000

Particiones programables

Max. numero de cédigos
PIN de usuario

Controles remotos
Dispositivos PACE
Alarma de panico via radio
Memoria de eventos

Numero de zonas
incorporadas

Max. nUmero de zonas
cableadas

Max. nUmero de zonas via
radio

Max. numero de detectores
viaradio de Intrunet por
receptor via radio
(recomendado)

Resistencia RFL

Numero de relés
incorporados

Numero de col. abiertos
incorporados

Firmware
Capacidad de puertas

Numero de lectores de
tarjetas

4
100

Hasta 32

32

Hasta 128

1.000 incidencias de intrusion, 1.000 incidencias de acceso

8

32

32 (restar zonas cableadas)

20

Doble 4k7 (predeterminado), se pueden configurar otras combinaciones de
resistencias

1 flash (30 V CC/1 A corriente de conmutacion resistiva)

2 sirena interior/exterior, 3 libremente programables (cada uno con una corriente de
conmutacion resistiva maxima de 400 mA, suministrada a través de salida auxiliar)

V3.x
Max. 4 puertas de entrada o 2 puertas de entrada/salida

Max. 4
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Datos técnicos

Modulo de radio

Verificacion

Video

Audio

Bus de campo 1)

campo 2)

Dispositivos de campo
conectables

Interfaces

Contacto de tamper
Tensién de alimentacion
Voltaje de red

Fusible de red

Consumo de energia

Corriente de reposo

Voltaje de salida

Activador de bajo voltaje

Proteccion contra
sobretension

Numero de dispositivos de

Corriente de funcionamiento

o SPC4221: receptor RF SiWay integrado (868MHz)
o SPC4320.220: Opcional (SPCW111)
« SPC4320.320: Opcional (SPCW110)

4 zonas de verificacion con un max. 4 camaras IP y 4 dispositivos de audio.

Hasta 16 imagenes previas a la incidencia/16 posteriores a la incidencia (resolucion
JPEG 320 x 240, max. 1 imagen/segundo)

Hasta 60 seg. previo/60 seg. posterior de grabacién de audio
X-BUS sobre RS-485 (307 kb/s)

Max. 11 (4 teclados, 2 médulos de expansion de puerta, 5 modulos de expansion de
entrada/salida)

« Teclados: SPCK42x, SPCK62x
o Modulos de expansion de puerta;: SPCA210, SPCP43x

o Modulos de expansion con E/S: SPCE65x, SPCE45x, SPCP33x, SPCE110,
SPCE120, SPCV32x

« 1X-BUS (1 punta)

« 1RS232

« USB (conexiénaPC)

« SPCA43xx: Adicionalmente 1 Ethernet (RJ45)

Tamper con muelle frontal, 2 entradas auxiliares de contacto de tamper
Tipo A (por EN50131-1)

230V CA, + 10%/ -15% / 50Hz

250mA T (pieza reemplazable en bloque de terminales de red)

SPC42xx: Méax. 160mA a 230V CA
SPC43xx: Max. 200mA a 230V CA

Controlador SPC42xx: Max. 160mA a 12V CC
Controlador SPC43xx: Max. 200mA a 12V CC

Controlador SPC42xx:
Max. 140 mA a 12V CC (165 mA con RTB, 270 mA con GSM, 295 mA con RTB y
GSM)

Controlador SPC43xx:
Max. 170mA a 12V CC (195mA con RTB, 300mA con GSM, 325mA con RTB y
GSM)

13-14 V CC en condiciones normales (con alimentacion de red CA y bateria
completamente cargada), min. 10,5V CC con alimentacion de un dispositivo
secundario (antes de cerrarse el sistema como proteccién contra descarga minima
de bateria)

7,5V CC
15,7V CC
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Datos técnicos

Ondulacion de pico a pico
Alim. auxiliar (nominal)

Tipo de bateria

(Pila no incluida)

Cargador de bateria

Proteccion de la bateria

Actualizacion de software
Calibracion
Piezas reparables

Temperatura de
funcionamiento

Humedad relativa
Color

Peso

Dimensiones (ancho x alto x

prof.)

Carcasa

La carcasa puede contener
hasta

Calificacion IP

ATS

ATP

Perfiles de incidencias
Excepciones de incidencia

Perfiles de comandos

Max. 5% del voltaje de salida
Max. 750mA a 12V CC

SPC422x/4320:
« YUASANP7-12FR (12 V/7 Ah) - NF
« PowerSonic PS1270 (12 V/7 Ah)
o YUASA Yucel Y7-12FR (12 V/7 Ah)

SPC422x/4320: Max. 72 h para el 80 % de capacidad de la bateria

Corriente limitada a 1A (protegida por fusible), proteccién contra descarga minima a
10,5V CC 3%

Actualizacion local y remota para controlador, periféricos y médems GSM/RTB.
No se requieren comprobaciones de calibracion (calibrada en fabricacién)
No hay piezas reparables

de-10°Ca+50°C

Max. 90% (sin condensacion)

RAL 9003 (blanco sefial)
SPC422x/4320: 4,500 kg
SPC422x/4320: 264 x 357 x 81 mm

SPC4320.320: Pequeia carcasa de metal (acero dulce de 1,2 mm)

SPC422x.220: Pequeia carcasa con base metalica (acero dulce de 1,2 mm)y tapa
de plastico

SPC422x/4320: 1 mbdulo de expansién adicional (tamario 150 x 82 mm)

30
3
8
5
10
5

1) Max. 400 m entre dispositivos/tipos de cable [YSTY 2x 2 x & 0,6 mm (min.), UTP cat 5 (ntcleo
solido) o Belden 9829.

2) Se pueden direccionar mas médulos de expansién de E/S en lugar de un teclado o un médulo de
expansion de puerta, pero el nimero de entradas/salidas programables no puede exceder los limites
especificados para el sistema.
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4.2 SPC5000

Particiones programables

Max. numero de codigos
PIN de usuario

Controles remotos
Dispositivos PACE
Alarma de panico via radio
Memoria de eventos

Numero de zonas
incorporadas

Max. nUmero de zonas
cableadas

Max. nUmero de zonas via
radio

Max. numero de detectores
via radio de Intrunet por
receptor via radio
(recomendado)

Resistencia RFL

Salidas de relé

Salidas electronicas

Firmware
Capacidad de puertas

Numero de lectores de
tarjetas

Maodulo de radio

Verificacion

16
500

Hasta 100

250

Hasta 128

10.000 incidencias de intrusion, 10.000 incidencias de acceso

» SPC5320/5330 — 8
« SPC5350— 16

128

120 (restar zonas cableadas)

20

Doble 4k7 (predeterminado), se pueden configurar otras combinaciones de
resistencias

o SPC5320/5330 — 1 flash (30 V CC/1 A corriente de conmutacion resistiva)

o SPC5350 — 4 (conmutacion de polo tnico, 30 V CC/max. 1 A corriente de
conmutacion resistiva)

« SPC5320/5330 — 5 salidas:
— 2 sirenas interiores/exteriores

— 3 programables. Maximo 400mA corriente de conmutacion resistiva por
salida, suministrada por salida auxiliar.

o SPC5350 — 8 salidas. Maximo 400 mA corriente de conmutacion resistiva por
salida

— 5 salidas de alimentacion estandar

— 3 salidas supervisadas
V3.x
Max. 16 puertas de entrada o 8 puertas de entrada/salida

Max. 16

Opcional (SPCW110)

16 zonas de verificacion con un max. de 4 camaras IP y 16 dispositivos de audio.
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Video

Audio
Bus de campo 1)

Numero de dispositivos de
campo 2)

Dispositivos de campo
conectables

Interfaces

Contacto de tamper

Tension de alimentacion
Voltaje de red

Fusible de red

Consumo de energia

Corriente de funcionamiento

Corriente de reposo

Voltaje de salida

Activador de bajo voltaje

Proteccion contra
sobretension

Ondulacion de pico a pico

Alim. auxiliar (nominal)

Hasta 16 imagenes previas a la incidencia/16 posteriores a la incidencia (resolucién
JPEG 320 x 240, max. 1 imagen/segundo)

Hasta 60 seg. previo/60 seg. posterior de grabacion de audio
X-BUS sobre RS-485 (307 kb/s)

Max. 48 (16 teclados, 8 modulos de expansion de puerta, 16 modulos de expansion
de entrada/salida)
« Teclados: SPCK42x, SPCK62x
« Modulos de expansion de puerta: SPCA210, SPCP43x
« Modulos de expansion con E/S: SPCE65x, SPCE45x, SPCP33x, SPCP35x,
SPCE110, SPCE120, SPCV32x
o 2X-BUS (2 en punta 1lazo)
« 2RS232
« 1USB (conexionaPC)
« SPC53xx: Adicionalmente 1 Ethernet (RJ45)
« SPC5320/5330: Tamper con muelle frontal, 2 entradas auxiliares de contacto
de tamper

« SPC5350: Interruptor de tamper frontal/trasero

Tipo A (por EN50131-1)

230V CA, + 10%/-15%, 50 Hz
« SPC5320/5330: 250 mA T (pieza reemplazable en bloque de terminales de red)
« SPC5350: 800 mA T (pieza reemplazable en bloque de terminales de red)

» SPC5320/5330: Max. 200mA a 230V CA
» SPC5350: Max. 500mA a 230V CA

» Controlador SPC5320/5330: Max. 200mA a 12V CC
« SPC5350: Max. 210mA a 12V CC

Controlador SPC53xx: Max. 170mA a 12V CC (195mA con RTB, 300mA con
GSM, 325mA con RTB y GSM)

13-14 V CC en condiciones normales (con alimentacién de red CA y bateria
completamente cargada), min. 10,5V CC con alimentacion de un dispositivo
secundario (antes de cerrarse el sistema como proteccién contra descarga minima
de bateria)

11V CC

« SPC5320/5330: 15,7V CC
« SPC5350: 15V CC nominal

Max. 5% del voltaje de salida

« SPC5320/5330: Max. 750mA a 12V CC

« SPC5350: Max. 2.200 mA a 12V CC (8 salidas con fusibles por separado,
300 mA por salida)
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Tipo de bateria SPC5320:
(Pila no incluida) o YUASA NP7-12FR (12 V/7 Ah)- NF
o PowerSonic PS1270 (12 V/7 Ah)
o YUASA Yucel Y7-12FR (12 V/7 Ah)
SPC5330:
o YUASANP17-12IFR (12V/17 Ah) - NF
o YUASA Yucel Y17-12FR (12 V/17 Ah)
« PowerSonic PS12170 (12 /7 Ah)
SPC5350:
« FIAMM FGV22703 (12 V/27 Ah) - NF
« PowerSonic PS12260FR (12 V//26 Ah)
« PowerSonic PS12170 (12 /17 Ah)
o Alarmcom AB1227-0 (12 V/27 Ah)
o YUASA NPL24-12IFR (12 /24 Ah)
o YUASA Yucel Y17-12IFR (12 V/17 Ah)
o YUASA Yucel Y24-12FR (12 V/24 Ah)

Cargador de bateria o SPC5320: Max. 72 h,
o SPC5330/5350: Max. 24 h para el 80 % de capacidad de la bateria

Proteccion de la bateria o SPC5320/5330: Corriente limitada a 1 A (protegida por fusible), proteccion
contra descarga minimaa 10,5V CC +3%

o SPC5350: Corriente limitada a 2 A (protegida por fusible restablecible PTC),
proteccion contra descarga minimaa 10,5V CC

Actualizacion de software Actualizacion local y remota para controlador, periféricos y médems GSM/RTB.
Calibracion No se requieren comprobaciones de calibracion (calibrada en fabricacion)

Piezas reparables o SPC5320/5330: No hay piezas reparables
o SPC5350: 8 fusibles de cristal (400 mA AT) para salidas de 12V CC

Temperatura de de-10°Ca+50°C
funcionamiento

Humedad relativa Max. 90% (sin condensacion)
Color RAL 9003 (blanco sefial)
Peso « SPC5320: 4,500 kg

« SPC5330: 6,400kg
« SPC5350: 18,600kg

Dimensiones (anchox altox « SPC5320: 264 x 357 x 81 mm
prof.) . SPC5330: 326 x 415 x 114mm
o SPC5350: 498 x 664 x 157mm
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Datos técnicos

Carcasa

La carcasa puede contener
hasta

Clasificacion IP/IK

ATS

ATP

Perfiles de incidencias
Excepciones de incidencia

Perfiles de comandos

« SPC5320: Pequena carcasa de metal (acero dulce de 1,2 mm)
« SPC5330: Carcasa de metal con bisagras (acero dulce de 1,2 mm)

« SPC5350: Carcasa de metal (acero dulce de 1,5 mm)

« SPC5320: 1 moédulo de expansion adicional
« SPC5330: 4 médulos de expansion adicionales (tamafio 150 x 82 mm)

« SPC5350: 4 médulos de expansion adicionales (150 x 82 mm)
30/06
5
15
10
50
8

1) Max. 400 m entre dispositivos/tipos de cable IYSTY 2x 2x @ 0,6 mm (min.), UTP cat 5 (nucleo
solido) o Belden 9829.

2) Se pueden direccionar mas moédulos de expansién de E/S en lugar de un teclado o un médulo de
expansion de puerta, pero el nimero de entradas/salidas programables no puede exceder los limites
especificados para el sistema.

4.3 SPC6000

Particiones programables

Max. nimero de cddigos
PIN de usuario

Controles remotos
Dispositivos PACE
Alarma de panico via radio
Memoria de eventos

Numero de zonas
incorporadas

Max. nimero de zonas
cableadas

Max. nimero de zonas via
radio

Max. nimero de
detectores via radio de
Intrunet por receptor via
radio (recomendado)

60
2500

Hasta 100

250

Hasta 128

10.000 incidencias de intrusion, 10.000 incidencias de acceso

« SPC6320/6330 —8
o SPC6350—16

512

120 (restar zonas cableadas)

20

© Vanderbilt 2019

38 ABV10276963-e

11.2019




SPC4xxx/5xxx/6xxx — Manual de instalacion y configuracion Datos técnicos

Resistencia RFL Doble 4k7 (predeterminado), se pueden configurar otras combinaciones de
resistencias

Salidas de relé « SPC6320/6330 — 1 flash (30 V CC/1 A corriente de conmutacion resistiva)

« SPC6350 —4 (conmutacion de polo tnico, 30 V CC/max. 1 A corriente de
conmutacion resistiva)

Salidas electrénicas o« SP6320/6330 — 5 salidas:
— 2 sirenas interiores/exteriores

— 3 programables. Maximo 400mA corriente de conmutacion resistiva por
salida, suministrada por salida auxiliar.

« SPC6350 — 8 salidas. Maximo 400 mA corriente de conmutacion resistiva
por salida

— 5 salidas de alimentacion estandar

— 3 salidas supervisadas

Firmware V3.x

Capacidad de puertas Max. 64 puertas de entrada o 32 puertas de entrada/salida

Numero de lectores de Max. 64

tarjetas

Maodulo de radio Opcional (SPCW110)

Verificacion 32 zonas de verificacion con un max. de 4 camaras IP y 32 dispositivos de audio.
Video Hasta 16 imagenes previas a la incidencia/16 posteriores ala incidencia

(resolucion JPEG 320 x 240, max. 1 imagen/segundo)

Audio Hasta 60 seg. previo/60 seg. posterior de grabacién de audio

Bus de campo 1) X-BUS sobre RS-485 (307 kb/s)

Numero de dispositivos de  Max. 128 (32 teclados, 32 mddulos de expansion de puerta, 64 modulos de
campo 2) expansion de entrada/salida)

Dispositivos de campo o Teclados: SPCK42x, SPCK62x

conectables « Mddulos de expansion de puerta: SPCA210, SPCP43x

o Modulos de expansion con E/S: SPCE65x, SPCE45x, SPCP33x, SPCP35x,
SPCE110, SPCE120, SPCV32x
Interfaces o 2X-BUS (2 enpunta 1lazo)
« 2RS232
« 1USB (conexiona PC)
« SPC63xx: Adicionalmente 1 Ethernet (RJ45)
Contacto de tamper « SPC6330: Tamper con muelle frontal, 2 entradas auxiliares de contacto de
tamper

« SPC6350: Interruptor de tamper frontal/trasero
Tensién de alimentacion  Tipo A (por EN50131-1)
Voltaje de red 230V CA, +10%/-15%, 50Hz
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Fusible de red « SPC6330: 250 mA T (pieza reemplazable en bloque de terminales de red)
« SPC6350: 800mA T (pieza reemplazable en bloque de terminales de red)

Consumo de energia o SPC6330: Max. 200mA a 230V CA
« SPC6350: Max. 500mA a 230V CA
Corriente de « SPC6330: Max. 200mA a12v CC
funcionamiento . SPC6350: Méx. 210mA a 12V CC
Corriente de reposo Controlador SPC63xx: Max. 170mA a 12V CC (195mA con RTB, 300mA con

GSM, 325mA con RTB y GSM)

Voltaje de salida « SPC6330: 13-14 V CC en condiciones normales (con alimentacion de red CA
y bateria completamente cargada), min. 10,5V CC con alimentacién de un
dispositivo secundario (antes de cerrarse el sistema como proteccion contra
descarga minima de bateria)

o SPC6350: 13-14 V CC en condiciones normales (con alimentacién de red CA
y bateria completamente cargada), min. 10,5V CC con alimentacién de un
dispositivo secundario (antes de cerrarse el sistema como proteccion contra
descarga minima de bateria)

Activador de bajovoltaje 11V CC

Proteccion contra « SPC6330: 15,7V CC
sobretension . SPC6350: 15V CC nominal

Ondulacion de picoapico  Max. 5% del voltaje de salida

Alim. auxiliar (nominal) o SPC6330: Max. 750mA a12v CC

« SPC6350: Max. 2.200 mA a 12V CC (8 salidas con fusibles por separado,
300 mA por salida)

Tipo de bateria SPC6330:

(Pila no incluida) o YUASANP17-12FR (12 V/17 Ah) - NF
o YUASA Yucel Y17-12IFR (12 V/17 Ah)
o YUASA Yucel Y24-12FR (12 V/24 Ah)
« PowerSonic PS12170 (12 V/7 Ah)
« PowerSonic PS12260 (12 /26 Ah)

SPC6350:

o YUASA NP17-12FR (12 V/17 Ah) - NF
o FIAMM FGV22703 (12 V/27 Ah) - NF
o YUASA NPL24-12IFR (12 V/24 Ah)
o Alarmcom AB1227-0 (12 V/27 Ah)
« PowerSonic PS12260 (12 VV/26 Ah)

Cargador de bateria SPC63xx: Max. 24 h para el 80 % de capacidad de la bateria
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Proteccion de la bateria

Calibracion

Piezas reparables

Temperatura de
funcionamiento

Humedad relativa
Color

Peso

Dimensiones (ancho x alto
x prof.)

Carcasa

La carcasa puede
contener hasta

Clasificacion IP/IK
ATS

ATP

Perfiles de incidencias

Excepciones de
incidencia

Perfiles de comandos

« SPC6330: Corriente limitada a 1 A (protegida por fusible), proteccién contra
descargaminimaa 10,5V CC +3%

« SPC6350: Corriente limitada a 2 A (protegida por fusible restablecible PTC),
proteccion contra descarga minima a 10,5V CC, indicador de bajo voltaje a

No se requieren comprobaciones de calibracién (calibrada en fabricacion)

« SPC6330: No hay piezas reparables
« SPC6350: 8 fusibles de cristal (400 mA AT) para salidas de 12V CC

11VCC

Actualizacién de software  Actualizacién local y remota para controlador, periféricos y médems GSM/RTB.

de-10°C a+50°C

Max. 90% (sin condensacion)

RAL 9003 (blanco sefial)

SPC6330: 6,400kg
SPC6350: 18,600kg

SPC6330: 326 x 415 x 114mm
SPC6350: 498 x 664 x 157mm

SPC6330: Carcasa de metal con bisagras (acero dulce de 1,2 mm)

SPC6350: Carcasa de metal (acero dulce de 1,5 mm)

SPC6330: 4 médulos de expansién adicionales (tamarfio 150 x 82 mm)

SPC6350: 6 médulos de expansién adicionales (150 mm x 82 mm) o 1
controlador adicional + 4 modulos de expansion

30/06

10
30
20

100

10

1) Max. 400 m entre dispositivos/tipos de cable IYSTY 2x 2 x & 0,6 mm (min.), UTP cat 5 (nucleo sdlido)

o Belden 9829.

2) Se pueden direccionar mas moédulos de expansién de E/S en lugar de un teclado o un médulo de
expansion de puerta, pero el numero de entradas/salidas programables no puede exceder los limites
especificados para el sistema.

4.4 SPCP355.300

Numero de zonas
incorporadas
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Datos técnicos

Resistencia RFL

Salidas de relé
Salidas electronicas
Interfaces

Voltaje de red

Corriente de
funcionamiento

Corriente de reposo

Voltaje de salida

Alim. auxiliar (nominal)

Tipo de bateria

(Pila no incluida)

Contacto de tamper

Temperatura de
funcionamiento

Carcasa

Color
Dimensiones
Peso (sin baterias)

Clasificacion IP/IK

Doble 4k7 (predeterminado), se pueden configurar otras combinaciones de
resistencias

3 (conmutacion de polo unico, 30 V CC / max. 1 A corriente de conmutacion resistiva)
3 supervisadas (cada una de ellas max. 400 mA corriente de conmutacion resistiva),
X-BUS (entrada, salida, ramal)

230V CA, de +10 a-15%, 50Hz

Max. 245 mA a 12V CC (todos los relés activados)

Max. 195mA a 12V CC

13-14 V CC en condiciones normales (con alimentacién de red CA y bateria
completamente cargada),

Méx. 2.360 mA a 12V CC (8 salidas con fusibles por separado, max. 300 mA por
salida)

o FIAMM FGV22703 (12 V/27 Ah) - NF

o YUASA NP17-12FR (12 V/17 Ah)

o YUASA NPL24-12IFR (12 V/24 Ah)

o Alarmcom AB1227-0 (12 V/27 Ah)

« PowerSonic PS12170 (12 V/17 Ah)

« PowerSonic PS12260 (12 VV/26 Ah)

o YUASA Yucel Y17-12IFR (12 V/17 Ah)
o YUASA Yucel Y24-12FR (12 V/24 Ah)

Interruptor de tamper frontal/trasero

de 0a+40°C

Carcasa de metal (acero dulce de 1,5mm)

RAL 9003 (blanco sefial)

498 x 664 x 157mm

18,400 kg (carcasa con cubierta), 11,300 kg (carcasa sin cubierta)

30/06
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5 Introduccion

El controlador de la serie SPC es un auténtico controlador hibrido con ocho zonas cableadas incorporadas
que se comunican con dispositivos intrusos.

El disefo flexible del controlador permite combinary sincronizar los componentes funcionales
(RTB/GSM/RF) para mejorar la capacidad del sistema. Al utilizar este enfoque, el instalador puede
garantizar una instalacion eficiente con un cableado minimo.

10|

12<0

15
Descripcién general
Numero Descripcion Numero Descripcion
1 PSTN 13 Moédulo de expansion via radio
2 GSM 14 PSU
3 Ethernet 15 Configuracion en lazo
4 Receptor via radio 16 Red RTB
5 Toma de CA general 17 Red GSM
6 Bateria de 12V 18 Router de banda ancha
7 RF 19 Red
8 Salidas cableadas (6) 20 Central
9 Entradas cableadas (8) 21 LAN/WLAN
10 Teclados 22 Escritorio de servicio
11 Médulo de expansion IO 23 Usuario remoto
12 Modulo de expansion de salida 24 Interfaces moéviles
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6 Montaje de equipamiento del sistema

Este capitulo abarca:

6.1 Montaje de una carcasa G2 ... .. .. 44
6.2 Montaje de una carcasa G3 ...l 45
6.3 Montaje de una carcasa G5 ... ... 52
6.4 Montaje de un teclado ... ... . .. 58
6.5 Montaje de un modulo de expansion ... 58

6.1 Montaje de una carcasa G2

La carcasa G2 del SPC se suministra con una cubierta metalica o de plastico. La cubierta esta unida a la
base de la carcasa por dos tomillos de fijacion ubicados en la parte superior y en la inferior de la cubierta
delantera.

Para abrir la carcasa, retire ambos tornillos con el destornillador adecuado y levante la cubierta
directamente desde la base.

La carcasa G2 incluye la placa de circuito impreso (PCB) del controlador, montada sobre cuatro soportes.
Se puede montar un médulo de entrada/salida opcional directamente debajo de la PCI del controlador. Se
puede colocar una bateria con capacidad maxima de 7 Ah debajo del controlador.

Debe instalarse una antena exterior opcional en carcasas con tapa metalica si se requiere la funcionalidad
via radio. Si se coloca una antena en la unidad, debe habilitarse en el firmware.

La carcasa G2 del SPC cuenta con tres orificios roscados para el montaje en pared de la unidad.

Para montar la carcasa en la pared, retire la cubierta y coloque el orificio para el tomillo de fijacién inicial en
la parte superior de la carcasa. Marque, en la ubicacion deseada de la pared, la posicién del orificio de este
tornillo y taladre el orificio. Atornille la unidad a la pared y marque la posicién de los dos orificios de los
tornillos inferiores con la unidad alineada verticalmente.

Se recomienda el uso de tomnillos con un vastago de 4 a 5 mm, un diametro de cabeza minimo de 8 mmy
un largo minimo de 40 mm para el montaje de la carcasa. Es posible que se requieran mas puntos de
fijacion segun la construccion de la pared.
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Montaje de equipamiento del sistema
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Carcasa estandar
Numero Descripcion
1 Antena viaradio
2 Controlador SPC
3 Orificios de los tornillos para el montaje mural

6.2 Montaje de una carcasa G3

La carcasa G3 del SPC se suministra con una cubierta frontal metdlica. La cubierta esta unida a la base de
la carcasa mediante bisagras y asegurada con un tornillo en la parte derecha de la cubierta delantera.

Para abrir la carcasa, retire los tornillos con el destornillador adecuado y abra la cubierta delantera.

La carcasa G3 contiene la PCI (Placa de Circuito Impreso) del controlador montada sobre un soporte de
montaje con bisagras. Los médulos de expansion y las fuentes de alimentacion se pueden montar en la
parte inferior del soporte de montaje con bisagras y también en la pared trasera de la carcasa, debajo del
soporte de montaje.
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Numero Descripcion

1 Médulos de expansion / fuente de alimentacion

2 Controlador

3 Médulos de expansion / fuente de alimentacion

4 Bateria
Debe instalarse una antena exterior opcional en carcasas con tapa metalica si se requiere la
funcionalidad via radio. Si se coloca una antena en la unidad, debe habilitarse en el firmware.
La carcasa G3 del SPC cuenta con tres orificios roscados para el montaje en pared de la unidad (vea el
punto 1 a continuacion).
Se recomienda el uso de tomillos con un vastago de 4 a 5 mm, un didametro de cabeza minimo de 8 mm
y un largo minimo de 40 mm para el montaje de la carcasa. Es posible que se requieran mas puntos de
fijacion segun la construccion de la pared.
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Para montar la carcasa en la pared:

1. Abrala cubierta y coloque el orificio para el tornillo de fijacién inicial en la parte superior de la
carcasa.

2. Marque, en la ubicacion deseada de la pared, la posicién del orificio de este tornillo y taladre el
orificio.
3. Atorille la unidad a la pared y marque la posicién de los dos orificios de los tornillos inferiores con la
unidad alineada verticalmente.
Requisitos de tamper trasero
Es posible que las normas locales exijan contar con un interruptor de tamper trasero.

El interruptor de tamper trasero se suministra junto con los paneles SPC en carcasas G3, y también esta
disponible como extra opcional con un kit de montaje (SPCY130). Los paneles G3 segun la norma
EN50131 (SPCxx3x.x20) se suministran, por defecto, con un kit de tamper trasero.

6.2.1 Montaje de un kit de tamper trasero

El kit de tamper trasero del SPC incluye centrales de control SPC y fuentes de alimentacion con la opcién
de usar un tamper trasero, ademas un tamper delantero.

El kit de tamper trasero incluye las siguientes partes:
« Interruptor de tamper
« Conectores para enchufar el interruptor de tamper trasero al controlador
« Placa de fijacion en pared

Montaje de la placa de fijaciéon en pared

1. Coloque el SPC en la posicion adecuada sobre la pared utilizando los tres puntos de fijacion (vea el
punto 1 a continuacion).
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2. Dibuje una linea alrededor del recorte del tamper trasero (vea el punto 2 a continuacion) para que
sirva como guia para la placa sobre la pared donde se fijara. Retire la carcasa de la pared.

3. Coloque la placa de pared (vea el punto 1 a continuacion) sobre la pared, centrandola con
precision alrededor del rectangulo dibujado previamente (vea el punto 2 a continuacion).
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Asegurese de que los cuatro rebordes sobre la placa de pared estén al ras de la pared.

Marque los cuatro puntos de fijacion en la placa de pared.

o o &

Perfore y utilice los tomillos adecuados (max. 4 mm) para el sustrato de la pared.
7. Coloqgue la placa contra la pared.
Colocacion del interruptor de tamper trasero

1. Inserte el interruptor de tamper (vea el punto 2 a continuacion) en la parte trasera de la carcasa
para que el émbolo esté hacia afuera (vea el punto 1 a continuacion).
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2. Coloque la carcasa sobre la pared utilizando los tres puntos de fijacion que retird previamente
(vea el punto 2 a continuacion). Asegurese visualmente de que la placa esté al ras de la carcasa
de metal.

Numero Descripcion

1 Carcasa

2 En pared

3 Placa de fijacion en pared
4 Interruptor de tamper

ADVERTENCIA: Sila placa de fijacion en pared no esta alineada con precision, es posible que la
carcasa no se asiente correctamente en los puntos de fijacion.
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Cableado del interruptor de tamper trasero a la central de control

Todas las centrales de control tienen entradas adicionales configuradas como entradas de tamper
disefiadas para cablear el interruptor de tamper y no requieren programacion.

El sistema detectara este interruptor de tamper como ‘Tamper aux. 1'.

S

= & o
. -~
o
&
&
& L
E
2 0
2 &
&
—
55
HEOAEEEE || EHEOAEE g%
N23 2
& o
. [T e &
mMCcT?
D
EIEIE)
>, NO
I_ 1
NGI_I-
O0oM

1. Conecte NA en el interruptor de tamper a T1 en el controlador.

2. Conecte COM en el interruptor de tamper a C en el controlador. Asegurese de no haber retirado el
puente T2.

3. Unavez cableado el interruptor de tamper, se puede poner en marcha el controlador de forma
normal.

6.2.2 Instalacion de la bateria de conformidad con EN50131

Para cumplir con la norma EN50131, se debe retener la bateria dentro de la carcasa para detener el
movimiento. Esto se logra al doblar las pestafias en la parte trasera de la carcasa con bisagras para
mantener la bateria en su lugar.

Si se utiliza una bateria de 7 Ah, entonces esta tiende hacia el lado izquierdo de la carcasa y se debe
doblar la pestana de la parte inferior hacia la bateria.
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Si se utiliza una bateria de 17 Ah, entonces esta tiende hacia el lado derecho de la carcasay se debe
doblar la pestafia del medio hacia la bateria.

L]

Se debe tener cuidado al doblar las pestafas de la bateria para no dafiarla. Si se perciben indicios
de dafo de la bateria o hay una fuga de electrolitos, debe descartar la bateria de conformidad con
lo establecido por las regulaciones actuales y usar una nueva bateria.

6.3 Montaje de una carcasa G5

La carcasa G5 del SPC consta de una base metalica y una cubierta frontal. La cubierta esta unida a la
base de la carcasa por cuatro tornillos de fijacion ubicados en la parte superior y en la inferior de la
cubierta delantera.

Para abrir la carcasa, retire todos los tornillos con el destornillador adecuado y levante la cubierta
directamente desde la base.

La carcasa G5 incluye la placa de circuito impreso (PCB) del controlador y |a fuente de alimentacion
inteligente SPCP355.300, ambas montadas sobre cuatro soportes. Un modulo de expansion de 8
entradas / 2 salidas esta montado encima de la fuente de alimentacion. Se incluyen cuatro soportes
adicionales para ofrecer la opcion de montar el médulo de expansion de 8 entradas/2 salidas debajo de
la placa de la fuente de alimentacion en la carcasa G5. También pueden montarse mdédulos de
expansioén adicionales en la carcasa tal como se muestra en la siguiente figura.
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Numero Descripcion Numero Descripcion

1 Bateria 6 Conductores de temperatura de la bateria

2 Correa para la bateria 7 PSU

3 Lenguietas de fijacion 8 Posiciones para médulos de expansion opcionales
4 Orificios para la correa 9 Controlador

5 Conductores de la bateria 10 Antena

En el compartimento de la bateria, en la parte inferior de la carcasa, se pueden alojar dos baterias, con una
capacidad maxima de 27 Ah.

Si se necesita la funcionalidad via radio, se debe instalar una antena externa opcional en la carcasa
metalica. Hay orificios troquelados disponibles en tres posiciones, en la parte superior de la carcasa,
donde se puede instalar la antena. Si se coloca una antena en la unidad, debe habilitarse en el firmware.

La carcasa G5 del SPC cuenta con cuatro orificios roscados para el montaje mural de la unidad.
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1
Numero Descripcion

1 Orificios de fijacion en las esquinas

2 Seccion de tamper

3 Estante de separacion del compartimento de la bateria
4 Abertura de la ranura de telecomunicaciones

6.3.1 Proteccion contra manipulaciones

El interruptor de tamper y el soporte de tamper trasero estan fijados a la carcasa. El interruptor, si se
utiliza solo, sirve inicamente como tamper frontal y, si se utiliza con el soporte de tamper trasero,
como proteccion de tamper frontal y trasero. Dependiendo de las normas locales, se requerira una
proteccion de tamper trasero o frontal.

El soporte de tamper queda fijado firmemente a su sitio mediante un tornillo de fijacién. Recuerde retirar
este tomillo si el sistema se pone en servicio con proteccion de tamper trasero. No retire este tornillo si
se utiliza unicamente el tamper frontal.

6.3.2 Montaje de la carcasa con protecciéon de tamper

Para el montaje de la carcasa:

1. Conla plantilla de montaje incluida en el suministro, marque las cuatro posiciones de taladrado
para fijar la carcasa a la pared.

2. Taladre los orificios e introduzca los tornillos adecuados (vea plantilla adjunta) en la pared. Deje
que los tornillos sobresalgan 1,5 cm de la pared.

3. Lacarcasa G5 esta preconfigurada para tamper frontal inicamente. Si desea configurar la
carcasa para tamper frontal y trasero, retire el tornillo de fijacion del tamper frontal (elemento 1).

El soporte de tamper se desplaza al extremo derecho de la ranura de orientacion (elemento 6).

4. Monte la carcasa G5 en la posicién adecuada en la pared y apriete los cuatro tornillos de
montaje. Asegurese de que la carcasa quede a ras con la superficie de la pared.

ABV10276963-e
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5. Mueva el soporte de tamper hacia el extremo izquierdo de la ranura de orientacién y apriete el tornillo
de tamper trasero (elemento 5) a la pared. El soporte de tamper debe quedar perpendicular a la pared
trasera de la carcasa.

6. Instale latapa sobre la carcasa para comprobar la conexién del interruptor de tamper. Levante la
tapa aproximadamente 1mm para activar el interruptor de tamper.

Numero Descripcién Numero Descripcion

1 Tornillo de fijacién de tamper frontal 5 Tornillo de tamper trasero

2 Soporte de tamper 6 Ranura de orientacion

3 Interruptor de tamper 7 Estante de separacion del compartimento de la bateria
4 Abertura para el tamper trasero

ADVERTENCIA: Si el tornillo de tamper trasero no esta bien fijado contra la pared, la proteccion de
tamper puede verse afectada. Si se retira o se desplaza la carcasa de la pared, se debe volver a
comprobar el correcto funcionamiento del contacto del tamper trasero, y reajustarse si es necesario.
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6.3.2.1 Funcionamiento del tamper

Interruptor de tamper - normal

4 3

T

73
i
|
1
Ndmero Descripcion
1 En pared
2 Tornillo de tamper trasero
3 Pared trasera de la carcasa
4 Tapa de la carcasa
5 Contacto del interruptor de tamper cerrado

Interruptor de tamper - desplazado

4 3

5_

Numero Descripcion

1 En pared

2 Tornillo de tamper trasero

3 Pared trasera de la carcasa

4 Tapa de la carcasa

5 Contacto del interruptor de tamper abierto

Si la carcasa se retira de la pared o se desplaza, el tomillo de soporte de tamper ya no queda seguro
contra la pared, haciendo pivotar el soporte. Esto hace que el interruptor de tamper se salga de la tapa y
abra el contacto del interruptor.
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ADVERTENCIA: Si el tornillo del soporte de tamper no esta bien fijado contra la pared, la proteccion
de tamper puede verse afectada.

Si se utilizan dos baterias en la carcasa G5, se recomienda que ambas tengan el mismo amperaje.

9 A—m

Numero Descripcion Numero Descripcion

»

1 Bateria Conductor de temperatura de la bateria

~

Correa de sujecion PSU

o

Lenguetas de sujecion de la bateria Posiciones para modulos de expansion opcionales

©

Orificios para la correa Controlador

a AW DN

Conductores de la bateria 10 Antena

Para instalar las baterias:
1. Coloque las baterias en el compartimento para baterias.
2. Presione las lengletas metalicas de la parte superior y de ambos lados hacia las baterias.

3. Fije las baterias a la carcasa mediante una correa para la bateria. Asegurese de que la correa queda
enhebrada a través de los orificios situados en la parte trasera del compartimento de la bateria 'y
alrededor de la bateria, con los dos extremos de la correa en la parte frontal de la bateria.

4. Abroche firmemente los dos extremos de la correa mediante el cierre de Velcro. Compruebe que la
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correa queda bien apretada alrededor de la bateria.

5. Conecte un extremo de los conectores de la bateria con los terminales positivo y negativo de la
bateria, y los otros extremos con las entradas positiva y negativa correspondientes de la fuente
de alimentacion.

positivo (+) a la bateria antes de conectar el negativo (-). Al retirar la bateria,

PRECAUCION: Al instalar la bateria, conecte siempre primero el conector
A retire siempre primero el conector negativo (-) antes de retirar el positivo (+).

6. Conecte los extremos sueltos de los conectores de supervision de temperatura adjuntos a las
entradas de supervision de temperatura de la bateria en la fuente de alimentacion.

6.4 Montaje de un teclado

Consulte las instrucciones de instalacion correspondientes.

Encontrara las guias de instalacién disponibles en
http://www.spcsupportinfo.com/connectspcdata/userdata.

6.5 Montaje de un médulo de expansién

Consulte las instrucciones de instalacion correspondientes.

Encontrara las guias de instalacién disponibles en
http://www.spcsupportinfo.com/connectspcdata/userdata.
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7 Fuente de alimentacién inteligente

En esta seccién se describen los componentes y el cableado de la fuente de alimentacién inteligente.

7.1 Fuente de alimentacién inteligente SPCP355.300

La fuente de alimentacion inteligente SPCP355.300 es una fuente de alimentacion combinada con un
modulo de expansion de 8 entradas / 2 salidas dentro de una carcasa G5. La fuente de alimentacion
cuenta con el respaldo de baterias de 2x24Ah o de 2x27 Ah, y posee ocho salidas de potencia y dos
salidas logicas.

El modulo de expansion supervisa la fuente de alimentacion controlando las sobreintensidades, los fallos
en los fusibles, la tension alterna, las comunicaciones y la potencia de salida de la bateria. EIl médulo de
expansion es alimentado por la fuente de alimentacion y recibe los datos de esta a través de un cable
conector. También actiia como interfaz con el controlador SPC a través del X-BUS SPX.
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Numero Descripcion
Fuente de alimentacién inteligente SPCP355.300
1 Entrada de red C.A. y bloque de fusibles
2 Transformador de entrada
3 AC IN: Entrada de alimentacion de CA
4 MAINS: LED de alimentacion de red eléctrica
5 BATT1: LED de estado de carga de bateria 1
6 BATT2: LED de estado de carga de bateria 2
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Numero  Descripcion

7 FUSE: LED de fallo de fusible

8 LIMIT: LED de limite de corriente

9 STATUS: LED de estado

10 A2: Salida de alimentacion de 14,5 V.

« No respaldado por bateria
« Protegido con fusible restablecible PTC, 300 mA (elemento 23 en imagen anterior)

11 A1: Se conecta con la entrada de alimentacion (+/-) en el SPC5350/6350.

12 COMM1: Interfaz de 4 clavijas del médulo de expansién. Se conecta con el elemento 32, conexion de
alimentacion y datos, en laimagen anterior con un cable directo.

13 Referencia de reloj: se conecta con la referencia de reloj en el SPC5350/6350.

14 T1, T2: Entradas de interruptor de tamper. Conéctelas al interruptor de tamper frontal/trasero.
Consulte Montaje de la carcasa con proteccion de tamper en la pagina 54.

15 Interruptor de tamper frontal/trasero. Consulte Montaje de la carcasa con proteccion de tamperen la
pagina 54.

16 NA/NC: Salida de relé logica configurable NA/NC. Consulte Cableado de las salidas en la pagina 66
para obtener mas informacion.

17 Fusibles de cristal: fusibles T de 400mA para salidas 1-8.

18 OP 6-8 y SW 6-8: Salidas de alimentacion (OP) y salidas logicas (SW) combinadas.
Salidas de alimentacién estandar de 12 V CC combinadas con salidas légicas configurables de
drenaje abierto (4k7 RFL con/sin supervision).

19 OP 1-5: Salidas de alimentacion estandarde 12V CC.
Para mas informacion, consulte la nota de advertencia debajo de esta tabla.

20 BTE2: Entrada de supervision de temperatura de bateria 2.

21 BATT1y BATT2: Conectores de bateria 1y 2.

22 BTE1: Entrada de supervision de temperatura de bateria 1.

23 Fusibles PTC: Fusibles con amperaje de 300 mA. Para proteccion de las salidas A1y A2.
Para obtener mas informacién, consulte Recuperacion del sistema en la pagina 69.

24 Fusible PTC: Fusible con un amperaje de 5 A. Protege la entrada de alimentacién de C.A. (elemento
3 en laimagen anterior).
Para obtener mas informacién, consulte Recuperacion del sistema en la pagina 69.

25 Interruptor de arranque de fuente de alimentacién: Para mas informacion, consulte Recuperacion del
sistema en la pagina 69.
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Numero  Descripcion

Expansor

26 NA/NC: Salidas de relé légicas. El médulo de expansion cuenta con dos salidas de relé logicas
configurables NA/NC.

Para obtener mas informacion, consulte Cableado de las entradas en |la pagina 65.

27 | 1-8: Entradas. EI médulo de expansion cuenta con 8 entradas incorporadas que se pueden
configurar como zonas de alarma de intrusion en el sistema SPC.

Para obtener més informacion, consulte Cableado de las entradas en la pagina 65.

28 Fuente de alimentacion auxiliar de 12 V: No utilizar.

El médulo de expansion recibe la alimentacién a través de COMM1 en la fuente de alimentacion
inteligente SPCP355.300.

29 Potencia de entrada de X-BUS: No utilizar.

El mddulo de expansion recibe la alimentacion a través de COMM?1 en la fuente de alimentacion
inteligente SPCP355.300.

30 Interfaz X-BUS: El bus de comunicaciones conecta médulos de expansion en el sistema SPC.

31 Jumper de terminacion: Este jumper siempre esta colocado por defecto.

Para obtener mas informacion, consulte Cableado de la interfaz X-BUS en la pagina 64.

32 Interfaz de 4 clavijas de fuente de alimentacién: Se conecta con COMM1 en la fuente de alimentacion
inteligente SPCP355.300 (elemento 12 en la imagen anterior), conector de alimentacién y datos, con
un cable directo.

33 Interruptor de tamper frontal: No se utiliza. El tamper frontal/trasero conectado a las tomas T1y T2 de
la fuente de alimentacion inteligente SPCP355.300 es el unico tamper necesario para esta
instalacion.

34 JP1: Se debe instalar el bypass de tamper frontal.

35 Zumbador: Activado para localizar el médulo de expansion. Consulte Localizar en la pagina 130 para
obtener mas informacion.

36 JP6: Bypass de tamper trasero. Se debe instalar.

37 Interruptores de direccionamiento manual: Activan la configuracion manual del ID del médulo de
expansion.

38 LED de estado de X-BUS: Indica el estado del X-BUS cuando el sistema esta en modo TECNICO
COMPLETO, como se muestra a continuacion:

« Parpadeo lento (cada 1,5 segundos): Estado de comunicaciones de X-BUS OK.

« Parpadeo rapido (cada 0,2 segundos): Indica una de las siguientes opciones:
—Indica el ultimo médulo de expansion en linea para configuraciones en punta.
—Indica un problema de comunicacién entre dos médulos de expansién. Si hay dos médulos de
expansion parpadeando rapidamente, el problema esta entre estos dos médulos de expansion.

39 LED: Sin utilizar.

40 LED de estado de F.A.
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ADVERTENCIA: El consumo maximo de corriente de carga combinado de todas las salidas de
12V CC (OP 1-8) mas COMM1 no debe sobrepasar los 2,4 A. Cada salida individual, y la salida A2,
no debe sobrepasar los 300 mA. Si la corriente del dispositivo requiere mas de 300 mA, se
recomienda disponer las salidas en paralelo.

Anadir médulos de expansién adicionales

Si se afiaden médulos de expansién adicionales a la carcasa G5, debe asegurarse de que los tampers
frontal y trasero estén desactivados instalando los jumpers apropiados. En una carcasa G5, la propia
carcasa y la fuente de alimentacion inteligente SPCP355.300 gestionan los tampers frontal y trasero.

7.1.1 Salidas supervisadas

La fuente de alimentacion inteligente SPCP355.300 admite tres salidas logicas de drenaje abierto que se
pueden supervisar para la deteccién de tamper. La deteccidn de tamper de salida esta habilitada en la
configuracion. La deteccion de tamper de salida se habilita conectando una RFL de 4k7 en paralelo con el
dispositivo de carga, como una sirena exterior. También se necesita un diodo de potencia (1N4001 por
ejemplo, o similar), si no hay uno ya en el dispositivo externo.

SWE-SW8 | (O
ov
ov| (O o
PIR 1
OP6-0P8
O 12V
r—— - - - - — = = /= 1
| |
| ov |
sWe-sws | O | |
ov| o | 7 Ext. Bell | —2
| |
OP6-0P8 |
O | o |
| |
| |
Numero Descripcion
1 Salida de alimentacion estandar de 12V
2 Salida légica conmutada configurable y supervisadade 12V C.C.
7.1.2 Baterias
Esta seccion abarca:
« Instalacion de las baterias en la pagina opuesta
o Comprobacion de voltaje de la bateria en la pagina 64
« Proteccion contra descarga minima en la pagina 64
o Tiempos de espera de la bateria en la pagina 64
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7.1.2.1 Instalacion de las baterias

En esta seccion se describe la instalacién de baterias para la fuente de alimentacion inteligente

SPCP355.300 y la carcasa G5.

— 5 |

Nlumero

Descripcion

o N o o »~ w DN

Bateria

Correa para la bateria

Orificios de montaje

Orificios para la correa

Conductores de la bateria

Conductores de temperatura de la bateria
Fuente de alimentacién / médulo de expansion

Posiciones de montaje para modulos de expansién adicionales.
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e Se recomienda utilizar dos baterias. Estas baterias deben ser del mismo tipo y la misma
l capacidad.

1. Instale las baterias en el compartimento para baterias.

2. Asegurelas con las correas para bateria incluidas en el suministro, asegurandose de que la correa
queda enhebrada a través de los orificios situados en la parte trasera del compartimento de la
bateria y alrededor de la propia bateria.

3. Asegure los dos extremos de la correa en la parte frontal de la bateria, asegurandose de que la
correa quede apretada firmemente.

4. Conecte los conectores de la fuente de alimentacion inteligente SPCP355.300 a las baterias en el
siguiente orden:

- En primer lugar, conecte el cable positivo (rojo).

- En segundo lugar, conecte el cable negativo (negro).

PELIGRO: Al retirar los conectores de la bateria, desconecte siempre primero el conector negativo
(negro) antes de desconectar el conector positivo (rojo).

7.1.2.2 Comprobacion de voltaje de la bateria

La fuente de alimentacion inteligente SPCP355.300 realiza una comprobacion de carga en cada bateria
colocando una resistencia de carga en los terminales de la bateria y midiendo el voltaje resultante. Esta
comprobacién de la bateria se realiza cada cinco segundos.

7.1.2.3 Proteccidn contra descarga minima

Si la alimentacion de la red eléctrica a la fuente de alimentacién inteligente SPCP355.300 falla durante un
tiempo prolongado, cada bateria suministra alimentacion a las salidas de potenciade 12V C.C. dela
fuente de alimentacién durante un tiempo limitado. Las baterias pueden llegar a descargarse. Para evitar
que las baterias se descarguen hasta el punto de que no se puedan recuperar, |la fuente de alimentacion
inteligente SPCP355.300 desconecta la bateria si el voltaje medido cae por debajo de los 10,5V CC. A
continuacion, tras restaurarse la alimentacién de la red principal, la bateria se puede recargar.

7.1.2.4 Tiempos de espera de la bateria

Consulte Calcular los requisitos de alimentacion de la bateria en |la pagina 390 para obtener informacién
sobre bateria en espera.

7.1.3 Cableado de la interfaz X-BUS

Lainterfaz X-BUS permite conectar médulos de expansién y teclados al controlador SPC. EI X-BUS se
puede cablear con un gran nimero de configuraciones diferentes segun los requisitos de la instalacion.

En la siguiente tabla se muestra una lista de los tipos de cable y las distancias recomendadas:

[ Longitud maxima de cables = (humero de mddulos de expansion y teclados del sistema) x (distancia
l maxima para cada tipo de cable)
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Tipo de cable Distancia
Cable de alarma estandar CQR 200m
UTP Cat-5 nucleo sdlido 400m
Belden 9829 400m
IYSTY 2x2x0,6 (min.) 400m

En el siguiente diagrama se muestra un ejemplo de cableado de X-BUS:

! 2
SPC Contraller 3 4 5
!
[— | our 1alemm 7 [
LOUT 14 / 14 f
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. [=HE] L [ [ 4 [
Numero Descripcion
1 Salidas de fuente de alimentacion inteligente SPCP355.300
2 Controlador SPC
3 Modulo de expansidn de entrada/salida SPCP355.300
4 Modulo de expansion posterior
5 Modulo de expansion posterior

7.1.3.1 Cableado de las entradas

El médulo de expansion tiene 8 entradas de zona incorporadas que se pueden configurar como una de
las siguientes:

« Sinresistenciafinal de linea

« Unaresistencia final de linea

« Dos resistencias finales de linea

« Antienmascaramiento PIR
Configuracion por defecto

En el siguiente diagrama se muestra la configuracion por defecto, 2 RFL 4k7:
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Numero

Descripcion

o o0 A WODN

Entrada 1
COM
Tamper
Alarma
4k7

RFL 4k7

Antienmascaramiento PIR

En el siguiente diagrama se muestra la configuracion del PIR antienmascaramiento:
3 1 ] l? f
—&
B
1

1
2

Numero

Descripcion

0o N o o »~ w DN

Entrada 2

COM

Tamper

Alarma

4k7

Fallo de detector
2K2

RFL 4k7

7.1.3.2 Cableado de las salidas

Las salidas de relé I6gicas del modulo de expansiodn y de la fuente de alimentacion se pueden asignar a
cualquiera de las salidas del sistema SPC. Las salidas de relé pueden conmutar una tensiéon nominal de
30V C.C. a1 A (carga no inductiva).

Cuando se activa el relé, la conexion de terminal «comun» (COM) conmuta del terminal «Normalmente
Cerrado» (NC) al «kNormalmente Abierto» (NA).

© Vanderbilt 2019 66 ABV10276963-e

11.2019



SPC4xxx/5xxx/6xxx — Manual de instalacion y configuracion

Fuente de alimentacion inteligente

En el siguiente diagrama se muestra el cableado de una salida alta activa:

X5Y%

o (LHE‘U

ov
—
Numero Descripcion
1 Terminal Normalmente Abierto
2 Conexion de terminal comun (COM)
3 Terminal Normalmente Cerrado (NC)

7.1.4 Cumplimiento de las aprobaciones NF y A2P, incluidos los requisitos CYBER.

Direccion del organismo certificador

Certificacion CNPP

Pble Européen de Sécurité - Vernon
Route de la Chapelle Réanville

CD 64 - CS 22265

F-27950 SAINT MARCEL

WWW.cnpp.com

Certificacion AFNOR
11 rue Francois de Pressensé
93571 Saint Denis La Plaine Cedex

www.marque-nf.com
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Para cumplir con las regulaciones de instalacion NF y A2P, esta carcasa debe estar sellada con la
etiqueta de tamper adjunta luego de la instalacién.

L)

Los productos SPC que se listan han sido probados de conformidad con la norma NF324 - H58, con
referenciaa RTC50131-6 y RTC50131-3, y las certificaciones EN vigentes. Consulte Conformidad con
las certificaciones EN50131 en la pagina 20.

Tipo de producto Configuracion Estandar Marca

SPC6350.320 + SPCP355.300 60 h, sin supervision NF Grado 3,
(Cert. 1233700001 + Cert. 8033700002) Clase 1

SPC5350.320 + SPCP355.300 60 h, sin supervision H Eg

(Cert. 1233700001 + Cert. 8033700002) VYVG@E

SPC6330.320 + SPCP333.300 60 h, sin supervision NF Grado 3, e
(Cert. 1233700001) Clase 1

SPC5330.320 + SPCP333.300 60 h, sin supervision H EM

(Cert. 1232200003) L A A JGY

7.1.5 LED de estado de la fuente de alimentacion

En la siguiente tabla se muestra una lista con la informacion del LED de estado de la fuente de

alimentacion:
Indicador led RED C.A. BAT.1y2 FUSIBLE LIMITE ESTADO
COLOR Verde Verde Rojo Rojo Verde
Condicion
Normal ON ON Desactivado Desactivado ON
Red OK, bateria cargando ON Parpadeando ON
Fallo red, bateria OK Desactivado ON ON
Red OK, bateria defectuosa o ausente ON Desactivado ON

Red OK, bateria defectuosa, ausente  Todos los indicadores LED apagados.
0 en modo de proteccién contra
descarga minima

Fallo de fusible ON ON

Sobrepasada la corriente de carga ON ON

total

Fallo interruptor fuente alim. Desactivado Desactivado Desactivado Desactivado Parpadeando
© Vanderbilt 2019 68 ABV10276963-¢

11.2019



SPC4xxx/5xxx/6xxx — Manual de instalacion y configuracion Fuente de alimentacion inteligente

7.1.6 Recuperacion del sistema

Fallo de red y bateria

En caso de fallo tanto en la red de CA como de la bateria, el interruptor de arranque de la fuente de
alimentacion (elemento 25 en Fuente de alimentacion inteligente SPCP355.300 en la pagina 59)
permite reiniciar el sistema si solo se restablece la alimentacion de la bateria. Para arrancar el sistema,
haga lo siguiente:

Prerrequisitos
o Laalimentacion de C.A. ha fallado
o Laalimentacion de la bateria ha fallado
o Hay baterias nuevas disponibles
1. Conecte los conductores de la bateria.
2. Pulse y mantenga pulsado el botén de arranque de la fuente de alimentacion.
Todos los indicadores LED parpadean.

3. Mantenga pulsado el botdn de arranque de la fuente de alimentacion hasta que todos los LED
dejen de parpadear.

4. Suelte el boton de arranque de la fuente de alimentacion.
Restauracion de fusible PTC

En caso de que se restablezca uno de los fusibles PTC, debera desconectar manualmente y a
continuacién volver a conectar las conexiones de red de C.A. y de la bateria.
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8 Hardware del controlador

En esta seccion se describe el hardware del controlador.
Consulte también

Suministrar alimentacion a los moédulos de expansion desde los terminales de alimentacion auxiliaren la
pagina 389

Cableado de la interfaz X-BUS en la pagina 77
Cableado de una sirena interior en |la pagina 91
Cableado de entradas de zona en la pagina 87

Luces LED de estado del controlador en |la pagina 388

8.1 Hardware del controlador 42xx/43xx/53xx/63xx

En esta seccion se describe el controlador para los modelos SPC42xx, 43xx, 53xx y 63xx. En Hardware
del controlador SPC5350 y 6350 en la pagina 73, se describen los modelos SPC5350 y 6350.

El controlador SPC ofrece ocho zonas cableadas y zonas via radio opcionales.
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Numero Nombre Descripcion
1 Modulo via La placa del controlador puede venir de fabrica con un médulo via radio integrado para
radio opcional los sensores via radio (868 MHz).
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Numero Nombre

Descripcion

2

LED de
estado de
SPC

Entrada de
alimentacion
de CA

Boton de
Reset

Terminal de
conexion a
tierra

Salida de
12 V auxiliar

Interfaz X-
BUS

Salidas
integradas

Salidaderelé

Estos 7 LED muestran el estado de diversos parametros del sistema segun se
describe en Luces LED de estado del controlador en la pagina 388.

Entrada de red de CA:

El voltaje de entrada de |la red de CA se aplica a esta conexién de 2 clavijas a través del
transformador integrado en la carcasa del SPC. La toma de tierra de lared de CA se ha
cableado a un punto de conexién en la carcasa metalica.

Referencia de reloj*:

También se puede aplicar una sefal de referencia de reloj a este conector de dos
clavijas para mantener la hora exacta en el sistema.

o Pararesetear el controlador:
— Pulse este interruptor una vez.

« Pararesetearlos ajustes de programacion alos valores por defecto y reiniciar el
controlador:

— Presione el botén hacia abajo hasta que aparezca el mensaje sobre si desea
restablecer los valores de fabrica.

— Seleccione Sl para restablecer los valores por defecto de fabrica.

Advertencia: Si el controlador vuelve a los ajustes de fabrica, se borraran todos los
archivos de configuracion guardados en el controlador, incluyendo las copias de
respaldo. También se borran todos los aislamientos e inhibiciones. Se recomienda
guardar una copia de seguridad en un PC antes de restablecer el controlador a los
ajustes de fabrica.

Nota: Esta funcion no esta disponible si el bloqueo técnico esta habilitado.

No se requiere y no se debe conectar este terminal.

El controlador SPC proporciona una salida auxiliar de 12V CC que se puede utilizar
para alimentar los médulos de expansion y dispositivos como cerrojos, sirenas, etc.
Consulte Suministrar alimentacion a los médulos de expansion desde los terminales de
alimentacion auxiliar en la pagina 389. La corriente maxima que se puede entregar es
de 750 mA. Nota: La cantidad de corriente extraida depende del tiempo que tendra que
funcionar bajo las condiciones de la bateria.

Es el bus de comunicaciones de la central SPC que se utiliza para conectar entre si los
moédulos de expansion en el sistema. Consulte Cableado de la interfaz X-BUS en la
pagina 77. SPC4000 solo tiene una interfaz X-BUS.

Las salidas OP4, OP5y OP6 son salidas resistivas de colector abierto de 12V con una
corriente de 400 mA y una salida auxiliar de 12 V. Si las salidas no estan conectadas a
12V del controlador y reciben alimentacion de una fuente externa, los 0 V de la fuente
de alimentacion deben estar conectados a los 0V del controlador y la fuente de
alimentacién externa no puede superar los 12 V.

El controlador SPC proporciona un relé de conmutacion de polo unico de 1 A que se
puede utilizar para activar la salida de flash de la sirena exterior.
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Descripcion

10 Sirena
interior/Sirena
exterior

11 Entradas de
zona

12 Terminales
tamper

13 Bloque de
terminales de
puerto serie 2

(Z8em)
1

LED de
conectividad
Ethernet

s

Interfaz
Ethernet

16 Interfaz USB

17 Puerto serie 2

(zeed)

18 Puerto serie 1

19 Modulos
enchufables
opcionales

20 Tamper
frontal

Las salidas de sirena interior y exterior (INT+, INT-, EXT+, EXT-) son salidas resistivas
con una corriente de 400 mA. Las salidas BHO (Bell Hold Off), TR (Tamper Return) y
EXT se utilizan para conectar una sirena exterior al controlador. Los terminales | INT +
INT- se utilizan para conectar con los dispositivos internos, como una sirena interior.
Consulte Cableado de una sirena interior en la pagina 91.

El controlador incluye 8 entradas de zona integradas que pueden ser monitoreadas
mediante una variedad de configuraciones de supervision. Puede programar estas
configuraciones desde la opcion de programacion del sistema. La configuracion por
defecto es Dos resistencias finales de linea (2RFL) con los valores de resistencia de
4k7. Consulte Cableado de entradas de zona en |la pagina 87.

El controlador incluye 2 terminales de entrada tamper adicionales que pueden
conectarse a los dispositivos tamper auxiliares para brindar una mayor proteccion.
Cuando no estan en uso, estos terminales deben ponerse en corto.

Puede utilizar el bloque de terminales de puerto serie 2 (TX, RX, GND) para conectar
un médem externo o un programa de terminales de PC. El puerto serie 2 comparte el
canal de comunicaciones con el médem de respaldo. Si instala un médem de respaldo,
asegurese de que no haya otros dispositivos conectados a este puerto serie.

Los 2 LED de conectividad Ethernet indican el estado de la conexion Ethernet. La luz
LED izquierda indica la actividad de los datos en el puerto Ethernet; la luz LED derecha
indica que el enlace Ethernet esta activo.

La interfaz Ethernet sirve para la conexién de un PC al controlador con el fin de
programar el sistema.

La interfaz USB se utiliza para acceder a la programacion del navegador o al programa
de un terminal.

Este puerto serie RS232 puede utilizarse para conectar con un médem externo o el
programa de un terminal del PC. El puerto serie 2 comparte el canal de comunicaciones
con el médem de respaldo. Si instala un médem de respaldo, asegurese de que no haya
otros dispositivos conectados a este puerto serie.

Este puerto serie RS232 puede utilizarse para conectar con un dispositivo de protocolo
X10.

Se puede conectar un médulo principal (ranura izquierda) y un modulo de respaldo
(ranura derecha) al controlador. Estos modulos pueden ser médems GSM o RTB que
ofrecen una mayor funcionalidad de comunicacién. El médem de respaldo no debe
estar conectado si la interfaz del puerto serie 2 esta conectada a un médem externo u
otro dispositivo.

Este tamper frontal integrado (interruptor e interruptor) brinda proteccion de tamper a la
carcasa.

Nota: El tamper frontal no se utiliza en la carcasa G5.
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21 Selectorde J12: Coloque el puente para utilizar una bateria de 17 Ah y retire la bateria de 7 Ah.
bateria Nota: Este selector sélo esta disponible en la revision 2.3 de la placa del controlador.
(No aplicable a las centrales SPC5350 y SPC5360).
22 Entrada de Entrada de 12V desde bateria o fuente de alimentacion**.
alimentacion
auxiliar

* Configuracion por defecto para centrales SPC5350 y SPC5360

** La fuente de alimentacion solo es aplicable a las centrales SPC5350 y SPC6350.

8.2 Hardware del controlador SPC5350 y 6350

En esta seccion se describe el SPC5350 y el SPC6350.

El médulo de expansion que esta conectado a la fuente de alimentacién dentro de G5 esta
configurado como D1 por defecto. No se debe cambiar este ajuste.
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Numero Nombre Descripcion

1 Moédulovia  La placa del controlador puede venir de fabrica con un médulo via radio integrado para
radio los sensores via radio (868 MHz).
opcional
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2 LED de Estos 7 LED muestran el estado de diversos parametros del sistema segun se describe
estado de en Luces LED de estado del controlador en la pagina 388.
SPC
3 Referencia  También se puede aplicar una sefal de referencia de reloj a este conector de dos clavijas
de reloj para mantener la hora exacta en el sistema.
Conecte la referencia del reloj CN17 en la fuente de alimentacion inteligente
SPCP355.300.
4 Botén de » Pararesetear el controlador:
Reset —Pulse este interruptor una vez.
« Pararesetear los ajustes de programacion a los valores por defecto y reiniciar el
controlador:
— Presione el botén hacia abajo hasta que aparezca el mensaje sobre si desea
restablecer los valores de fabrica.
— Seleccione Si para restablecer los valores por defecto de fabrica.
Advertencia: Si el controlador vuelve alos ajustes de fabrica, se borraran todos los
archivos de configuracién guardados en el controlador, incluyendo las copias de
respaldo. También se borran todos los aislamientos e inhibiciones. Se recomienda
guardar una copia de seguridad en un PC antes de restablecer el controlador a los
ajustes de fabrica.
Nota: Esta funcién no esta disponible si el bloqueo técnico esta habilitado.
5 Terminalde  No se requiere y no se debe conectar este terminal.
conexion a
tierra
6 Interfaz X- Es el bus de comunicaciones de la central SPC que se utiliza para conectar entre si los
BUS modulos de expansion en el sistema. Consulte Cableado de la interfaz X-BUS en la
pagina 77.
Las terminales 1B y 1A se deben conectar a los terminales del modulo de expansion de
E/S SPCP355.300 2B y 2A, respectivamente.
Los terminales 2A y 2B se deben conectar a los terminales 2A y 2B, respectivamente,
del siguiente médulo de expansion del X-BUS.
7 Salidas Las salidas OP4, OP5y OP6 son salidas resistivas de colector abierto de 12V con una
integradas corriente de 300mA.
La carga de OP4 se debe conectar a la fuente de alimentacion inteligente SPCP355.300.
8 Salida de El controlador SPC proporciona un relé de conmutacion de polo unico de 1 A que se
relé puede utilizar para activar la salida de flash de la sirena exterior.
9 Bell Hold-Off Las salidas BHO (Bell Hold Off) y TR (Tamper Return) (y la salida EXT) se utilizan para
(BHO)y conectar una sirena exterior al controlador. Consulte Cableado de una sirena interior en
Tamper la pagina 91.
Return (TR)
10 Sirena El terminal INT- se utiliza para conectar con los dispositivos internos, como una sirena
interior interna. La alimentacion para la sirena interna se debe conectar a la fuente de
(negativo) alimentacion inteligente SPCP355.300.
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11

12

13

14

15

16

17

18

19

20

21

22

23

Sirena
exterior
(negativo)

No utilizar.

Entradas de
zona

Terminales
tamper

Bloque de
terminales
de puerto
serie 2

LED de
conectividad
Ethernet

Interfaz
Ethernet

Interfaz
USB

Puerto serie
2

Puerto serie
1

Mddulos
enchufables
opcionales

Bateria de
reloj de
tiempo real

Entrada de
alimentacion
auxiliar

El terminal EXT- sirve para conectar con los dispositivos externos, como una sirena
exterior. La alimentacion para la sirena exterior se debe conectar a la fuente de
alimentacion inteligente SPCP355.300.

No utilizar.

El controlador incluye 8 entradas de zona integradas que pueden ser monitoreadas
mediante una variedad de configuraciones de supervision. Puede programar estas
configuraciones desde la opcion de programacion del sistema. La configuracion por
defecto es Dos resistencias finales de linea (2RFL) con los valores de resistencia de
4k7. Consulte Cableado de entradas de zona en la pagina 87.

El controlador incluye 2 terminales de entrada tamper adicionales que pueden
conectarse a los dispositivos tamper auxiliares para brindar una mayor proteccion.
Cuando no estan en uso, estos terminales deben ponerse en corto.

Puede utilizar el bloque de terminales de puerto serie 2 (TX, RX, GND) para conectar un
maddem externo o un programa de terminales de PC. El puerto serie 2 comparte el canal
de comunicaciones con el médem de respaldo. Si instala un médem de respaldo,
asegurese de que no haya otros dispositivos conectados a este puerto serie.

Los 2 LED de conectividad Ethernet indican el estado de la conexion Ethemnet. La luz
LED izquierda indica la actividad de los datos en el puerto Ethernet; la luz LED derecha
indica que el enlace Ethernet esta activo.

La interfaz Ethernet sirve para la conexién de un PC al controlador con el fin de
programar el sistema.

Lainterfaz USB se utiliza para acceder a la programacién del navegador o al programa
de un terminal.

Este puerto serie RS232 puede utilizarse para conectar con un médem externo o el
programa de un terminal del PC. El puerto serie 2 comparte el canal de comunicaciones
con el médem de respaldo. Si instala un médem de respaldo, asegurese de que no haya
otros dispositivos conectados a este puerto serie.

Este puerto serie RS232 puede utilizarse para conectar con un dispositivo de protocolo
X10.

Se puede conectar un modulo principal (ranura izquierda) y un médulo de respaldo
(ranura derecha) al controlador. Estos médulos pueden ser médems GSM o RTB que
ofrecen una mayor funcionalidad de comunicacién. El médem de respaldo no debe estar
conectado si la interfaz del puerto serie 2 esta conectada a un médem externo u otro
dispositivo.

Bateria para reloj de tiempo real (RTR).

Entrada de 12V desde A1 en fuente de alimentacion inteligente SPCP355.300.

Consulte también

Suministrar alimentacioén a los médulos de expansion desde los terminales de alimentacion auxiliaren la

pagina 389
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9 Expansor de puertas

El médulo de expansion de dos puertas puede gestionar hasta dos puertas y dos lectores de tarjetas. La
configuracién del modo de funcionamiento se realiza a través de las dos E/S de puerta. Cada una de las
dos E/S de puerta es responsable de la funcionalidad de las dos entradas y una salida del controlador de
puerta. Se puede asignar un nimero de puerta especifico a una E/S de puerta, lo cual asigna una
funcionalidad definida previamente a las entradas y la salida. Si no se asigna un niUmero de puerta a
ninguna de las E/S de puerta (la opcion «Zonas» esta seleccionada), las entradas y las salidas del
controlador de puerta pueden utilizarse como entradas y salidas en la central de control. Por lo tanto, no
habra funcionalidad de acceso disponible en este controlador de dos puertas.

Si se asigna un numero de puerta Unicamente a la primera E/S de puerta del controlador de dos puertas, el
primer lector se utilizara como lector de entrada para esta puerta. Si hay un segundo lector disponible, se
utiliza como lector de salida para la puerta configurada. Dos entradas y una salida tienen funcionalidad
definida previamente y el usuario puede configurar dos entradas y una salida. Ademas, la entrada del
sensor de posicién de puerta de la primera puerta puede utilizarse como zona de intrusion, pero solo con
funcionalidad limitada.

Si se asigna un numero de puerta a cada una de las dos E/S de puertas, las dos puertas se gestionaran
independientemente. El primer lector de tarjetas se utiliza como lector de entrada para la primera puerta y
el segundo lector de tarjetas se utiliza como lector de entrada para la segunda puerta. Todas las entradas y
salidas tienen funcionalidad definida previamente. Ademas, las entradas del sensor de posicion de puerta
de las dos puertas pueden utilizarse como zonas de intrusion, pero solo con funcionalidad limitada.

Para obtener mas informacion sobre los lectores de tarjetas y formatos de tarjetas soportados
actualmente, consulte Lectores de tarjeta y formatos de tarjeta admitidos en la pagina 416.

Cada numero de zona libre puede ser asignado a las zonas. Sin embargo, la asignacion no es fija. Si
se ha asignado el numero 9 a una zona, dicha zona y un médulo de expansion de entrada con la
direccion 1 se conectan al X-Bus (que esta utilizando los numeros de zona 9—16). La zona asignada
desde el controlador de dos puertas se trasladara al siguiente nimero de zona libre. La configuracion
se adaptara en consecuencia.

[

© Vanderbilt 2019 76 ABV10276963-e
11.2019



10 Cableado del sistema

Este capitulo abarca:

10.1 Cableado de lainterfaz X-BUS ... ... .. . .. 77
10.2 Cableado de un modulo de expansion de bifurcacion ... ... ... 86
10.3 Cableado del sistema atierra ... . ... . ... . ... il 87
10.4 Cableado de lasalidadel relé ... ... .. . .. .. 87
10.5 Cableado de entradas de zona ............ ... .. .. .l 87
10.6 Cableado de una sirena SAB exterior ... .. .. . .. .. 91
10.7 Cableado de una sirenainterior ... . ... . .. 91
10.8 Cableado pararoturade cristal ... . 92
10.9 Instalacion de médulos enchufables ... .. .. . ... ... 92

10.1 Cableado de la interfaz X-BUS

Lainterfaz X-BUS permite conectar médulos de expansién al controlador. EI X-BUS se puede cablear con
un gran numero de configuraciones diferentes segun los requisitos de la instalacion. La velocidad de
baudios de la interfaz X-BUS es 307 kb.

=

AVISO: El X-BUS es un bus RS-485 con una velocidad de baudios de 307 kb. El rendimiento
completo solo se admite en una configuracién de cableado en lazo (consulte Configuracién en lazo en
la pagina siguiente) y punta (consulte Configuracion en punta en la pagina 79) (la mejor calidad de
sefal debido a la configuracion en cadena de tipo margarita de secciones aisladas con 1 transmisor/1
receptor y resistencias de terminacion equilibradas en cada extremo).

El rendimiento en el cableado con configuracion en estrella o multipunto (consulte Configuracion en
estrella y multipunto en la pagina 80) es limitado debido a que las condiciones de la especificacion de
bus RS-485 no son las éptimas (calidad de la sefial reducida debido a mdultiples
receptores/transmisores en paralelo con resistencias de terminacion no equilibradas).

AVISO: Se recomienda el uso de la configuracién en lazo (consulte Configuracion en lazoen la
pagina siguiente) o en punta (consulte Configuracién en punta en la pagina 79).

La tabla a continuacidon muestra las distancias maximas entre controlador/médulo de expansion o médulo
de expansién/maodulo de expansiodn para todos los tipos de cable con configuracion en lazo o en punta.

Tipo de cable Distancia
Cable de alarma estandar CQR 200 m
UTP Categoria: 5 (nucleo sdlido) 400 m
Belden 9829 400 m
IYSTY 2x2x 0,6 (min.) 400 m

Cada dispositivo incluye cuatro terminales (1A, 1B, 2A y 2B) para conectar a los médulos de expansion a
través del cable X-BUS. El controlador inicia un procedimiento de deteccion al encenderse para determinar
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la cantidad de moédulos de expansion conectados en el sistema 'y la topologia mediante la cual estan
conectados.

2A 2B 1A 18
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1A 18 2A 28

Cableado de médulos de expansion

Numero Descripcion

1 Modulo de expansion anterior
2 Modulo de expansion posterior
3 Controlador SPC

La mayoria de los médulos de expansion posee terminales adicionales 3A/3B y 4A/4B para el cableado de
maddulos de expansion de bifurcacion. Consulte Cableado de un médulo de expansion de bifurcacion en la
pagina 86 para obtener instrucciones sobre el cableado de médulos de expansion de bifurcacion.

10.1.1 Configuracion en lazo

T (e
1 AVISO: El SPC42xx/43xx no admite configuracion en lazo (solo 1 puerto X-BUS).

o AVISO: Todos los médulos de expansion/teclados por defecto tienen un jumper de terminacién. La
1 configuracién en lazo requiere el uso de estos jumpers.
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El método de cableado en lazo (o anillo) ofrece la maxima seguridad al proporcionar comunicaciones
con tolerancia a fallos en el X-BUS. Todos los teclados y médulos de expansién son supervisados vy,
en caso de fallo o discontinuidad del X-BUS, el sistema contintia funcionando y todos los detectores se
controlan. Eso se logra al conectar 1A, 1B en el controlador a 2A, 2B en el primer teclado o médulo de
expansion. El cableado contintia con la conexion de 1A, 1B a 2A, 2B en el siguiente mddulo de
expansion, etc. hasta el ultimo teclado o médulo de expansion. La ultima conexion es 1A, 1B del ultimo
mddulo de expansion a 2A, 2B del controlador. Consulte la informacién de configuracion de cableado
en la figura a continuacion.

—
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Numero Descripcion
1 Controlador

2-4 Modulos de expansion

10.1.2 Configuracién en punta

i

AVISO: SPC52xx/53xx/63xx admite 2 puntas (2 puertos X-BUS).
SPC42xx/43xx admite 1 punta (1 puerto X-BUS).

| []

AVISO: Todos los modulos de expansion/teclados por defecto tienen un jumper de terminacion.
La configuracién en punta requiere el uso de estos jumpers.

El método de cableado en punta (o lazo abierto) ofrece un alto nivel de tolerancia de fallos, y podria ser
mas conveniente para determinadas instalaciones. En caso de fallo o discontinuidad de un X-BUS,
todos los modulos de expansion y detectores hasta el punto del fallo contintan siendo supervisados.

En esta configuracion, el controlador SPC utiliza un unico puerto X-BUS (1A/1B o 2A/2B) para admitir
un grupo de médulos de expansion. Consulte la informacion de configuraciéon de cableado en la figura a
continuacién. El ultimo madulo de expansion en una configuracién en lazo abierto no estéa cableado
hacia el controlador y puede ser identificado por la luz LED que destella rapidamente (un flash cada 0,2
segundos aprox.) cuando se trabaja en programacién en modo de técnico completo.

En modo automatico, la numeracion del médulo de expansion comienza en el médulo de expansion
mas cercano al controlador y finaliza con el médulo de expansion conectado mas alejado del
controlador. Por ejemplo, si hay seis dispositivos conectados en una configuracion de lazo abierto, el
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madulo de expansién mas proximo en la conexion del X-BUS es el médulo de expansion 1, el segundo
mas proximo es el modulo de expansion 2, etc., hasta el médulo de expansion conectado mas lejos del
controlador, que es el médulo de expansion 6.

Por defecto, todos los mddulos de expansion/teclados tienen jumpers de terminacion, lo que permite la
terminacion de todos los dispositivos. Esto es obligatorio para la configuracién en punta (cadena), porque
el jumper actua como una terminacion resistente que cancela los ecos de la linea.

Con la configuracion de cableado en lazo, por defecto, todos los médulos de expansion/teclados tienen un
jumper, lo que permite la terminacién en el dispositivo.
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Configuracion en punta
Numero Descripcion
1 Controlador
24 Modulos de expansion

10.1.3 Configuracioén en estrella y multipunto

e AVISO: Consulte Ejemplos de cableado correcto en la pagina 83, Ejemplos de cableado incorrecto en
l la pagina 84 y Apantallado en la pagina 85 antes de comenzar la instalacion.

Los métodos de cableado en estrella y multipunto permiten la utilizacién de los cableados existentes con
cables de cuatro nicleos en edificios pequenos (generalmente, casas) con un entorno de ruido eléctrico
bajo. Estos métodos de cableado estan limitados a las especificaciones que se muestran a continuacion:

SPC42xx/SPC43xx SPC52xx/SPC53xx/SPC63xx
Max. modulos de expansidn/teclados 8 16 (8 por puerto X-BUS)
Longitud total del cable 200 m 200 m

AVISO: El rendimiento en el cableado con configuracion en estrella o multipunto es limitado debido a
que las condiciones de la especificacion de bus RS-485 no son las ptimas (calidad de la sefial
reducida debido a mdiltiples receptores/transmisores en paralelo con resistencias de terminacion no
equilibradas).

i
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Configuracion en estrella

AVISO: Todos los médulos de expansion/teclados por defecto tienen un jumper de terminacion.
En la configuracion en estrella, se deben retirar estos jumper.

[

Una configuracion en estrella se establece cuando varios médulos de expansion se vuelven a conectar
al mismo puerto X-BUS en el controlador SPC. Segun el tipo de controlador, es posible que haya 2
puertos (1A/1B, 2A/2B). Sin embargo, se utiliza un solo puerto (1A/1B) para cada teclado o médulo de
expansion.

En caso de discontinuidad de un X-BUS, el sencillo se desconectara, pero todos los demas maédulos
de expansion y detectores se seguiran supervisando. Si se produce un corto en el cable, se
deshabilitaran todos los modulos de expansion.

1
SPC
(=]
T
HRJ2 S
el o) o )
(1] )
) 2 3 )

——A|[@ B 1A|[@ 8]
1B|[2 @ L 1B||® @
2AllG @ 2A0 10 @)
2Bl & @ 2B(|l© @
SHLD| & & SHLD| L2 &
Configuracion en estrella
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Configuracion en estrella 2

Numero Descripcion
1 Controlador SPC
2-4 Modulos de expansion

Configuracion multipunto

AVISO: Todos los médulos de expansion/teclados por defecto tienen un jumper de terminacién. Enla
configuracién multipunto, se deben retirar estos jumper con la excepcion del ultimo teclado o médulo
de expansion.

L)

La configuracion multipunto varia en que cada médulo de expansion utiliza el mismo canal de
comunicacion al cablearse en el siguiente médulo de expansion, y todos los médulos de expansién utilizan
el mismo canal de entrada. Consulte la informacion de configuracién multipunto en la segunda imagen.

En caso de discontinuidad de un X-BUS, todos los mdédulos de expansion y detectores hasta el punto del
fallo contintan siendo supervisados. Si se produce un corto en el cable, se deshabilitaran todos los
modulos de expansion.

1

Configuracion multipunto
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Configuracion multipunto

1 Controlador SPC

2-4 Moédulos de expansion

10.1.3.1 Ejemplos de cableado correcto

BEER

&)
@)

el

o | ol

SPC

SHLD [& &
1A 18 ©
1BE6
2A
2B

(8
&

el

BEE

BB
&)@

Selost]

|

Cableado en estrella

© Vanderbilt 2019 83

ABV10276963-e
11.2019



SPC4xxx/5xxx/6xxx — Manual de instalacién y configuracion Cableado del sistema

SPC 30m | 20m 30m | 20m
SHLD[G & — ‘ ____ — . .
Aol 2m| 1a|lEB AL;m o] | ‘—m o) um:@ ®
BE B —1B|[2 & — 1Bl & —1B|[& @ ——1B|[&2 &
Al B 2Al2 &) 1 Al @ 2 2Alla & 3 Al & 4
Bl @ 2Bl @ 2Bl @ 2Bl| @ BlO G
SHLD||© @ SHLD| € @ SHLD||2 @] SHLD|.& &
. 20m _ 20m
A2 L__'-.‘: 1A | & & L—1A] ¢ ‘ |-t1A [ ey
1B if_“ L —1B|[&® __—1B|[C 1B|[& @
2A|[@ @ B e\ | [ i 2allG @ 282 @] 5
28|[0 @ 2B|[@ @& 2B|[@ @] 2B|[0 @
SHLO| & @ SHLD| |2 & SHLDO}. SHLD| 2 &
Cableado multipunto
30m
=
.'"II,-"
//,
.iff
'
spC |/ _ 20 m
/
SHLD[& &34 L
mgf@ﬂ 30m ‘ 1A|[Z® H— 1Al[@®
1B [O\® — 1Bl @ — 1B||& @
|/
2A (& Bk 2All@ @] 5 2A|l[@ ® 8
28@@"\\:\ 2Bll& @ 2B||&® ®
{\ SHLD| & @ SHLD|l© @
\
‘\H\
\'\\ [
W3S m| Lo qp L A|[@®
kY — 1B —1B||& ®
2A 2Al[@ @ 6
2B 2Bll& &
SHLD|< SHLD|| £ @
Cableado mixto

10.1.3.2 Ejemplos de cableado incorrecto

i

AVISO: Solo se permite una configuracion combinada de cableado en estrella y multipunto si el punto
en estrella esta en el puerto X-BUS del controlador. En este caso, se deben cablear todos los
maédulos de expansion/teclados en la configuracion multipunto sin otros puntos en estrella en el
cableado.
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No se permite el cableado con un segundo punto en estrella.

i

AVISO: Si la configuracion combinada de cableado en estrella y multipunto no esta debidamente
cableada, la calidad de sefal reducida puede dar lugar a un tiempo de reaccién lento de los
dispositivos conectados (por ejemplo: funcionamiento del teclado) o, incluso, la pérdida de
comunicacion con los dispositivos. Si se detecta este comportamiento, se recomienda utilizar una
configuracién de cableado en lazo o en estrella.

10.1.4 Apantallado

Solo se deben utilizar terminales de apantallado (SHLD) para los tipos de cables que utilicen
apantallado (por ejemplo: Belden 9829). Si se requiere apantallado (es decir, en instalaciones con
muchas interferencias eléctricas): conecte el apantallado del cable a los terminales SHLD del
controlador y a todos los médulos de expansién conectados. Si se debe conectar el apantallado a
tierra, entonces, se debe conectar un cable del terminal SHLD del controlador al vastago a tierra
del chasis. NO conecte a tierra el terminal SHLD de cualquiera de los médulos de expansion.

| []

AVISO: Para cableado en estrella y multipunto

No se recomienda que utilice cables apantallados debido a las desventajas de las caracteristicas
eléctricas (mayor capacitancia) en la configuracion en estrella y multipunto. Sin embargo, si se
requiere el uso de apantallado (es decir, sitios con gran interferencia de campo eléctrico), se debe
realizar un nuevo cableado, con configuracion en punta o en lazo, con los cables de instalacion
adecuados.

10.1.5 Config. cabl.

La identificacion y el orden de numeracion de los médulos de expansion y los teclados difieren segun
sea un direccionamiento automatico o manual de los médulos de expansion. Para obtener mas
informacion sobre la configuracion manual y automética, consulte X-BUS en la pagina 128.

Para un sistema con direccionamiento manual, los médulos de expansion y los teclados tienen una
secuencia de numeracion por separado y los define el técnico manualmente. Es decir, los médulos de
expansién estan numerados como 01, 02, 03, etc., segun se desee. Usando los mismos numeros, se
puede enumerar los teclados segun se desee.
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En la configuracion manual, el sistema asigna automaticamente zonas para cada modulo de expansion.
Es por esto que los dispositivos sin zonas como, por ejemplo, los médulos de expansién de 8 salidas,
deben direccionarse por ultimo.

En un sistema con direccionamiento automatico, los médulos de expansion y los teclados pertenecen al
mismo grupo de numeracion y los asigna el controlador. Es decir, los médulos de expansion y los teclados
estan enumerados de forma conjunta como 01, 02, 03, en el orden de deteccion relativo a la ubicacion del
controlador.

10.2 Cableado de un médulo de expansién de bifurcacion

El cableado de lainterfaz X-BUS con ocho terminales 1A/1B a 4A/4B hace posible la conexién de un
modulo de expansion de bifurcacion adicional.

Si no se utiliza la bifurcacion, los terminales 1A/1B se utilizan para conectar el médulo de
expansion/teclado siguiente. En ese caso, los terminales 3A/3B y 4A/4B no se utilizan.

Los siguientes médulos tienen capacidad de cableado de bifurcacion (terminales adicionales 3A/B 'y
4A/B):

« Mddulo de expansion de 8 entradas/2 salidas

« Mddulo de expansion de 8 salidas

« Mddulo de expansioén de fuente de alimentacion
« Mddulo de expansion via radio

« Mddulo de expansioén de 2 puertas

1A 1B
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Cableado de un médulo de expansion de bifurcacion
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Numero Descripcion

1 Modulo de expansion anterior

2 Médulo de expansién conectado a bifurcacion
3 Modulo de expansion posterior

4 Modulo de expansion con bifurcacion

10.3 Cableado del sistema a tierra

El terminal 0 V de las fuentes de alimentacion inteligentes, los teclados y los médulos de expansién
deben conectarse al terminal 0 V (sistema a tierra) del controlador SPC.

10.4 Cableado de la salida del relé

El controlador SPC tiene incorporado un relé de conmutacion de polo Unico de 1 A que se puede
asignar a cualquiera de las salidas del sistema SPC. Esta salida de relé pueden conmutar una tensién
nominal de 30 V CC (carga no inductiva).

Cuando se activa el relé, la conexién de terminal comun (COM) conmuta del terminal Normalmente
Cerrado (NC) al terminal Normalmente Abierto (NA).

SPC
NO COM NC

|
VOO

o o—H12VY
ov
_C'j
Cableado estandar
NO Terminal normalmente abierto
COM Conexion de terminal comun
NC Terminal normalmente cerrado

10.5 Cableado de entradas de zona

El controlador SPC cuenta con 8 entradas de zona incorporadas. Por defecto, estas entradas se
controlan mediante la supervision de final de linea. El instalador puede escoger una de las siguientes
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configuraciones cuando cablea las entradas:

« Sinresistencia final de linea (SRFL)

« Unaresistencia final de linea (1RFL)

« Dos resistencias finales de linea (2RFL)

« Antienmascaramiento PIR

SPC

COM

O

Configuracion por defecto (2 RFL 4k7)

O

O

Configuracion de PIR antienmascaramiento

N

Numero Descripcién

1 Tamper

2 Alarma

3 RFL 4k7

4 RFL 4k7
SPC

Numero Descripcion
1 Tamper
2 Alarma
3 RFL 4k7
4 Fallo
5 RFL 2K2
6 RFL 4k7
© Vanderbilt 2019 88 ABV10276963-e

11.2019



SPC4xxx/5xxx/6xxx— Manual de instalacion y configuracion

Cableado del sistema

La tabla a continuacidon muestra los rangos de resistencia asociados a cada configuracion.
1RFL

Ninguna 0Q 150 Q 3000 3000 NP Infinito
(-100%) (+100%) (+100%)

SINGLE_1K 700Q 1kQ 1,3kQ 23kQ NP Infinito
(-30%) (+30%)

SINGLE_1K5 1,1kQ 1,5kQ 2,1kQ 23kQ NP Infinito
(-27%) (+40%)

SINGLE_2K2 1,6 kQ 2,2kQ 2,9kQ 23kQ NP Infinito
(-28%) (+32%)

SINGLE_4K7 3,1kQ 4,7kQ 6,3kQ 23kQ NP Infinito
(-22%) (+24%)

SINGLE_10K 7kQ 10kQ 13kQ 23kQ NP Infinito
(-30%) (+30%)

SINGLE_12K 8,5kQ 12kQ 15,5kQ 23kQ NP Infinito
(-30%) (+30%)

2RFL con enmascaramiento PIR y fallo

Mask_1K_1K_6K8 700Q 1kQ 1,3kQ 1,5kQ  2kQ 2,5kQ
(1K / 1K / 6K8) (-30%) (+30%) (-25%) (+25%)
Mask_1K_1K_2K2 700 Q 1kQ 1,3kQ 15kQ  2kQ 2,6kQ
(1K / 1K / 2K2) (-30%) (+30%) (-25%) (+30%)
Mask_4K7_4K7_2K2 39kQ  47kQ  56kQ 84kQ  9,4kQ 10.3kQ
(4KT7 ] 4KT | 2K2) (-18%) (+20%) (-11%) (+10%)
Mask_1K_1K_6K8 2700 Q 8,8kQ 12,6 kQ - - -
(-69%) (+20%)
Mask_1K_1K_2K2 2,8k 3,2k 3,6k 3,8k 4,2k 4,8k
(-13%) (+13%) (-10%) (+15)
Mask_4K7_4K7_2K2 6k 6,9k 7,8k 10,8 k 11,6k 12,6 k
(-14%) (+14%) (-7%) (+9%)
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2RFL
Reposo Alarma
Tipo de RFL
Min. Nom. Max. Min. Nom. Max.
DUAL_1KO0 470 400 Q 470 Q 700 kQ 1,1kQ 1,5kQ 2kQ
(-20%) (+40%) (-27%) (+34%)
DUAL_1KO0_1KO 700 Q 1kQ 1,3kQ 1,5kQ 2kQ 2,6 kQ
(-30%) (+30%) (-25%) (+30%)
DUAL_1k0_2k2 1,6 kQ 2,2kQ 2,9kQ 2,3kQ 3,2kQ 4,2kQ
(-28%) (+32%) (-29%) (+32%)
DUAL_1k5_2k2 1,6 kQ 2,2kQ 2,9kQ 2,7kQ 3,7kQ 4,8kQ
(-28%) (+32%) (-28%) (+30%)
DUAL_2K2 2K2 1,6 kQ 2,2kQ 2,9kQ 3,4kQ 4,4kQ 5,6 kQ
(-28%) (+32%) (-23%) (+28%)
DUAL_2k2 4k7 4,1kQ 4,7kQ 5,4kQ 6 kQ 6,9kQ 7,9kQ
(-13%) (+15%) (-14%) (+15%)
DUAL_2K7_8K2 7,2kQ 8,2kQ 9,2kQ 9,9kQ 10,9kQ 11,9kQ
(-13%) (+13%) (-10%) (+10%)
DUAL_3K0_3K0 2,1kQ 3,0kQ 3,9kQ 4,5kQ 6 kQ 7,5kQ
(-30%) (+30%) (-25%) (+25%)
DUAL_3K3 3K3 2,3kQ 3,3kQ 4,3kQ 4,9kQ 6,6 kQ 8,3kQ
(-26%) (+31%) (-26%) (+26%)
DUAL_3K9 8K2 7,0kQ 8,2kQ 9,5kQ 10,5kQ 12,1kQ 13,8kQ
(-15%) (+16%) (-14%) (+15%)
DUAL_4K7 2K2 1,6 kQ 2,2kQ 2,9kQ 5kQ 6,9kQ 8,8kQ
(-28%) (+32%) (-28%) (+28%)
DUAL_4K7_4K7 3,3kQ 4,7kQ 6,1kQ 7kQ 9,4kQ 11,9kQ
(-30%) (+30%) (-26%) (+27%)
DUAL_5K6_5K6 4,0kQ 5,6 kQ 7,2kQ 8,3kQ 11,2kQ 14,1 kQ
(-26%) (+29%) (-26%) (+26%)
DUAL_6K8 4K7 3,3kQ 4,7kQ 6,1kQ 8,1kQ 11,5kQ 14,9kQ
(-30%) (+30%) (-30%) (+30%)
DUAL_2k2_ 10K 9,2kQ 10kQ 10,8 kQ 11,3kQ 12,2kQ 13,2kQ
(-8%) (+8%) (-8%) (+9%)
DUAL_10k_10k 7,5kQ 10kQ 12,5kQ 17 kQ 20kQ 23kQ
(-25%) (+25%) (-15%) (+15%)

o Para todos los tipos de RFL, una resistencia inferior a 300 Q se considera un cortocircuito. Sila
1 resistencia no se encuentra dentro de los umbrales indicados, se considera una desconexion.
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10.6 Cableado de una sirena SAB exterior

En una sirena exterior a la placa del controlador SPC, la salida de relé esta conectada a la entrada de
flash con las salidas Bell Hold Off (BHO) y TR (Tamper Return) conectadas a sus respectivas
entradas en lainterfaz de la sirena exterior.

Existe una resistencia (2K2) previamente ensamblada en |a placa del controlador entre los terminales
BHOy TR. Cuando se realiza el cableado de una sirena exterior, conecte esta resistencia en serie
desde el terminal TR del controlador hacia el terminal TR de la interfaz de la sirena exterior.

SPC

COoM
MO
BHO
TR

EX+

GMD +12V ﬂ
— i = A
Q —
{ .@ @ _l.,-ﬂ"f_ E
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" | {fif} @: E
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Cableado sirena exterior

Etiqueta

Descripcion

m m O O W >

Flash +
Flash —
Hold off

Tamper return

Sirena -

Sirena +

10.7 Cableado de una sirena interior

1=«

Para cablear una sirena interior hasta el controlador SPC, conecte los terminales IN+ e IN—
directamente a la entrada de la sirenade 12 V.

2 =

Cableado de sirena interior (12 V)

SN

| —

IN-
IN+

IN— (Controlador SPC)

IN+ (Controlador SPC)
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10.8 Cableado para rotura de cristal

El SPC admite la interfaz de rotura de cristal RI S 10 D-RS-LED en combinacién con detectores de rotura
de cristal GB2001.

El siguiente diagrama muestra como se cablea la interfaz de rotura de cristal al controlador SPC para
alimentacion, o a un médulo de expansion de 8 entradas / 2 salidas:

SPC

NO|©) ©
coOM|©®) ©
NC|[O ©

© +12V RIS 10
©|GND | D-RS-LED

%)
+12V %)

GND

Para mas informacién sobre el cableado de la interfaz de rotura de cristal con una zona, véase la
documentacion especifica del producto.

Para mas informacién sobre el cableado de los sensores de rotura de cristal a la interfaz de rotura de
cristal, véase la documentacién especifica del producto.

10.9 Instalacion de modulos enchufables

Se pueden instalar dos médems (RTB o GSM) en la placa del controlador para incrementar la
funcionalidad. La imagen a continuacién muestra las 2 ranuras disponibles para cada médem: la ranura
principal (izquierda) y la ranura de respaldo (derecha).

Si ambas ranuras del médem estan disponibles, siempre debe conectar el médulo enchufable en la ranura
principal. El sistema siempre intenta realizar llamadas RTB o GSM en un médem instalado en la ranura
principal antes de intentar usar la ranura de respaldo.

ADVERTENCIA: Los médems no son del tipo plug-and-play. Debe iniciar sesién en la central en
Modo técnico y, a continuacion, apagar la placa del controlador antes de instalar, retirar o mover
modems de una posicién a otra. Tras completar la tarea del médem, vuelva a conectar el sistema ala
fuente de alimentacion y vuelva a iniciar sesion en el controlador en Modo técnico. Configure y guarde
la configuracion. Si no se sigue este proceso, se producira un error de CRC.
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Moédulos enchufables
Numero Descripcion
1 Ranura de receptor via radio
2 Ranura del médem principal
3 Ranura de médem de respaldo

Para obtener informacion de instalacién, consulte el manual de instrucciones de instalacion que
corresponda.

L]

Encontrara las guias de instalacién disponibles en
http://www.spcsupportinfo.com/connectspcdata/userdata.
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11 Alimentacion del controlador SPC

El controlador SPC tiene dos fuentes de alimentacion: el suministro de lared de CA y la bateria de
respaldo. Un electricista calificado debe realizar las conexiones a lared de CA, la cual debe estar
conectada desde una punta que pueda ser aislada. Consulte Cableado de la red CA al controladoren la
pagina 403 para obtener mas informacién sobre los tamafios de conductores, las clasificaciones de
fusibles, etc.

Luego, el SPC debe recibir alimentacion desde la red de CA primero y, luego, desde la bateria de respaldo.
Para que se cumpla con la norma EN, se debe utilizar solo una bateria de la capacidad adecuada.

11.1 Alimentacion desde la bateria unicamente

Se recomienda que, cuando se suministre alimentacién a un sistema solo desde la bateria, la bateria esté
completamente cargada (>13,0 V). El sistema no se encendera cuando utilice una bateria con menos de
12V y no se aplique red de CA.

minimo (10,5 V a 10,8 V). El tiempo que permanecera el sistema activo con la bateria dependera de la

E AVISO: La bateria continuara alimentando el sistema hasta que se detecte un nivel de descarga
l carga externa y de la clasificacion de Ah de la bateria.
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12 Interfaz de usuario del teclado

Estan disponibles los siguientes modelos de teclado:

« SPCK420/421: también denominado teclado LCD en todo este documento.

« SPCK620/623: también denominado teclado confort en todo este documento.

12.1 SPCK420/421

Esta seccioén abarca:

12.1.1 Informacion sobre el teclado LCD
12.1.2 Uso de la interfaz del teclado LCD

12.1.1 Informacion sobre el teclado LCD

El teclado LCD es una interfaz de usuario montada en la pared que permite:

« A los técnicos programar el sistema a través de los menus de programacion del técnico
(protegidos con clave) y armar/desarmar el sistema; un usuario puede controlar el sistema a diario.

« A los usuarios acceder a los menus de programacion para usuarios (protegidos con clave) y
ejecutar procesos operacionales (armado/desarmado) en el sistema. (Consulte Manual de usuario

SPCK420/421 para obtener mas informacion sobre la programacion de usuarios).

La unidad del teclado LCD incluye un interruptor de tamper frontal integral y una pantalla de 2 lineas de 16
caracteres. También incluye una tecla de navegacion sencilla para ayudar a localizar las opciones de
programacion requeridas, y dos teclas programables (izquierda y derecha) para seleccionar el menuola
configuracién del programa requeridos. Tres indicadores LED en el teclado indican el estado de la

alimentacion de CA, de las alertas del sistema y de las comunicaciones.

El teclado LCD puede incorporar de fabrica un lector de dispositivos de proximidad Portable ACE (PACE)

(consulte Informacién general de tipos de teclados en la pagina 401).
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Teclado LCD
Numero Nombre Descripcion
1 PantallaLCD La pantalla del teclado (2 lineas de 16 caracteres) muestra todos los mensajes de
incidencias y de advertencia, ademas de proporcionar una interfaz visual para la
programacion del sistema (sélo programacion de técnico). De la pantalla se puede
ajustar el contraste y las condiciones en las que se produce la retroiluminacion.
2 Teclas El teclado alfanumérico permite la entrada tanto de datos numéricos como de texto

alfanuméricas durante la programacion. Los caracteres alfabéticos se seleccionan pulsando la
cantidad de veces adecuada las teclas correspondientes. Para alternar entre
mayusculas y mindsculas, pulse la tecla de almohadilla (#). Para introducir un caracter
numérico, mantenga pulsada la tecla correspondiente durante 2 segundos.

3 Pestanas Las pestafas accesibles por palanca proporcionan acceso a las pinzas de montaje
accesibles posteriores del teclado. Los usuarios pueden abrir estas pinzas desde la parte frontal
por palanca insertando un destornillador de 5 mm en las ranuras y empujando suavemente.

4 Tornillo de Este tomillo fija los soportes frontal y posterior del teclado. Para abrir el teclado es
fijacion de necesario extraer este tornillo.
montaje
posterior

5 LED Los LED indicadores de estado proporcionan informacién acerca del estado actual del
indicadores sistema, como se describe en la siguiente tabla.
de estado
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Numero Nombre Descripcion

6 Teclas de Las teclas de funcién programables izquierda y derecha son teclas sensibles al
funcion contexto que permiten desplazarse por los menus y la programacion.
programables

7 Area del Si el teclado incluye un receptor de dispositivos de proximidad (consulte Informacioén

receptor de general de tipos de teclados en la pagina 401), los usuarios deberan presentar el mando
dispositivoen Portable ACE a una distancia de un 1 cm sobre esta area para ARMAR/DESARMAR

proximidad el sistema.
8 Tecla La tecla multifuncion de navegacién, en combinacion con la pantalla del teclado,
multifuncion proporciona una interfaz para programar el sistema.
de
navegacion
Indicador
Estado

led

Tomade Indica la existencia de tension de red o de un fallo en la red.
CA PARPADEANDO: Fallo detectado en la red de CA.

general

FIJO: Red de CA correcta.
(Verde)
Alertadel A& Indica una alerta del sistema
sistema

PARPADEANDO: Alerta del sistema detectada; la pantalla muestra la ubicacion y la
(Amarillo) naturaleza de la alerta. Si el sistema se encuentra ARMADO, NO se muestra ninguin indicador
de alerta del sistema.

APAGADO: No se han detectado alertas. Si se asigna un teclado a mas de una zona, el LED
no indica una condicion de alerta si alguna de estas particiones esta ARMADA.

EstadoX © Indica el estado de las comunicaciones de X-BUS durante la programacién en modo
Bus TECNICO COMPLETO.
(Rojo) Parpadea regularmente: (una vez cada 1,5 segundos aprox.) indica que el estado de las

comunicaciones es correcto.

Parpadea rapidamente: (una vez cada 0,25 segundos aprox.) indica que el teclado es el ultimo
modulo de expansién del X-BUS.

Si se va a instalar el teclado por primera vez y se ha suministrado alimentacién al mismo
antes de conectarlo a la interfaz X-BUS del controlador, el LED permanece en estado
ENCENDIDO.
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12.1.2 Uso de la interfaz del teclado LCD

9—|[I SETUP SYSTEM
—“ EXIT SELECT

C T

Pantalla del teclado

Numero Nombre Descripcion

1 TECLA Esta tecla se utiliza para seleccionar la opcion que se muestra en el lado derecho
PROGRAMABLE delalinea inferior de la pantalla.

DERECHA Estos son los valores posibles:

o SELECC para seleccionar la opcion que se muestra en la linea superior
« INTRO para introducir los datos que se muestran en la linea superior

o SIGUIENTE para ver la alerta siguiente después de la que se muestra en la
linea superior

« BORRAR para borrar la alerta que se muestra en la linea superior

o SALVAR para salvar la configuracién

2 OK El boton OK actua como una tecla de SELECC. para la opcidon de menu mostrada
en la linea superior y también como tecla ENTER/SALVAR para los datos que
aparecen en la linea superior.

3 = En el modo de programacion, la tecla de la flecha hacia la derecha permite al
usuario avanzar por los menus de la misma forma que al pulsar la opcion SELECC.
(tecla programable derecha).

En el modo de entrada de datos, pulse esta tecla para mover el cursor una posicién
aladerecha.

4 Vv En el modo de programacion, con la tecla de la flecha hacia abajo, el usuario se
desplaza a la siguiente opcién de programacion del mismo nivel del menu. Si pulsa
esta tecla de forma continuada, se desplazara por todas las opciones de
programacion disponibles en el nivel del menu actual.

En el modo alfanumeérico, si pulsa esta tecla sobre un caracter en mayusculas, el
caracter cambia a minusculas.

Cuando se muestran alertas, con la tecla de flecha hacia abajo, el usuario se
desplaza al siguiente mensaje de alerta en orden de prioridad. (Consulte
Priorizacién de mensajes en pantalla en la pagina opuesta.)
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Descripcion

Numero Nombre

5 <]

6 A

7 TECLA
PROGRAMABLE
IZQUIERDA

8 LINEA
INFERIOR DE
LA PANTALLA

9 LINEA
SUPERIOR DE
LA PANTALLA

En el modo de programacion, la tecla de la flecha hacia la izquierda permite que el
usuario vuelva al nivel anterior del menu. Si pulsa esta tecla estando en el nivel del
menu superior, el usuario saldra de la programacion.

En el modo de entrada de datos, pulse esta tecla para mover el cursor una posiciéon
alaizquierda.

En el modo de programacion, la tecla de la flecha hacia arriba lleva al usuario ala
opcién de programacion anterior del mismo nivel del mend. Si pulsa esta tecla de
forma continuada, se desplazara por todas las opciones de programacion
disponibles en el nivel del menu actual.

En el modo alfanumérico, si pulsa esta tecla sobre un caracter en minusculas, el
caracter cambia a mayusculas.

Esta tecla se utiliza para seleccionar la opcion que se muestra en el lado izquierdo
de la linea inferior de la pantalla.

Estos son los valores posibles:
o SALIR para salir de la programacion

« ATRAS para volver al menu anterior

En estado INACTIVO, esta linea aparece en blanco.

En el modo de programacion, esta linea muestra las opciones disponibles para el
usuario. Estas opciones se encuentran alineadas sobre las teclas programables
izquierda y derecha, segun sea necesario.

En estado INACTIVO, muestra la fecha y la hora actuales. En el modo de
programacion, esta linea muestra una de las siguientes opciones:

La funcién de programacion que se va a seleccionar
« Laconfiguracién actual de la funcion seleccionada

« Lanaturaleza de la alerta actual durante una condicion de alerta (Consulte
Priorizacion de mensajes en pantalla abajo.)

Priorizacion de mensajes en pantalla

Los mensajes de problemas y las alertas se muestran en el teclado en el siguiente orden:

« Zona
— Alarmas
— Tamper

—Problema

« Alertas de particion

—Fallo al armar

—Tiempo de espera de entrada

— Tamper de cédigo

« Estado sistema

—Red CA

— Bateria

— Fallo fuente alimentacion

© Vanderbilt 2019

99 ABV10276963-e
11.2019




SPC4xxx/5xxx/6xxx — Manual de instalacion y configuracion Interfaz de usuario del teclado

—Fallo Aux.
— Fusible sirena exterior
— Fusible sirena interior
— Tamper de sirena
— Tamper de carcasa
— Tamper auxiliar 1
— Tamper auxiliar 2
— Interferencia via radio
—Fallo médem 1
—Linea mdédem 1
—Fallo médem 2
—Linea médem 2
— Fallo comunicacion
— Panico usuario
—Fallo cable X-BUS
— Fallo comunicacion X-BUS
—Fallo CA X-BUS
—Fallo bateria X-BUS
— Fallo fuente alimentacion X-BUS
— Fallo fusible X-BUS
— Fallo tamper X-BUS
—Fallo antena X-BUS
— Interferencia via radio X-BUS
—Panico X-BUS
—Incendio X-BUS
— Alarma médica X-BUS
— Enlace fuente alimentacion X-BUS
— Tamper de salida X-BUS
—Bajo voltaje X-BUS
— Restauracion de técnico requerida
— Autoarmado
« Informacion del sistema
—Zonas en prueba
— Zonas abiertas
— Estado de particion
— Bateria baja (detector)
— Sensor perdido
— Bateria baja de la APR*
— APR* perdida
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— Test de APR* retrasado

— Camara fuera de linea

— Bateria baja mando

— Sobrecorriente X-BUS

—Nombre del instalador

— Teléfono del instalador

— Técnico habilitado

— Fabr. habilitado

— Reiniciar

— Fallo de hardware

— Sobrecorriente Aux.

— Bateria baja

— Enlace Ethernet

—Nombre del sistema
*Una APR solo es compatible con Kit SiWay RF (SPCW110, 111, 112, 114).

12.1.3 Introduccion de datos en el teclado LCD

La introduccion de datos y la exploracion de los menus en el teclado LCD tienen lugar mediante el uso
de la interfaz de programacion. A continuacion, se detalla el uso de la interfaz para cada tipo de
funcionamiento.

Introducir valores numéricos
En el modo de Entrada numérica, solo se pueden introducir digitos numéricos (0 a 9).

« Para mover la posicién del cursor un caracter a la izquierda y a la derecha respectivamente,
pulse las teclas de flecha a laizquierda y a la derecha.

« Parasalir de la funcién sin salvar los cambios, pulse la tecla ATRAS del menu.
« Para salvar la configuracion programada, pulse INTRO o ACEPTAR.
Introducir texto

En el modo de Entrada de texto, se pueden introducir caracteres alfabéticos (A a Z) y digitos numéricos
(0a9).

« Paraintroducir un caracter alfabético, pulse la tecla que corresponde la cantidad de veces que
sea necesaria.

« Paraintroducir un caracter especial especifico de unidioma (3, U, 6...), pulse el botén 1 para
avanzar por los caracteres especiales.

« Paraintroducir un espacio + caracteres especiales (+, -./[ ]...), pulse el botén 0.

« Paraintroducir un digito, mantenga la tecla que corresponde presionada durante 2 segundos y
suelte la tecla.

« Para mover la posicion del cursor un caracter a la izquierda y a la derecha respectivamente,
pulse las teclas de flecha a laizquierda y a la derecha.

« Parasalir de la funcién sin salvar los cambios, pulse ATRAS.
« Para salvar la configuracion programada, pulse INTRO o ACEPTAR.

« Para alternar entre mayuscula y minuscula para un caracter, pulse las teclas hacia abajo y hacia
arriba cuando el caracter esté resaltado por el cursor.
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« Paraalternar entre mayusculas y mindsculas para el resto de los caracteres, pulse la tecla de
almohadilla (#).

« Para eliminar un caracter a la izquierda del cursor, pulse la tecla asterisco (*).
Seleccionar una opcién de programacion

En el modo Navegacion, el técnico/usuario selecciona una opciodn de una lista de opciones de
programacion definidas previamente.

« Paradesplazarse por las opciones disponibles y realizar la seleccion, pulse las flechas hacia abajo
y hacia arriba.

« Parasalir de la funcion sin salvar los cambios, pulse ATRAS.

« Para salvar la configuracion seleccionada, pulse INTRO o ACEPTAR.

12.2 SPCK620/623

Esta seccion abarca:

12.2.1 Informacién sobre el teclado Comfort ... .. . ... .. ... 102
12.2.2 Descripcion de LED ... ... 106
12.2.3 Descripcion de modo de visualizacion ... ... .. ... 106
12.2.4 Teclas de funcCion en rePOSO ... L 107

12.2.1 Informacion sobre el teclado Comfort

El teclado Comfort es una interfaz de usuario montada en la pared que permite:

« Alos técnicos programar el sistema a través de los menus de programacion del técnico (protegidos
con clave) y armar/desarmar el sistema; un usuario puede controlar el sistema a diario.

« Alos usuarios acceder a los menus de programacion para usuarios (protegidos con clave) y ejecutar
procesos operacionales (armado/desarmado) en el sistema. (Consulte Manual de usuario
SPC620/623 para obtener mas informacion sobre la programacion de usuarios)

El SPCK620 esta equipado con teclas programables y una amplia pantalla LCD, lo que facilita su manejo.
Sus funciones se pueden mejorar con un médulo de expansion de interruptor de llave SPCE110 6 un
modulo de expansién de indicacion SPCE120.

El SPCK623 esta equipado con un lector de tarjeta de proximidad (125 kHz EM 4102) para un acceso mas
facil del usuario, teclas programables, una amplia pantalla LCD y soporte de ayuda vocal. Sus funciones
se pueden mejorar con un médulo de expansion de interruptor de llave SPCE110 6 un médulo de
expansion de indicacion SPCE120.
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Descripcion

Numero Nombre

1 LED
indicadores
de estado

2 Pantalla LCD

3 Teclas de
funcion
programables

4 Tecla Enter

5 Teclade
menu Atras

6 Area del
receptor de
dispositivo en
proximidad

Los LED indicadores de estado proporcionan informacion acerca del estado actual
del sistema, segun se describe en Descripcion de LED en la pagina 106.

La pantalla del teclado muestra todos los mensajes de alerta y de advertencia,
ademas de proporcionar una interfaz visual para la programacion del sistema (s6lo
programacion de técnico). (Consulte Priorizacién de mensajes en pantalla en la
pagina siguiente). Se pueden configurar las condiciones en las que se produce la
retroiluminacién de la pantalla.

Teclas sensibles al contexto que permiten desplazarse porlos menus y la

programacion.

Confirmar pantalla o entrada.

Volver al menu.

Restablecer los zumbadores, las sirenas y las alarmas de la memoria.

Sdélo SPCK 623: Si el teclado incluye un receptor de dispositivos de proximidad, los
usuarios deberan presentar el mando Portable ACE a una distanciade un 1 cm

sobre esta area.
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Numero Nombre Descripcion

7 Teclas El teclado alfanumérico permite la entrada tanto de datos numéricos como de texto
alfanuméricas durante la programacion. Los caracteres alfabéticos se seleccionan pulsando la
cantidad de veces adecuada las teclas correspondientes. Para alternar entre
mayusculas y minusculas, pulse la tecla de almohadilla (#). Para introducir un
caracter numérico, mantenga pulsada la tecla correspondiente durante 2 segundos.

8 Tecla Navegacion a través de menus y para desplazarse por los mensajes de alerta.
multifuncion (Consulte Priorizacion de mensajes en pantalla abajo.)
de
navegacion
9 Teclade Muestra informacion.
informacion

Priorizacion de mensajes en pantalla
Los mensajes de problemas y las alertas se muestran en el teclado en el siguiente orden:
o ZOna
—Alarmas
— Tamper
—Problema
« Alertas de particion
—Fallo al armar
— Tiempo de espera de entrada
— Tamper de codigo
« Estado sistema
—Red CA
—Bateria
— Fallo fuente alimentacion
—Fallo Aux.
— Fusible sirena exterior
— Fusible sirena interior
— Tamper de sirena
— Tamper de carcasa
— Tamper auxiliar 1
— Tamper auxiliar 2
— Interferencia via radio
—Fallo médem 1
—Linea médem 1
— Fallo médem 2
—Linea médem 2
— Fallo comunicacion

— Panico usuario
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— Fallo cable X-BUS
— Fallo comunicacién X-BUS
—Fallo CA X-BUS
— Fallo bateria X-BUS
— Fallo fuente alimentacién X-BUS
— Fallo fusible X-BUS
—Fallo tamper X-BUS
— Fallo antena X-BUS
— Interferencia via radio X-BUS
— Pénico X-BUS
—Incendio X-BUS
— Alarma médica X-BUS
— Enlace fuente alimentacion X-BUS
— Tamper de salida X-BUS
—Bajo voltaje X-BUS
— Restauracion de técnico requerida
— Autoarmado
« Informacion del sistema
—Zonas en prueba
—Zonas abiertas
— Estado de particién
— Bateria baja (detector)
—Sensor perdido
—Bateria baja de la APR*
—APR* perdida
— Test de APR* retrasado
— Camara fuera de linea
— Bateria baja mando
— Sobrecorriente X-BUS
—Nombre del instalador
— Teléfono del instalador
— Técnico habilitado
— Fabr. habilitado
— Reiniciar
— Fallo de hardware
— Sobrecorriente Aux.
—Bateria baja
— Enlace Ethernet

—Nombre del sistema
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*Una APR solo es compatible con Kit SiWay RF (SPCW110, 111, 112, 114).

12.2.2 Descripcion de LED

Descripcion Simbolo Color

Funcionamiento Descripcion

Informacion

Usuario

Alarma

Alerta

Red CA

1

A

Azul

Ambar
Verde

Rojo

Ambar

Verde

ON

Parpadeante

Desactivado
Parpadeante
ON
Parpadeante
Desactivado
ON
Parpadeante
Desactivado
ON
Parpadeante
Desactivado
ON
Parpadeante

Desactivado

El sistema o la particiéon no se pueden armar. El armado
forzado es posible (se pueden anular fallos o zonas abiertas).

El sistema o la particidon no se pueden armar ni tampoco se
puede realizar el armado forzado (no se pueden anular fallos o
zonas abiertas).

El sistema o la particiéon se pueden armar.

Técnico en la instalacion.

La particién asignada esta desarmada.

La particién asignada esta armada parcialmente A/B
La particién asignada esta armada totalmente
Alarma

No hay alarma
Problema

No hay problema
Sistema ok

Fallo de red

Sin conexion de bus

[i]

AVISO: Las indicaciones de LED para informacion, estado de particion, alarma y fallo estan
desactivadas cuando el teclado esta en estado de reposo. Se debe introducir un PIN de usuario
valido. Es configurable si la indicacién de energia se puede ver en estado inactivo.

12.2.3 Descripcion de modo de visualizacion

Existen dos modos de visualizacién (automatico):

« Vista de particiones multiples: El usuario tiene acceso a diversas particiones. La visualizacion de
las particiones se realiza a través de grupos de particiones. Si no hay ningun grupo de particion
configurado, solo se visualiza el grupo general «Todas mis particiones».

« Vista de particion simple: El usuario solo tiene derechos para 1 particiéon. En la vista de particion
simple, solo se muestra una particion con fuentes de gran tamario, y esta puede controlarse

directamente.
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Los derechos del usuario pueden estar restringidos por la configuracién o los ajustes del teclado
en el cual el usuario esta iniciando sesién. Solo se mostrara la particion si el usuario y el teclado
gue esta utilizando para iniciar sesion tienen derecho para esa particion. Si el usuario tiene
derecho de acceso a diversas particiones, pero el teclado tiene derecho solo para una particion, el
usuario solo vera una particion.

|- [

12.2.4 Teclas de funcién en reposo

Teclas de emergencia

s b

r'|6|‘7

Las teclas de emergencia se muestran en funcion de la configuracién. Al pulsar las teclas de forma
simultanea, se activa una llamada de emergencia.

Alarma de panico

Alarma incendio

Alarma médica

e > &

El proceso activado depende de la configuracion del sistema. Consulte al instalador para obtener mas
informacion.

Configuracién directa

- !

.\

i O E

L A

Dependiendo de la configuracion, se visualiza la opcion de armado directo. Se puede activar un armado
forzado/armado parcial sin el cédigo PIN de la particion a la cual esta asignado el teclado.
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13 Herramientas de software de apoyo

La siguiente herramienta de software para PC esta disponible para la gestion remota de una central SPC:
« SPC Manager

Permite crear, controlar y modificar de forma remota la funcionalidad basada en acceso dentro del
sistema SPC.
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14 Inicio del sistema

PRECAUCION: El sistema SPC debe ser instalado por un técnico instalador autorizado.

1. Conecte el teclado a la interfaz X-BUS del controlador.

2. Acceda a la programacion en modo de técnico al introducir el codigo PIN de técnico por defecto
(1111). Para obtener mas informacion, consulte Cdédigo PIN de técnico abajo.

14.1 Modos técnicos

El sistema SPC funciona con dos modos de programacién para técnicos instaladores autorizados:
Completoy Normal. En el navegador, solo se permite finalizar la sesion en modo técnico normal.

Modo técnico completo

Se debe aislar o borrar cualquier alerta, fallo y tamper antes de que se autorice la salida del modo
técnico completo.

[

El modo técnico completo proporciona una funcionalidad de programacion mas completa. Sin embargo, el
modo técnico completo deshabilita todos los ajustes de alarmas, informes y programacion de salidas para
el sistema. Para obtener una descripcion completa de todas las opciones del menu Técnico completo,
consulte Programacion de técnico a través del teclado en la pagina 116.

Modo técnico normal

El modo técnico normal proporciona menos funciones de programacion y no afecta las salidas
programadas en el sistema. Para obtener una descripcion completa de todas las opciones del menu
Técnico normal, consulte Programacion de técnico normal a través del teclado en la pagina 115.

14.1.1 Cédigo PIN de técnico

El cédigo PIN de técnico para programacion por defecto para la puesta en marcha es “1111°.

Si, tras la puesta en marcha, la instalacién cambia de Grado 2 a Grado 3, todos los cédigos PIN tienen el
prefijo 0. Por lo tanto, el codigo PIN de técnico por defecto sera ‘01111’.

El aumento de la cantidad de digitos para el codigo PIN (consulte Opciones en la pagina 267) agregara la
cantidad relevante de ceros adelante del codigo PIN existente (por ejemplo: 001111 para un cédigo PIN de
6 digitos).

AVISO: Si se habilita por defecto el codigo PIN 1111, por ejemplo, y se realiza una nueva instalacion

\ de SPC, debe cambiar el cédigo PIN de técnico en la central. Si no cambia el codigo PIN, recibira un
mensaje de informacion que le solicitara que cambie el codigo PIN por defecto antes de salir del modo
técnico completo.

14.2 Programacion con el teclado

El teclado proporciona acceso rapido in situ a los menus y a la programacion del sistema. El técnico de
instalacioén autorizado debe establecer la configuracion por defecto con el teclado. También se debe
realizar la programacion del lector de tarjetas/dispositivos de proximidad y la asignacion de usuarios a
través del teclado.
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14.3 Configurar ajustes de puesta en marcha

Puede cambiar los ajustes de puesta en marcha en otro momento cuando programe la funcionalidad del
sistema.

H

Si se esta alimentando la central, en el teclado se mostrara el nimero de version del sistema SPC.

Requisito previo

o Parainiciar la configuracion de inicio, mantenga pulsado el botén de restablecimiento en la placa

durante al menos 6 segundos.

Pulse una tecla del teclado.

- Después de cada ajuste, pulse SIGUIENTE para desplazarse al siguiente ajuste.
Seleccione el IDIOMA en el que se mostrara el asistente de configuracion.
Seleccione la REGION que corresponda.

-EUROPA, SUECIA, SUIZA, BELGICA, ESPANA REINO UNIDO, IRLANDA, ITALIA,
CANADA, EE. UU.

Seleccione el TIPO de instalacion:
-DOMESTICA: es adecuada para un uso doméstico (casas y apartamentos).

- INDUSTRIAL: proporciona tipos de zona adicionales y descripciones de zona comercial por
defecto para las primeras ocho zonas.

- FINANCIERA: especifica para bancos e instituciones financieras, incluye funciones como
autoarmado, bloqueos temporales, grupos de interbloqueos y tipo de zona sismica.

consulte Ajustes por defecto de modo doméstico, comercial y financiero en la

E Para obtener mas informacion sobre las descripciones de las zonas por defecto,
1 pagina 392.

Seleccione el grado de seguridad de su instalacion.

IDIOMA Se muestran los idiomas disponibles por defecto en el sistema. A continuacién se
muestran los idiomas disponibles por defecto para cada region:

- IRLANDA/REINO UNIDO: inglés, francés, aleman
- EUROPA/SUIZA/ESPANA/FRANCIA/ALEMANIA: inglés, francés, aleman, italiano, espafiol
- BELGICA: inglés, holandés, flamenco, francés, aleman

- SUECIA: inglés, sueco, danés, francés, aleman

AVISO: Si el sistema se encuentra en su configuracion por defecto y la REGION
se modifica al iniciarse, solo estaran disponibles para la nueva REGION los
idiomas que estén actualmente en el sistema para la REGION anterior.

o

Seleccione los idiomas que requiere para su instalacion. Los idiomas seleccionados aparecen
marcados con un asterisco (*) delante. Para eliminar o seleccionar un idioma, pulse almohadilla (#)
en el teclado.

Los idiomas que no se hayan seleccionado se borran del sistema, y no estaran disponibles si
restablece el sistema al estado por defecto.
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10.

11.

12.

13.

14,

15.

16.

Para afiadir otros idiomas a la central, consulte Actualizacion de idiomas en la pagina 364. Para
anadir otros idiomas al teclado, consulte la documentacion de ese teclado. Encontrara las guias
de instalacion disponibles en http://www.spcsupportinfo.com/connectspcdata/userdata.

Introduzca la FECHA y la HORA.
El sistema explora el X-BUS en busca de médems.

Habilite SPC CONNECT para que la central se comunique con https://www.spcconnect.com
tras haber configurado la direccion IP.

Habilite la opcion DHCP para asignar automaticamente una direccion IP de red disponible a la
central. Si habilité SPC CONNECT Y DHCP, se agrega un ATS SPC CONNECT ala central
para completar la conexion a https://www.spcconnect.com

Para las centrales habilitadas para DHCP, la direccion IP asignada automaticamente aparece
en el ment DIRECCION IP. Sila opcién DHCP no esté4 habilitada, aparece la direccion IP por
defecto. Pulse SELECC. para continuar. En el modo Programacion de técnico, debajo de
COMUNICACIONES, debe introducir manualmente la direccion IP estatica de la central.

Seleccione el modo de direccionamiento X-BUS:

- MANUAL: recomendado para la mayoria de los tipos de instalacién, especialmente cuando se
realiza una preconfiguracion.

- AUTOMATICO: se recomienda solo para instalaciones muy pequefias.
Seleccione la topologia de instalacion: LAZO (anillo) o PUNTA (cadena).

El sistema escanea la cantidad de teclados, modulos de expansion, controladores de puertas y
entradas de zona disponibles.

Pulse SIGUIENTE para explorar todos los dispositivos X-BUS.
Aparecera el MODO DE PROGRAMACION.
Los ajustes de puesta en marcha estan completos.

Marque las alertas en el meni ESTADO DEL SISTEMA > ALERTAS. De lo contrario, no podra
salir del modo técnico.

Configure el sistema a través del teclado o del navegador web.

Consulte también

Ajustes por defecto de modo doméstico, comercial y financiero en la pagina 392

14.4 Crear usuarios del sistema

Por defecto, el sistema SPC so6lo permite al técnico acceder al sistema. El técnico debe crear
Usuarios para permitir al personal armar, desarmar y realizar operaciones basicas en el sistema segun
sea necesario. Los usuarios tienen el uso restringido a una serie de operaciones de la central al
asignarseles perfiles de usuario especificos.

El sistema admite todos los cddigos PIN de usuario dentro del rango de cddigos PIN permitido; p. €.,
si se usa un cédigo PIN de 4 digitos, se permitirian todos los cddigos PIN de usuario del 0000 al 9999.

Consulte Usuarios en la pagina 141 o Usuarios en la pagina 208.

| []

La capacidad de permitir al fabricante el acceso al sistema (por ejemplo, a realizar una
actualizacioén de firmware de la central) se configura como un derecho del usuario para un perfil de
usuario. Si a un usuario se le va a permitir actualizar el firmware, asegurese de que dicho usuario
posee el perfil adecuado para este proposito.

Consulte también

Cddigo PIN de técnico en la pagina 109
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14.5 Programacion de ACE portatil

El teclado SPC se puede configurar con un lector de tarjetas/dispositivos de proximidad. Los usuarios con
determinados perfiles configurados pueden armar o desarmar el sistema de forma remota, asi como
también programarlo, segun el nivel del perfil. Cuando se programa un dispositivo de proximidad en el
teclado, el usuario puede armar o desarmar el sistema o introducir programacién de usuario al presentar el
dispositivo a una distancia de un 1 cm sobre el area del receptor del teclado.
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Area del receptor del teclado

Para programar un ACE portatil en el teclado:

1.

o o M 0 N

Introduzca el cédigo PIN de programacion de técnico. (El codigo por defecto es 1111. Consulte
Cadigo PIN de técnico en la pagina 109.)

Desplacese hasta USUARIOS.

Pulse SELECC.

Seleccione EDITAR y seleccione USER1 de la lista.

Desplacese hasta PACE y pulse SELECC.

Desplacese entre HABILITAR y DESHABILITAR para la funcionalidad PACE.

El teclado destella PRESENTAR PACE en la linea superior de la pantalla.

Coloque el dispositivo PACE a una distancia de un 1 cm del area del receptor en el teclado.
El teclado indica que se ha registrado el dispositivo al mostrar PACE CONFIGURADO.

Para deshabilitar un ACE portatil en el sistema:

1.

o a0 ~ 0 N

Introduzca el cédigo PIN de programacion de técnico. (El codigo por defecto es 1111. Consulte
Cadigo PIN de técnico en la pagina 109.)

Desplacese hasta USUARIOS.

Pulse SELECC.

Seleccione EDITAR y seleccione USER1 de la lista.
Desplacese hasta PACE y pulse SELECC.
Desplacese hasta DESHABILITADO.

El teclado indicara ACTUALIZADO.
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14.6 Configuracion de dispositivos de mando via radio

Si se instala un médulo via radio (SPCW120 o SPCW110, 111, 112, 114) en el teclado o el controlador,
se puede programar un dispositivo de mando via radio con el teclado.

Para programar un dispositivo de mando via radio en el sistema:

1.

N o o bk~ DD

Introduzca el cédigo PIN de programacion de técnico. (El cédigo por defecto es 1111. Consulte
Cadigo PIN de técnico en la pagina 109.)

Con las flechas arriba/abajo, desplacese hasta la opcion USUARIOS.
Pulse SELECC.

Seleccione la opcién EDITAR y pulse SELECC.

Desplacese hasta el usuario deseado y pulse SELECC.

Desplacese hasta la opcion MANDO V.R. y pulse SELECC.
Desplacese hasta la opcion HABILITADO y pulse SELECC.

Aparece el mensaje REGISTRAR DISPOSITIVO.

Coloque el mando via radio dentro de una distancia de 8 metros del teclado y presione una de las
teclas.

Aparecera el mensaje MANDO V.R.CONFDO para indicar que se ha registrado el dispositivo.

Para deshabilitar un dispositivo de mando via radio en el sistema:

1.

o g~ w0 DN

Introduzca el cédigo PIN de programacion de técnico. (El cédigo por defecto es 1111. Consulte
Cadigo PIN de técnico en la pagina 109.)

Con las flechas arriba/abajo, desplacese hasta la opcion USUARIOS.
Seleccione la opcién EDITAR y pulse SELECC.

Desplacese hasta el usuario deseado y pulse SELECC.

Desplacese hasta la opcion MANDO V.R. y pulse SELECC.
Desplacese hasta DESHABILITADO y pulse SALVAR.

(i

Si no se detecta un receptor via radio de 868 MHz en el sistema, no se mostrara la opcion
MANDO V.R. en el menu del teclado.

(i

Cantidad de mandos via radio por usuario: Se puede programar un solo dispositivo de mando

via radio por cada usuario. Para cambiar los dispositivos entre los usuarios, repita el

procedimiento de programacién para los dispositivos nuevos. Los dispositivos de mando via radio
estaran disponibles para uso por parte de otros usuarios.

14.6.1 Borrado de alertas utilizando el mando

Las alertas en el sistema SPC normalmente se borran mediante la opciéon RESTAURAR del teclado.
También se puede borrar las alertas desde el dispositivo de mando via radio.

Si se muestra una alerta activa en el teclado con el sistema DESARMADO, la alerta se puede borrar o
restaurar pulsando la tecla DESARMAR en el mando via radio, cinco segundos después de que se
haya desarmado el sistema.
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Para habilitar esta funcionalidad, la opcién RESTAUR.TECLADO debe estar habilitada en Opciones del
sistema:

1.

2
3
4.
5

Inicie sesion en el teclado con un cédigo de técnico.

Desplacese a TECNICO TOTAL > OPCIONES.

Pulse SELECC.

Desplacese hasta RESTAURACION MANDO 'y pulse SELECC.
Desplacese hasta la opcion HABILITADO y pulse SALVAR.

© Vanderbilt 2019

114

ABV10276963-e
11.2019



15 Programacioén de técnico normal a través del teclado

Esta seccidn brinda opciones de programacion en modo técnico [normal] con el teclado LCD.

Para cada opcién de menu, el teclado debe estar en programacion en modo técnico:

Consulte también

1.

Introduzca un codigo PIN de técnico valido. (El cédigo PIN de técnico por defecto es 1111. Para
obtener mas informacién, consulte Cédigo PIN de técnico en la pagina 109).

Con las flechas arriba/abajo, desplacese hasta la opcion de programacion deseada.

También es posible seleccionar una opcién de programacion empleando los digitos del teclado,

introduzca el codigo de programacion de técnico mas el digito, tal como se muestra en la tabla que

figura a continuacion.

Si modifica alguna de las opciones de programacion, el teclado muestra ACTUALIZADO
momentaneamente.

Numero Nombre

Descripcion

1

ARMADO

ANULAR
INHIBIR

REGISTRO
INCIDENCIAS

REGISTRO DE
CONTROL DE
ACCESOS

REGISTRO
ALARMAS

CAMBIO
COD.TECN.

USUARIOS

Envio SMS

Realiza un desarmado, armado total o armado parcial en el
sistema.

Muestra una lista de las zonas inhibidas en el sistema.

Permite al técnico aislar zonas en el sistema. Consulte
Aislaren la pagina 177.

Muestra una lista de las incidencias mas recientes en el
sistema. Consulte Registro de eventos en la pagina 177.

Muestra una lista de los accesos mas recientes en el
sistema. Consulte Registro incidencias control de accesos
enlapagina 177.

Muestra una lista de alarmas recientes. Consulte Registro
alarmas en la pagina 178.

Permite al técnico cambiar el cédigo del técnico. Consulte
Cambiar cddigo PIN de técnico en la pagina 178.

Permite al técnico afiadir, editar o borrar usuarios. Consulte
Usuarios en la pagina 141.

Permite al usuario afadir, editar o borrar detalles de SMS
para usuarios. Consulte Envio SMS en la pagina 178.

Test enla pagina 173

Control de las puertas en la pagina 182

Programacién de técnico a través del teclado en la pagina 116

Texto del instalador en |la pagina 181

Configurar fecha/hora en la pagina 181

Envio SMS en la pagina 178
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16 Programacidén de técnico a través del teclado

Esta seccidn brinda opciones de programacion en modo técnico [completo] con el teclado LCD.

Para cada opcién de menu, el teclado debe estar en programacion en modo técnico completo:

1.

Introduzca un codigo PIN de técnico valido. (El cédigo PIN de técnico por defecto es 1111. Para
obtener mas informacién, consulte Cédigo PIN de técnico en la pagina 109).

Pulse SELECC. para la programacién de TECNICO COMPLETO.
Con las flechas arriba/abajo, desplacese hasta la opcion de programacion deseada.

Se implementa una funcién de seleccién rapida. Pulse # para seleccionar un parametro (por
ejemplo: un atributo de zona). El parametro seleccionado aparece con un * (por ejemplo:
*Inhibicioén).

Cuando termine con las opciones de programacion, el teclado muestra ACTUALIZADO
momentaneamente.

[i]

Recuerde que la presencia de un * delante de un elemento de menu indica que el elemento ya se ha
seleccionado.

16.1 Estado del sistema

La opcién de estado de sistema muestra todos los fallos del sistema.

Para ver estos fallos:

1.
2.

Desplacese a ESTADO SISTEMA.
Pulse SELECC.
Se mostrara el estado de los siguientes elementos.

Haga clic en cada elemento para ver mas detalles.

PRUEBAS

BATERIA

AUX

ZONAS ABIERTAS Muestra todas las zonas abiertas.

INCIDENCIAS Se muestran las alarmas actuales en el sistema

Se muestran todas las zonas en prueba.

ELEMENT.AISLADOS Se muestran las zonas que estan aisladas.

FALLO AL ARMAR Se muestran todas las particiones que han fallado al armar. Seleccione cada particion

para ver detalles de por qué no se ha conseguido armar la particién.

Muestra el tiempo de duracion de la bateria, el voltaje y la corriente. Debe introducir los
valores de Capacidad de la bateriay Corriente maxima en OPCIONES para ver el
tiempo de bateria restante en el teclado en caso de fallo de la red de CA. Esto se indica
en el ment ESTADO > BATERIA > DURACION BATERIA. Este men( también indica
si hay un fallo de la bateria.

Se muestra el voltaje y la corriente de la alimentacion auxiliar.
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AVISO: Los usuarios no pueden salir de la programacion en modo TECNICO TOTAL si existen
L condiciones de fallo. El primer fallo aparecera en el teclado cuando intente salir del modo técnico.
1 Puede very aislar todas las fallas dentro del menu Estado del sistema, debajo de Alertas y Zonas
abiertas.

16.2 Opciones

1. Desplacese hasta OPCIONES y pulse SELECC.
2. Desplacese hasta la opcion de programacion deseada:

Las opciones de programacion que se muestran en el mend OPCIONES variaran segun el grado de
seguridad del sistema (véase columna derecha).

b

ADVERTENCIA: Para cambiar la region en su central, se recomienda restaurar la central y
seleccionar una nueva regién como parte del asistente de inicio.
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Variable

Descripcion

Default

GRADO DE
SEGURIDAD

REGION

TIPO
INSTALACION

Determina el grado de seguridad de la instalacion SPC.

« Irlanday regiones europeas:

—EN50131 Grado 2
—EN50131 Grado 3
— Libre

Region del Reino Unido:

—PD6662 (basada en EN50131 Grado 2)
—PD6662 (basada en EN50131 Grado 3)
—Libre

Regién sueca:
—SSF1014:3 Larmclass 1
—SSF1014:3 Larmclass 2
—Libre

Regién belga:

—TO-14 (basada en EN50131 Grado 2)
—TO-14 (basada en EN50131 Grado 3)
— Libre

Region suiza:
—SWISSI Cat 1
—SWISSI Cat 2
—Libre

Region espaiiola
—EN50131 Grado 2
—EN50131 Grado 3

Regién alemana
—VdS Clase A
—-VdS Clase C
— Libre

Francia
—NFtyp2
—NFtyp3
—Libre

Determina los requisitos regionales especificos con los que cumple la instalacion.
Las opciones son GB, IRLANDA, EUROPA, SUECIA, SUIZA, BELGICA,
ALEMANIA y FRANCIA

Determina si el SPC se esta instalando para utilizar en un negocio comercial o en Hogar
una residencia privada. Elija entre COMERCIAL (consulte Funcionamiento en
modo comercial en la pagina 373), DOMESTICA (consulte Funcionamiento en
modo doméstico en la pagina 374) o FINANCIERA.

Grado
2

Pais:
n/d
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Consulte Opciones en la pagina 267 para obtener mas informacion sobre las siguientes OPCIONES.

ARMADO PARCIAL A

ARMADO PARCIAL B

MOSTRAR
MENSAJE CRA

CONFIRMACION

CONFIRM.ZONAS

RESTAURACION
AUTOMATICA

RESET ALARMA
MANDO

CODIGO COACCION

REDISP. SIRENA
SIRENA INMEDIATA
SIRENAPOR FTS
FLASH POR FTS
ALARMA AL SALIR

IDIOMA

RENOMBRE
TEMPORIZADO
ACCESOAE/S
E/S CON ALARMA
LOCAL

RENOMBRE
TEMPORIZADO
ACCESOAE/S
E/S CON ALARMA
LOCAL

MOSTRAR MENSAJE (HABILITADO/DESHABILITADO)

VDS
DD243:
GARDA
EN50131-9

Seleccione CANT. DE ZONAS
HABILITADO/DESHABILITADO

HABILITADO/DESHABILITADO

DESHABILITADO
PIN +1
PIN + 2

HABILITADO/DESHABILITADO
HABILITADO/DESHABILITADO
HABILITADO/DESHABILITADO
HABILITADO/DESHABILITADO
HABILITADO/DESHABILITADO

Solo disponible en modo CONFIG. TECNICO porque la configuracién no cumple con la

EN50131.

IDIOMA SISTEMA
REPOSO: IDIOMA
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DIGITOS PIN 4DIGITOS
5DIGITOS
6 DIGITOS
7DIGITOS
8 DIGITOS
RESTAURACION ~ HABILITADO/DESHABILITADO
CODED
ACCESO WEB HABILITADO/DESHABILITADO

Permite/Restringe el acceso al navegador web.
ZONAS ABIERTAS HABILITADO/DESHABILITADO
PERMITIR TECNICO HABILITADO/DESHABILITADO

PERMITIR HABILITADO/DESHABILITADO
FABRICANTE *

MOSTRAR ESTADO HABILITADO/DESHABILITADO

RESIST. FL NINGUNO
1 RFL 1K
1 RFL 1K5
1 RFL 2K2
1 RFL 4K7
1 RFL 10K
1 RFL 12K
2 RFLs 1K/470
2 RFLs 1K/1K
2 RFLs 2K2/1K0
2 RFLs 2K2/1K5
2 RFLs 2K2/2K2
2 RFLs 2K2/4K7
2 RFLs 2K7/8K2
2 RFLs 2K2/10K
2 RFLs 3K0/3K0
2 RFLs 3K3/3K3
2 RFLs 3K9/8K2
2 RFLs 4K7/2K2
2 RFLs 4K7/4K7
2 RFLs 5K6/5K6
2 RFLs 6K8/4K7
2 RFLs 10K/10K
MASK_1K_1K_6K8
MASK_1K_1K_2K2
MASK_4K7_4K7_2K2
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MODO AUT.SMS

PACE Y CODIGOPIN
REST. CON DES

RESTAUR.TECNICO
TAMP.FUERA LINEA
BLOQUEO TECNICO

cODIGO
GENERADO

CONFIG. RELOJ

SOSPECHA
AUDIBLE

MOSTRAR
CAMARAS

TEST SISMICOS ON

IMPEDIR ARMADO
TRAS ALERTA

ARMm.
ANTIENMASC.

DES. ANTIENMASC.

REDISPARO
COACCION

REARME PANICO
SIL.VERIF.AUDIO
SALIDA M.TECNICO

SOLOPIN

SOLO ID LLAM.
COD.+ID LLAM.
SOLO COD.SMS
COD.SMS+ID llam.

HABILITADO/DESHABILITADO
HABILITADO/DESHABILITADO

Nota: Para cumplir con la norma PD6662, se debe deshabilitar esta opcion.
HABILITADO/DESHABILITADO
HABILITADO/DESHABILITADO
HABILITADO/DESHABILITADO

Si esta opcion esta habilitada, el sistema no se puede restaurar con el boton amarillo del
controlador, a no ser que se introduzca un cédigo PIN de técnico en el teclado.

HABILITADO/DESHABILITADO

DST AUTOMATICO
SINC. HORA RED CA

HABILITADO/DESHABILITADO

HABILITADO/DESHABILITADO

HABILITADO/DESHABILITADO
HABILITADO/DESHABILITADO

DESHABILITADO
TAMPER

FALLO

ALARMA

DESHABILITADO
TAMPER

FALLO

ALARMA

HABILITADO/DESHABILITADO

HABILITADO/DESHABILITADO
HABILITADO/DESHABILITADO
HABILITADO/DESHABILITADO
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* No disponible para SPC42xx, SPC43xx.

16.3 Temporizaciones

1. Desplacese hasta TEMPORIZADORES y pulse SELECC.
2. Desplacese hasta la opcion de programacion deseada:
Temporizaciones
Designacion de las funciones en el siguiente orden:
« Primerafila: web

« Segundafila: teclado

Temporizador Descripcion Default
Audible
Sirenas interiores Tiempo durante el cual las sirenas interiores sonaran cuando se activela 15 min.

TIEMPO SIR. INT alarma. (0-999 min; 0 = nunca)

Sirenas exteriores Tiempo durante el cual las sirenas exteriores sonaran cuando se active 15 min.
TIEMPO SIR. EXT. la alarma. (0-999 min; 0 = nunca)

Retardo sirena Esto generara un retardo en la activacion de la sirena exterior. (0-999 Os
exterior segundos)

RET.SIR.EXT.

Retardo sirena Retardo antes de que se activen las sirenas exteriores en modo de

exterior en Armado armado parcial.

Parcial

Timbre Cantidad de segundos durante la cual se activara una salida chime al 2s
TEMP.CHIME abrirse una zona con atributo de chime. (1-10 segundos)

Confirmacion

Confirmar Nota: Esta opcion esta disponible tnicamente para determinadas 30min.
TIEMPO CONFIRM. complnamones dfa ng|on de Grado y Conﬁrma’m.on. (Consulte
Opciones en la pagina 267 y Normativas en la pagina 284).

Este temporizador se aplica a la funcién de confirmacién de alarmay se
define como el tiempo maximo entre las alarmas de dos zonas no
solapadas que dispararan una alarma confirmada. (0-60 minutos)

Atraco confirmado Nota: Esta opcién esta disponible Unicamente para determinadas 480min.
combinaciones de opcién de Grado y Confirmacién. (Consulte
Opciones en la pagina 267 y Normativas en la pagina 284).

Este temporizador se aplica a la funcién de atraco confirmado y se
define como el tiempo maximo entre las alarmas de dos zonas no
solapadas que dispararan una alarma confirmada. (480-1200 minutos)
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Temporizador Descripcion Default

Retardo marcacion Cuando esta programado, el retardo de marcacion inicia un periodo de 30s
RETARDO retardo predefinido antes de que el sistema se comunique con una
MARCACION central de recepcion de alarmas (CRA). Esto esta disefiado

especificamente para reducir las respuestas innecesarias de las

centrales de recepcion de alarmas y la policia. En caso de que otra zona

se active, se ignorara el periodo de retardo de marcacioén y la marcacion

se realizara de inmediato. (0-999 segundos)

Retardo del Retardo comprendido entre una alarma de armado parcial y el inicio de
transmisor en su transmisioén a una CRA.
Armado Parcial

Abortar alarma Tiempo tras alarma informada en el que se puede informar un mensaje 30s
ABORTAR ALARMA de alarma abortada. (0-999 segundos)

Configuraciéon

Autorizacion de Periodo durante el cual es valida la autorizacién de armado. (10-250 20s
armado segundos)

AUTORIZ. ARMADO

Fin de salida El tiempo de salida final es la cantidad de segundos que se retarda el 7s
SALIDA FINAL armado tras cerrarse una zona con el atributo de salida final. (1-45
segundos)

Sirena con armado Activa momentaneamente la alarma exterior para indicar una condicion  0s
total de armado total. (0-10 segundos)

SIR.ARM.TOTAL

Fallo al armar Cantidad de segundos que se muestra este fallo en los teclados (0: 10s
FALLO AL ARMAR Hasta la introduccién de un PIN valido). (0-999 segundos)

Flash con armado Activa momentaneamente el flash de la alarma exterior paraindicaruna 0Os
total condicién de armado total. (0-10 segundos)

FLAH.ARM.TOTAL

Alarma

Doble deteccion El maximo retardo entre la activacién de zonas con el atributo de doble 10s
DOBLE deteccion que generara una alarma. (1-99 segundos)

DETECCION

Pruebas La cantidad de dias durante los cuales una zona permanece a prueba 14 dias
DIAS PRUEBAS antes de retornar automaticamente al funcionamiento normal. (1-99 dias)

Intervalo de test El periodo promedio entre los tests automaticos del sensor sismico. (12- 168 horas
sismico 240 horas)

AUTOTEST Nota: Para habilitar el test automatico, se debe habilitar el atributo de

sismMIcO Test de sensor automatico para una zona sismica.

Duracion test Tiempo maximo (en segundos) que tarda el sensor sismico endisparar  30s
sismico una alarma en respuesta a una salida de 'test sismico'. (3-120

DUR.TESTSISM,  Segundos)
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Temporizador Descripcion Default
Retardo reposicion Tiempo que se retardara una restauracién automatica después dequeel Os
automatica estado de una zona vuelva a ser normal. (0-9999 segundos)
Bloqueo post-alarma  El tiempo después de una alarma antes de que el usuario pueda tener Omin.
BLOQUEO POST- acceso. (1-120 minutos)
ALARMA
Tiempo de acceso El tiempo durante el cual un usuario con acceso con alarma puede

acceder al sistema tras finalizar el tiempo de bloqueo. (10-240 minutos)
Flash exterior Tiempo durante el cual la salida flash estara activa cuando se active la 15 min.
TIEMPO FLASH alarma. (1-999 min; 0 = indefinidamente)
Avisos
Retardo red CA El tiempo después de detectarse un falloenlared de CAy antes de que  Omin.
RETAR FALLO C.A el sistema active un aviso. (0-60 minutos)
Retardo interferencia  El tiempo después de detectarse el retardo de interferencia RF y antes Omin.
RF de que el sistema active un aviso. (0-999 segundos)
Técnico
Acceso de técnico El temporizador para el acceso del técnico comienza tan pronto comoel  Omin.
ACCESO DE usuario habilita el acceso del técnico. (0-999 minutos; 0 indica sin
TECNICO limitacién de tiempo para el acceso al sistema)
Salidamodo técnico  Tiempo de inactividad tras el cual se cerrara automaticamente la sesién ~ Omin.
automatica del técnico. (0-300 minutos)
SAL.AUTO.M.TEC.
Teclado
Tiempo espera La cantidad de segundos que un RKD esperara la introduccion de teclas 30s
teclado antes de salir del menu actual. (10-300 segundos)
TIEMPO ESP.
TECL.
Idioma teclado El tiempo que un teclado esperara en reposo antes de cambiar al idioma 10s
IDIOMA TECLADO  POr defecto. (0-9999 s; 0 = nunca)
Incendio
Prealarma incendio Numero de segundos que se debe esperar antes de notificar unaalarma 30's
PREALARMA de mcgndlo para zonas con.el atributo «Prealarr?a. incendio»
INCENDIO seleccionado. Consulte Editar una zona en la pagina 287. (1-999

segundos)
Reconocimiento de Tiempo adicional de espera antes de informar una alarma de incendio 120s
alarma de incendio para las zonas con los atributos de «Prealarma incendio» y
RECONOCIMIENTO «Reconocimiento de incendio». Consulte Editar una zona en la pagina
ALARMA INCENDIO 287. (1-999 segundos)
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Temporizador Descripcion Default

Cédigo de usuario

PIN Valido Periodo durante el cual el PIN es valido. (1-330 dias) 30 dias
PIN VALIDO

Limite cambios de Cantidad de cambios dentro de un periodo valido. (1-50) 5
PIN

LIMITE CAMBIOS
DE PIN

Aviso PIN Tiempo antes de caducar un PIN tras el cual se mostrara una 5dias
AVISO EXP. PIN advertencia. (1-14 dias)

Configuraciéon general

Tiempo salida RF El tiempo que la salida RF permanecera activa en el sistema. (0-999 Os
SALIDA RF segundos)

Limite tiempo Limite de tiempo dentro del cual no se llevara a cabo la sincronizacion. Os
sincronismo La sincronizacién de tiempo solo se produce si la hora del sistemayy la

LIMITE TIEMPO hora de actualizacién estan fuera de este limite. (0-300 segundos)
SINCRONISMO

T. fallo link Tiempo de espera para fallo de enlace Ethemnet. (0-250s; 0 = Os
T Fallo Link deshabilitado)

Camara fuera de Tiempo hasta que la camara pase a estar fuera de linea. (10-9999 10s
linea segundos)

CAM.NO EN LINEA

Supervisada Este atributo solo se aplica a servicios remotos. La cantidad de horas 336 h
SUPERVISADA durar-lte las cuales una zona debe abrirse si la zona esta programada con (2 semanas)
el atributo Frecuente. (1-9999 horas)

Silencio por coaccién  Tiempo durante el cual una alarma de coaccién continuara silenciada y Omin.
no podra restaurarse desde el teclado. (0-999 minutos)

Silencio por Cantidad de minutos durante los cuales una alarma de atraco/panico Omin.
atraco/panico continuara silenciada y no podra restaurarse desde el teclado. (0-999
minutos)

Los tiempos por defecto dependen de la configuracion del técnico. Los tiempos por defecto pueden o
| ® no ser permisibles, y dependen de la configuracion establecida por el técnico.

Los rangos/ajustes validos podrian depender del grado de seguridad especificado en Configuracion
> Sistema > Estandares.
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16.4 Particiones

1. Desplacese hasta PARTICIONES y pulse SELECC.

2. Desplacese hasta la opcion de programacion deseada:

ANADIR  Para el modo Doméstico y Comercial, el tipo de particion por defecto es Estandar.

En el modo Financiero, seleccione el tipo de particion ESTANDAR, CAJERO AUTOMATICO,
CAMARA ACORAZADA o AVANZADO.

Introduzca el nombre de la particion y el horario de entrada/salida preferido.
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EDITAR  Editelos siguientes ajustes:
« DESCRIPCION

« ENTRADA SALIDA
—TEMPOR. ENTRADA
—TEMPOR. SALIDA
—SIN TEMPOR. SALIDA
—ENTR. MANDOV. R. ACTIVA

« ARMADO PARCIAL A/B
—HABILITADO/DESHABILITADO
—TEMPORIZADO
—ACCESOAE/S
—E/S AALARMA
—LOCAL
—SIN SIRENAS

« PARTIC. ENLAZADAS
—PARTIC.
—A.TOTAL
—ARMADO TOTAL TODO
—IMPEDIR ARMADO TOTAL
—IMPEDIR ARMADO TOTAL TODO
—DESARMADO
—DESARMADO TODO
- IMPEDIR DESARMADO
—IMPEDIR DESARMADO TODO

« PROGRAMACION
—CALENDARIO
-~ ARMADO/DESARMADO AUTOMATICO
—BLOQUEO TIEMPO
—ACC.CAM.ACORAZ.

. INFORMES
—ARMADO PREMATURO
—ARMADO TARDIO
—DESARMADO PREMATURO
—DESARMADO TARDIO

« ARMADO/DESARMADO
—AVISO ARMADO AUTOMATICO
— CANCELACION ARMADO AUTOMATICO
—RETARDO ARMADO AUTOMATICO
— CONMUTADOR LLAVE
—INTERVALO DE RETARDO
—CONTADOR DE RETARDO
—DESARMADO RETARDADO
—DURACION DESARMADO
—INTERBLOQUEO
—CODIGO PIN DOBLE

« SALIDARF

BORRAR Seleccione la particiéon que borrara.

Consulte Anadir/Editar una particion en la pagina 288 para obtener mas informacion sobre estas opciones.
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16.5 Grupos de particiones
1. Desplacese hasta GRUPOS PARTICIONES y pulse SELECC.

2. Desplacese hasta la opcion de programacion deseada:

ANADIR Introduzca el nombre del grupo de particiones.

EDITAR  Nombre grupo: Renombre el grupo segun sea necesario.

Particiones: Desplacese a una particion y seleccionela. Seleccione
HABILITADO o DESHABILITAR para afadirla o eliminarla del grupo. Un
asterisco (*) indica que una particion forma parte del grupo.

BORRAR Seleccione la particién que borrara.

16.6 X-BUS

1. Desplacese hasta X-BUS y pulse SELECC.
2. Desplacese hastalas opciones de programacion deseadas:
16.6.1 Direccionamiento X-BUS

Se pueden configurar, localizar y controlar los médulos de expansion, teclados y zonas subsiguientes
mediante los pasos que se explican en esta seccion. En este menu también puede acceder ala
configuracion de X-BUS, como tipo, horarios de comunicacion y reintentos.

Las imagenes a continuacion muestran la ubicacion de los conmutadores rotativos, y cada conmutador
rotativo con el simbolo de una flecha que apunta a un nimero para su identificacion (es decir: 3, 8). El
interruptor derecho es el primer digito de la unidad y el interruptor izquierdo es el décimo digito. El
maodulo de expansion en la figura a continuacion se identifica con el numero 38.

: ©
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0 &
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Numero

Descripcion

1

Conmutadores rotativos que identifican al médulo de expansion
como 38.

En un sistema con direccionamiento automatico, los médulos de expansion y los teclados se asignan a la
misma secuencia de numeracion. Por ejemplo, el controlador numera automaticamente los médulos de
expansion y teclados como 01, 02, 03, etc., en el orden en que son detectados, o sea, por su posicion
relativa al controlador. En esta configuracion, las zonas estan asignadas a cada médulo de expansion de
entrada.

[i]

El SPC41xx no admite los médulos de expansion direccionados automaticamente.

16.6.2 Actualiz. X-Bus

La utilidad de actualizacion de X-Bus descubre el estado actual del X-Bus y muestra su configuracion
actual.

Para actualizar el estado del X-Bus:
1. Desplacese a Actualiz. X Bus.
2. Pulse SELECC.
Se muestra una lista de teclados en linea.

3. Pulse la tecla programable derecha del teclado tras cada visualizacion para ver los médulos de
expansion, las zonas y los elementos fuera de linea.

4. Vuelve a pulsar esta misma tecla para salir.

[i]

La funcion de Actualizar no produce cambios en el sistema, pero es Util para detectar fallos en el
sistema, como conexiones sueltas o médulos de expansion inactivos, antes de Reconfigurar.

16.6.3 Reconfigurar

[i]

AVISO: La reconfiguracién solo se aplica a zonas cableadas en el médulo de expansién. Las zonas
via radio en un modulo de expansién y las zonas de controladores no se pondran en linea tras la
reconfiguracion. Para poner las zonas de controladores en linea, debe aplicar un tipo de zona que no
sea ‘Sin utilizar mediante el menu de zonas en el teclado o el navegador web.

Si el sistema tiene una combinacién de tipos de médulos de expansion (con o sin conmutadores rotativos),
el sistema puede reconfigurarlos automaticamente. Si el sistema tiene todos los médulos de expansién
con conmutadores rotativos, este todavia puede ser reconfigurado automaticamente, y el sistema ignorara
los conmutadores rotativos y redireccionara todos los médulos de expansion en el sistema.
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(i

Se recomienda Actualizar antes de Reconfigurar.

Para reconfigurar teclados/mdédulos de expansion:

1.

2.

5.

Desplacese hasta RECONFIGURAR.

Pulse SELECC.

Se muestra una lista de teclados en linea.

Pulse SIGUIENTE.

Se muestra la cantidad de médulos de expansion en linea.
Pulse SIGUIENTE

Se muestra la cantidad de zonas en linea.

Pulse ATRAS para salir.

16.6.4 Teclados/médulos de expansidén/controladores de puertas

16.6.4.1 Localizar

Para localizar un teclado/mddulo de expansion/controlador de puerta:

1.

16.6.4.2 Monitor

Desplacese hasta TECLADOS, MODULOS DE EXPANSION o CONTROLADORES DE
PUERTA y pulse SELECC.

Desplacese hasta LOCALIZAR y pulse SELECC.

Desplacese hasta el médulo de expansion/teclado/controlador de puerta que desea localizar y
pulse SELECC.

El dispositivo seleccionado emite un pitido y la luz LED parpadea para que el técnico pueda
localizarlo.

Pulse ATRAS para salir.

Localice los teclados utilizando los mismos menus y siguiendo la opcién de teclado en lugar del
maodulo de expansion.

Para ver una descripcion general de los teclados/médulos de expansion/controladores de puerta
conectado al sistema:

1.

Desplacese hasta TECLADOS, MODULOS DE EXPANSION o CONTROLADORES DE
PUERTA y pulse SELECC.

Desplacese hasta CONTROL y pulse SELECC.

Desplacese hasta la opcién de programacion de control deseada.
Pulse SELECC.

Se muestra una lista de teclados/maddulos de expansion detectados.

Desplacese por la listay pulse SELECC. en el médulo de expansion/teclado/controlador de
puerta deseado.

Los parametros y datos, segun corresponda, se muestran para su edicion como se indicaen la
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tabla a continuacion.

ESTADO
Num.serie

VER
ALIMENTACION

Info direccion

Fusible auxiliar

PSU

BATERIA

ESTADO
ENTRADA

Enlinea o fuera de linea

Numero de serie (se utiliza para rastrear e identificar)

Version

Parametros de alimentacion: lecturas de tension y corriente en tiempo real

El modo de direccionamiento y la direccién del teclado/médulo de
expansion/controlador de puerta.

El estado del fusible auxiliar en el médulo de expansién/controlador de
puerta

El tipoy el estado de la fuente de alimentacion. (S6lo moédulos de
expansion de fuente de alimentacion). Desplacese para ver el voltaje y la
carga actual en las salidas, ademas del estado de la bateria. También esta
disponible la opcién de Modo enlace, que muestra el ajuste de jumper en la
central para el ajuste de Ah. Las opciones disponibles son 7 Ahy 17 Ah. (El
jumper no esta presente en los modelos 5350 ni 6350)

Si utiliza el SPC 5360 o0 6350, este menu muestra el estado de la bateriay
el de los fusibles de las salidas.

Voltaje de la bateria: nivel de voltaje de la bateria (s6lo médulos de
expansion de fuente de alimentacion)

Estado de entrada de cada zona asociada a un médulo de expansion de la
forma siguiente:

C: Cerrado A: Abierto D: Desconectado S: Cortocircuito (modulos de
expansion con entradas Unicamente)

6. Pulse ATRAS para salir.

16.6.4.3 Editar teclados

Para editar teclados:

1. Desplacese hasta TECLADOS > EDITAR.

2. Pulse SELECC.

3. Desplacese hasta el dispositivo que desea editar y pulse SELECC.

Los ajustes de configuracion para un teclado estandar y un teclado Comfort se describen en las
secciones a continuacion.

4. Pulse ATRAS para salir del menu.

Configuracion del teclado LCD

Configure los siguientes ajustes para el teclado.

Configuracion  Descripcion

Descripcion Introduzca una descripcién Unica para identificar el teclado.
Teclas de funcion (en estado de reposo)

Panico Seleccione Habilitar, Deshabilitar o Habilitado silencioso. En caso de estar habilitada, la
alarma de panico se activa al pulsar simultaneamente ambas teclas.
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Configuracion

Descripcion

Verificacion

Retroiluminacion

Indicadores

Estado armado

Zumbador

Zumbador
armado parcial

Pulsacion tecla
Desactivacion

Calendario

Puerta de mapeo

Conmutador
llave

Entrada con
dispositivo
PACE

Particiones
Localizacion
Particiones
Opciones

Retardo armado
total

Si asigna una zona de verificacion al teclado, cuando se dispara una alarma de panico por
pulsar simultaneamente las dos teclas o por introducir un cédigo de coaccién, se activan las
incidencias de audio y video.

Indicaciones visuales

Seleccione cuando se enciende la retroiluminacion del teclado. Las opciones son: Encendida al
presionar una tecla, Siempre encendida y Siempre apagada.

Habilite o deshabilite los LED en el teclado.

Seleccione esta opcion si el estado de armado debe indicarse en reposo.

Indicaciones audibles

Habilite o deshabilite el zumbador en el teclado.

Habilite o deshabilite el zumbador de armado parcial durante el tiempo de salida.

Seleccione si se debe activar el volumen del altavoz para las pulsaciones de teclas.

Seleccione si el teclado debe estar limitado por calendario. Consulte Calendarios en la pagina
303.

Seleccione si el teclado debe estar limitado por una puerta de mapeo.

Seleccione si el teclado debe estar limitado por un conmutador llave.
Marque esta casilla para deshabilitar las teclas del teclado durante el tiempo de entrada cuando

hay un dispositivo PACE configurado en el teclado.

Seleccione la particion segura donde esta ubicado el teclado.

Seleccione las particiones que pueden ser controladas por el teclado.

Seleccione para configurar un armado con retardo en todos los teclados. Se ignora la ubicacion
del teclado y todas las particiones realizaran una cuenta regresiva del tiempo de salida total.

AVISO: Una particion debe estar asignada a un teclado solo si el teclado esta dentro de la
particion asignada y si la ruta de entrada/salida esta definida. Si se asigna una particion, cuando

(i

esa particion en particular se arme o desarme, se utilizaran los temporizadores de entrada y salida
(en caso de estar configurados). También estaran disponibles otras funciones relacionadas con

las rutas de entrada/salida. Si no hay una particion asignada, la particion se armara o desarmara
inmediatamente y las otras funciones de entrada/salida no estaran disponibles.

Configuracién del teclado Comfort

Configure los siguientes ajustes para el teclado Comfort.
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Configuracion

Descripcion

Descripcién

Teclas de funcién (en estado de reposo)

Panico

Incendio

Alarma médica

Armado total

Armado parcial A

Armado parcial B

Verificacion

Indicaciones visuales

Retroiluminacion

Nivel retroilum.
Indicadores
Estado armado
Marca

Reloj analdgico

Emergencia

Armado directo

Indicaciones audibles

Alarmas
Entrada/salida

Timbre

Pulsacion tecla

Mensajes
hablados

Introduzca una descripcioén Unica para identificar el teclado.

Seleccione Habilitar, Deshabilitar o Habilitado silencioso. En caso de estar habilitada, la
alarma de panico se activa al pulsar simultdneamente F1y F2.

Habilite esta opcion para que la alarma de incendio se active al pulsar simultdneamente F2y
F3.

Habilite esta opcion para que la alarma médica se active al pulsar simultaneamente F3 y F4.
Habilite esta opcion para que el armado total se active al pulsar F2 dos veces.

Habilite esta opcion para que el armado parcial A se active al pulsar F3 dos veces.

Habilite esta opcion para que el armado parcial B se active al pulsar F4 dos veces.

Si asigna una zona de verificacion al teclado Comfort, cuando se dispara una incidencia
médica, de panico o de incendio, o si el usuario introduce un codigo de coaccion, se activan las
incidencias de audio y video.

Seleccione cuando se enciende la retroiluminacion del teclado. Las opciones son: Encendida al
presionar una tecla, Siempre encendida y Siempre apagada.

Seleccione laintensidad de la retroiluminacién. Rango de 1 a 8 (alto).
Habilite o deshabilite los LED en el teclado.

Habilite esta opcidn si el estado de armado debe indicarse en reposo. (LED)
Seleccione esta opcion si el logo debe estar visible en reposo.

Seleccione la posicion del reloj en caso de estar visible en reposo. Las opciones son: Alineado
alaizquierda, Centrado, Alineado a la derecha o Deshabilitado.

Habilite esta opcion si las teclas de funcion de Panico, Incendio o Emergencia médica deben
aparecer indicadas en la pantalla LCD.

Habilite esta opcion si las teclas de funcion de Armado total/Armado parcial deben aparecer
indicadas en la pantalla LCD.

Seleccione el volumen del altavoz para las indicaciones de alarma o deshabilite el sonido.
El rango es de 0 a 7 (volumen max.).

Seleccione el volumen del altavoz para las indicaciones de entrada y salida o deshabilite el
sonido.

Elrango es de 0 a 7 (volumen max.).

Seleccione el volumen del altavoz para el chime o deshabilite el sonido.
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Configuracion  Descripcion

Zumbador Elrango es de 0 a 7 (volumen max.).
armado parcial

Desactivacion
Calendario Seleccione si el teclado debe estar limitado por calendario.

Puerta de mapeo Seleccione si el teclado debe estar limitado por una puerta de mapeo.

Conmutador Seleccione si el teclado debe estar limitado por un conmutador llave.

llave

Entrada con Marque esta casilla para deshabilitar las teclas del teclado durante el tiempo de entrada cuando
dispositivo hay un dispositivo PACE configurado en el teclado.

PACE

Particiones

Localizacion Seleccione la particion segura donde esta ubicado el teclado.

Particiones Seleccione las particiones que pueden ser controladas por el teclado.

Opciones

Retardo armado  Seleccione para configurar un armado con retardo en todos los teclados. Se ignora la ubicacion
total del teclado y todas las particiones realizaran una cuenta regresiva del tiempo de salida total.

AVISO: Una particion debe estar asignada a un teclado solo si el teclado esta dentro de la
particion asignada y si la ruta de entrada/salida esta definida. Si se asigna una particion, cuando
L esa particion en particular se arme o desarme, se utilizaran los temporizadores de entrada y salida
l (en caso de estar configurados). También estaran disponibles otras funciones relacionadas con
las rutas de entrada/salida. Si no hay una particion asignada, la particion se armara o desarmara
inmediatamente y las otras funciones de entrada/salida no estaran disponibles.

16.6.4.4 Editar moédulos de expansion
Para editar los médulos de expansion:
1. Desplacese hasta MODULOS DE EXPANSION > EDITAR.
2. Pulse SELECC.
3. Desplacese hasta el dispositivo que desea editar y pulse SELECC.
Los parametros y datos, si procede, se muestran para su edicion.

4. Pulse ATRAS para salir del menu.

Para darles nombre e identificarlos, se asignan zonas a los médulos de expansion (en grupos de 8)
con identidades consecutivas entre 1y 512 (El nimero mas alto para la identificacion de zonas es
512). Por lo tanto, todo médulo de expansion con nombre o identificado por un nimero mayor que
63 no tiene zonas asignadas.

[e]
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Ediciéon de moédulos de expansion de E/S

En la siguiente tabla se muestra una lista de las opciones disponibles para los mdédulos de expansion de
E/S:

Funcion Descripcion

Descripcién Se edita la descripcion del médulo de expansion.

Edicion de médulos de expansion de audio

En la siguiente tabla se muestran las opciones disponibles en el menu Editar para los médulos de
expansion de audio:

Nombre Descripcion
DESCRIPCION Introduzca o edite una descripcion para el médulo de expansion de audio.
INPUT Seleccione la zona.

Limite volumen Seleccione el limite de volumen.

Edicion de médulos de expansion via radio

En la siguiente tabla se muestra una lista de las opciones disponibles para los mddulos de expansion via
radio:

Funcién Descripcion

Descripcion Se edita la descripcion del médulo de expansion.

Ediciéon de moédulos de expansion de E/S analizados

En la siguiente tabla se muestra una lista de las opciones disponibles para los mddulos de expansion de
E/S analizados:

Nombre Descripcion

Descripcién Se edita la descripcion del médulo de expansion.

Edicion de médulos de expansién de indicador

En la siguiente tabla se muestra una lista de las opciones disponibles para los modulos de expansion de

indicador:
Nombre Descripcion
DESCRIPCION Introduzca o edite una descripcion para el médulo de expansion.
Localizacion Seleccione una ubicacion para el modulo de expansion en la lista de particiones disponibles.

© Vanderbilt 2019

135 A6V10276963-e

11.2019



SPC4xxx/5xxx/6xxx — Manual de instalacion y configuracion Programacion de técnico a través del teclado

Nombre Descripcion

Teclas de funcion Le permite asignar un comportamiento a teclas especificas para particiones especificas.
Seleccione una particion y asigne una de las siguientes opciones a esa particion:
« Ninguno
« Desarmado
« Armado parcial A
« Armado parcial B
« Armado total
« Cambio desarmado/armado total
o Cambio desarmado/armado parc. A
« Cambio desarmado/armado parc. B
« Todo OK

« Autorizacion de armado

INDICACIONES Le permite asignar un comportamiento especifico a cada LED del médulo indicador Cada
VISUALES LED tiene las siguientes opciones:

(s6lo en modo « FUNCION: Estan disponibles las siguientes opciones:

flexible) — CONMUTADOR LLAVE: Seleccione un conmutador llave y la posicion de la llave.

—DESHABILITADO: Seleccione esta opcién para deshabilitar el LED.

— SISTEMA: Seleccione el tipo de alarma que disparara el LED.
—PARTICION: Seleccione la particién que disparara el LED.

—ZONA: Seleccione la zona que disparara el LED

—PUERTA: Seleccione la puerta y la opcién de puerta que disparara el LED.

o ON - COLOR: Especifique el color de activacion

o ON - PARPADEO: Especifique el comportamiento del LED en estado activo. Las
opciones disponibles son:
— Continuo: Siempre encendido.
— Parpadeo rapido/medio/lento: Velocidad variable del parpadeo.

o OFF — COLOR: Especifique el color de desactivacion.

o OFF - PARPADEO: Especifique el comportamiento del LED en estado inactivo. Las
opciones disponibles son:
— Continuo: Siempre encendido.
— Parpadeo rapido/medio/lento: Velocidad variable del parpadeo.

LED SIEMPRE Habilite esta opcion si los indicadores LED permanecen activos cuando las teclas estan
desactivadas.
Indicad. audible Seleccione los indicadores audibles para alarmas, entrada/salida, y pulsacion de teclas,
(s6lo en modo
flexible)
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Nombre Descripcion

Desactivacion Selecciona una o varias de las siguientes opciones de desactivacion:

(s6lo en modo « Calendario: Seleccione un calendario de entre las opciones disponibles.
flexible)

« Conmutador llave: Seleccione un conmutador de llave de entre las opciones
disponibles.

« Teclado: Seleccione un teclado de entre las opciones disponibles.

« Lector de tarjetas: Habilite o deshabilite la desactivaciéon mediante un teclado.

MODE Seleccione Ligado o Flexible. EI modo Ligado reduce el nimero de opciones disponibles en
el menu de Editar médulo de expansion.

INPUT Seleccione la zona

Edicion de médulos de expansiéon de conmutador de llave

En la siguiente tabla se muestra una lista de las opciones disponibles para los mddulos de expansion de
conmutador de llave:

Nombre Descripcion
DESCRIPCION Introduzca o edite una descripcion para el médulo de expansion.
Localizacion Seleccione una ubicacién para el médulo de expansion en la lista de particiones definidas.

ENCLAVAMIENTO Habilite o deshabilite el enclavamiento en la posicion de la llave.

INDICACIONES Le permite asignar un comportamiento especifico a cada LED del moédulo de expansion de
VISUALES conmutador de llave. Cada LED tiene las siguientes opciones:

(s6lo en modo « FUNCION: Estan disponibles las siguientes opciones:

flexible) — CONMUTADOR LLAVE: Seleccione un conmutador llave y la posicion de la llave.

—DESHABILITADO: Seleccione esta opcion para deshabilitar el LED.

— SISTEMA: Seleccione el tipo de alarma que disparara el LED.
—PARTICION: Seleccione la particion que disparara el LED.

—ZONA: Seleccione la zona que disparara el LED

—PUERTA: Seleccione la puerta y la opcion de puerta que disparara el LED.

« ON — COLOR: Especifique el color de activacion

« ON - PARPADEO: Especifique el comportamiento del LED en estado activo. Las
opciones disponibles son:
— Continuo: Siempre encendido.
— Parpadeo rapido/medio/lento: Velocidad variable del parpadeo.

« OFF — COLOR: Especifique el color de desactivacion.

« OFF - PARPADEO: Especifique el comportamiento del LED en estado inactivo. Las
opciones disponibles son:
— Continuo: Siempre encendido.

« Parpadeo rapido/medio/lento: Velocidad variable del parpadeo.

Desactivacion Seleccione un método de desactivacion de entre las opciones disponibles:
(s6lo en modo « Calendario: Seleccione un calendario.
flexible)
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Nombre Descripcion

Posiciones llave Le permite asignar un comportamiento a posiciones especificas del conmutador de llave
para particiones especificas.

Seleccione una particion para la posicion de la llave, y asigne una de las siguientes
opciones a esa particion:

« Ninguno

« Desarmado

« Armado parcial A

« Armado parcial B

« Armado total

« Cambio desarmado/armado total

« Cambio desarmado/armado parc. A
« Cambio desarmado/armado parc. B
« Todo OK

« Autorizacion de armado

16.6.4.5 Editar controladores de puertas

Para obtener mas informacion sobre controladores de puertas, consulte Expansor de puertas en la
pagina 76.

1. Desplacese hasta CONTROLADORES DE PUERTA > EDITAR.
2. Pulse SELECC.
3. Desplacese hasta el dispositivo que desea editar y pulse SELECC.

Los parametros y datos, segun corresponda, se muestran para su edicion como se indicaen la
tabla a continuacion.

DESCRIPCION Nombre del controlador de puerta
PUERTAS Configuracion de E/S de puerta 1y E/S de puerta 2.
LECTORES Configuracién de los perfiles de lector

Para editar una E/S de PUERTA:
1. Desplacese hasta PUERTAS.
2. Pulse SELECC.
3. Desplacese hastala E/S de PUERTA que desea editar y pulse SELECC.

Los parametros y datos, segun corresponda, se muestran para su edicion como se indicaen la
tabla a continuacion.

ZONAS No se completa ninguna funcionalidad de acceso. Se puede usar las
entradas y las salidas normalmente.

PUERTA1- El nimero de puerta seleccionado se asigna ala E/S de PUERTA.
PUERTA 64
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Si se selecciona la opcion «ZONAS» para una E/S de PUERTA, se deben configurar las dos entradas de
esta E/S de PUERTA:

Para editar las dos zonas de una E/S de PUERTA:
1. Desplacese hastala E/S de PUERTA que desea editar y pulse SELECC.
La opcion «Zonas» se encuentra seleccionada.
2. Pulse SELECC.
3. Seleccione la zona que desea editar (zona DPS o DRS).
4. Pulse SELECC.

Los parametros y datos, segun corresponda, se muestran para su edicién como se indica en la tabla
a continuacion.

SIN Esta zona no esta asignada y no se puede usar.

ASIGNAR

ZONA 1- Lazonaque se edita se asigna a este nimero de zona. Si la zona esta asignada a
ZONA 512 un numero de zona especifico, puede configurarla como una zona normal.

Puede asignar las zonas a cada niUmero de zona libre. Sin embargo, la asignacion no es fija. Si se ha
asignado el numero 9 a una zona y se conecta un modulo de expansién de entrada con la direccién 1
al X-Bus (que esta utilizando los numeros de zona 9-16), la zona asignada desde el controlador de dos
puertas se trasladara al siguiente niumero de zona libre. La configuracion se adaptara en
consecuencia.

=

Para editar un PERFIL DE LECTOR:
1. Desplacese hasta LECTORES.
2. Pulse SELECC.
3. Desplacese hasta el LECTOR que desea editary pulse SELECC.

Seleccione uno de los siguientes perfiles para el lector:

1 Paralectores con LED verde y rojo.
2 Paralectores VANDERBILT con LED amarillo (AR618X).

3 El Perfil 3 se utiliza con lectores HID que envian un cédigo PIN a la central como una
lectura de tarjeta con un cédigo de lugar predefinido (0).

4 El Perfil 4 se utiliza con lectores HID que envian un cédigo PIN a la central como una
lectura de tarjeta con un codigo de lugar predefinido (255).

5 Seleccionar para activar los lectores Sesam. Para cumplir con las homologaciones VdS,
asegurese de seleccionar la opcion Anular perfil de lector para proporcionar informacion
sobre el proceso de configuracion.

Consulte también

Expansor de puertas en la pagina 76

16.6.5 Modo direccionamiento

El direccionamiento X-BUS se puede configurar de una de las dos maneras siguientes:
Direccionamiento automatico

Con el direccionamiento automatico, el controlador anula los conmutadores rotativos y asigna
automaticamente los modulos de expansion y los teclados en los ID exclusivos del sistema en orden
secuencial.
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Direccionamiento manual

El direccionamiento manual permite determinar manualmente el ID de cada médulo de expansién o
teclado en un sistema. Todos los dispositivos deben instalarse donde sea necesario y cada ID debe
establecerse manualmente utilizando los conmutadores rotativos. Las zonas a identificar pueden
calcularse usando la siguiente formula: ((valor de ID x 8) + 1)= primero el nimero de la zona y luego las
siguientes 7 zonas secuenciales. Por ejemplo: ((ID2 x 8) + 1) = 17. La zona 17 tiene asignada la
entrada 1 en ID2. Cada entrada tiene la siguiente zona secuencial asignada, en este caso hasta la
zona 24.

Aviso: Limite de ID para asignacion de zona SPC 4000 - Médulo de expansion ID 1-3. SPC 5000:
Médulo de expansion ID 1-15. SPC 6000: Mddulo de expansién ID 1-63.

ID Zona ID Zona ID Zonas ID Zonas ID Zonas

1 9-16 14 113-120 27 217-224 40  321-328 53 425432
2 17-24 15 121-128 28  225-232 41 329-336 54  433-440
3 25-32 16 129-136 29  233-240 42  337-344 55  441-448
4 33-40 17 137-144 30  241-248 43  345-352 56  449-456
5 41-48 18 145-152 31 249-256 44  353-360 57  457-464
6 49-56 19 153-160 32 257-264 45  361-368 58 465472
7 57-64 20 161-168 33  265-272 46  369-376 59  473-480
8 65-72 21 169-176 34  273-280 47  377-384 60  481-488
9 73-80 22 177-184 35  281-288 48  385-392 61  489-496
10 81-88 23 185-192 36  289-296 49  393-400 62  497-504
11 89-96 24 193-200 37 297-304 50  401-408 63  505-512
12 97-104 25 201-208 38  305-312 51  409-416

13 105-112 26 209-216 39  313-320 52 417424

(i

Si se configuran 2 dispositivos del mismo tipo (por ejemplo, médulos de expansién) con el mismo
ID, luego de la configuracion, ambos médulos de expansion emitiran un pitido y las luces LED
intermitentes indicaran un conflicto. Restablezca los conmutadores y el sistema realizara un
Nnuevo escaneo.

En un dispositivo, si ambos conmutadores rotativos estan configurados en cero (0, 0), toda la
configuracién se convertira en la configuracién de direccionamiento automatico.

Para seleccionar el MODO DE DIRECCIONAMIENTO:

1.

2
3.
4

Desplacese aMODO DE DIRECCIONAMIENTO.
Pulse SELECC.
Seleccione el modo de direccionamiento adecuado: AUTOMATICO o MANUAL

Pulse SELECC. para actualizar la configuracion.
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16.6.6 Tipo de X-BUS
Para programar el tipo de X-BUS desde el teclado:
1. Desplacese hasta TIPO X-BUS.
2. Pulse SELECC.

3. Desplacese hasta la configuracion deseada:
-LAZO
-PUNTA

4. Pulse SELECC. para actualizar la configuracion.

16.6.7 Reintentos bus

Para programar el nimero de veces que el sistema intenta retransmitir datos en la interfaz X-BUS antes de
generar un fallo de comunicacién:

1. Desplacese hasta REINTENTOS BUS.
2. Pulse SELECC.

3. Introduzca la cantidad de veces que desea que el sistema intente retransmitir datos.

4. Pulse SELECC. para actualizar la configuracion.

16.6.8 Temporizador de comunicacién

Para designar el periodo de tiempo antes del registro de un fallo de comunicacion:
1. Desplacese hasta TEMP. COMUNICACION.
2. Pulse SELECC.
3. Introduzca el horario preferido.
4

Pulse INTRO para actualizar la configuracion.

16.7 Usuarios

Solo los usuarios con el derecho de usuario adecuado habilitado en su perfil pueden afadir, editar o borrar .

16.7.1 Agregar

Para anadir usuarios al sistema:
1. Desplacese hasta USUARIOS>ANADIR.

Seleccione un ID de usuario de los ID disponibles en el sistemay pulse Aceptar.

2. Pulse ENTER para aceptar el nombre de usuario por defecto o introduzca un nombre de usuario
personalizado y pulse ENTER.

3. Desplacese hasta el tipo de perfil de usuario deseado y pulse ENTER para seleccionarlo.
El sistema genera un cédigo por defecto para cada nuevo usuario.

4. Pulse ENTER para aceptar el codigo de usuario por defecto o bien introduzca un cédigo de usuario
nuevoy pulse ENTER.

El teclado confirma que se ha creado el nuevo usuario.

16.7.2 Editar

Para editar usuarios en el sistema:
1. Desplacese hasta USUARIOS>EDITAR.
2. Pulse Aceptar.
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3. Edite la configuracion de usuario deseada que se muestra en la siguiente tabla.

CAMBIAR Editar el nombre de usuario actual

NOMBRE

PERFILDE Seleccione el perfil adecuado para este usuario.

USUARIO

FECHA Habilite esta opcion si el usuario solo puede acceder al sistema durante
LIMITE un periodo de tiempo especificado. Introduzca una fecha DESDE vy otra

fecha HASTA, y pulse INTRO.

ACCESO Habilitar o deshabilitar la capacidad de la tarjeta

TARJETA

Mando via Habilitar o deshabilitar el acceso al mando via radio (teclado via radio,
radio control remoto).

HOMB.CAIDO Se habilita el test de hombre caido.
[HCD]
CONTROLDE Sino hay ninguna tarjeta asignada al usuario:
ACCESO . ANADIR TARJETA
o ALTATARJETA
Si el usuario tiene una tarjeta asignada:

. EDITAR TARJETA
—NUMERO TARJETA
—ATRIBUTOS DE LA TARJETA

« Reset tarjeta
« BORRAR TARJETA

IDIOMA Seleccione un idioma para este usuario que se mostrara en el sistema.

16.7.2.1 Control de acceso
Se puede asignar una tarjeta de acceso a cada uno de los usuarios en la central de control.
Para configurar el control de acceso para un usuario:
1. Desplacese hasta USUARIOS>EDITAR.
2. Pulse Aceptar.
3. Seleccione el usuario que debe configurarse y pulse Aceptar.
4. Desplacese hasta CONTROL DE ACCESO y pulse Aceptar.
Las siguientes secciones indican los pasos de programacion que se encuentran en la opcion de control
de acceso del usuario seleccionado.

Anadir tarjeta manualmente

Si se conoce el formato del nimero de la tarjeta, ésta se puede crear manualmente.

El cédigo local de |a tarjeta esta configurado para el perfil de usuario asignado para este usuario.
1. Desplacese hasta ANADIR TARJETA.
2. Pulse Aceptar.

Se ha afadido una tarjeta nueva y ahora se puede editar.
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Alta tarjeta

| .
1 AVISO: Sdlo se pueden dar de alta tarjetas con formatos soportados.

Si el numero o el formato de la tarjeta es desconocido, ésta se puede leer y su informacion se puede dar de
alta.

1. Desplacese hasta ALTA TARJETA.

2. Pulse Aceptar.

3. Seleccione la puerta en la que se presentara la tarjeta.
4

Pulse Aceptar.

L AVISO: La nueva tarjeta se puede presentar en el lector de entrada o en el de
1 salida de la puerta seleccionada.

5. Presente latarjeta en un lector de tarjetas en la puerta seleccionada.

La informacion para la nueva tarjeta se da de alta.
Editar tarjeta

Si ya hay una tarjeta de acceso asignada a un usuario, se puede cambiar mediante el teclado:
1. Desplacese hasta EDITAR TARJETA.
2. Pulse Aceptar.
3. Edite la configuracion de usuario deseada que se muestra en la tabla en Control de acceso abajo.
4. Pulse ATRAS para salir.

Control de acceso

Atributo Descripcion

Numerodela Numero de latarjeta de CCAA Introduzca 0 para dejar sin asignar esta tarjeta.
tarjeta

Tarjetavacia Inhibicién temporal de tarjeta

Tiempo Ampliacién de la temporizacién de la puerta al presentar la tarjeta.
ampliado

Anulacionde  Acceso a puerta sin PIN en una puerta con lector de PIN.

Cadigo
Prioridad Las tarjetas prioritarias se almacenan localmente en los controladores de puertas y permiten el
acceso en caso de fallo técnico alli donde el controlador de puerta no se puede comunicar con la
central de control.
El nUmero maximo de usuarios prioritarios es:
o SPC4xxx —todos los usuarios
o SPCbhxxx—512
o SPC6xxx—512
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Atributo

Descripcion

Acompanante

Custodia

La funcion de Visita obliga a los titulares de tarjetas con este privilegio a acompanar a otros
titulares de tarjetas por puertas especificas. Si esta funcion esta habilitada en una puerta, se debe
presentar primero una tarjeta con la atribucién de Visita para permitir abrir la puerta a otros titulares
de tarjeta sin este atributo. El periodo de tiempo durante el cual los titulares de tarjetas pueden
presentar sus tarjetas después de haberse presentado otra con derecho de Visita; se puede
configurar individualmente para cada puerta.

La funcion de Custodia impone a un titular de tarjeta con dicho privilegio a estar siempre dentro de
una estancia (grupo de puertas) cuando otros titulares de tarjetas estan dentro.

El usuario Custodia debe ser el primero en entrar en |la sala. Sélo podran entrar otros titulares de
tarjetas si hay un responsable en la estancia. El titular de la tarjeta con atributo de Custodia no
podra salir hasta que todas las tarjetas que no sean de responsable hayan salido de la estancia.

Identifica al titular de esta tarjeta como responsable. El usuario con atributo de Custodia debe ser
el primero en entrar en un grupo de puertas que requiera un titular de tarjeta de Custodia, y debe ser
el ultimo en abandonar dicho grupo de puertas.

Borrar tarjeta

Si una tarjeta de acceso ya no se necesita, se puede borrar mediante el teclado.

1.
2.

Reset tarjeta

Desplacese hasta BORRAR TARJETA.

Pulse Aceptar.

Sila funcion de «Evitar retorno» esta activada en una estancia y un usuario sale de dicha estancia sin
utilizar el lector de tarjetas, no se le permitira volver a entrar en esa estancia. La tarjeta del usuario se
puede resetear para permitirle volver a presentar su tarjeta una vez sin necesidad de comprobacion de
retorno.

Para resetear la tarjeta mediante el teclado:

1.
2.

16.7.3 Borrar

Desplacese hasta RESETEAR TARJETA.

Pulse Aceptar.

Para borrar usuarios del sistema:

1.
2.

Desplacese hasta USUARIOS > BORRAR.
Pulse Aceptar.
Se muestra una ventana para confirmar la orden de eliminar.

Pulse Si para borrar al usuario.

16.8 Perfiles de usuario

Consulte también

Anadir/Editar perfiles de usuario en |la pagina 211
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16.8.1 Agregar

Para afadir perfiles de usuario al sistema:

El creador debe tener un perfil de usuario de tipo MAESTRO.

jmmie

1. Desplacese hasta PERF. USUARIOS > ANADIR.
Se muestra la opcion NUEVO NOMBRE. Pulse Aceptar.
2. Introduzca un nombre de perfil de usuario personalizado y pulse ENTER.

El teclado confirma que se ha creado el nuevo perfil de usuario.

16.8.2 Editar

Para editar perfiles de usuario en el sistema:
1. Desplacese hasta PERF. USUARIOS>EDITAR.
2. Pulse Aceptar.

3. Edite la configuracion de perfil de usuario deseada que se muestra en la siguiente tabla.

CAMBIAR NOMBRE Edite el nombre del perfil si es necesario.

CAMBIAR PARTICIONES Seleccione las particiones relevantes para este
perfil.

CALENDARIO Seleccione un calendario configurado o NINGUNO.

DERECHO Habilita o deshabilita caracteristicas del sistema
para este perfil. Consulte Derechos de usuario en la
pagina 213.

Puerta Seleccione el tipo de acceso disponible para este
perfil para las puertas configuradas. Las opciones
son NINGUNA, SIN LIMITE o CALENDARIO.

CODIGO LUGAR Introduzca un codigo de lugar para todas las
tarjetas que utilicen este perfil.

16.8.3 Borrar

Para borrar perfiles de usuario del sistema:
1. Desplacese hasta PERF. USUARIOS > BORRAR.

2. Desplacese por los perfiles de usuario hasta llegar al perfil requerido.

3. Pulse Aceptar.
Se le solicitara que confirme el borrado.

4. Pulse Aceptar para borrar el perfil de usuario.

16.9 Via radio

El apoyo del sensor via radio en el panel SPC lo brindan médulos via radio (868 MHz). Hay dos tipos de
modulos via radio: unidireccionales Kit Siway RF (SPCW110, 111, 112, 114 ) y bidireccionales
Transceptor via radio SPCW120. El kit via radio de SiWay se conecta en el controlador, teclado o
instalando un médulo de expansion via radio. El médulo via radio bidireccional de SPC se conectaenla
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ranura 2 del médem del panel de control. Consulte la tabla siguiente para ver una lista de los
dispositivos que se pueden registrar con cada tipo de transceptor.

Para cumplir con la regulacion de la CE, el producto SPCW120 solo puede conectarse con los
siguientes productos:

« SPC5330.320-L1
. « SPC6330.320-L1
E « SPC4320.320-L1
« SPC5320.320-L1

» SPC5350.320-L1
» SPC6350.320-L1

Dispositivos compatibles con un transceptor unidireccional

Sensores via ADM-112W1 Detector PIR Fresnel via radio, angulo grande de 12 m
radio IR160W6-10 Detector PIR via radio con espejo negro triplex, angulo grande de
18 m, 868 MHz
IMKW6-10 Contacto magnético via radio, 868 MHz
IMKW6-10B Contacto magnético via radio, 868 MHz (marrén)

OPZ-W1-RFM6 Maodulo de radio SiWay (conexion con detector de humo)

IRCW6-11 Mando de control remoto con 4 botones de control
IPAWG6-10 Transmisor personal
APR Alarma personal via radio

Dispositivos compatibles con un transceptor bidireccional

Sensores WPIR Detector PIR via radio 12 m con opcion de inmunidad PET
WPIR-CRT Detector PIR de cortina via radio
WMAG Contacto magnético via radio (delgado)
WMAGH Contacto magnético con entrada adicional
WSMK Detector de humo via radio
Salidas WSIR-INT Sirena interior via radio
WSIR-EXT Sirena exterior via radio
Repetidores WRPTR Conector de repetidor de sefal via radio
WRMT Mando de control remoto con 4 botones de control
WPAN Botdn de alarma personal via radio

L Para ver videos de instrucciones sobre los transceptores y dispositivos via radio, vaya a
l http://van.fyi?Link=Wireless_devices
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16.9.1 Seleccionar una opcion de programacion via radio

Para seleccionar una opcion de programacion via radio:
1. Desplacese hasta VIA RADIO y pulse Aceptar.

2. Desplacese ala opcion de programacion deseada. La siguiente tabla describe las opciones:

SENSORES Podria ser necesario cambiar el tipo de sensor dado de alta en el
sistema si se identifico el tipo de sensor incorrecto durante el
proceso de alta.

Estan disponibles las siguientes opciones para los sensores:
« ANADIR
Consulte Sensores via radio en la pagina 153.
« EDITAR (Cambiar asignacion de zona)
Consulte Editar sensores (asignacion de zonas) en la pagina 154
. ELIMINAR

Seleccione el dispositivo 0 sensor que borrara.

SALIDAS « ANADIR
Consulte Sensores via radio en la pagina 153.
. EDITAR
Consulte Editar sensores (asignacion de zonas) en la pagina 154
« ELIMINAR

Seleccione el dispositivo 0 sensor que borrara.

REPETIDORES « ANADIR
Consulte Sensores via radio en la pagina 153.
. EDITAR
Consulte Editar sensores (asignacion de zonas) en la pagina 154
. ELIMINAR

Seleccione el dispositivo o sensor que borrara.

APR1 Afada, edite o elimine una APR (alarma personal via radio).
. ANADIR
Consulte Afadir una APR en la pagina 150.
. EDITAR
Consulte Editar una APR en la pagina 150.
« ELIMINAR

Seleccione la APR que borrara.

CONFIGURACION
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VIA RADIO Active o desactive la comunicacion via radio bidireccional segun el

BIDIRECCIONAL transceptor utilizado.
Active la comunicacion via radio bidireccional si utiliza Transceptor
via radio SPCW120. Desactive la comunicacién via radio
bidireccional si utiliza unKit Siway RF (SPCW110, 111, 112, 114 )y
no un Transceptor via radio SPCW120.

FILTRO SENAL  Habilite configurar el panel para desestimar las sefiales de baja

BAJA intensidad (intensidades RF Oy 1).

DET.INTERF.RF Habilite activar una alerta al detectar una interferencia RF.

VIA RADIO Habilite enviar la incidencia de pérdida de sensor via radio a través

PERDIDA de CID/SIA 'y FlexC al perder el sensor via radio.

TIEMPO DE La opcioén del buscador es Supervision ("tiempo de supervision via

SUPERVISION radio bidireccional en minutos")

ANTENA Habilite una antena exterior.

EXTERIOR

SUPERVISION Habilite la supervision de proteccion de manipulacién. La opcion del
buscador es Supervision faltante ("Seleccione si la supervision
faltante de un sensor elevara la proteccion de manipulacién de una
zona"

Test PAT Deshabilite el RF FOB SOS o especifique la accién del panel entre
las siguientes opciones: PANICO, PANICO SILENCIOSO,
USUARIO ALARMA MEDICA, ALARMA DE ATRACO USUARIO,
SALIDA RF.

CRONOGRAMA Introduzca el periodo maximo (en dias) entre los test de APR. El

TEST APR maximo es 365 dias, 0 dias significa que el test PAT esta
deshabilitado.

TIEMPO Introduzca el tiempo en minutos tras el cual, si un sensor o una APR

IMPEDIMENTO no envia informes, se debe impedir el armado para una particién

ARMADO donde esta la zona via radio. El maximo es 720 minutos, 0 minutos
significa que la verificacién esta deshabilitada.

TIEMPO Introduzca la cantidad de minutos tras la cual un dispositivo via radio

PERDIDA se informa como perdido en caso de no envie informes dentro de este

DISPOSITIVO periodo de tiempo. (El minimo es 20y el maximo es 720 minutos. 0
significa que la verificacion esta deshabilitada).

1 Una APR solo es compatible con Kit SiWay RF (SPCW110, 111, 112, 114).

16.9.2 Via radio unidireccional

Los dispositivos siguientes pueden registrarse en un transceptor via radio unidireccional:
« Sensores viaradio
« Alarma personal via radio (APR)
. IPAWG-10
. IRCW6-11

Debe desactivar el sistema via radio bidireccional antes de registrar estos dispositivos.
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Para desactivar el sistema via radio bidireccional:
1. Desplacese hasta ViA RADIO y pulse Aceptar.
2. Desplacese hasta CONFIGURACION > ViA RADIO BIDIRECCIONAL y pulse Aceptar.
3. Seleccione DESHABILITADO y pulse Aceptar.

16.9.2.1 Sensores via radio
Anadir sensores

Para afiadir un sensor via radio:
1. Desplacese hasta VIA RADIO > SENSORES > ANADIR y pulse Aceptar.
Se abre un menu de opciones de registro. Las opciones son:
« REGISTRAR
« REGISTRAR TAMPER
o ACTIVAR REGISTRAR
2. Desplacese hasta la opcion deseada y pulse Aceptar.
El texto REGISTRAR DISPOSITIVO parpadea en pantalla.

3. Active el dispositivo via radio insertando la o las baterias para que el receptor del teclado detecte la
transmision via radio del dispositivo.

Cuando el dispositivo haya sido detectado, aparecera el texto SENSOR DETECTADO en el
teclado. Debajo de SENSOR DETECTADO, aparece la informacion de la SENAL y el TIPO e ID
del dispositivo.

4. Pulse Aceptar.
Aparecera un mensaje para seleccionar la particion.

5. Desplacese hasta la opcion deseada y pulse Aceptar.
Aparecera un mensaje para seleccionar el tipo de particién.

6. Desplacese hasta el tipo de zona requerido y pulse Aceptar.
Editar sensores (asignaciéon de zonas)

Podria ser necesario cambiar la asignacion de zona de un sensor registrado en el sistema.
Para cambiar la asignacién de zona de un detector via radio:

1. Desplacese hasta EDITAR y pulse Aceptar.

2. Desplacese hasta el sensor que desea cambiar y pulse Aceptar.
3. Desplacese hasta ZONA y pulse Aceptar.
4

Desplacese hasta el numero de zona apropiado (solo se muestran los nimeros de zona disponibles)
y pulse Aceptar.

16.9.2.2 APR

« Solo puede configurar una APR o verificar su estado en el teclado si cuenta con un médulo via
| i radio en la central o con cualquiera de los médulos de expansién de la central.

« Una APR solo es compatible con Kit Siway RF (SPCW110, 111, 112, 114 ).

No se asign6 una APR a un usuario. Normalmente, varias personas comparten una APR, por ejemplo,
guardas de seguridad que trabajan en turnos. No obstante, se puede fijar una APR permanentemente a
una superficie como debajo de un escritorio o detras de una caja registradora.
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Puede conectar un maximo de 128 APR por cada central SPC.
Anadir una APR

Para afiadir una APR con el teclado:
1. Seleccione VIA RADIO > APR > ANADIR.
2. Seleccione MANUALMENTE para introducir un ID de APR de forma manual.

La central también puede introducir automaticamente el ID seleccionando la opcion ALTA APR.
Pulse uno de los botones de la APR cuando aparece el mensaje ACTIVAR APR, de manera
que la central pueda identificar la APR. La central no admitira una APR si el ID es el mismo de
una APR ya configurada.

3. Salgadel meni ANADIR.

4. Seleccione el menu EDITAR para configurar la APR.
Editar una APR

Para editar una APR, seleccione VIA RADIO > APR > EDITAR y edite los campos importantes.

Campos que pueden editarse de la APR

DESCRIPCION Introduzca una descripcién para identificar la APR.

ID DE Introduzca el ID de la APR. La central no admitira una APR si el ID es el mismo de una APR
TRANSMISOR enuso.

FUNC. EN Use esta seccidn para asignar funciones a las combinaciones de botones. Las funciones

BOTONES disponibles son Panico, Panico silencioso, Atraco, Sospecha, Salida RF usuario y Alarma
médica. Se puede seleccionar mas de una combinacion de botones para la misma funcién.
Por ejemplo:

o Amarillo = Sospecha

« Rojo + Verde = Atraco

« Parainstalaciones comerciales o domésticas, la configuracion por defecto es: rojo +
verde = panico.

Nota: Si una combinacién de botones no tiene asignada ninguna funcién, aun es posible
usar esta combinacion mediante un disparador. Consulte Disparadores en la pagina 308.

SUPERVISION Puede configurar la APR para que envie sefiales de supervision periddicas. Si se habilita la
supervision en la APR (con el puente), la APR enviara un mensaje de supervision cada 7,5
minutos. El tiempo entre mensajes sera aleatorio para reducir las probabilidades de cruce
con otras APR.

La funcion de supervision debe estar habilitada en la central para la APR especifica para que
pueda llevarse a cabo correctamente. Si la central no recibe la sefial de supervisién, emite
una alarma que aparece en el teclado y queda registrada.

Si no se habilita la supervision, la APR envia un mensaje de supervision cada 24 horas para
transmitir el estado de la bateria de la APR ala central. El intervalo del mensaje también
cambia de forma aleatoria para reducir las probabilidades de cruce con otras APR.

Seleccione ACTIVAR si se habilité la supervision para esa APR especifica.

TEST Permite comprobar la sefial del PAT.
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Consulte también
o Disparadores en la pagina 308
o Viaradioenla pagina 145
o Test PAT abajo

Test PAT

b

AVISO: solo un técnico o un usuario que tenga un derecho a hacer un test de APR asignado puede
realizar esta prueba. Consulte Derechos de usuario en la pagina 213.

Para comprobar un APR desde el teclado:
1. Desplacese hasta TEST > TEST APR y pulse Aceptar.
2. Cuando se le solicite ACTIVAR APR, pulse los tres botones simultaneamente en la APR.

Si el test resulta correcto, aparecera el mensaje n APR OK, donde n es la cantidad de APR
comprobadas.

3. Repita el test en caso de ser necesario.
4. Pulse ATRAS o X para finalizar el test.
16.9.2.3 Botén de alarma personal IPAW6-10

El botén de alarma personal IPAW6-10 es un dispositivo que se utiliza para transmitir mensajes de alarma
de panico al sistema SPC.

El usuario puede llevar el IPAW6-10 de una de las dos maneras siguientes:

o EIIPAWG-10 se puede llevar como reloj de pulsera (insertando la pulsera en las dos hendiduras del
porta-anillo adecuado).

o EIIPAWG-10 puede llevarse como colgante retirando el porta-anillo de pulsera y sustituyéndolo por
un porta-anillo colgante.

Registrar un botéon de alarma personal IPAWG6-10

Para registrar el IPAW6-10 y asignarlo a Usuario (n):
1. Seleccione USUARIOS > EDITAR > USUARIO(n) > MANDO ViA RADIO > ACTIVADO.

El teclado muestra la pantalla ANADIR y aparece un mensaje intermitente de REGISTRAR
DISPOSITIVO.

2. Enel IPAWG6-10, pulse y mantenga pulsado el botén.

El led se enciende durante 1,5 segundos.
Desactivar un botén de alarma personal IPAW6-10

Para desactivar el IPAW6-10:
Seleccione USUARIOS > EDITAR > USUARIO(n) > MANDO ViA RADIO > DESACTIVADO.
Aparece un mensaje en pantalla que dice ACTUALIZADO.
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16.9.2.4 Control remoto de IRCW6-11

El control remoto IRCW6-11 de 4 botones es un dispositivo que permite al usuario utilizar de forma
remota el sistema SPC. El dispositivo es compatible con las funciones ARMAR, MANTENER y
DESARMAR, asi como el funcionamiento de las salidas definidas y una funcion SOS.

Y —

1 _ i

2 —n——r - -' .-
ll

1 Armar
Mantener

Desarmar

2
3
4 Funcion adicional
5 Panico/SOS
6

Indicador led

Registrar un control remoto IRCW6-11

Para registrar el IRCW6-11y asignarlo a Usuario (n):
1. Seleccione USUARIOS > EDITAR > USUARIO (n) > MANDO ViA RADIO > ACTIVADO.

El teclado muestra la pantalla ANADIR y aparece un mensaje intermitente de REGISTRAR
DISPOSITIVO.

2. Enel IRCW6-11, pulse y mantenga pulsado cualquier boton.

El indicador led del control remoto se enciende. En la pantalla del teclado aparece un mensaje
que dice MANDO CONFIGURADO. EI IRCW6-11 esta asignado a Usuario (n).

Desactivar un control remoto IRCW6-11

Para desactivarun IRCW6-11:

« Seleccione USUARIOS > EDITAR > USUARIO (n) > MANDO ViA RADIO >
DESACTIVADO.

Aparece un mensaje en pantalla que dice ACTUALIZADO.
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16.9.3 Via radio bidireccional

Los dispositivos siguientes pueden registrarse en un transceptor via radio bidireccional:
« Sensores viaradio
« Salidas viaradio
« Repetidores via radio
« Botdn de alarma personal WPAN
« Control remoto de WRMT
Recuerde que debe activar el sistema via radio bidireccional antes de registrar estos dispositivos.
Para activar el sistema via radio bidireccional:
1. Desplacese hasta VIA RADIO y pulse Aceptar.
2. Desplacese hasta ViA RADIO BIDIRECCIONAL.
3. Seleccione ACTIVAR.
El Transceptor via radio SPCW120 tiene una capacidad de (hasta) el siguiente nimero de dispositivos
o 64 detectores,
» 16 sirenas de salida
» 8teclados
o 4repetidores

Nota: en total, se soporta un nimero maximo de 16 dispositivos sincrénicos por transceptor.
16.9.3.1 Sensores via radio

Anadir sensores

Para afadir un sensor via radio:
1. Desplacese hasta VIA RADIO > SENSORES > ANADIR y pulse Aceptar.
Se abre un menu de opciones de registro. Las opciones son:
« REGISTRAR
« REGISTRAR TAMPER
« ACTIVAR REGISTRAR
2. Desplacese hastala opcion deseada y pulse Aceptar.
El texto REGISTRAR DISPOSITIVO parpadea en pantalla.

3. Active el dispositivo via radio insertando la o las baterias para que el receptor del teclado detecte la
transmision via radio del dispositivo.

Cuando el dispositivo haya sido detectado, aparecera el texto SENSOR DETECTADO enel
teclado. Debajo de SENSOR DETECTADO, aparece la informacion de la SENAL y el TIPO e ID
del dispositivo.

4. Pulse Aceptar.
Aparecera un mensaje para seleccionar la particion.

5. Desplacese hasta la opcion deseada y pulse Aceptar.
Aparecera un mensaje para seleccionar el tipo de particién.

6. Desplacese hasta el tipo de zona requerido y pulse Aceptar.
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Editar sensores (asignacion de zonas)

Podria ser necesario cambiar la asignacion de zona de un sensor registrado en el sistema.

Para cambiar la asignacién de zona de un detector via radio:

1.

2
3.
4

Desplacese hasta EDITAR y pulse Aceptar.
Desplacese hasta el sensor que desea cambiar y pulse Aceptar.
Desplacese hasta ZONA y pulse Aceptar.

Desplacese hasta el numero de zona apropiado (solo se muestran los nimeros de zona
disponibles) y pulse Aceptar.

16.9.3.2 Agregue salida via radio

Agregue salidas

Para agregar una salida via radio:

1.

Desplacese hasta VIA RADIO > SALIDAS > ANADIR y pulse Aceptar.
Se abre un menu de opciones de registro. Las opciones son:
« REGISTRAR
« REGISTRAR TAMPER
« ACTIVAR REGISTRAR
Desplacese hasta la opcién deseada y pulse Aceptar.
El texto REGISTRAR DISPOSITIVO parpadea en pantalla.

Active el dispositivo via radio insertando la o las baterias para que el receptor del teclado detecte
la transmision via radio del dispositivo.

Cuando el dispositivo haya sido detectado, aparecera el texto SALIDA DETECTADA en el
teclado. Debajo de SALIDA DETECTADA, aparece la informacion de la SENAL y el TIPO de
ID del dispositivo.

Pulse Aceptar.

Aparecera un mensaje para describir la salida. Ingrese un breve texto descriptivo y pulse
Aceptar.

5. Seleccione el TIPO DE SIRENAy pulse Aceptar.

6.

Seleccione la PARTICION y pulse ACEPTAR.

Edite detalles de Salida

Puede cambiar algunos de los detalles y configuraciones para una salida.

Para cambiar los detalles o configuraciones de una salida via radio:

1.

Desplacese hasta EDITAR y pulse Aceptar.

2. Desplacese hasta la salida que desea cambiar y pulse Aceptar.
Puede cambiar lo siguiente:
DESCRIPCION Un breve texto descriptivo para ayudar a identificar la salida.
SIRENA Sirena Interior o Exterior
VOLUMEN Ajuste el volumen de la sirena de nivel 1 (el mas bajo) a nivel 4 (el mas
alto)
PARTIC. Configure la particién para la salida
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OPCION Ajuste la opcién proteccion antimanipulacién en PROTECCION
PROTECCION ANTIMANIPULACION, PROBLEMA, o IGNORAR
ANTIMANIPULACION

Editar salidas (asignacion de zonas)

Podria ser necesario cambiar la asignacion de zona de un sensor registrado en el sistema.
Para cambiar la asignacién de zona de una salida via radio:

1. Desplacese hasta EDITAR y pulse Aceptar.

2. Desplacese hasta el sensor que desea cambiar y pulse Aceptar.
3. Desplacese hasta ZONA y pulse Aceptar.
4

Desplacese hasta el numero de zona apropiado (solo se muestran los nimeros de zona disponibles)
y pulse Aceptar.

16.9.3.3 Agregar repetidor via radio
Agregar repetidor

Para agregar un repetidor via radio:
1. Desplacese hasta VIA RADIO > REPETIDORES > ANADIR y pulse Aceptar.
El texto REGISTRAR DISPOSITIVO parpadea en pantalla.

2. Conecte el WRPTR a unatoma de corriente de la UE (220 V CA). La conexion inicia el proceso de
busqueda desde el WRPTR.

Cuando el proceso de blsqueda se realiza correctamente, el teclado muestra la pantalla
REPETIDOR ENCONTRADO con la ID exclusiva del Repetidory el Nivel de sefial.

Haga clic en Aceptar para confirmar y mostrar la pantalla ANADIR.

4. (Opcional) Ingrese hasta 16 caracteres en el campo descripcion para ayudar a identificar la
ubicacion del WRPTR.

5. Pulse Aceptar para confirmar y mostrar la pantalla TIPO/LOC. DE REPETIDOR.
Seleccione Auténomo en la lista desplegable TIPO/LOC. DE REPETIDOR y pulse Aceptar.

El teclado muestra brevemente el mensaje ACTUALIZADO y regresa a la pantalla
REPETIDORES.

EI WRPTR ahora esta registrado en su sistema SPC.
16.9.3.4 Botén de alarma personal WPAN

El botén de alarma personal WPAN es un dispositivo que se utiliza para transmitir mensajes de alarma de
panico al sistema SPC.

El usuario puede llevar el WPAN de una de las dos maneras siguientes:

« EIWPAN se puede llevar como reloj de pulsera (insertando la pulsera en las dos hendiduras del
porta-anillo adecuado).

o EIWPAN puede llevarse como colgante retirando el porta-anillo de pulsera y sustituyéndolo por un
porta-anillo colgante.
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Registrar un botén de alarma personal WPAN

Para registrar el WPAN vy asignarlo a Usuario (n):
1. Seleccione USUARIOS > EDITAR > USUARIO(n) > MANDO ViA RADIO > ACTIVADO.
El teclado muestra la pantalla ANADIR y aparece un mensaje intermitente de REGISTRAR
DISPOSITIVO.

2. Enel WPAN, pulse y mantenga pulsado el boton.

Los led del mando se encienden de la siguiente manera: luces rojas durante 3 segundos,
después sin led, después luces rojas durante 1 segundo y después luces verdes durante 1

segundo. El WPAN esta asignado a Usuario (n).

Desactivar un botén de alarma personal WPAN

Para desactivar el WPAN:
Seleccione USUARIOS > EDITAR > USUARIO(n) > MANDO ViA RADIO > DESACTIVADO.
Aparece un mensaje en pantalla que dice ACTUALIZADO.

16.9.3.5 Control remoto de WRMT

El control remoto WRMT de 4 botones es un dispositivo que permite al usuario utilizar de forma remota
el sistema SPC. El dispositivo es compatible con las funciones DESARMADO, ARMADO

COMPLETO y ARMADO PARCIAL (solo A), asi como el funcionamiento de las salidas definidas y
una funcion SOS.

6
f |f/_\fm RB—TL_?%q

N

1 Armado total

Armado parcial (Solo A)
Desarmado

Salida

Panico/SOS

Indicador led

o g A~ W N
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Registrar el control remoto WRMT

Para registrar el WRMT y asignarlo a un Usuario (n):
1. Seleccione USUARIOS > EDITAR > USUARIO (n) > MANDO ViA RADIO > ACTIVADO.

El teclado muestra la pantalla ANADIR y aparece un mensaje intermitente de REGISTRAR
DISPOSITIVO.

2. Enel WRMT, pulse y mantenga pulsados los dos botones SOS.

El indicador led parpadea en rojo una vez y después pasa a verde para confirmar el alta. En la
pantalla del teclado aparece un mensaje que dice MANDO CONFIGURADO. El WRMT esta
asignado a Usuario (n).

Desactivar el control remoto WRMT

Para desactivar el WRMT:
« Seleccione USUARIOS > EDITAR > USUARIO (n) > MANDO ViA RADIO > DESACTIVADO.
Aparece un mensaje en pantalla que dice ACTUALIZADO.

Cuando desactive un WRMT del sistema, debe también eliminar el registro interno en el WRMT antes de
usar de nuevo el WRMT.

Para eliminar el registro intemo:
« Enel WRMT, pulse y mantenga pulsados los botones ARMADO PARCIAL y DESARMADO.

El indicador led parpadea en rojo y naranja para confirmar que se ha eliminado el registro.

16.10 Zonas

1. Desplacese hasta ZONAS y pulse Aceptar.
2. Desplacese hasta la zona deseada (ZONA 1-x).

3. Desplacese hasta la opcion de programacion deseada:

DESCRIPCION  Se utiliza para ayudar a identificar la zona; introduzca un nombre especifico
y descriptivo

TIPO DE ZONA Determina el tipo de zona. Consulte Tipos de zona en la pagina 405.

ATRIBUTOS Determina los atributos de la zona. Consulte Atributos de zona en la pagina
411.

APARTICION  Determina qué zona esta asignada a qué particién. Esta opcién del menu
solo se muestra si hay multiples particiones definidas en el sistema.
Seleccionar esta funcion les permite a los usuarios formar un grupo de
zonas identificas con esa particion del edificio en particular.

L La cantidad y el tipo de atributos que se muestran en los menus del teclado para una zona en
1 particular varian segun el tipo de zona seleccionada.
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16.11 Puertas
1. Desplacese hasta PUERTAS y pulse SELECC.

2. Desplacese hasta la puerta que desea programar y pulse SELECC.
Los parametros y datos, si procede, se muestran para su edicién de la siguiente manera:
- Descripcion
- Entradas de puerta
- Grupo de puertas
- Atributos de puerta
- Temporizadores de puerta

- Informacion del lector (solo se muestra - formato de la Ultima tarjeta utilizada con el lector
configurado)

Entradas de puerta

Cada puerta tiene 2 entradas con funcionalidad definida previamente. Se pueden configurar estas dos
entradas, el sensor de posicién de puerta y el interruptor de liberacion de puerta.

Nombre Descripcion

Zona La entrada del sensor de posicién de puerta también se puede utilizar para la parte de
intrusion. Si se utiliza la entrada del sensor de posicion de puerta para la parte de intrusion,
se debe seleccionar el niumero de zona a la cual esta asignada. Si se utiliza la entrada del
sensor de posicion de puerta para la parte de acceso, se debe seleccionar la opcion «SIN
ASIGNARNY.

Si se asigna el sensor de posicion de puerta a una zona de intrusién, puede configurarse
como una zona normal, pero con funcionalidad limitada (por ejemplo: no se pueden
seleccionar todos los tipos de zonas).

Si una particion o el sistema estéa configurado con un lector de tarjetas, la entrada del sensor
de posicion de puerta debe estar asignada a un nimero de zona y a la particion o el sistema
que se debe armar.

Descripcion Descripcion de la zona a la cual esta asignado el sensor de posicion de puerta.

(Web

unicamente)

Tipo de zona Tipo de zona de la zona a la cual esta asignado el sensor de posicién de puerta (no todos los
(Web tipos de zonas estan disponibles).

Unicamente)

Atributos de Se pueden modificar los atributos para la zona a la cual esta asignado el sensor de posicion
zona de puerta.

(Web

Unicamente)

Area La particién a la cual estan asignados la zona y el lector de tarjeta. (Si se utiliza el lector de
(Web tarjetas para el armado y desarmado, esta particion se armara/desarmara).

Unicamente)
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Nombre Descripcion

Posicion de La resistencia utilizada con el sensor de posicion de puerta. Seleccione el valoro la
puerta (web) combinacion de resistencia utilizada.

RFL posic.puerta
(teclados)

DPS Seleccione si el interruptor de liberacion de puerta debe ser una entrada normalmente
normalmente abierta o normalmente cerrada.
abierto

Liberar puerta Laresistencia utilizada con el interruptor de liberacién de puerta. Seleccione el valorola
(web) combinacion de resistencia utilizada.

RFL
LIBER.PUERTA
(teclados)

DRS Seleccione si el interruptor de liberacién de puerta es una entrada abierta normalmente o no.
normalmente
abierto

SinDRS Seleccione esta opcion para ignorar DRS.

(Web Si se utilizaun DC2 en la puerta, se DEBE seleccionar esta opcién. Si no se selecciona, la
Unicamente) puerta se abrira.

Localizacion Seleccione la ubicacion de los lectores de entrada y salida.
lector
(Entrada/salida)

(Web
Unicamente)

Formatos de Se muestra el formato de la Ultima tarjeta utilizada con cada lector configurado.
lector (web)

INFORMACION
DEL LECTOR
(teclados)

Cada numero de zona libre puede ser asignado a las zonas, pero la asignacion no es fija. Si se asigna
. el numero 9 a una zona, dicha zona y un médulo de expansion de entrada con la direccion ‘1’ se
| 1 conectan al X-Bus (que esta utilizando los niumeros de zona 9-16). La zona asignada desde el
controlador de dos puertas se trasladara al siguiente numero de zona libre. La configuracion se
adaptara en consecuencia.

Grupos de puertas

Las distintas puertas pueden asignarse a grupos de puertas. Esto es necesario si una de las siguientes
funcionalidades esta activada:

« Custodia
o Retomno laxo
« Evitarretorno

« Bloqueo de puerta
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Atributos de puerta

| .
l Si no hay ningun atributo activado, se puede usar una tarjeta valida.

Atributo Descripcion

Nulo La tarjeta se bloquea temporalmente.

Grupo de puertas  Se utiliza cuando se asignan diversas puertas a la misma particion y/o se requiere
funcionalidad de anti-retorno, custodia o interbloqueo.

Tarjetay PIN Se requiere tarjeta y codigo PIN para entrar.

Solo PIN Se requiere cédigo PIN. No se aceptara ninguna tarjeta.
CddigoPIN o Se requiere codigo PIN o tarjeta para entrar.

tarjeta

Cadigo PIN para  Se requiere codigo PIN en lector de salida. Se requiere puerta con lector de entrada y salida.
salir

PIN para Se requiere PIN para armar y desarmar la particion vinculada. Antes de introducir el cédigo

desarmar PIN, se debe presentar la tarjeta.

Desarmado Cuando se presente la tarjeta en el lector de entrada, la particién/area se desarmara.

desde exterior

(navegador)

Desarmado Cuando se presente la tarjeta en el lector de salida, la particion/area se desarmara.

desde interior

(navegador)

Anular alarma Se permite el acceso si la particion esta armada y la puerta es un tipo de zona de entrada o
con alarma.

Armado total Cuando se presente dos veces la tarjeta en el lector de entrada, la particion/area se armara

desde exterior totalmente.

(navegador)

Armado total Cuando se presente dos veces la tarjeta en el lector de salida, la particion/area se armara

desde interior totalmente.

Armado total Si el usuario cuenta con los derechos necesarios, puede forzar el armado desde el lector de

forzado entrada.

Emergencia La puerta bloqueada se abre si se detecta una alarma de incendio dentro de la particion
asignada.

Otraemergencia Una alarma de incendio en cualquier otra particion desbloqueara la puerta.
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Atributo Descripcion

Acompanante La funcion de Visita obliga a los titulares de tarjetas con este privilegio a acompanfar a otros
titulares de tarjetas por puertas especificas. Si esta funcién esta asignada a una puerta, se
debe presentar primero una tarjeta con derecho de Visita para permitir abrir la puerta a otros
titulares de tarjeta sin este derecho. El periodo de tiempo durante el cual los titulares de
tarjetas pueden presentar sus tarjetas después de haberse presentado otra con derecho de
Visita; se puede configurar individualmente para cada puerta.

Evitar retorno* Se debe reforzar la funcionalidad anti-retorno en la puerta. Todas las puertas deben tener
lectores de entrada y salida, y deben estar asignadas a un grupo de puertas.

En este modo, los titulares de tarjeta deben usar su tarjeta de acceso para entrar y salir de
un grupo de puertas definido. Si un titular de tarjeta valido presento su tarjeta de acceso para
entrar a un grupo de puertas y no presenté la tarjeta para salir, el titular estd incumplimiento
las normas de anti-retorno. La proxima vez que el titular de tarjeta intente acceder al mismo
grupo de puertas, se disparara una alarma de anti-retorno estricta y el titular no tendra
autorizacion para entrar al grupo de puertas.

Retorno laxo* Los incumplimientos de las normas anti-retorno solo se registran. Todas las puertas deben
tener lectores de entrada y salida, y deben estar asignadas a un grupo de puertas.

En este modo, los titulares de tarjeta deben usar su tarjeta de acceso para entrar y salir de
un grupo de puertas definido. Si un titular de tarjeta valido presento su tarjeta de acceso para
entrar a un grupo de puertas y no presenté la tarjeta para salir, el titular esta incumplimiento
las normas de anti-retorno. La proxima vez que el titular de tarjeta intente acceder al mismo
grupo de puertas, se disparara una alarma de anti-retorno laxa. Sin embargo, el titular de la
tarjeta seguira teniendo autorizacién para entrar al grupo de puertas.

Custodia* La funcion Custodia le permite al titular de la tarjeta con derecho de Custodia (el custodia)
conceder a otros titulares de tarjetas (que no son custodia) acceso a la sala.

El usuario Custodia debe ser el primero en entrar en la sala. Los usuarios que no son
custodia solo pueden ingresar si el custodia esta en la sala. El custodia no podra salir hasta
que todos los usuarios que no son custodia hayan salido de la sala.

Sirena puerta La sirena integrada en la placa del controlador de puerta suena cuando se activan las
alarmas de puerta.

Ignorar forzado La apertura forzada de la puerta no se procesa.

Interrelacionada* Solo se permitira la apertura de una sola puerta de la particion a la vez. Requiere Grupo de
(navegador) puertas.

Prefijo de Autorizacion con prefijo de clave (A, B, * o #) para armar el sistema
armado

* Requiere Grupo de puertas

Temporizadores de puerta

Temporizador Min. Max. Descripcion
Acceso 1s 255 Elperiodo de tiempo durante el cual la cerradura permanecera abierta tras la
concedido S autorizacion de acceso.
Acceso 1s 255 Periodo de tiempo tras la cual el controlador estara listo para leer la siguiente
denegado S incidencia tras una incidencia no vélida.
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Temporizador Min. Max. Descripcion

Puertaabierta 1s 255 Periodo de tiempo dentro del cual la puerta debe estar cerrada para evitar una

s alarma de «puerta abierta tiempo excesivoy.
Puertadejada 1 180 Periodo de tiempo dentro del cual la puerta debe estar cerrada para evitar una
abierta min  min  alarma de «puerta dejada abierta».
Extendido 1s 255 Tiempo adicional tras la autorizacion de acceso a una tarjeta con un atributo de

s tiempo extendido.

Acompafante 1s 30s Periodo de tiempo después de presentar una tarjeta con atributo de Visita dentro
del cual un usuario sin atributo de Visita puede acceder por la puerta.

16.12 Salidas

Cada tipo de zona del sistema SPC tiene un tipo de salida asociado (un indicador o0 una marca interna).
Cuando se activa un tipo de zona, es decir, cuando se abre una puerta o una ventana, se detecta
humo, se detecta una alarma, etc., se activa la salida correspondiente.

1. Desplacese hasta SALIDAS y pulse SELECC.
2. Desplacese hasta CONTROLADOR o MODULO DE EXPANSION y pulse SELECC.

3. Desplacese hasta el médulo de expansion/salida que desea programar y pulse SELECC.

Si se registran las activaciones de salida en el registro de incidencias del sistema (es decir,
habilitadas, elementos registrados/deshabilitados, etc.), las opciones de programacion estan
disponibles segun se indica en la tabla a continuacién.

NOMBRES  Se utilizan para ayudar a identificar la salida; introduzca un nombre
especificoy descriptivo.

TIPODE Determina el tipo de salida; consulte la tabla en Tipos de salidas y puertos
SALIDA de salida abajo para obtener una descripcion de los tipos de salida.
MODO Determina el estilo de la salida: Continua, Temporizada o Impulso.
SALIDA

POLARIDAD Determina si la salida esta activada con polaridad positiva o negativa.

REGISTRO Determinasi el registro del sistema esté habilitado o deshabilitado.

| ®
l Para conocer el procedimiento de test de salida, consulte Test salida en la pagina 175.

16.12.1 Tipos de salidas y puertos de salida

Cada tipo de salida puede asignarse a uno de los seis puertos de salida fisicos del controlador SPC o a
una salida en uno de los mdédulos de expansion conectados. Los tipos de salida que no estan
asignados a salidas fisicas funcionan como indicadores de incidencias en el sistema y pueden
registrarse y/o informarse a las estaciones centrales en caso de ser necesario.

Los puertos de salida en los moédulos de expansién son todas salidas de tipo relé unipolar (NA, COM,
NC). Por lo tanto, es posible que los dispositivos de salida requieran fuentes de alimentacién extenas
para activarse si estan cableados a las salidas de médulos de expansion.

La activacion de un tipo de salida concreto depende del tipo de zona (consulte Tipos de zona en la
pagina 405) o de condicion de la alerta que provoca la activacion. Si se definen varias particiones en el
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sistema, las salidas en el SPC se agrupan en salidas del sistema y salidas de particion; las salidas del
sistema se activan para indicar una incidencia que afecta a todo el sistema (como un fallo en lared de
CA), mientras que las salidas de particion indican incidencias detectadas en una o mas de las particiones
definidas en el sistema. Cada particidn tiene su propio conjunto de salidas de particion. Si la particion es
comun para otras particiones, entonces las salidas indicaran el estado de todas las particiones en comun,
incluyendo el estado propio. Por ejemplo, si la particion 1 es comun para las particiones 2y 3, y Sirena
Exterior esta Si la sirena esta activa, entonces la salida de sirena exterior de la Particion 1 también esta
activa.

[i]

Algunos tipos de salidas solo pueden indicar incidencias que afectan a todo el sistema (no
especificas de particiones). Consulte la tabla a continuacion para obtener mas informacion.

Tipo de
salida

Descripcion

Sirena exterior

Flash exterior

Sirena interior

Alarma

Alarma
confirmada

Panico*

Atraco

Incendio

Este tipo de salida se utiliza para activar la sirena exterior del sistema y esté activa cuando hay una
sirena exterior activa. Por defecto, la salida esta asignada a la primera salida de la placa del
controlador (EXT+, EXT-).

Nota: Se activa automaticamente una sirena exterior cuando una zona que esté programada como
zona de alarma dispara una alarma en modo Armado total o Armado parcial.

Este tipo de salida se utiliza para activar el flash de la sirena exterior del sistema y esta activa
cuando hay un flash de particion activo. Por defecto, la salida esta asignada a la salida de relé de
flash (Salida 3) de la placa del controlador (NA, COM, NC).

Nota: Se activa automaticamente una salida de flash exterior cuando una zona que esta
programada como zona de alarma dispara una alarma en modo Armado total o Armado parcial. El
flash de sirena exterior se activa en una condicion ‘Fallo al armar’ si el flash en la opcion ‘Fallo al
armar esta marcada en las opciones del sistema.

Este tipo de salida se utiliza para activar la sirena interior y estéa activa cuando hay una sirena
interior activa. Por defecto, la salida estd asignada a la segunda salida de la placa del controlador
(INT+, INT-).

Nota: Se activa automaticamente una sirena interior cuando una zona que estéa programada como
zona de alarma dispara una alarma en modo Armado total o Armado parcial. La sirena interior se
activa en una condicion «Fallo al armar» si en las opciones del sistema esta seleccionada la opcién
«Fallo al armar».

Esta salida se activa tras la activacién de una zona de alarma en el sistema o desde cualquier
particion definida en el sistema.

Esta salida se activa cuando se ha confirmado una alarma. Una alarma se confirma cuando se
activan 2 zonas independientes en el sistema (o dentro de la misma particion) dentro de un periodo
de tiempo especifico.

Esta salida se activa tras la activacion de tipos de zona de alarma de panico desde cualquier
particion. También se genera una salida de alarma de panico si se produce una incidencia de
coaccion o si se habilita la opcion de panico para el teclado.

Esta salida se activa cuando una zona programada como de tipo atraco dispara una alarma desde
cualquier particion.

Esta salida se activa tras la activacién de una zona de incendio en el sistema (o desde cualquier
particion).
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Alarma médica
Fallo

Técnico

Fallo red CA*

Fallo de
bateria*

Armado parcial
A

Armado parcial
B

Armado total

Fallo al armar

Entrada/salida

Enclavamiento

Salida
incendio

Timbre

Humo

Test de paseo*

Tipo de s
salida Descripcion
Tamper Esta salida se activa cuando se detecta una condicién de tamper desde cualquier parte del sistema.

Para un sistema de Grado 3, si se pierde la comunicacién hacia un dispositivo X-BUS durante mas
de 100 segundos, se genera un tampery las incidencias informadas de SIA y CIR enviaran un
tamper.

Esta salida se activa cuando se activa una zona de alarma médica.
Esta salida se activa cuando se detecta un fallo técnico.
Esta salida se activa con actividad de una zona técnica.
Esta salida se activa cuando se interrumpe la red de CA.

Esta salida se activa cuando hay un problema con la bateria de respaldo. Si el voltaje de la bateria
es inferior a 11V, se activa esta salida. La opcién ‘Restaurar’ para este fallo solo se presenta
cuando el nivel de tension asciende hasta por encima de 11,8 V.

Esta salida se activa si el sistema o cualquier particion definida en el sistema esta en modo Armado
parcial A.

Esta salida se activa si el sistema o cualquier particion definida en el sistema esta en modo Armado
parcial B.

Esta salida se activa si el sistema esta en modo Armado total.

Esta salida se activa si no se pudo armar el sistema o cualquier particion definida en el sistema. Se
borra cuando se restaura la alarma.

Esta salida se activa si se ha activado una zona de entrada/salida, es decir, si se esta ejecutando
un temporizador de entrada o salida de una particion o del sistema.

Esta salida se activa segun lo definido en la configuracion de salida de enclavamiento del sistema
(consulte Configurar enclavamiento y autoarmado de salidas del sistema en la pagina 252).

Esta salida puede utilizarse para resetear los sensores de enclavamiento al igual que los sensores
de humo o inerciales.

Esta salida se activa si se activa alguna de las zonas de salida de emergencia.

Esta salida se activa momentaneamente cuando se activa el atributo chime de cualquier zona del
sistema.

Esta salida se enciende momentaneamente (3 segundos) cuando un usuario desarma el sistema;
puede utilizarse para restablecer detectores de humo.

La salida también se activara cuando se restaure la zona.

Cuando se utiliza la zona para restaurar detectores de humo bloqueados, la primera vez que se
introduzca el cédigo no se activaran las salidas de humo, sino que se silenciaran las sirenas; la
siguiente vez que se introduzca el codigo, si la zona de incendio esta en estado abierto, la salida de
humo se activara momentaneamente. Este proceso se puede repetir hasta que se cierre la zona de
incendio.

Esta salida se activa momentdneamente cuando se realiza un test de intrusidon y se activa una
zona. Esta salida se puede utilizar, por ejemplo, para activar tests funcionales de detectores
conectados (si esta disponible).
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Tipo de L

salida Descripcion

Armado Esta salida se activa cuando se activa la funcién de armado automatico en el sistema.

automatico

Coaccién de Esta salida se activa si se ha activado el estado de coaccion de usuario (si se introdujo un cédigo

usuario PIN + 1 en el teclado).

PIR Esta salida se activa si hay zonas PIR enmascaradas en el sistema. Genera una salida de fallo en

enmascarado laluz LED del teclado.
Esta salida se bloquea y permanecera activa hasta que sea restablecida por un usuario de nivel 2.
Se registra el enmascaramiento PIR por defecto. La cantidad de entradas del registro no supera 8
entre los periodos de armado.

Zona omitida Esta salida se activa si hay zonas inhibidas, aisladas o zonas de test de intrusion en el sistema.

Comunicacioén

Test hombre
caido

Desarmado

Aborto de
alarmas

Test sismico

Alarma local

Salida RF

Fallolinea TX
1

Fallo TX 1

Fallolinea TX
2

Fallo TX 2
Bateria baja

Estado de
entrada

Esta salida se activa si hay un fallo de comunicacion con la estacion central.

Esta salida se activa en un dispositivo via radio de ‘hombre caido’, el cual se activa cuando se
realiza el test de ‘hombre caido’.

Esta salida se activa si el sistema esta en modo Desarmado.

Esta salida se activa si se aborta una alarma, es decir, cuando se introduce un cédigo de usuario
valido a través del teclado luego de una alarma confirmada o no confirmada. Se utiliza, por ejemplo,
con marcadores externos (SIA, CID, FF).

Esta salida se utiliza para activar una prueba manual o automatica en una zona sismica. Los
sensores sismicos tienen un vibrador pequefio que se fijara a la misma pared que el sensory estara
cableado a una salida en la central o uno de sus modulos de expansion. Durante la prueba, la central
espera hasta 30 segundos para que la zona sismica se abra. Si esto no sucede, el test falla. Si se
abre dentro de los 30 segundos, la central espera a que la zona se cierre dentro de un periodo de 10
segundos. Si esto no sucede, el test falla. Luego, la central espera otros 2 segundos antes de
informar el resultado del test. El resultado del test, ya sea manual o automatico, se almacena en el
registro de incidencias del sistema.

Esta salida activa una alarma de intrusion local.

Esta salida se activa cuando se pulsa un botén de un mando via radio o la APR1.

Esta salida se activa cuando hay un fallo en la linea del médem principal.

Esta salida se activa cuando falla el médem principal.

Esta salida se activa cuando hay un fallo en la linea del médem secundario.

Esta salida se activa cuando falla el médem secundario.
Esta salida se activa cuando la bateria esta baja.

Esta salida se activa si se implementa un procedimiento de entrada ‘Todo OK’ y no se genera una
alarma, es decir, cuando se pulsa el botén ‘Todo OK’ dentro del periodo de tiempo configurado tras
haber introducido el cédigo de usuario.
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Blockschloss
1

Blockschloss
2

Elemento
bloqueo

Elemento
desbloqueo

Codigo tamper
Problema

Link Ethernet
Fallo red

Reset cristal

Tipo de s

salida Descripcion

Estado de Esta salida se activa si se implementa un procedimiento de entrada ‘Todo OK’ y se genera una

aviso alarma silenciosa, es decir, cuando no se pulsa el botén “Todo OK’ dentro del periodo de tiempo
configurado tras haber introducido el codigo de usuario.

Listo para Esta salida se activa cuando una particion esta lista para el armado.

armar

Config. ACK Esta salida sefiala el estado de armado. La salida alterna durante 3 segundos para indicar que el
armado ha fallado. La salida permanece activa durante 3 segundos si el armado se ha realizado
correctamente.

Arm. total Esta salida se activa durante 3 segundos para indicar que el sistema se ha armado completamente.

hecho

Se utiliza para dispositivos Blockschloss normales.

Cuando todas las zonas de una particion estan cerradas, y no hay errores pendientes, la salida
«Blockschloss 1» se activa. Si la cerradura del Blockschloss esta cerrada, se activa una entrada de
«Llave A/D», se arma la particién relevante y se activa la salida Config. ACK durante 3 segundos
para indicar que el armado se ha realizado satisfactoriamente. «Blockschloss 1» no esta
desactivado.

Si el Blockschloss esta desbloqueado, el dispositivo Blockschloss desactiva la entrada de Llave
A/D dejandola en estado desarmado (cerrado), y la particion queda desarmada. A continuacion,
«Blockschloss 1» se desactiva.

Se utiliza para dispositivos de tipo Blockschloss: Bosch Blockschloss, Sigmalock Plus, E4.03.

Cuando todas las zonas de una particion estan cerradas, y no hay errores pendientes, la salida
«Blockschloss 2» se activa. Si la cerradura del Blockschloss esta cerrada, se activa una entrada de
«Llave A/D», se arma la particién relevante y se activa la salida Config. ACK durante 3 segundos
para indicar que el armado se ha realizado satisfactoriamente. A continuacién, «Blockschloss 2» se
desactiva.

Si el Blockschloss esta desbloqueado, la zona de Llave A/D pasa a quedar desarmada (cerrada) y
la particiéon queda desarmada. «Blockschloss 2» esta activado (si la particion esta lista para el
armado).

Se activa si el elemento de bloqueo esta en la posicion «bloqueada».

Se activa si el elemento de bloqueo esta en la posicion «desbloqueaday.

Se activa si hay un codigo tamper en la particion. Se desactiva cuando se restaura el estado.
Se activa si hay alguna zona con problemas.

Se activa si hay algun fallo en el link de Ethemnet.

Se activa si hay algun fallo de comunicacion de EDP.

Sirve para conectar la alimentacién para el médulo de interfaz de rotura de cristal y para
desconectarla a fin de reiniciar el dispositivo. La salida se reinicia si un usuario introduce su cédigo,
la zona no esta en estado cerrado y las campanas estan desactivadas.
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Tipo de L

salida Descripcion

Atraco Se activa en los siguientes casos para cumplir con PD6662:
confirmado

« se producen dos activaciones de zona de atraco con una diferencia de mas de dos minutos
entre si

« se produce la activacion de una zona de atraco y una zona de panico con una diferencia de mas
de dos minutos entre si

« sise produce la activacién de una zona de atraco y una zona de manipulacion o de una zona de
panico y una zona de manipulacién en el plazo de dos minutos

Modo técnico  Se activa si hay un técnico in situ y el sistema se encuentra en modo técnico completo.
completo

* Este tipo de salida sélo puede indicar incidencias que afectan a todo el sistema (no especificas de
particiones).

1 Una APR solo es compatible con Kit SiWay RF (SPCW110, 111, 112, 114).
Consulte también

Configurar enclavamiento y autoarmado de salidas del sistema en la pagina 252

16.13 Comunicacioén
1. Desplacese hasta COMUNICACION vy pulse SELECC.

2. Desplacese ala opcién de programacién deseada.

16.13.1 Puertos serie

Los puertos serie admiten la conexién de PC antiguas al sistema u otros equipos periféricos tales como
impresoras.

1. Desplacese hasta PUERTOS SERIE.
2. Pulse SELECC.

3. Desplacese hasta el puerto serie que desea programar.
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4.

5.

Seleccione la opcidn de programacién deseada que se muestra en la siguiente tabla.

TIPO Determina si el tipo es TERMINAL (informacién del sistema) o
IMPRESORA (registro de incidencias del SPC).

VELOCIDAD Determina la velocidad de la comunicacién entre la central y los equipos
DE periféricos. Tenga en cuenta que la velocidad de baudios debe serigual en
BAUDIOS ambos equipos.

BITS DE Determina el tamario del paquete de datos que se debe transferir entre la
DATOS central y los equipos periféricos. Tenga en cuenta que los bits de datos
deben seriguales en ambos equipos.

BITS DE Determina la cantidad de bits de parada al final del paquete de datos. Tenga
PARADA en cuenta que los bits de parada deben ser iguales en ambos equipos.

PARIDAD Determina la paridad (par/impar) del paquete de datos. Tenga en cuenta
que la paridad debe ser igual en ambos equipos.

CONTROL Determina si los datos se encuentran bajo control de hardware (RTS. CTS)
DE FLUJO o de software (ninguno). Tenga en cuenta que el control de flujo debe ser
igual en ambos equipos.

Pulse ATRAS para salir.

16.13.2 Puertos Ethernet

Para programar el puerto Ethernet:

1.
2.

Desplacese hasta PUERTO ETHERNET.
Pulse SELECC.

Se mostraré la opcién DIRECCION IP, XXX.XXX.XXX.XXX (Para nimeros de una cifra, se
necesitan ceros delante, por ejemplo: 001).

Pulse SELECC. e introduzca la direccién IP preferida.

Cuando pulse latecla INTRO, el sistema emitira un sonido dos veces y aparecera el mensaje
ACTUALIZADO si ladireccion IP es valida. Siintroduce la direccion [P manualmente, debe ser
la unica en lared LAN o VLAN conectada a la central. Si se utiliza la opciéon DCHP, no se
completa el campo.

Desplacese hasta IP DE MASCARA DE SUBRED.

Pulse SELECC. e introduzca la MASCARA SUBRED con formato XXX. XXX.XXX.XXX. (Para
numeros de una cifra, se necesitan ceros delante, por ejemplo: 001). Cuando pulse la tecla
INTRO, el sistema emitira un sonido dos veces y aparecera el mensaje ACTUALIZADO sila IP
DE MASCARA DE SUBRED es valida.

Desplacese hasta PUERTA DE ENLACE. Tenga en cuenta que la puerta de enlace debe estar
programada para el acceso fuera de la red (para uso con el Portal).

Pulse SELECC. e introduzca el formato XXX. XXX.XXX.XXX. de laPUERTA DE ENLACE.
(Para numeros de una cifra, se necesitan ceros delante, por ejemplo: 001). Cuando pulse la tecla
INTRO, el sistema emitira un sonido dos veces y aparecera el mensaje ACTUALIZADO sila
PUERTA DE ENLACE es valida.

Desplacese hasta DHCP. EI DHCP esta habilitado si lared LAN tiene un servidor DHCP para
asignar la direccién IP. La direccién IP debe habilitarse manualmente. Tenga en cuenta que la
puerta de enlace debe estar programada si la central requiere acceso fuera de la red (para
servicio del Portal).

Pulse SELECC. e introduzca el formato XXX. XXX. XXX.XXX. dela PUERTA DE ENLACE.
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10.
1.

(Para nimeros de una cifra, se necesitan ceros delante, por ejemplo: 001).

Cuando pulse latecla INTRO, el sistema emitira un sonido dos veces y aparecera el mensaje
ACTUALIZADO silaPUERTA DE ENLACE es vélida.

Se muestra la opcion DHCP.
Desplacese entre DHCP HABILITADO y DESHABILITADO para seleccionar la opcion preferida.
Pulse SELECC.

16.13.3 Transmisores

El sistema SPC es compatible con los transmisores inteligentes SPC (PSTN, GSM, GSM [4G]) para
comunicaciones con lineas analdgicas e interfaz de redes moéviles para comunicaciones y conectividad
mejoradas. El sistema SPC debe configurarse en consecuencia.

16.13.3.1 Control de la interfaz de red de transmision

El sistema de alarma SPC envia un polling a SPC Com XT, el cual responde con un reconocimiento
(ACK) de polling. Al recibir un ACK de polling valido, el sistema de alarma SPC actualiza el estado a OK'y
resetea el temporizador de intervalo de polling (segun la categoria de ATP).

Si el sistema de alarma SPC no recibe un ACK de polling dentro del periodo de tiempo especificado
(segln la categoria de ATP), el sistema de alarma SPC actualiza el estado a CAIDO.

SPC admite las siguientes interfaces de transmision:
« Ethernet
o Mdédem GSM con GPRS habilitado

GSM (4G)

o« Mbédem RTB

AVISO: Antes de cambiar el codigo PIN o de usar una nueva tarjeta SIM, asegurese de que todas las
fuentes de alimentacion estén desconectadas (red de CA y bateria) o la tarjeta no se activara.

AVISO: Tras restablecer los valores por defecto de fabrica, durante el proceso de configuracion inicial
del sistema con el teclado, la central detecta si hay un médem principal o de respaldo y, en caso de
ser asi, muestra el tipo de médem y lo habilita automaticamente con la configuracion por defecto. No
se permite otro tipo de configuracién en esta etapa.

16.13.3.2 Configurar médems

Para configurar un médem GSM o RTB:

1.
2.

Desplacese hasta MODEMS y pulse SELECC.

Desplacese entre PRINCIPAL y RESPALDO para seleccionar el médem que corresponde y pulse
SELECC.

Se muestra la opcién HABILITAR MODEM.
HABILITE o INHIBA el médem segun sea necesario.

Desplacese a ESTADO DEL MODEM, NIVEL DE SENAL, TIPOy VERSION FIRMWARE, y
pulse SELECC. para ver detalles del modem.

Configure los siguientes ajustes del médem desde el menu, tal como se indica a continuacién, y
pulse INTRO después de cada seleccion:
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Opcion de menu Descripcion

CODIGO PAIS
CcODIGO GSM

MODO
RESPUESTA

RESP. ACC.
TECNICO

CONFIG. SMS

MARCACION
DE PREFIJO

Supervisién de
linea

uUSsSD

COMP.
CREDITO SIM

Seleccione un pais de la lista.
(S6lo médem GSM) Introduzca un cédigo GSM para la tarjeta SIM.

Elija esta opcién para seleccionar el modo en que el médem respondera a las llamadas
entrantes: NO RESPONDER NUNCA O RESPONDER SIEMPRE.

Seleccione HABILITAR para responder sélo con cédigo de técnico autorizado.

Seleccione HABILIT. SMS para habilitar el SMS para este médem.
Sélo médem RTB

Seleccione Servidor SMS para introducir un nimero de teléfono apropiado del proveedor de
servicios de SMS accesible donde usted se encuentra, si es necesario. Este nimero
muestra automaticamente el nimero por defecto para SMS en el pais seleccionado.

Para comprobar manualmente el SMS, seleccione TEST e introduzca el NUMERO DE
SMS.

Para probar automaticamente un SMS a intervalos especificos, seleccione

TEST AUTOMATICO, seleccione un INTERVALO DE TEST e introduzca el NUMERO
DE SMS.

Sélo modem RTB

Introduzca el numero de prefijo que se debe incluir antes del nimero de SMS, si es
necesario.

Médem RTB

Habilite esta opcién para controlar la tension de la linea conectada al médem.

Médem GSM

Habilite esta opcion para controlar el nivel de sefial del médulo GMS conectado al médem.
MODO o TEMPORIZADOR

MODO: seleccione un MODO de supervision (DESHABILITADO, SIEMPRE ACTIVADO,
ARMADO TOTAL). La opcion ARMADO TOTAL solo permite esta funcion cuando el
sistema esta en Armado total.

TEMPORIZADOR: introduzca la cantidad de segundos para el TEMPORIZADOR de
supervision (0-9999 segundos).

Nota: Configuracién de confirmacion EN 50131-9
Para que la confirmacion segun EN50131-9 funcione correctamente, la supervision de
linea debe estar habilitada. (Consulte Opciones del sistema en la pagina 268.)

So6lo médem GSM

Introduzca el cédigo del Servicio Suplementario de Datos no Estructurados (USSD) para
su proveedor de servicios para habilitar la comprobacién de crédito mediante SMS gratuito
para tarjetas SIM prepagas. Nota: Esta funcion no esta disponible universalmente.
Verifique con su proveedor del servicio.

Habilite esta funcion para recibir informacién sobre saldo de crédito para tarjetas SIM
prepagas (donde esté disponible por parte de su proveedor del servicio).
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Opcion de menu Descripcion

MODODERED Solo GSM (4G)
Seleccione el tipo de sefial que desea que utilice el médem:
« Solo 2G Esta opcién habilita la conexion a redes 2G Unicamente.
« Solo 4G Esta opcién habilita la conexion a redes 4G unicamente.

« Buscar 4G primero Esta opcion fuerza al médem a conectarse a redes 4G
disponibles. Si no hay una red 4G disponible, el médem se conecta a una red 2G.

So6lo médem GSM

Si la mensajeria SMS esta habilitada y se envia un codigo PIN incorrecto a la tarjeta SIM tres veces,
la tarjeta SIM se blogueara. En este caso, Vanderbilt recomienda que se retire la tarjeta SIM y se
| i desbloquee con un teléfono movil. Si se cambia la tarjeta SIM del médulo GSM o si se utiliza una
tarjeta SIM con un cédigo PIN, Vanderbilt recomienda que se programe el codigo PIN antes de que se
coloque la tarjeta SIM en el soporte de la tarjeta. Esto garantiza que no se envien cédigos PIN
incorrectos a la tarjeta SIM. Cuando se coloca la tarjeta SIM en el soporte, se debe desconectar la
alimentacién (red de CA y bateria).

16.13.4 Estacion central

Esta seccion describe como afadir, editar y borrar una estacion central y cémo hacer una llamada de
prueba.

Consulte:
« Agregar abajo
« Editaren la pagina opuesta
« Borraren la pagina opuesta
« Iniciar llamada de test en la pagina opuesta
16.13.4.1 Agregar
Para programar la configuracion de la estacion central:
1. Desplacese hasta ESTACION CENTRAL > ANADIR.
2. Pulse SELECC.

3. Seleccione la opcion de programacion deseada que se muestra en la siguiente tabla.

ID Estainformacion debe estar disponible desde la estacion de recepciony se

ABONADO utiliza para identificar a los usuarios cada vez que se realiza una llamada ala
CRA.

NOMBRE Descripcién de la central de recepcion de alarmas remota.

ABONADO

ABIERTO El protocolo de comunicacion que se utilizara (SIA, Contact ID, Formato
rapido).

TELEFONO  El primer nimero que se debe marcar para contactarse con la CRA.

1
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TELEFONO El segundo numero que se debe marcar para contactarse con la CRA. El
2 sistema sdlo intenta contactar con la CRA mediante este nimero si el primer
numero de contacto no pudo conectar con éxito.

PRIORIDAD EI médem (primario o de respaldo) que se utilizara para comunicarse con la
CRA.

4. Unavez que se complete la programacion, en el teclado aparecera la opcion de realizar una
llamada de test a la estacion.

16.13.4.2 Editar
Par editar la configuracion de la estacion central:
1. Desplacese hasta ESTACION CENTRAL > EDITAR.
2. Pulse SELECC.

3. Seleccione la opcion de programacion deseada que se muestra en la siguiente tabla.

ID ABONADO Esta informacion debe estar disponible desde la estacion de recepcion y
se utiliza para identificar a los usuarios cada vez que se realiza una
llamada a la CRA.

NOMBRE Descripcion de la central de recepcion de alarmas remota.

ABONADO

ABIERTO El protocolo de comunicacion que se utilizara (SIA, Contact ID, Formato
rapido).

TELEFONO 1 El primer nimero que se debe marcar para contactarse con la CRA.

TELEFONO 2 El segundo nimero que se debe marcar para contactarse con la CRA.
El sistema sélo intenta contactar con la CRA mediante este nimero si
el primer nimero de contacto no pudo conectar con éxito.

INTENTOS DE Introduzca la cantidad de veces que el sistema intentara realizar una
MARCACION llamada al receptor.

INTERVALO DE Introduzca la cantidad de segundos de retardo entre intentos fallidos de
MARCACION marcacion. (0-999)

Partic.asignadas Asigne las particiones para las que se enviaran incidencias ala CRA.

INCIDENCIAS Definalos tipos de incidencias enviadas ala CRA.

ENVIADAS

PRIORIDAD El médem (primario o de respaldo) que se utilizara para comunicarse
conla CRA.

TEST Define una programacion para comprobar la conexion ala CRA. Los

AUTOMATICO  posibles valores oscilan entre cada hora y una vez cada 30 dias.

4. Unavez que se complete la programacion, en el teclado aparecera la opcion de realizar una
llamada de test a la estacion.

16.13.4.3 Borrar

Le permite borrar una CRA configurada.
16.13.4.4 Iniciar llamada de test

Le permite comprobar la conexion con la CRA.

Para realizar una llamada de prueba, haga lo siguiente:
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A o DD =

Seleccione Llamad. test

Seleccione el nombre de la CRA.

Haga clic en Selecc.

Seleccione el médem que se utilizara para la llamada de prueba.

Se realiza la llamada de prueba.

16.13.5 SPC Connect PRO

SPC Connect PRO es una aplicacioén de escritorio disefiada para brindar asistencia técnica para la
instalacion y el mantenimiento de los sistemas SPC. Si usa SPC Connect PRO, puede crear
instalaciones y configurarlas antes de llegar al lugar. La herramienta puede utilizarse en conjunto con el
servicio en la nube SPC Connect para conectarse de forma remota a sitios y brindar asistencia técnica.

Para habilitar y configurar el soporte para SPC Connect PRO:

1.

2
3
4.
5

16.14 Test

Desplacese hasta SPC CONNECT PRO Yy pulse SELECC.

Habilite la opcion SPC CONNECT PRO.

Desplacese hasta INTERFACES y pulse SELECC.

Habilite/Deshabilite la opcién ETHERNET, USB, SERIE (X10) y MODEM segun corresponda.

Para habilitar la interfaz TCP, seleccione PUERTO TCP, introduzca el nimero de puerto y pulse
SELECC.

1.
2.

Desplacese a TEST y pulse SELECC.

Desplacese a la opcion de programacion deseada.

16.14.1 Test sirena

Para realizar un test de sirena:

1.
2.

Desplacese hasta TEST > TEST DE SIRENA.
Pulse SELECC.

Cuando se selecciona la opcién TEST DE SIRENA, encontrara las siguientes opciones
disponibles: SIRENAS EXTERIORES, FLASH, SIRENAS INTERIORES y ZUMBADOR. Al
seleccionar cada una de estas opciones, el dispositivo suena para comprobar que funciona
correctamente.

16.14.2 Test de intrusion

Un test de intrusién garantiza que los detectores estan funcionando correctamente en el sistema SPC.

Para realizar un test de intrusion:

1.
2.
3.

Desplacese a TEST > TEST INTRUSION.
Pulse SELECC.

La pantalla indica el numero total de zonas del sistema donde se realizara la prueba con el texto
PARA PRUEBA XX (donde XX representa el nUmero de zonas validas para test de intrusion).
Coloque el sensor en la primera zona y activelo (abra la puerta o la ventana).

El zumbador del teclado suena continuamente durante unos dos segundos para indicar que se ha
detectado la activacién de la zona, a la vez que desciende el nUmero de zonas que quedan por
someterse al test (se muestran en el teclado).

Prosiga con las zonas que quedan en el sistema hasta que todas se hayan probado. Si el sistema
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no reconoce la activacién de una zona, revise el cableado del detector o sustituyalo por otro
detector si fuera necesario.

(i

AVISO: Todas las zonas se pueden incluir en un test de intrusion de técnico.

16.14.3 Control de zonas

La opcién Control de zonas muestra la informacién de estado de cada una de las zonas del sistema.

Para ver mas informacion sobre el estado de zonas:

1.
2.
3.

Desplacese hasta TEST > CONTROL DE ZONAS.

Pulse SELECC.

Desplacese hasta la zona preferida y pulse SELECC.

Se mostrara el estado de la zona y el valor de resistencia asociado.

Pulse SIGUIENTE para localizar la zona (por ejemplo, CONTROLADOR 1 = primera zona del
controlador).

Consulte la tabla a continuacion para ver la informacién de estado (valido para resistencias
2RFL).

Estado de zona Abreviatura
DESCONOCIDO UK
CERRADO CE
PROTOCOLO OP
CORTO SH
DESCONECTADO DI
IMPULSO PU
DET.VIBRACION GR
ENMASCARADO AM
FALLO FA
SUSTITUCION C.C. DC
FUERA DE LIMITES OB
INESTABLE IN

Se pueden controlar todas las zonas del sistemay determinar si estan funcionando correctamente al
realizar un test de control.

Para realizar un test de control de zonas:

1.
2.
3.

Desplacese hasta CONTROL DE ZONAS.
Pulse SELECC.

Desplacese hasta la zona preferida y pulse SELECC, o bien introduzca el nimero de zona
directamente.
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Sila zona se encuentra ubicada cerca del teclado, se puede ver el estado del teclado cuando
cambia. En la parte superior derecha se muestran el estado de la zona y el valor de resistencia.

Cambie el estado del sensor, por ejemplo, para un sensor de contacto de puerta, abra la puerta.

El zumbador del teclado emite un pitido y el estado del sensor cambia de CL (Cerrado) a OP
(Abierto). El valor de resistencia correspondiente cambia a un valor que depende del esquema de
resistencia RFL.

i

Se recomienda que verifique el funcionamiento de todas las zonas del sistema una vez que finalizé la
instalacion. Para localizar la zona, seleccione SIGUIENTE (boton derecho) en el teclado. Un valor de
estado de zona SH o Dl indica que hay un cortocircuito en la zona o que esta desconectada.

16.14.4 Test salida

Para realizar un test de salida:

1.
2.
3.

Desplacese hasta TEST SALIDA.
Pulse SELECC.

Desplacese entre CONTROLADOR y MODULO DE EXPANSION para seleccionar la opcién
preferida.

Si esta comprobando las salidas del controlador, desplacese hasta la salida correspondiente y
pulse SELECC. Si esta comprobando las salidas del médulo de expansion, seleccione el médulo de
expansion y luego la salida.

La pantalla del teclado indica el estado actual de la salida en la linea superior.
Alterne entre los estados de salida ACT/DES.

Verifique que el dispositivo conectado a la salida seleccionada cambie de estado segun
corresponda.

16.14.5 Pruebas

La opcién Pruebas ofrece un método para comprobar las zonas seleccionadas. Las zonas en prueba no
disparan alarmas, pero si quedan registradas en el registro de incidencias. Las zonas en prueba
permaneceran a prueba hasta que finalice el periodo de prueba segun lo establecido en los valores por
defecto (14 dias).

Para realizar la prueba:

1.
2.

Desplacese hasta PRUEBAS y pulse SELECC.

Desplacese entre HABILITAR PRUEBA y CANCELAR PRUEBA para seleccionar la opcion
preferida.

Desplacese hasta la zona preferida y pulse SELECC.

Aparecera un mensaje para que confirme que la zona esta en prueba.

i

AVISO: Se pueden incluir todos los tipos de zona en la prueba.

16.14.6 Opciones audibles

Las opciones audibles se aplican como indicadores dentro de un test de intrusion.
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Para establecer las opciones audibles:
1. Desplacese a OPCIONES AUDIBLES.
2. Pulse SELECC.
3. Desplacese hasta una de las siguientes opciones: TODO, SIR. INT., SIR. EXT., TECLADO.
4. Pulse SALVAR.
5. Pulse ATRAS para salir.

16.14.7 Indicadores visuales

Esta prueba sirve para comprobar todos los pixeles en el teclado LCD y todos los pixeles e indicadores
LED en el teclado Confort, el mddulo de indicador y el conmutador de llave.

Para probar un teclado:
1. Desplacese aIndic. visuales.
2. Pulse SELECC.
3. Pulse Habilitar.
En el teclado LCD se muestran dos filas de caracteres que cambian continuamente.

En el teclado Confort, se encienden todos los indicadores LED y se muestran todos los pixeles de la
pantalla.

1. Pulse ATRAS para deshabilitar la comprobacion.
2. Pulse ATRAS para salir.

16.14.8 Test sismico
Para realizar un test sismico:
1. Desplacesea TEST > TEST SiSMICO.
2. Pulse SELECC.

3. Seleccione TEST TODAS PART., o seleccione una particién concreta para comprobar.

4. Siselecciona una particion individual para comprobar, puede seleccionar TEST TODAS ZONAS
0 bien una zona sismica especifica para comprobar.

Mientras se esta realizando el test, en el teclado se muestra el mensaje ‘TEST SiISMICO'.

Si el test falla, se muestra el mensaje «FALLO SISMICOp». Si se pulsa la tecla «i» 0 «VER», se
muestra una lista de las zonas con fallo por la que es posible desplazarse.

Si el test es satisfactorio, se muestra «SISMICO OKp».
Consulte también

Test de sensor sismico en la pagina 379.

16.15 Utilidades

1. Desplacese hasta UTILIDADES y pulse SELECC.

2. Desplacese hasta la opcion de programacion deseada:

Version software Para ver la version actual del software.
PARAM.FABRICA Para resetear los usuarios o restablecer la configuracion de fabrica.

CONFIG.BACKUP Para realizar una copia de respaldo de la configuracion.
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RESTAUR.CONFIG. Pararestaurar la configuracion.
REINICIO SISTEMA  Parareiniciar el sistema.

LICENCIA Introduzca un nimero de licencia para cambiar la clave de licencia
de SPC. El sistema no registra o informa un cambio de licencia.

16.16 Aislar

Las zonas, alertas de sistema o alertas desde dispositivos X-BUS se pueden inhibir manualmente desde
el teclado. Al inhibirse una zona se elimina la misma del sistema hasta que el usuario la restaura.

Para inhibir zonas, alertas de sistema o alertas desde dispositivos X-BUS:
1. Desplacese a INHIBICION y pulse SELECC.

2. Desplacese ala opcion deseada de la siguiente tabla 'y pulse SELECC.

ZONA Seleccione la zona correspondiente y cambie la configuracion de NO INHIBIDA a
INHIBIDA.

Sistema Inhiba la alerta del sistema deseada.

XBUS Inhiba la alerta que desee desde MODULOS DE EXPANSION o TECLADOS:
« Perdida comunic.
o FALLO FUSIBLE XBUS (s6lo mddulos de expansion)
o Tamper X-Bus

Ver Para ver una lista de las zonas, alertas del sistema y alertas de dispositivos X-BUS
aislam.  que se hayan inhibido.

16.17 Registro de eventos

Las incidencias recientes del sistema se muestran en la opcion REG.INCIDENCIAS. Las incidencias
parpadean a intervalos de un segundo.

1. Desplacese a Reg.incidencias y pulse SELECC.
2. Paraver unaincidencia de una fecha determinada, especifique la fecha con las teclas numéricas.

Las incidencias mas recientes se muestran en la parte inferior de la pantalla. Todas las incidencias
anteriores se van mostrando por orden durante un segundo.

16.18 Registro incidencias control de accesos

El acceso a las diferentes zonas en el sistema se muestra en la opciéon REG.ACC.PUERTAS.
1. Desplacese aREG.ACC.PUERTAS y pulse SELECC.
2. Seleccione una puerta en el sistema para la que desee mostrar las incidencias de acceso.
Las incidencias de acceso mas recientes se muestran con la fechay la hora.

3. Parabuscar unaincidencia de acceso en particular, desplacese por las incidencias de acceso o
introduzca una fechay pulse INTRO.
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16.19 Registro alarmas

El registro de alarmas muestra una lista de las incidencias de alarma.
« Seleccione Registro > Registro del sistema > Registro de alarmas.
En este registro se muestran los siguientes tipos:
« Zonas
—Alarma
—Panico
« Incidencias del sistema
— Alarma confirmada
— Coaccion de usuario
—Panico X-Bus
— Panico usuario
— Panico RPA

16.20 Cambiar cédigo PIN de técnico

Para cambiar el codigo de técnico:
1. Desplacese hasta CAMBIO COD.TECN. y pulse SELECC.
Aparecera un codigo generado de forma aleatoria.

2. Introduzca un nuevo cédigo, si es necesario, sobreescribiendo el codigo mostrado y pulsando
INTRO.

El numero minimo de digitos necesario para este cédigo depende de la configuracion de
seguridad del sistema o de la longitud programada para los digitos PIN en el navegador (Config.
central > Config. sistema > Opciones). El sistema no aceptara un codigo PIN con un nimero
menor de digitos que el que se ha configurado.

Confirme el cédigo PIN nuevo y pulse SALVAR.
4. Pulse ATRAS para volver a la pantalla anterior y corregir el cédigo.

Si se agota el tiempo de la pantalla durante el proceso, el codigo antiguo seguira siendo valido.

16.21 Envio SMS

El sistema SPC admite la comunicacion de alertas por SMS desde la central al técnico y a teléfonos
moviles de usuarios selectos (Incidencias SMS), ademas de permitir a los usuarios controlar el
sistema SPC de forma remota a través de SMS (Control SMS). Estas dos funciones estan
relacionadas entre si, pues permiten al usuario responder a una notificacion por SMS sin necesidad de
encontrarse fisicamente en las instalaciones.

Se puede configurar un maximo de 32 (SPC4xxx), 50 (SPC5xxx) 0 100 (SPC6xxx) ID de SMS para
cada central. Para habilitar las comunicaciones por SMS se requiere un médem con SMS habilitado,
asi como un sistema y una configuracion de usuarios adecuados.

Dependiendo del modo de AUTENTICACION SMS seleccionado (consulte Opciones en la pagina
117), la autenticacion de usuario por SMS se puede configurar para usar diferentes combinaciones del
codigo PIN e ID llamada del usuario, o el cédigo PIN de SMS y codigo PIN de llamada.
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La notificacion por SMS puede funcionar con un médem RTB si el operador de RTB admite SMS a
través de RTB, mientras que para el control por SMS se necesita un médem GSM en la central. Un
modem GSM admite tanto notificacion como control por SMS.

L)

Control SMS

El control por SMS se puede configurar de manera que un usuario remoto pueda enviar un mensaje SMS
para realizar las siguientes acciones en la central:

« Armado/desarmado

« Habilitar/deshabilitar técnico

« Habilitar/deshabilitar el acceso del fabricante

« Puerta de mapeo activada/desactivada
Incidenc.SMS

La notificacion por SMS se puede configurar para enviar un rango de incidencias que ocurran en el
sistema, como por ejemplo:

« Alarmas

« Alarm.confirmd.

« Fallos y tampers

« Armadoy desarmado
« Inhibiciony aislamiento

« Todos los demas tipos de incidencias

16.21.1 Agregar

Para anadir un usuario

Prerrequisitos
o Hay un médem instalado e identificado por el sistema.

o Lafuncion Autenticacion SMS esta activada en OPCIONES (consulte Opciones en la pagina
117).

Desplacese hasta SMS > ANADIR y pulse SELECC.
Seleccione un usuario para anadir a la funcién SMS.
Introduzca un NUMERO DE SMS para este usuario y pulse INTRO.

0N~

Introduzca un PIN SMS para este usuario y pulse INTRO.

El teclado indica que los detalles de SMS se han actualizado.
16.21.2 Editar

Prerrequisitos

o Hay un médem instalado e identificado por el sistema.

o Lafuncion Autenticacion SMS esta activada en OPCIONES (consulte Opciones en la pagina
117).

1. Desplacese hasta SMS > EDITAR y pulse SELECC.

2. Seleccione un ID SMS de técnico o de usuario para editar.
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NUMERO DE
SMS

EDITAR
USUARIO

FILTRO DE
INCIDENCIAS

DERECHOS
CONTROL

Introduzca el nimero al que se enviaran los SMS (requiere un prefijo de codigo de pais de tres
digitos).

Nota: El nimero de SMS del técnico se puede borrar reseteandolo a 0. Los nimeros de SMS
de los usuarios no se pueden borrar.

Seleccione un nuevo usuario para este ID de SMS si es necesario.

Seleccione las incidencias de la central que el usuario o el técnico recibiran a través de SMS.
Seleccione HABILITADO o DESHABILITADO. Las incidencias que estan habilitadas se
indican con un * antes de la incidencia en la lista.

Seleccione las operaciones que el usuario o el técnico podran realizar de forma remota en la
central a través de SMS. Consulte Comandos de SMS en la pagina 218

AVISO: Las incidencias de alarma de ATRACO no se transmiten por SMS.

Silalinea telefénica esta conectada a la red RTB a través de un PBX, debe insertarse el digito de
| i acceso a la linea adecuado antes del numero de la parte a la que se llama. Asegurese de que

Identidad de Linea Llamante (CLI) esté activada en la linea seleccionada para realizar llamadas a

la red SMS. Consulte al administrador de PBX para obtener mas informacion.

16.21.3 Borrar

16.22 X-10

Desplacese hasta SMS > BORRAR.
Desplacese al ID de SMS requerido.
Pulse SELECC.

El teclado indica que la informacion de SMS se ha actualizado.

| i A lafecha de la version 3.4, X-10 se encuentra en servicio. Esta funcionalidad se mantiene en el

producto para conservar la compatibilidad retroactiva.

X-10 es una tecnologia que permite al sistema controlar dispositivos periféricos, tales como luces o
equipos, Y las incidencias del sistema pueden utilizarse para disparar salidas en los dispositivos X-10.
El controlador SPC ofrece un puerto serie dedicado (puerto serie 1) para conectarse directamente con
un equipo X-10 estandar.

1.

Desplacese hasta X-10y pulse SELECC.

2. Desplacese hasta la opcion de programacion deseada:

HABILITAR X-10 Para habilitar o deshabilitar la funcionalidad X-10 en el sistema.

DISPOSITIVOS Para afiadir, editar, eliminar o comprobar dispositivos X-10.
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REGISTRO Para habilitar o deshabilitar el registro de X-10.

16.23 Configurar fecha/hora

La fechay la hora se pueden introducir manualmente en el sistema. La informacién de hora y fecha se
muestra en el teclado y en el explorador, y se utiliza en funciones de programacion relacionadas con el
tiempo.

1. Desplacese alaopcion FECHA'Y HORA y pulse SELECC.
La fecha aparecera en la linea superior de la pantalla.

2. Paraintroducir una fecha nueva, pulse las teclas numéricas correspondientes. Para mover el cursor
alaizquierday ala derecha, pulse las teclas de flecha a la izquierda y a la derecha.

3. Pulse SELECC. para guardar la nueva fecha.

Si se intenta guardar un valor de fecha incorrecto, aparecera el texto VALOR NO VALIDO durante
un segundo y se solicitara al usuario que introduzca una fecha valida.

4. Paraintroducir una nueva hora, pulse las teclas numéricas correspondientes. Para mover el cursor
alaizquierday ala derecha, pulse las teclas de flecha a laizquierda y a la derecha.

5. Pulse SELECC. para guardar la nueva hora.

Si se intenta guardar un valor de hora incorrecto, aparecera el texto VALOR NO VALIDO durante un
segundo y se solicitara al usuario que introduzca una hora valida.

16.24 Texto del instalador

Esta configuracién le permite al técnico introducir informacion del sistema e informacién de contacto del
técnico.

1. Desplacese hasta TEXTO DEL INSTALADOR y pulse SELECC.

2. Desplacese hasta la opcion de programacion deseada:

NOMBRE DEL Se utiliza para ayudar a identificar el sistema. Utilice un nombre claro
SISTEMA y descriptivo para la instalacion.
ID DEL SISTEMA Se utiliza para identificar la instalacién cuando esta conectado a una

estacion central (max. 10 digitos).

NOMBRE DEL Se utiliza para fines de contacto.

INSTALADOR

TELEFONO DEL Se utiliza para fines de contacto.

INSTALADOR

MOSTRAR Configuracion para mostrar los detalles del instalador en estado de
INSTALADOR reposo.

o Los detalles de contacto del instalador programados en estas opciones del menu también deben
1 introducirse en la etiqueta del teclado al finalizar la instalacion.
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16.25 Control de las puertas

Esta opcion le permite controlar todas las puertas del sistema.

1.

2. Seleccione la puerta que desee controlar y pulse SELECC.

Desplacese a CONTROL PUERTA y pulse SELECC.

3. Seleccione uno de los estados de la puerta listados a continuacién como nuevo estado de puerta

y pulse SELECC.

Normal La puerta esta en modo de funcionamiento normal. Se necesita una tarjeta
con los correspondientes atributos de acceso para abrir la puerta.

Temporizada  La puerta se abre para permitir el acceso solo durante un intervalo
temporizado.

Bloqueado La puerta esta bloqueada. La puerta permanece cerrada aunque se
presente una tarjeta con los correspondientes atributos de acceso.

Desbloqueada La puerta esta desbloqueada.

16.26 SPC Connect

Anada un ATS SPC Connect para configurar una conexion entre una central y el sitio web de SPC
Connect https://www.spcconnect.com. Esto le permite a un usuario de una central registrar y acceder
a su central de forma remota a través del sitio web de SPC Connect. Si no se habilita la opcion SPC
Connect durante la secuencia del asistente de inicio, puede utilizar este menu para afadir el ATS SPC
Connect. Si se habilité la opcion SPC Connect durante el inicio, este menu muestra el ID de registro de
la central.

ANADIR

ID DE
REGISTRO

ID
EMPRESA

BORRAR

Si se deshabilité la opcion SPC Connect durante el asistente de inicio, aparecera el menu
ANADIR. Seleccione ANADIR para crear un ATS SPC Connect. Esto le permite a un usuario de
una central registrar y acceder a su central de forma remota a través del sitio web de SPC
Connect: https://www.spcconnect.com.

Si se habilito la opcion SPC CONNECT durante el asistente de inicio, aparecera el ID de registro
de la central. Brinde esta informacién a un usuario final para permitirle registrar su central en el
sitio web de SPC Connect, https://www.spcconnect.com, y acceder de forma remota a la
central.

Para uso futuro.

Para eliminar un ATS SPC Connect de una central, seleccione BORRAR.
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17 Programacién de técnico a través del navegador

Se puede acceder a las opciones de programacion de técnico en la central SPC a través de cualquier
navegador web estandar de un PC, con el acceso protegido por un codigo PIN.

Para acceder a la programacion del técnico a través del navegador, introduzca el cédigo de técnico por
defecto (1111). Para obtener mas informacion, consulte Cdédigo PIN de técnico en la pagina 109.

Este servidor web proporciona acceso al conjunto completo de funciones de programacion que se utilizan
para instalar y configurar el sistema SPC.

Esta opcion de programacion sélo se debe proporcionar a instaladores autorizados del sistema SPC.

=

Las funciones de programacion en modo técnico en el sistema SPC se dividen en las siguientes
categorias:

Funciones de modo técnico normal

Es posible programar estas funciones sin que sea necesario desactivar el sistema de alarma. Se puede
acceder a las funciones directamente al ingresar al modo técnico.

Funciones de modo técnico completo

Estas funciones requieren que se desactive el sistema de alarma antes de que comience la programacion.
Podra acceder a estas funciones dentro del menu Técnico completo.

AVISO: Si la opcidn ‘Salida de modo técnico’ esta habilitada en las opciones del sistema, el técnico

\ puede salir del modo técnico completo con las alertas activas, pero debe aceptar todas las alertas
que se listan en el teclado o en el navegador antes de cambiar de modo técnico completo a modo
técnico normal.

Se puede acceder al servidor web del controlador SPC a través de la interfaz USB o de Ethernet.

cambios.

E Si se esta programando con una interfaz de navegador, haga clic en Salvar cuando se realicen
l Haga clic en Actualizar para ver los valores de programacion actuales en una pagina web.

17.1 Informacion del sistema

Haga clic en el icono ? para ver el menu Ayuda, el cual proporciona informacion actualizada sobre la
central y la funcionalidad autorizada actualmente en el sistema.

17.2 Interfaz Ethernet
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Si la interfaz Ethernet del SPC esta conectada a una red de area local (LAN) existente, consulte con
el administrador de red de dicha LAN antes de conectarse a la central. Direccion IP por defecto:
192.168.1.100.

[t

Conectar el cable

« Conecte un cable Ethernet desde la interfaz Ethernet en el PC al puerto Ethernet en la placa del
controlador

—0-

Si esta realizando la conexion directamente desde un PC, debe utilizar un cable cruzado. Consulte
Conexiones de cable de red en |la pagina 387.

Las luces LED ala derecha de la interfaz Ethernet indican una conexion de datos exitosa (luz LED
derecha encendida) y el trafico de datos de Ethemet (luz LED izquierda parpadeante).

Determinar la direccion IP del controlador SPC
1. Acceda al modo técnico (consulte Cédigo PIN de técnico en la pagina 109).

2. Con las flechas ARRIBA y ABAJO, desplacese hasta la opcion COMUNICACION vy pulse
SELECC.

3. Desplacese hasta PUERTO ETHERNET y pulse SELECC.
4. Desplacese hasta DIRECCION IP y pulse SELECC.
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17.3 Conexidn a la central a través de USB

[i]

Si se resetea la central con el cable USB conectado, debera desenchufar el cable y volverlo a
enchufarlo.

El puerto USB del controlador se conecta a un PC a través de un USB estandar tipo A o un cable tipo
B. Deben instalarse controladores para establecer una conexiéon USB desde el controlador al PC.

Prerrequisitos

(e}

1.

Su PC debe estar conectado con la central a través de un cable USB.
Conecte el cable USB del controlador a una interfaz USB del PC.
Aparecera el asistente Nuevo hardware encontrado.

Haga clic en Next (Siguiente).

Windows XP detecta una unidad USB genérica.

Haga clic en Finalizar.

Windows XP detecta la central SPC — Sistema Avanzado de Seguridad en el puerto COM N,
siendo N el numero del puerto COM asignado al dispositivo.

Anote el puerto COM asignado al dispositivo; lo necesitara méas adelante.
Vuelve a aparecer el asistente de Nuevo hardware encontrado.
Seleccione Instalar el software automaticamente.

Si el asistente de instalacion de unidad de Windows XP le pide que seleccione la opcién que
mejor se ajuste de una lista, elija la siguiente opcién:

Conexién local USB a la SPC Vanderbilt Intrunet
Haga clic en Next (Siguiente).

Aparecera un cuadro de didlogo respecto de la certificacion de Windows. Vanderbilt considera
que es aceptable para continuar. Si tiene mas dudas, péngase en contacto con el administrador
de la red o con un técnico de Vanderbilt.

Haga clic en Continuar de todos modos.
La instalacion finaliza.
Haga clic en Finalizar.

El controlador esta instalado.

Configuracion de la conexiéon en Windows XP

Configure la nueva conexion en el PC:

1.

N o g M 0w N

Haga clic en Inicio.

Seleccione Conectar a > Mostrar todas las conexiones > Crear una conexién nueva.
En el asistente para nueva conexion, seleccione Configurar una conexion avanzada.
Seleccione las Opciones de conexion avanzadas, Conectar directamente a otro equipo.
Seleccione Invitado como rol para este PC.

Introduzca un nombre para la conexion.

Seleccione un puerto de serie disponible para su uso con la conexién. Este debe corresponderse
con el puerto COM que esta utilizando el dispositivo USB.

Seleccione si esta conexion estara disponible para todos los usuarios o solo para usted.

© Vanderbilt 2019

185 ABV10276963-e
11.2019



SPC4xxx/5xxx/6xxx — Manual de instalacion y configuracion Programacion de técnico a través del navegador

10.

1.

12.

13.

14.

En el dltimo cuadro de didlogo del asistente, haga clic en Finalizar.

El PC solicitara un nombre de usuario y clave para la conexion USB. Introduzca la siguiente
informacioén:

- Nombre de usuario SPC
- Clave: password (por defecto)
Haga clic en Conectar.

El PC inicia un enlace de datos con el controlador. Cuando establece el enlace, aparece un icono de
conexion en la barra de tareas en la parte inferior de la pantalla del PC.

Haga clic con el botén derecho y seleccione Estado.
Aparecera la direccion IP del servidor en la ventana de informacion.

Introduzca esta direccion en la barra de direcciones de un navegador de Internet con el protocolo de
transferencia de hipertexto seguro (por ejemplo: https://192.168.5.1).

Inicie sesion en la aplicacion de navegador del SPC con su codigo de usuario.

e

Debe cambiar inmediatamente y anotar su codigo por defecto. Si olvida su cédigo, la Unica solucién
es volver a la configuracion predeterminada de fabrica del sistema, reseteando toda la configuracién
del sistema. La configuracion se puede recuperar si hay una copia de seguridad disponible.

Windows 7

Prerrequisitos

1.
2.

© © N o o»

10.

11.
12.
13.
14.

Debe contar con derechos de Administrador Local para ejecutar las acciones de esta tarea.
Abra el Panel de Control de Windows 7.

Seleccione Teléfono y médem.

Se abrira la pagina Teléfono y médem.

Seleccione la pestafia Médems y haga clic en Afnadir.

Se abrira la pagina Asistente para agregar hardware - Instalar nuevo médem.

Haga clic en Siguiente dos veces.

El asistente de Agregar nuevo hardware muestra una lista de médems.

Seleccione Cable de comunicacion entre dos ordenadores.

Haga clic en Next (Siguiente).

Haga clic en Siguiente y, a continuacion, en Finalizar.

Vuelva a la pestafia Médems en la pagina Teléfono y médem.

Seleccione el nuevo médem y haga clic en Propiedades.

Se abrira la pagina Cable de comunicaciones entre dos ordenadores - Propiedades.

En la pestafia General, haga clic en Cambiar configuracion para que se puedan editar las
propiedades.

Seleccione la pestafia Médem.
Modifique el valor de Velocidad maxima del puerto a 115200 y haga clic en Aceptar.
En el Panel de control, abra Centro de redes y recursos compartidos.

Haga clic en Modificar configuracion del adaptador. Si hay un nuevo médem en la lista de
conexiones disponibles, contintie con el paso 22. Si el médem no esta presente, continte con los
siguientes pasos.
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15.

16.
17.

18.

19.
20.
21.

22.

23.
24.

25.

26.

27.

En el Centro de redes y recursos compartidos, haga clic en Configurar una nueva
conexion o red.

Seleccione Configurar una conexién de acceso telefénico y haga clic en Siguiente.

Introduzca los valores que desee en los campos Nimero de teléfono, Nombre de usuario y
Clave, e indique un nombre en el campo Nombre de conexion.

Haga clic en Conectar.

Windows 7 crea la conexion.

Saltese el proceso de Comprobacion de la conexidn a Internet.
Haga clic en Cerrar.

En el Centro de redes y recursos compartidos, haga clic en Cambiar configuracion del
adaptador.

Haga doble clic en el nuevo médem.

Se abre la pagina Conectar Nombre de conexién, donde Nombre de conexion es el nombre
definido para el médem.

Haga clic en Propiedades.

Compruebe que el campo Conectarse mediante: contiene la informacién correcta, por ejemplo,
Cable de comunicacion entre dos ordenadores (COM3).

Abra su navegador e introduzca la direccion IP del controlador, con https como protocolo de
conexion.

Si el navegador muestra una pagina de error de certificado, haga clic en Continuar de todos
modos.

Inicie sesion en la central.

17.4 Inicio de sesion en el navegador

Para iniciar sesion en el navegador:

1.

Cuando se haya establecido el enlace Ethernet 0 USB y se haya determinado la direccion IP del
controlador, abra el navegador del PC.

Introduzca la direccién IP en la barra de direcciones del navegador con el protocolo de
transferencia de hipertexto seguro. (Por ejemplo, https://192.168.1.100.). Consulte la tabla en
Configuracion por defecto para la direccion del servidor WEB en la pagina siguiente.

Se mostrara una pagina con un mensaje de seguridad.
Haga clic en Continuar a este sitio web.

Aparecera la pagina de inicio de sesion.
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\/ANDERBILT

a SPC6300

Usuario:

Clave:

Castellano M

4. Introduzca la siguiente informacion:
- ID de usuario: Nombre de usuario o de técnico
- Clave: Cédigo PIN de usuario o de técnico.

5. Seleccione el idioma en el que desea visualizar las paginas del navegador. Con la configuracion de
idioma por defecto «Autom.» se cargara automaticamente el idioma asignado a este ID de usuario.

6. Hagaclic en Iniciar sesion.

Configuracion por defecto para la direccion del servidor WEB

Conexién Direccion IP del servidor web
Ethernet 192.168.1.100 (por defecto)
RS232 192.168.2.1 (fija)

Modem de respaldo/RS232 192.168.3.1 (fija)

Médem principal 192.168.4.1 (fija)

USB 192.168.5.1 (fija)

17.5 Inicio de SPC

La pagina de inicio de SPC tiene una pestafia Resumen del sistema, una pestafia Alarmas y una
pestana Video.

17.5.1 Resumen sistema

La pestafia Resumen del sistema esta dividida en estas tres secciones:

« Sistema: Muestra el estado de todas las particiones, las alertas del sistema activas, las
advertencias y la informacién del sistema.

« Particiones: Muestra el estado de cada particién definida en el sistema con un maximo de 20
incidencias de alarma. Puede armar o desarmar una particion, y el estado de la particion se
mostrara aqui.

« Inhibiciones y aislamientos: Muestra una lista de todas las zonas aisladas y le permite restaurar
o inhibir antes de armar.
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Resumen sistema Alarmas Video

Ver etiqueta alarma

Sistema
Todas las part. Atotal Desarmado
Alertas sistema activo
Front door - Rebo nst Robo inst. [ R [ mhib. | Aisl |
Vaut - Robo inst Robo inst. [ R J[ b, ][ sl |
Window 2 - Robo inst Robo inst. [ A on |[ Inhib Il Aisl |
PIR 1 - Robo inst Robo inst. [ R on || Inhib Il Aisl |
Avisos e informacién
Acceso técnico permitido
Técnico en instalacion

Particiones

articion 1: Area .total Desarmado

Particion 1: Area 1 Atotal D d
Evitar armado
Zona 1: Front door Robo inst. | Restauracion || Inhib Il Aisl |
Zona 3 Window 2 Robo inst. [ R sn || mnib. || Aisl |
Zona 4 PIR 1 Robo inst. [ R sn || mnib. || Aisl |

AVISO: Si hay alarmas en el sistema, se muestra el mensaje de informacion Ver alarma.

17.5.2 Descripcion general de alarmas

En la pestafa Alarmas se mostrara la siguiente informacion:

« Estado armado de alarma: Muestra si el sistema estaba parcialmente o totalmente armado al
momento de la activacion de la alarma.

« Estado de alarma: muestra el tipo de alarma (alarma, alarma confirmada, etc.)

« Sirenas activas: Muestra si la alarma activo las sirenas. Haga clic en el boton Silenciar
sirenas para cancelar.

Para cada particion, se muestra Estado de armado de alarma, Estado de alarma, Activaciones de
alarmay Registro de alarma. Activaciones de alarma muestra una lista de las zonas en estado de
alarma ordenadas por activacion. Haga clic en el botén Restaurar para borrar. El Registro de alarma
muestra hasta 20 incidencias.

Resumen sistema Alarmas Video

Sistema
Alarma estado armado Atotal Desarmado
Estado alarma Alarma confirmada
Sirenas activas Sirenas activas Silenciar sirenas

Particion 1: Area 1

Alarma estado armado A.total Desarmado

Estado alarma Alarma cenfirmada

Particion 1 Activaciones de alarma

Hora activacion Zona Tipo zona Zona Estado Cambio

Hoy 14:24:52 1: Front door Robo inst. Reposo Robo inst.
Hoy 14:24:55 3 Window 2 Robo inst Reposo Robo inst.
Hoy 14:24:55 4 PIR1 Robo inst Reposo Robo inst.

Particién 1 Reg. alarmas
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17.5.3 Ver video

La pestafia Video muestra imagenes de hasta 4 camaras IP.

« Enmodo técnico completo, técnico normal y usuario, seleccione SPC General > Video.

Todas las camaras configuradas y operativas (hasta 4 max.) se muestra en la pagina Camaras de
video. Solo dos camaras estan disponibles en el ejemplo a continuacion.

Resumen sis

Camaras video

Camera 1 Camera 2
OK

X
— oy AT
S e .‘
el i re
S o X |

Las imagenes se actualizan automaticamente segun la configuracion del intervalo de la camara. (Consulte
Configurar video en la pagina 313.)

Haga clic en el botdn Pausar actualizacion para mantener la imagen actual en pantalla y pausar la
actualizacion. Haga clic en el boton Reiniciar actualizacion para permitir que la central actualice las
imagenes.

Nota: Asegurese de que la resolucién seleccionada sea de 320 x 240 para las camaras que se mostraran
en el navegador. De lo contrario, es posible que las imagenes no se visualicen correctamente. Se puede
utilizar la resolucion mas alta de 640 x 480 para el funcionamiento con SPC Com.

Transmision de fallo de video

Encima de la imagen de la camara se muestra un informe de fallo de video. En la siguiente tabla se
muestra una lista de los posibles mensajes:

Mensaje Descripcion

OK La camara se esta comportando normalmente

Timeout Ha terminado el tiempo de conexion de la camara

Socket no valido Error de manipulacién de ranura interna

Imagen demasiado Imagen recibida demasiado pequefia

pequefia

Bufer demasiado La imagen recibida es demasiado grande. Baje la resolucion en la configuracion de la

pequefo camara.

Formato incorrecto Formato recibido no valido.

Abortar Conexion TCP desconectada

Interna La central de alarmas no tiene memoria suficiente para completar la peticion.

Peticion incorrecta Se ha enviado a la camara una peticiéon mal formulada. Compruebe los ajustes de

configuracién de su camara.

Error del cliente La camara ha notificado un error del cliente. Compruebe la configuracion de su camara.
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Mensaje

Descripcion

Error de autorizacion

Desconocido

El nombre de usuario y/o la contrasefia son incorrectos.

Se ha notificado un error desconocido. Puede que el modelo de la camara no sea
compatible.

17.6 Estado de la central

Esta seccion abarca:

17.6.6 Estado ATS y ATP de FlexC
17.6.7 Alertas del sistema

17.6.1 Estado

Esta pagina muestra el estado y un resumen de los principales componentes de SPC, incluyendo el
sistema, alimentacion, X-BUS y comunicaciones.

1. Seleccione Estado > Hardware > Estado del controlador.

Consulte las siguientes tablas para obtener mas informacion.

Hardware Entradas Salidas Puertas FlexC Politica config. alerta sistema

Estado unidad central Estado X Bus Estado via radio
Sistema Ethernet
Hora sistema: Mie, 23 Jul 2014 15:01:30 Direccion MAC: 00:0F:B603:1AF1
Tamper caja Aisl. Direccion IP: 10.100.82.181
Tamper auxiliar 1 0K Miscara subred 265.255.0.0
Tamper auxiliar 2 OK Pueria enlace: 0000
Tamper sirena: Aisl RX 54 K Paqustes, 15 M Bytes
Modulo via radio: Siway - V5 T 21 K Paquetes, 2 M Bytes
Tamper antena: 0K
Alimentacién Transmisor 1
Redca: 0K i

Estado TX Fallo linea

Sinc.hora red ca: OK (50Hz) B
Bateria Aisl. Tipo: IntelliModem PSTN
Voltaje bateria: NiA £atadolines ]
Coriens baim s NiA Llamadas entrantes: 0(0 Seconds)
Voligje awliar: 136V Llamadas salientes: 0(0 Seconds)
Corriente auxiliar: 200mA gmz E"I"a'lte g
Fusible auxilar oK e =
Fusible sirena exterior OK AR tes marcacion
Fusible sirena interior. OK
X Bus Ti isor 2
Estain cabie: 1203 Estado TX Fallo: E51 [Inhib.]
Mod.exp.E/S en linea: 1 . I 1
Comunicacion oK Espt:.dn e I‘ZI':IEM“E"' =
Tamper caja Aisl g
Tamger anltena' oK Liamadas entrantes: 00 Seconds)
Interferencia RF: 0K Llamadas salientes. 0 (D Seconds)
Fusible oK. SMS ammma. 0
e s oK SMS saliente: { 4
Bateria: Aisl. Intentos fallidos marcacion: 0
Fuente Aisl

Acciones ejecutables

Las siguientes acciones solo son posibles si se ha establecido una conexion.

Restaurar todas Restaura todas las alertas activas en la central. Estos mensajes de alerta se muestran en
las alertas texto en rojo frente al elemento pertinente.
Actualizar Actualiza los cambios en el estado de la central. Debe actualizar la pagina de estado para
mostrar el estado de la central en un momento en particular.
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Técnico

normal

completo/Técnico completo deshabilita las alarmas y evita que se informen las incidencias a la estacién

Para alternar entre los modos técnico completo y técnico normal. EI modo de técnico

central.

17.6.2 Estado de X-BUS

1.

Seleccione Estado > Hardware > Estado X-Bus.

Se muestra la siguiente pagina con el estado de los diferentes dispositivos X-Bus. Todos los
modulos de expansion detectados aparecen listados por defecto.

Hardware Entradas Salidas Puertas FlexC Politica config. aleria sistema

Estado unidad central Estado via radio

Méd.exp.
ID Nombre Tipo Nim.serie Firmware ‘Comunicacién Estado F.A.

1 101 E/S [8 Zona / 2 Salida] 11327907 1.11 [07TAUG13] Enlinea Aisl. Type 1-V4
2 AEX2 Audio [4 Zona] 1434900 1.03 [13MAR13] Enlinea oK Inexistente
3 AEX3 Audio [4 Zona / 1 Salida] 37070907 1.03 [13MAR13] Enlinea OK Inexistente
4 WR4 Via radio 489907 1.11 [07AUG13] Enlinea Aisl Inexistente
5 I10A5 E/S analizada [8 Zona / 2 Salida] 165074801 2.00 [09Apr14] Enlinea Aisl. Inexistente
6 106 E/S [8 Salida] 443907 1.11[07AUG13] Enlinea OK Inexistente
7 KSWT Liave desarmado [1 Salida] 226593801 1.01 [11INOV10] Enfinea Aisl. Inexistente
8 IND8 Indicador [1 Zona] 223387801 1.03 [13MAR13] Enlinea oK Inexistente
Actualizar

Seleccione una de las siguientes pestafias:

- Médulos de expansion (para programar médulos de expansion, consulte Médulos de expansion en
la pagina 254).

- Teclados (para programar teclados, consulte Teclados en la pagina 260).

- Controladores de puerta (para programar controladores de puerta, consulte Controladores de
puertas en la pagina 265).

Haga clic en cualquiera de los parametros de identificacion del teclado / médulo de expansion /
controlador de puerta (ID, descripcion, tipo, nimero de serie) para ver mas detalles sobre su estado.

17.6.2.1 Estado del médulo de expansion

1.

Seleccione Estado > Hardware > Estado X-Bus.

2. Seleccione la pestafia Médulos de expansion.

Se muestra una lista de médulos de expansidn detectados y fuentes de alimentacion asociadas.

Hardware Entradas Salidas Puertas FlexC Politica config_ alerta sistema

Estado unidad central Estado via radio

Mad.exp.
ID Nombre Tipo Nim.serie Firmware Comunicacion Estado F.A

1 101 E/S [8 Zona / 2 Salida] 11327907 1.11[0TAUG13] Enlinea Aisl. Type 1-V4
2 AEX2 Audio [4 Zona] 1434900 1.03 [13MAR13] Enlinea OK Inexistente
3 AEX3 Audio [4 Zona / 1 Salida] 37070907 1.03 [13MAR13] Enlinea OK Inexistente
4 WR4 Via radio 489907 1.11 [0TAUG13] Enlinea Aisl. Inexistente
5 I0A5 E/S analizada [8 Zona / 2 Salida] 165074801 2.00 [09Apri4] En linea Aisl. Inexistente
6 106 E/S [8 Salida] 443907 1.11 [07AUG13] Enlinea oK Inexistente
7 KSW7 Llave desarmade [1 Salida] 226593801 1.01 [11NOV10] Enlinea Aisl. Inexistente
2 INDB Indicador [1 Zona] 223387801 1.03 [13MAR13] Enlinea oK Inexistente
Actualizar

ID méd.
expansion

Descripcién
Tipo
NuUm.serie

Version

Este numero de ID es un identificador Unico para el médulo de expansion.

Descripcién del modulo de expansién. Este texto aparecera en el navegador y el teclado.
El tipo de médulo de expansion detectado (E/S, F.A., teclado, etc.).
El nimero de serie del moédulo de expansion.

La version de firmware del modulo de expansion.
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Comunicacion El estado del médulo de expansion (en linea o fuera de linea).
Estado El estado del médulo de expansion (OK, Fallo, Ab, Tamper).
PSU El tipo de fuente de alimentacién conectada al médulo de expansion, si procede. Haga clic enla

fuente de alimentacién para ver su estado.

Acciones ejecutables

Actualizar Haga clic en el botén para actualizar el estado del X-BUS.

Para ver mas informacion de estado:

« Haga clic en cualquiera de los parametros de identificacion del médulo de expansion (1D,
descripcion, tipo, nimero de serie) para ver mas detalles sobre su estado.

Hardware Entradas Salidas Puertas FlexC Politica config. alerta sistema

Estado unidad central Estado via radio

Mod.exp.

Estado médulo expansion E/S
ID méd.expansion 1101
Tipo E/S[& Zona / 2 Salida]
Num.serie 11327907
Version firmware 1.11 [0TAUG13]
Voltaje 135V
Corriente 0 mA
Zona Estado Cambio
Comunicacion 0K OK
Tamper caja Fallo Aisl.
Fallo fusible oK oK
Fallo c.a. oK oK
Fallo bateria Fallo Aisl.
Fallo fuente alimentacion Fallo Aisl.
Nombre Descripcion

Comunicacion El estadofisico (OK, Fallo) y el estado programado (OK, Aislado, Inhibido) de la conexion
del cable del X-BUS al mdédulo de expansion.

Tamper de El estado fisico y programado del tamper de carcasa del médulo de expansion.
carcasa
Fallo fusible El estado fisico y programado del fusible del médulo de expansion.

Red CA central  El estado fisico y programado de la alimentacion eléctrica al controlador.

Fallo bateria El estado fisico y programado de la bateria
Fallo fuente El estado fisico y programado de la fuente de alimentacién.
alimentacion
Ab Tamper El estado fisico y programado de las salidas de tamper en la fuente de alimentacion.
Bajo voltaje Indicacién del estado de bajo voltaje de la bateria.
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Acciones ejecutables

Nombre Descripcion

esté ARMADO.

Restaurar Haga clic en el boton para restaurar todas las alertas en la central.

alertas
Inhibir Haga clic en este botdn para inhibir una condicion de fallo. La operacion de anulaciéon deshabilitara
@ dicho fallo 0 zona sélo durante un periodo de armado.
La operacion de anulacion no esta disponible en el grado de seguridad EN 50131 Grado 3.
Aislar Haga clic en este botdn para aislar esa zona. Al aislar una zona, ésta se desactiva hasta que

transcurre el tiempo necesario para que la zona se vuelva a restaurar explicitamente. Es aconsejable
actuar con cautela al aislar zonas, ya que dichas zonas no estaran activas siempre que el sistema

Consulte también

Estado de la fuente de alimentacion abajo
17.6.2.2 Estado de la fuente de alimentacién

La pagina Estado de la fuente de alimentacién muestra detalles sobre el estado actual de la fuente de
alimentacioén y sus salidas, ademas de sobre el estado de cualquiera de las baterias conectadas.

Son compatibles los siguientes tipos de fuentes de alimentacion:

« Fuente de alimentacion inteligente SPCP332/333
« Fuente de alimentacion inteligente SPCP355.300

Estado de fuente de alimentaciéon inteligente SPCP332/333

En la siguiente imagen se muestra el estado de la fuente de alimentacion inteligente:

Hardware Entradas Salidas Fuertas FlexC Politica config. alerta sistema
Estado unidad central Estado via radio
Mad.exp.
Estado de la fuente de alimentaciéon
Tipo 1
Firmware 4
Estado red de c.a. OK
Enlace bateria Bateria 7 Ah
Estado bateria En fallo o perdido
Voltaje bateria 0.ov
Corriente bateria OmA
Voltaje Corriente Fusible
Salida 1 13.7V 370mA OK
Salida 2 13.7V omA OK
Salida 3 137V omA MNIA
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Enlace bateria
Estado bateria
Voltaje bateria

Corriente de

Nombre Descripcion

Tipo El tipo de fuente de alimentacién.

Version La version de la fuente de alimentacion.

Estadored de Se muestra el estado de la conexion de C.A. Los posibles valores son Fallo y OK.
c.a.

Se muestra el tipo de bateria conectada.

Se muestra el estado de la conexion de la bateria. Los posibles valores son Falloy OK.

Se muestra la lectura de voltaje de la bateria.

Se muestra la corriente obtenida de la bateria.

bateria
Salidas Se muestra el voltaje en las salidas, la corriente absorbida por la salida y el estado del
fusible enla salida.
Estado de la fuente de alimentacion inteligente SPCP355.300
En la siguiente imagen se muestra el estado de la fuente de alimentacion inteligente SPCP355.300.
Mod.exp.
Estado de ia fuente de alimentacién

Tipa FAVDE

Firmware e: Jml F::IZ:::IL‘ 1l 1 [04JUL 131

Estado red de c.a. OK

Temperatura 24 "G

Voltaje de cama 144V

Cormente de carga 17 ma

Esiado de carga r.:z‘rrrlw;'clll.;m:l

Circuito primario OK

Circuito de carga OK

Bateria

Vollaje Corriente

Bateria 1 OK 13.6Y T0mA

Bateria 2 IrJ :rl;iu; @ 0.3v ama
Nombre Descripcién
Tipo El tipo de fuente de alimentacion.
Version La versioén de la fuente de alimentacion.
Estadoredde  Se muestra el estado de la conexién de C.A. Los posibles valores son Falloy OK.
c.a.
Temperatura Se muestra la temperatura de la fuente de alimentacion.
Voltaje de El voltaje en la fuente de alimentacion
carga
Corriente de La corriente absorbida por la fuente de alimentacion.
carga
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Nombre Descripcion

Estado de Se muestra el estado de la carga de la bateria.

carga

Circuito Se muestra el estado del circuito primario que suministra energia cuando la red de C.A. esta

primario conectada.

Circuito de Se muestra el estado del circuito primario que carga las baterias cuando la red de C.A. esta

carga conectada.

Bateria Se muestra el estado de carga, el voltaje y la corriente disponible de las baterias.

Salidas Se muestra el voltaje, el estado del fusible y el estado del tamper de las salidas de la fuente
de alimentacion.

17.6.2.3 Estado del teclado
1. Seleccione Estado > Hardware > Estado X-Bus.
2. Seleccione la pestana Teclados.

Se muestra una lista de teclados detectados.

Hardware Entradas Salidas Puertas FlexC Politica config. alerta sistema

Estado unidad central Estado via radio

Teclados

ID Nombre Tipo Nim.serie Firmware Comunicacién Estado
1 CKP1 Teclado Confort 227361801 1.02 [13MAR13] Enlinea oK
2 KEY2 Teclado 558307 208 [13MAR13] Enlinea oK

Nombre Descripciéon
ID méd. expansion Este nimero de ID es un identificador Unico para el teclado.
Descripcion El texto de la descripcion del teclado (max. 16 caracteres).
Tipo El tipo de médulo de expansion detectado (=teclado).
Num.serie El nimero de serie del teclado.
Version La version de firmware del teclado.
Comunicacion El estado del teclado (en linea o fuera de linea).
Estado El estado del teclado (OK, Fallo).
Acciones ejecutables
Actualizar Haga clic en el boton Actualizacion para actualizar la lista de teclados detectados y su estado.

Para ver mas informacion de estado:

» Haga clic enlos parametros de identificacion de un teclado (1D, descripcion, tipo, nUmero de serie)
para ver mas informacion sobre su estado.
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Puertas

Estado via radio

FlexC

Paolitica config. alerta sistema

Hardware Entradas Salidas
Estado unidad central
Teclados
Estado teclado
Teclado 1CKP 1
Tipo Teclado Confort
Nam.serie 227361801
Version firmware 1.02 [13MAR13]
Voltaje 132V
Zona

Comunicacion DK
Tamper caja OK
Pénico oK
Incendio OK
Médica oK
Codigo tamper OK

Estado

OK

OK

OK
OK
OK

OK

Cambio

Cadigo tamper Cddigo teclado estado de alarma de tamper

Comunicaciéon El estado fisico (OK, Fallo) y el estado programado (OK, Aislado, Inhibido) de la conexion del
cable del teclado al médulo de expansion.

Tamper de El estado fisico y programado del tamper de carcasa del médulo de expansion.
carcasa

ACCESO Se aplica solo a los teclados con un receptor PACE instalado.

TARJETA

Panico Estado de alarma de panico desde teclado.

Incendio Estado Alarma panico teclado.

Alarma Estado de Alarma médica teclado.

médica

Acciones ejecutables

que el sistema esté ARMADO.

Restaurar Haga clic en el botén para restaurar todas las alertas en la central.

alertas
Inhibir Haga clic en este botdn para inhibir una condicién de fallo. La operacién de anulacion deshabilitara
@ dicho fallo o zona sélo durante un periodo de armado.
La operacion de anulacion no esta disponible en el grado de seguridad EN 50131 Grado 3.
Aislar Haga clic en este botdn para aislar esa zona. Al aislar una zona, ésta se desactiva hasta que

transcurre el tiempo necesario para que la zona se vuelva a restaurar explicitamente. Es
aconsejable actuar con cautela al aislar zonas, ya que dichas zonas no estaran activas siempre

17.6.2.4 Estado de controlador de puerta

1. Seleccione Estado > Hardware > Estado X-Bus.

2. Seleccione la pestafia Controladores de puerta.
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Se muestra una lista de los controladores de puerta detectados.

Hardware Entradas Salidas Puertas FlexC Politica config. alerta sistema

Estado unidad central Estado via radio

Confr.puerta

ID Nombre Tipo Nim.serie Firmware Comunicacion Estado F.A.

i oca 0024 Zona 12 Sata] tos30ean1 200 [57APRIA Eniincs sl Ineisento

Nombre Descripcion

ID méd. expansion Este niumero de ID es un identificador Unico para el controlador de puerta.

Descripcion El texto de la descripcién del controlador de puerta (max. 16 caracteres).

Tipo El tipo de mdédulo de expansion detectado (=controlador de puerta).

Num.serie El numero de serie del controlador de puerta.

Versioén La version de firmware del controlador de puerta.

Comunicacion El estado del controlador de puerta (en linea o fuera de linea).

Estado El estado del controlador de puerta (OK, Fallo)

PSU Especifica si el controlador de puerta tiene una fuente de alimentacién.
Acciones ejecutables

Actualizar Haga clic en el boton Actualizar para actualizar el estado de las alertas del sistema.

Para ver mas informacioén de estado:

« Haga clic en los parametros de identificacion de un controlador de puerta (ID, descripcién, tipo,
numero de serie) para ver mas informacion sobre su estado.

Hardware Entradas T Puertas FlexC Politica config. alel
Estado unidad central Estado via radio
Contr.puerta
Estado médulo expansion E/S
Contr.puerta 1DC21
Tipo DC-2 [4 Zona / 2 Salida)
Num.serie 195309201
Version firmware 2.00 [0TAPR14]
Voltaje 110V
Corriente MNIA
Zona Estado Cambio

Comunicacion oK OK
Tamper caja Fallo Aisl.
Fallo fusible oK 0K
Codigo tamper OK OK

Comunicaciéon El estado fisico (OK, Fallo) y el estado programado (OK, Aislado, Inhibido) de la conexion del
cable del teclado al médulo de expansion.

Tamper de El estado fisico y programado del tamper de carcasa del médulo de expansion.
carcasa
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Fallo fusible

Cadigo tamper

El estado fisico y programado del fusible del controlador de puerta.

Estado del cédigo de usuario. Multiples intentos fallidos provocan una incidencia.

Acciones ejecutables

Restaurar
alertas

Inhibir

®

Aislar

Haga clic en el botén para restaurar todas las alertas en la central.

Haga clic en este botdn para inhibir una condicion de fallo. La operacion de anulacion deshabilitara
dicho fallo o zona sélo durante un periodo de armado.
La operacion de anulacion no esta disponible en el grado de seguridad EN 50131 Grado 3.

Haga clic en este botén para aislar esa zona. Al aislar una zona, ésta se desactiva hasta que
transcurre el tiempo necesario para que la zona se vuelva a restaurar explicitamente. Es
aconsejable actuar con cautela al aislar zonas, ya que dichas zonas no estaran activas siempre
que el sistema esté ARMADO.

17.6.3 Via radio

Los mdédulos via radio aportan deteccion del sensor via radio (868 MHz) en la central SPC. Hay dos
tipos de médulos via radio: unidireccionales Kit SiWay RF (SPCW110, 111, 112, 114 )y
bidireccionales Transceptor via radio SPCW120. El kit via radio de SiWay se conectaenel
controlador, teclado o instalando un médulo de expansidn via radio. EI médulo via radio bidireccional de
SPC se conecta en la ranura 2 del médem del panel de control. Consulte la tabla siguiente para ver una
lista de los dispositivos que se pueden registrar con cada tipo de transceptor.

[i

Para cumplir con la regulacion de la CE, el producto SPCW120 solo puede conectarse con los
siguientes productos:

SPC5330.320-L1
SPC6330.320-L1
SPC4320.320-L1
SPC5320.320-L1
SPC5350.320-L1
SPC6350.320-L1

Dispositivos compatibles con un transceptor unidireccional

Sensores
radio

IRCW6-11
IPAWG6-10
APR

via

ADM-112WA1
IR160W6-10

IMKW6-10
IMKW6-10B
OPZ-W1-RFM6

Detector PIR Fresnel via radio, angulo grande de 12 m

Detector PIR via radio con espejo negro triplex, angulo grande de
18 m, 868 MHz

Contacto magnético via radio, 868 MHz

Contacto magnético via radio, 868 MHz (marrén)
Médulo de radio SiWay (conexion con detector de humo)
Mando de control remoto con 4 botones de control
Transmisor personal

Alarma personal via radio
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Dispositivos compatibles con un transceptor bidireccional

1

Sensores via WPIR Detector PIR viaradio 12 m con opcién de inmunidad PET
radio WPIR-CRT Detector PIR de cortina via radio
WMAG Contacto magnético via radio (delgado)
WMAG-I Contacto magnético con entrada adicional
WRMT Mando de control remoto con 4 botones de control
WPAN Botdn de alarma personal via radio
8 Para ver videos de instrucciones sobre los transceptores y dispositivos via radio, vaya a

http://van.fyi?Link=Wireless_devices.

17.6.3.1 Ver una lista de los sensores via radio

Para ver una lista de los sensores viaradio y la informacion sobre los mismos, seleccione Configuracion
> Hardware > Via radio.

FETE ot gt + ok 3 EIESER) | s |

o usrior 1 1)

Informacion sobre los sensores via radio

Sensorvia Elnumero del sensor registrado en el sistema (1 = primero; 2 = segundo; etc.).

radio

ID Un numero de identidad Unico para ese sensor.

Tipo El tipo de sensor via radio detectado (contacto magnético, inercia/shock, etc.).
Zona La zona a la cual ha sido dado de alta el sensor.

Bateria El estado de la bateria en el sensor.

Supervisar El estado de la operacion de supervision (OK = sefial de supervision recibida; Sin supervision = sin
operacion de supervision).

Sefial Laintensidad de la sefal recibida desde el sensor (01=baja, 09=alta).Nota: Aunque no es posible
registrar un dispositivo con una intensidad de sefial inferior a 3, los dispositivos cuya sefial cae por
debajo de 3 después de su registro no se anulan.

Version Los datos de la version del detector.

Acciones ejecutables

Registro

nuevo

Actualizar

Haga clic para ver el Registro de sensor via radio. Consulte Registro - Sensor via radio X en
la pagina opuesta.

Registrar un sensor Haga clic para registrar un sensor nuevo.

Haga clic para actualizar la lista de los sensores registrados.
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Editar Haga clic para editar los atributos de los sensores.

Eliminar Haga clic para eliminar el sensor de la lista de sensores registrados.

17.6.3.2 Registro - Sensor via radio X
Para ver un registro rapido de las incidencias para un sensor via radio:
1. Haga clic en el botén Registro de la fila de la tabla para ese sensor.
2. Aparece el mensaje de registro para el sensor.
3. También puede crear un archivo de texto del registro haciendo clic en Archivo de texto.

Informacién del mensaje de registro

Hora Lafechay la hora de la incidencia registrada.

Receptor La ubicacion del receptor via radio, es decir, el modulo via radio montado en el teclado, controlador
0 modulo de expansion via radio.

Sefal Laintensidad de la sefial recibida desde el detector (01=baja, 09=alta).
Estado El estado fisico del detector.

Bateria  El estado de la bateria conectada al sensor (OK, Fallo).

17.6.4 Zonas

Para ver la configuracion, consulte Editar una zona en la pagina 287.

1. Paravertodas las zonas, seleccione Estado > Entradas > Todas las zonas. Para ver
solamente las zonas que solo son X-BUS, seleccione la pestafia Zonas X Bus, y para ver las
zonas que solo son via radio, seleccione la pestafia Zonas via radio.

Hardware Entradas Salidas Puertas FlexC Politica config. alerta sistema

Todas las zonas Zonas X Bus Zonas via radio
Zonas activas: 41, Mdximas zonas activas: 512
Zona Particion Tipo zona Valor RFL Zona Estado Reg Cambio
1 Front door 1Area Robo inst Bien [4.7k0)] Reposo Normal
2 Vault 2 Vault Sismico Bien [4.7k0)] Reposo Normal
3 Window 2 1Areal Robo inst Bien [4.7k0)] Reposo Normal
4FIR1 1Area Robo inst Bien [4.7k0] Reposo Normal inhib. | Aisl. | Prusbas
17 Zone 17 1Areat Robo inst Bien [4.6k0] Reposo Normal Inhib. | Aisl. | Pruebas
18 Zone 18 1 Area 1 Robe inst. Bien [4.7k0)] Reposo Normal Inhib. Aisl. | Pruebas
19 Zone 19 1 Area 1 Robe inst Bien [4.6k0)] Reposo Normal Inhib Aisl. Pruebas
20 Zone 20 1Areal Robg inst Bien [4.7k0)] Reposo Normal Inhib. Aisl. Pruebas
21 Zone 21 1Areat Robo inst Bien [4.6k0] Reposo Normal Inhib. | Aisl. | Pruebas
22 Zone 22 1Areat Robo inst Bien [4.6k0] Reposo Normal
23 Zone 23 1 Area 1 Robo inst Bien [4.7k0)] Reposo Normal [ inhib. | Aisi.
24 Zone 24 1Areat Robo inst Bien [4.7k0)] Reposo Normal Inhib. | Aisl. | Pruebas

Consulte la tabla a continuacion para obtener mas informacion.

Zona El texto de la descripcion de la zona (max. 16 caracteres).
Area Particiones a las que sera asignada esta zona.

Tipode Eltipo de zona (alarma, entrada/salida, tec, etc.).
zona
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RFL Muestra la calidad de RFL para el rango de resistencia del estado de zona. Estos son los valores
posibles:

« Buena: valor nominal +/-25% del rango definido.
« OK: valor nominal +/- 50% del rango definido.

« Pobre: valor nominal +/- 75% del rango definido.
« No satisfactoria: cualquier otro valor.

« Ruidosa: indica un problema de deteccion de la sefal. El cableado puede que esté proximo a un
cable de alimentacion u otra fuente de interferencia.

Esta columna solo esta visible en modo Técnico.

Para mas informacién sobre valores de resistencia nominal y sus rangos definidos, véase Cableado
de entradas de zona en la pagina 87.

Entrada El estado de entrada detectado de esa zona (Desconocido, Abierto, Cerrado, Desconectado, Corto,
Impulso, Det. vibracién, Enmascarado, Fallo, Fuera de limites, Inestable, Sustitucién c.c., Ruidoso).

Sustitucion c.c. es una alerta de tamper de entrada. Sustitucion c.c. realiza una comprobacion
periddica para garantizar que no se aplican voltajes externos a ese circuito.

Inestable: Se detecta un estado inestable cuando el valor de resistencia de entrada de zona no es
estable a lo largo de un periodo de muestreo definido.

Ruidoso: Se detecta un estado ruidoso cuando se induce una interferencia externa en el circuito de
entrada a lo largo de un periodo de muestreo definido.

Fuera de limites: Se detecta un estado de fuera de limites cuando el valor de resistencia en la entrada
de zona no se encuentra dentro de las tolerancias aceptadas de los valores RFL vigentes.

Estado El estado programado de esa zona. Un valor de estado de Normal significa que la zona esta
programada para funcionar con normalidad. A continuacién se muestra una lista de los valores
posibles:

Aislar, Probar, Inhibir, Tamper, Alarma, Salida incendio, Fallo aviso, Fallo atraco, Fallo detector, Fallo
linea, Panico, Atraco, Técnica, Médica, Bloqueo, Incendio, Problema, Enmascaramiento PIR,
Normal, Accionado, Tamper, Post-alarma. Una zona se encuentra en un estado de post-alarma si se
produjo una alarma y finalizo el tiempo de espera de alarma confirmada. Esto restablece la zona, pero
indica que se produjo una alarma.

Acciones ejecutables

Actualizar Actualiza la informacién de estado que se muestra para la central.
Registro  Haga clic en el botén Registro para ver un registro del estado de entrada de esa zona.

Inhibir Haga clic en este botdn para inhibir un fallo o una zona abierta. La operacion de anulacion deshabilitara
@ dicho fallo o zona sélo durante un periodo de armado.

La operacion de anulacion no esta disponible en el grado de seguridad EN 50131 Grado 3.
Restaurar Haga clic en este botdn para restaurar la condicion de alarma de la central.

Aislar Zona. Al aislar una zona, esta se desactivara hasta que transcurra el tiempo necesario para que la
zona se restaure nuevamente de forma explicita.
Es aconsejable actuar con cautela al aislar zonas, ya que dichas zonas no estaran activas siempre
que el sistema esté ARMADO.

Pruebas  Seleccione una zonay haga clic sobre este botén para realizar una prueba en esa zona.
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Test Haga clic en este botdn para iniciar una comprobacion del detector sismico seleccionado. Para mas
sismico informacion sobre detectores sismicos, véase Sensores sismicos en la pagina 378.

Ocultar Haga clic en este botdn para ocultar todas las entradas cerradas.
cerrado

17.6.5 Puertas

1. Seleccione Estado > Puertas.

Hardware Entradas Salidas Puertas FlexC Politica config. alerta sistema

Puerta Zona Particién DPS DRS Estado Reg Cambio
1 34 DOOR 1 1 Area 1 Reposo Reposo Normal ‘ Reg | | Bloqueo | Desblogueo | Temporizada |
2 36 DOOR 2 1 Area 1 Reposo Reposo Normal ‘ Reg | | Bloqueo | Desblogueo | Temporizada |

Consulte la tabla a continuacion para obtener mas informacion.

Puerta  Este numero de ID es un identificador unico para la puerta.

Zona El nimero de zona al cual el sensor de posicién de puerta esta acoplado (solo si la entrada del
sensor de posicidn de puerta también se utiliza como zona de intrusion).

Area La particién a la cual estan asignados la entrada del sensor de posicién de puertay el lector de
tarjetas.

DPS Estado de sensor de posicion de puerta.

DRS Estado de interruptor de liberacién de puerta.

Estado Elestado de la puerta (OK, Fallo).

Modo de Especifica el modo de funcionamiento de la puerta.

puerta
Acciones ejecutables
Actualizar Actualiza el resumen de puerta.
Registro Muestra un registro de las incidencias para la puerta seleccionada.
Bloquear Bloquea la puerta seleccionada.
Desbloquear Desbloquea la puerta seleccionada.
Normal Hace que el control del sistema de la puerta vuelva a ser normal.
Moment. Desbloquea la puerta durante un intervalo de tiempo.
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17.6.6 Estado ATS y ATP de FlexC

Esta pagina muestra el estado de cada uno de los ATS configurados en el sistema.

1.

Para ver el estado de un ATS, acceda a Estado > FlexC.

Hardware Entradas

Estado FlexC

ATS FlexC: ATS 1

Salidas Puertas Politica config. alerta sistema

ID registro ATS

Cola de incidencias
Regt.incidenc.

Registro red

1 Primary ATP 1

Estado ATS Fallo Estado del ATS
;Lﬁ\ri"n%ﬂ Geadaiminimo 32min 29seg. Tiempo transcurrido desde el dltimo polling por cualguier ATP del ATS
Conteo cola de incidencias 2 Numero de incidencias en cola de espera para ser transmitidas

Estado de los ATPs dentro del ATS

Nombre ATP

T578-G5R8-92XG-5P2G ID de registro del ATS que permite gue el sistema SPC sea inequivocamente identificado por el RCT

Cola de incidencias Listado de incidencias actuaimente en cola de espera
Regt.incidenc. Histérico del registro de todas las incidencias que han tenido lugar en el ATS
Registro red Registro red para el ATS

Interfaz
comunicacion

Estado ATP Ultima transmision OK Registro red Registro ATP Llamada de test

Ethemnet Fallo E Registro red | ‘ Registro ATP | | Test manual

ATS FlexC: ATS 2

ID registro ATS
Estado ATS

Tiempo desde tltimo
polling

KGPG-K87Y-T866-385Y ID de registro del ATS que permite gue el sistema SPC sea inequivocamente identificado por el RCT
Fallo Estado del ATS

32min 29seg. Tiempo transcurrido desde el dltimo polling por cualguier ATP del ATS

Latabla a continuaciéon muestra los criterios de estado disponibles para cada ATS.

ID de
registro de
ATS

Estado del
ATS

Tiempo
desde
ultimo
polling

Cantidad
de
incidencias
en cola

Colade
incidencias

EIl ID de registro unico del ATS identifica inequivocamente a la central en el RCT.

El estado del ATS, por ejemplo, inicializando.

Tiempo transcurrido desde el ultimo polling por cualquier ATP en el ATS.

Numero de incidencias en la cola de incidencias esperando a ser transmitidas.

Listado de incidencias actualmente en la cola de incidencias. La tabla muestra lo
siguiente:

« N.°ensecuencia de incidencias

« Fechay hora

« Descripcion de incidencia

« Informacién adicional de la incidencia
« Fecha/horainicio

o Informar duracién
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« Fechay hora

« Resultado

red

¢ ATP informada

« Fecha/horainicio

« Informar duracién

« N.°en secuencia de incidencias

« Descripcion de incidencia

« Fecha/hora recon./fallo

« Informacion adicional de la incidencia

Registrode Historial del registro de todas las incidencias que han tenido lugar en el ATS. La
eventos tabla muestra los mismos campos que la cola de incidencias mencionada
anteriormente y el siguiente campo adicional:

Registrode Registro de red para el ATS que muestra el intervalo de polling configurado.

Estadode Estatabla muestracada ATP en el ATS. Para cada ATP, la tabla muestra el

ATP dentro nUumero de secuencia de la ATP, el nombre de la ATP, lainterfaz de

del ATS comunicaciones, el estado de la ATP, la ultima transmision exitosa, el registro de
red, el registro de la ATP y el botén de la llamada de test.

Registro de red: Haga clic en el botdn para mostrar el registro de red.

Registro de ATP: Muestra una lista de las transmisiones de polling. Haga clic
en el boton Actualizar para actualizar el registro. Haga clic en el boton Ultimo el
mas reciente para cambiar el orden de visualizacion. Por defecto, se muestra
primero la incidencia mas reciente.

Boton Test manual: Haga clic en este botén para forzar una llamada de test. La
incidencia se afiade a la cola de incidencias.

17.6.7 Alertas del sistema

1.

Seleccione Estado > Alertas del sistema.

Hardware Entradas Salidas Puertas FlexC

Alerta
Red c.a. central

Fallo bateria

Fallo fuente alimentacion
Fusible central

Fallo fusible sirena exterior
Fallo fusible sirena interior
Tamper sirena

Tamper caja cenfral
Tamper auxiliar 1

Tamper auxiliar 2

Tamper antena
Interferencia

Fallo transmisor 1

Fallo fransmisor 2
Comunicacién

Codigo coaccion usuario
Mando panico via radio
Alarma hombre caido
Fallo cable X-Bus

Codigo tamper

Zona
oK

Fallo
0K
0K
0K
oK

Fallo

Fallo
0K
oK
0K
0K
0K

Fallo
OK
OK

0K
0K
oK

Estado
oK

Aisl.
0K
oK
OK
OK

Aisl.

Aisl.
OK
oK
oK
oK
OK

Inhib.
Alerta
OK
oK
oK
OK
oK

Cam|
Inhib.

bio
Aisl.

Restaurar

Inhib

i
=
=

Aisl

Aisl

Aisl.

Aisl

Restaurar

Restaurar

1

Aisl

B B
= || =
=&
&
&£

Aisl.

Aisl.

X
=
=

Aisl.

pe)
i
S
o
c
E

| Restaurar | 4

Restauracion

E
=
=

Inhib.

}

Aisl.
Aisl.

2

Consulte la tabla a continuacion para obtener mas informacion.
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Alerta Descripcion de la alerta del sistema.
Entrada El estado real de la alerta que se detect6 en la central (OK, Fallo).

Estado El estado programado de la alerta del sistema, es decir, si se aislé o se inhibio la alerta. El valor de
@ estado OK se muestra si no se deshabilité la condicion de alerta.

Acciones ejecutables

Actualizar Haga clic en este botdn para actualizar el estado de las alertas del sistema.
Restaurar Haga clic en este botdn para restaurar una alerta en la central.

Inhibir Haga clic en este botdn para inhibir una condicion de fallo. La operacion de anulacién deshabilitara
@ dicho fallo 0 zona sdlo durante un periodo de armado.

La operacion de inhibicion no estéa disponible en el grado seguridad EN 50131 Grado 3.

Aislar Haga clic en este botdn para aislar la zona. Al aislar una zona, ésta se desactiva hasta que transcurre
el tiempo necesario para que la zona se vuelva a restaurar explicitamente. Es aconsejable actuar con
cautela al aislar zonas, ya que dichas zonas no estaran activas siempre que el sistema esté
ARMADO.

17.7 Registros

Esta seccion abarca:

17.7.1 Registro incidencias sistema ... ... 206
17.7.2 Registro incidencias control de accesos ... . .. ... ... 207
17.7.3 REGISTRO ALARMAS .. 208

17.7.1 Registro incidencias sistema

Este registro muestra todas las incidencias del sistema SPC.
1. Seleccione Registro > Registro del sistema > Registro del sistema.
2. Cree un archivo de texto del registro haciendo clic en Archivo de texto.

3. Elregistro de los cambios de estado de una zona individual se habilita configurando el atributo de
registro para dicha zona en la pagina de configuracion de atributos de zona.
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Registro seguridad Reg. accesos Transmisor 1 Transmisor 2

Registro seguridad Reg. alarmas Reqgistro PAT

Registro seguridad

23/07/2014 13:41:35 FlexC Tiempo excedido TX incidencia por ATS [ATS=3, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 13:41:35 FlexC Tiempo excedido TX incidencia por ATS [ATS=5, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 13:41:35 FlexC Tiempo excedido TX incidencia por ATS [ATS=8, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 13:47:55 Fin acceso www, Usuario 9299 Engineer

23/07/2014 13:51:35 FlexC Tiempo excedido TX incidencia por ATS [ATS=1, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 13:51:35 FlexC Tiempo excedido TX incidencia por ATS [ATS=2, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 13:51:35 FlexC Tiempo excedido TX incidencia por ATS [ATS=3, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 13:51:35 FlexC Tiempo excedido TX incidencia por ATS [ATS=5, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 13:51:35 FlexC Tiempo excedido TX incidencia por ATS [ATS=8, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:01:35 FlexC Tiempo excedido TX incidencia por ATS [ATS=1, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:01-35 FlexC Tiempo excedido TX incidencia por ATS [ATS=2, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:01-35 FlexC Tiempo excedido TX incidencia por ATS [ATS=3, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:01-35 FlexC Tiempo excedido TX incidencia por ATS [ATS=5, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:01:35 FlexC Tiempo excedido TX incidencia por ATS [ATS=8, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:11:34 FlexC Tiempo excedido TX incidencia por ATS [ATS=1, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:11:34 FlexC Tiempo excedido TX incidencia por ATS [ATS=2, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:11:34 FlexC Tiempo excedido TX incidencia por ATS [ATS=3, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:11:34 FlexC Tiempo excedido TX incidencia por ATS [ATS=5, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:11:34 FlexC Tiempo excedido TX incidencia por ATS [ATS=8, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:21-34 FlexC Tiempo excedido TX incidencia por ATS [ATS=1, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:21-34 FlexC Tiempo excedido TX incidencia por ATS [ATS=2, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:21:34 FlexC Tiempo excedido TX incidencia por ATS [ATS=3, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:21:34 FlexC Tiempo excedido TX incidencia por ATS [ATS=5, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:21:34 FlexC Tiempo excedido TX incidencia por ATS [ATS=8, ID incidencia=7004 (Técnico deshabilitado)]
23/07/2014 14:22°52 Fallo acceso www entrada no valida, IP 10.100.82.253

23/07/2014 14:22-59 Acceso www OK, Usuario 9999 Engineer, |P 10.100.82.253

23/07/2014 14:24:20 Inhib_ Transmisor (TX) 2 Fallo por el usuario 9999 Engineer

23/07/2014 14:24:28 Central en modo normal

23/07/2014 14:24:28 Cambio configuracion

23/07/2014 14:24:23 Acceso denegado fabricante

23/07/2014 14:24:30 Particion 1 Area 1 Desarmado por el usuario 9999 Engineer -Web

i

Con el fin de evitar que varias incidencias de una misma fuente llenen el registro, el sistema SPC,
segun los estandares, solo permite el registro de 3 activaciones de la misma zona en un periodo

establecido.

17.7.2 Registro incidencias control de accesos

El registro recoge todas las incidencias de acceso del sistema SPC.
1. Seleccione Registro > Registro acceso.

Se mostrara la siguiente pagina:
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Registro seguridad Reg. accesos

Reg. accesos

Hora

26/07/2012 16:01:36
26/07/2012 16:01:36
26/07/2012 16:02:07
26/07/2012 16:02:11
08/08/2012 12:43:17
08/08/2012 15:57:42
08/03/2012 15:57:42
08/08/2012 15:57:46
08/08/2012 15:57:46
08/08/2012 16:02:27
08/08/2012 16:02:55
08/08/2012 16:02:55
08/08/2012 16:03:11
10/08/2012 12:37:29
10/08/2012 12:37:34
10/08/2012 12:37:37
10/08/2012 12:37:53
10/08/2012 12:37:55
17/08/201212:27:48
17/08/2012 12:27:56
17/08/2012 12:39:13
17/08/2012 12:39:18
17/08/2012 12:39:24
17/08/2012 12:39:29
17/08/2012 12:39:36

Transmisor 1

Incidencia
Tarjeta desconocida

Transmisor 2

Entrada denegada - Tarjeta no dada de alta
Usuario 11 Tarjeta incorporada por el usuario 1

Entrada permifida

Usuario 9 Tarjeta incorporada por el usuario 1

Tarjeta desconocida

Entrada denegada - Tarjeta no dada de alta

Tarjeta desconocida

Entrada denegada - Tarjeta no dada de alta
Usuario 7 Tarjeta incorporada por el usuario 1

Tarjeta desconocida

Entrada denegada - Tarjeta no dada de alta
Usuario 8 Tarjeta incorporada por el usuario 1

Entrada permitida
Entrada permitida
Entrada permifida
Entrada permitida
Entrada permitida
Entrada permifida
Entrada permitida
Entrada permitida
Entrada permifida
Entrada permifida
Entrada permifida
Entrada permifida

Puerta Usuario
1-DOORA1
1-DOCR 1

1User1
1-DOOR1 Lh

1User1
2-DOCR 2
2-DOCR 2
1-DOORA1
1-DOCR 1

1User 1
1-DOORA1
1-DOCR 1

1User1
2-DOCR2 La
2-DOCR 2 "
1-DOCR 1 "
1-DOOR 1 8
2-DOCR 2 8
2-DOCR 2 3
2-DOCR 2 ]
2-DOCR2 3
2-DOOR 2 3
2-DOCR 2 8
2-DOCR2 "
2-DOCR 2 2 Utilisateur 2

2. Cree un archivo de texto del registro haciendo clic en el boton Archivo de texto.

17.7.3 REGISTRO ALARMAS

El registro de alarmas muestra una lista de las incidencias de alarma.

« Seleccione Registro > Registro del sistema > Registro de alarmas.

En este registro se muestran los siguientes tipos:

e ZoOnas
—Alarma
— Panico

« Incidencias del sistema

— Alarma confirmada

— Coaccién de usuario

—Panico X-Bus
—Panico usuario
—Panico RPA

17.8 Usuarios

La siguiente tabla muestra el nUmero maximo de usuarios, los perfiles de usuario y los dispositivos de

usuarios para la central:

N.° méximo SPC4xxx SPC5xxx SPC6xxx
Usuarios 100 500 2500
Perfiles de usuario 100 100 100
Perfiles de usuario por usuario 5 5 5
Dispositivos PACE 32 250 250
ID SMS 32 50 100
Claves web 32 50 100
Mandos via radio 32 50 100
Dispositivos HCD 32 32 32
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ADVERTENCIA: Si se actualiza desde una version de firmware anterior a la 3.3, tenga en cuenta
lo siguiente:

- La clave web del técnico, si estaba configurada, se borra, por lo que debe volver a introducirse
tras la actualizacion.

- Todos los usuarios existentes se asignaran a perfiles de usuario nuevos correspondientes a sus
niveles de acceso de usuario previos. Si se sobrepasa el nimero maximo de perfiles de usuarios,
no se asignara ningun perfil (consulte Anadir/Editar perfiles de usuario en la pagina 211). Revise
toda la configuracion de usuario tras actualizar el firmware.

- EI'ID de técnico por defecto cambia de 513 a 9999.

17.8.1 Ainadir/Editar un usuario

Para anadir o editar un usuario:

1.

Seleccione Usuarios>Usuarios.

Se muestra una lista de usuarios configurados.

s s
CNCCSCNCNETY -

I ETT O

Haga clic en el botén Afadir usuario o en el boton Editar del usuario requerido.

Aparecera la siguiente pagina.

Afaclir un nuevo usuaric al sistema
Configuraciin
Usaria:
Hambee: s 7

PIN 04 usuasie:

O TEme—" R— He—— P

* USER FROFILE D

SMS irscario

Adiadi SME azuane

Introduzca un ID de usuario que no se esté utilizando actualmente. Si introduce un ID que ya
esta en uso, aparecera el mensaje «ID no valido» cuando seleccione Generar coédigo PIN.

Indique un Nombre de usuario (maximo 16 caracteres, distingue entre mayusculas y
minusculas).

Para generar automaticamente un Cédigo PIN de usuario para un usuario nuevo, haga clic en
el botén Generar codigo PIN. Modifique el codigo si es necesario. Introduzca 0 si no se
requiere ningun codigo.

Nota: Para cumplir con las normas INCERT, el cédigo de usuario debe tener mas de cuatro
digitos.

También puede limitar el acceso al sistema para este usuario marcando la casilla Periodo
servicio e introduciendo las fechas en los campos Hasta y Desde.

© Vanderbilt 2019

209 ABV10276963-e
11.2019



SPC4xxx/5xxx/6xxx — Manual de instalacion y configuracion Programacion de técnico a través del navegador

En Alertas de usuario se muestra el estado del cédigo de usuario. Por ejemplo, se muestra el
numero de dias que quedan para que expire el cédigo, si estan habilitados los cambios periddicos
enla Politica de PIN del sistema.

Puede habilitar la opcién Acceso con alarma para permitirle a este usuario acceder al sistema
durante un periodo de tiempo especifico.

Los limites de tiempo para esta opcion se establecen en la pagina Temporizadores del sistema.
Vaya a Configuracion>Sistema>Temporizadores del sistema para configurar esta opcion.
Consulte Temporizaciones en la pagina 279.

L En modo normal, todo usuario que tenga este atributo seleccionado no podra
1 acceder al sistema.

Seleccione el perfil de usuario adecuado (consulte Afadir/Editar perfiles de usuario en la pagina
opuesta) para este usuario.

Seleccione Habilit. coaccién para este usuario si es necesario. La cantidad de codigos PIN
asignados para coaccién (PIN+1 o PIN+2) esta configurada en las opciones del sistema (consulte
Opciones en la pagina 267).

H

La opcién Coaccion solo esta disponible en esta pagina si Coaccion usuario esta habilitado para el
sistema en Opciones del sistema. Si la opcion Coaccion esta habilitada para este usuario, no se
permiten codigos PIN de usuario consecutivos para otros usuarios (por ejemplo: 2906, 2907), ya que
introducir este PIN desde el teclado activaria una incidencia de coaccion de usuario.

Control de acceso

Atributo

Descripcion

Numero de la
tarjeta

Tarjeta vacia

Tiempo
ampliado

Anulacién de
Cadigo

Prioridad

Acompanante

Numero de la tarjeta de CCAA Introduzca 0 para dejar sin asignar esta tarjeta.

Inhibicién temporal de tarjeta

Ampliacién de la temporizacién de la puerta al presentar la tarjeta.

Acceso a puerta sin PIN en una puerta con lector de PIN.

Las tarjetas prioritarias se almacenan localmente en los controladores de puertas y permiten el
acceso en caso de fallo técnico alli donde el controlador de puerta no se puede comunicar con la
central de control.

El nUmero maximo de usuarios prioritarios es:

o SPC4xxx —todos los usuarios

o SPCbhxxx—512

o SPC6xxx—512
La funcion de Visita obliga a los titulares de tarjetas con este privilegio a acompafar a otros
titulares de tarjetas por puertas especificas. Si esta funcion esta habilitada en una puerta, se debe
presentar primero una tarjeta con la atribucién de Visita para permitir abrir la puerta a otros titulares
de tarjeta sin este atributo. El periodo de tiempo durante el cual los titulares de tarjetas pueden

presentar sus tarjetas después de haberse presentado otra con derecho de Visita; se puede
configurar individualmente para cada puerta.
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Atributo Descripcion

Custodia La funcion de Custodia impone a un titular de tarjeta con dicho privilegio a estar siempre dentro de
una estancia (grupo de puertas) cuando otros titulares de tarjetas estan dentro.

El usuario Custodia debe ser el primero en entrar en la sala. Sélo podran entrar otros titulares de
tarjetas si hay un responsable en la estancia. El titular de la tarjeta con atributo de Custodia no
podra salir hasta que todas las tarjetas que no sean de responsable hayan salido de la estancia.

Identifica al titular de esta tarjeta como responsable. El usuario con atributo de Custodia debe ser
el primero en entrar en un grupo de puertas que requiera un titular de tarjeta de Custodia, y debe ser
el ultimo en abandonar dicho grupo de puertas.

17.8.1.1 Dispositivos desconocidos

Si un dispositivo desconocido, como un mando, un dispositivo PACE o una tarjeta, se ha escaneado
pero no se ha asignado a un usuario, se muestra un botén en la seccion correspondiente de la pagina
Editar ajustes de usuarios.

« Botén Mando via radio — Mando desconocido o, si el dispositivo esta asignado al usuario,
boton Borrar mando via radio

« Botén Dispositivo PACE — PACE desconocido o, si el dispositivo esta asignado al usuario,
boton Borrar PACE

« Boton Control de accesos — Tarjeta desconocida
Para asignar un mando, un dispositivo PACE o una tarjeta al usuario:

1. Haga clic en el botén Desconocido para el dispositivo. La pagina Usuario muestra una lista de
dispositivos desconocidos.

2. Haga clic en Agregar para asignar el dispositivo al usuario.

Nota: Para asignar una tarjeta al usuario, el perfil de usuario asociado debe tener definido el cadigo de
lugar correcto.

Para desasignar un mando o un dispositivo PACE de un usuario:
1. Haga clic en el bot6n Borrar.
El dispositivo se desasigna del usuario y también se borra del sistema.
2. Paravolver a anadir el dispositivo, debera volver a escanearlo.
Para desasignar una tarjeta de un usuario:
1. Cambie el numero de tarjeta a cero (0).
2. Hagaclic en Salvar.
La tarjeta se desasigna del usuario y también se borra del sistema.

3. Paravolver a afadir la tarjeta, debera volver a escanearla.

17.8.2 Anhadir/Editar perfiles de usuario

k AVISO: Los perfiles de usuario globales no se pueden editar en el navegador, sino que deben
editarse en SPC Manager.

Para afadir o editar un perfil de usuario:
1. Seleccione Usuarios>Perfiles de usuario.

Se muestra una lista de los perfiles configurados, con el nUmero de usuarios asignados a cada
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Haga clic en Anadir perfil de usuario o haga clic en el boton Editar del perfil requerido.

Se muestra la siguiente pagina con las opciones de configuracion categorizadas de la siguiente
manera:

- Configuracion general
- Derechos de usuario/central

- Control de accesos

Parfiles SMS wsuaric Manta wia raio Claves Web

Ahadir un nuevo perfil de usuario al sistema

Configuracidn general

o 6
Hombre: User Profile & | Nombra def perlll 62 usiaric en el sistama
Particiones
‘) 1: Area 1 3: Area 3 5 Arma b
Amea 2 40 Ares 4
Calendario
Calendario: LS | Acceso de usugrio limitade por ef calendario seleccionade

Atributes sobre intrusién

Desarmado Dezarmadn el zlsteme

Armado pareial & Armade parcial mada A

Armada parcial B Avmiaedn parcinl maca B

Armada total Armade total

Armado farzada Anmacd pasible con ciedos profilemas
Hetardo autoarmado Hatarga hors autparmace

Restaur, intema Rezst alarmas.

Inhib, Innibécion/restauracitn de Zonas

sl Alglamisniotestauracitn de zonas

Configuracién general

1.

3.
4.

Introduzca un ID perfil de usuario que no se esté utilizando actualmente. Siintroduce un ID que
ya esta en uso, aparecera el mensaje «ID no disponible».

Indiqgue un Nombre del perfil de usuario (maximo 16 caracteres, diferenciando entre mayusculas
y mindsculas).

Seleccione todas las Particiones que seran controladas por este perfil de usuario.

Seleccione un Calendario para establecer las limitaciones temporales de este perfil en el sistema.

Derechos de usuario/central

« Seleccione los derechos de usuario requeridos que se asignaran a este perfil de usuario.
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Derechos de usuario

Descripcion

Tipo de
perfil de
Derecho usuario
por
defecto
Derechos de usuario: Intruso
Desarmado Limitado
Estandar
Gerente
Armado Estandar
parcial A Gerente
Armado Estandar
parcial B Gerente
Armado Limitado
total Estandar
Gerente
Armado Maestro
forzado estandar
Retardo Estandar*
autoarmado Gerente
Restaurar Estandar
Gerente

La operacion DESARMADO desarma la alarma. Esta opcion de menu sélo aparece
en el teclado tras activarse una zona de entrada/salida e introducirse un cédigo de
usuario valido.

La opcion ARMADO PARCIAL A proporciona proteccién al perimetro de un
edificio, ala vez que permite el movimiento libre por las particiones de acceso.

Las zonas clasificadas como Excl.A.Parc.A contindan sin proteccion en este
modo. Por defecto, no existe tiempo de salida; el sistema lo establece al instante al
seleccionar este modo. Es posible aplicar un temporizador de salida a este modo
habilitando la variable programada Armado parcial A.

La opciéon ARMADO PARCIAL B proporciona proteccion a todas las zonas, con
excepcion de aquellas clasificadas como Excl.A.Parc.B.

Por defecto no existe tiempo de salida; el sistema lo establece al instante al
seleccionar este modo. Es posible aplicar un temporizador de salida a este modo
habilitando la variable programada Armado parcial B.

El modo ARMADO TOTAL arma completamente el sistema de alarma 'y
proporciona proteccion total a un edificio (la apertura de cualquier zona de alarma
activa la alarma).

Al seleccionarse ARMADO TOTAL, el zumbador suena y el teclado muestrala
cuenta atras del periodo de tiempo de salida. Debe salir del edificio antes de que
transcurra este periodo de tiempo.

Una vez transcurrido dicho tiempo, el sistema se arma'y la apertura de las zonas
de entrada/salida inicia el temporizador de entrada. Si el sistema no se desarma
antes de que termine el temporizador de entrada, la alarma se activa.

La opcion ARMADO FORZADO se muestra en la pantalla del teclado cuando se
intenta armar el sistema y existe una zona de alarma con fallos o que permanece
abierta (la linea superior de la pantalla muestra la zona abierta).

Al seleccionarse esta opcion, se arma la alarmay se anula la zona para ese
periodo establecido.

El usuario puede retardar o cancelar el autoarmado.

La operacion RESTAURAR restaura la condicion de alerta en el sistema y borra el
mensaje de alerta asociado a dicha condicién.

Una condicién de alerta se puede borrar Unicamente tras restaurar las zonas o
fallos, que la hayan activado, a su estado de funcionamiento normal y una vez
seleccionada, en la programacion del usuario, la opcion BORRAR ALERTA para
esazona.
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Tipo de
perfil de
Derecho usuario Descripcion
por
defecto
Inhibir Estandar Al inhibir una zona, dicha zona se desactiva para el periodo establecido de la
Gerente alarma.
Este es el método preferido para desactivar una zona abierta o con fallos, ya que la
condicion abierta o con fallos se muestra en el teclado cada vez que el sistema se
arma para recordar al usuario que tenga en cuenta esa zona.
Aislar Estandar* Al aislar una zona se desactiva la misma hasta que transcurra el tiempo
Gerente establecido para anular el aislamiento. Es posible aislar todos los tipos de zona del

controlador.

Esta funcién de desactivacion de zonas abiertas o con fallos se debe utilizar con
mucho cuidado; cuando una zona esta inhibida, el sistema la ignora, y se podria
pasar por alto al armarse el sistema en el futuro, poniendo asi en peligro asi la
seguridad de las instalaciones.

Derechos de usuario: Sistema

Acceso Estandar*  El usuario puede acceder ala central a través del navegador web.
web Gerente

Verregistro Estandar Esta opcion de menu muestra la incidencia mas reciente en la pantalla del teclado.
Gerente El registro de incidencias (consulte Registro de eventos en la pagina 177) informa
sobre la hora y la fecha de cada incidencia registrada.

Usuarios Gerente Este usuario puede crear y editar otros usuarios en la central, pero solo con los
mismos derechos o menos que él.

Envio SMS Estandar*  Esta caracteristica permite a los usuarios configurar el servicio de mensajes SMS
Gerente si se hainstalado un médem en el sistema.

Configurar  Estandar Utilice esta opcidn de menu para programar la hora y la fecha en el sistema
Fecha Gerente (consulte Configurar fecha/hora en la pagina 181).

Asegurese de que la informacion sobre la hora y la fecha es precisa. Estos campos
se muestran en el registro de incidencias al notificar las incidencias del sistema.

Cambiode Estandar Esta opcion de menu permite a los usuarios cambiar sus cédigos PIN de usuario
codigo Gerente (consulte Cambiar cédigo PIN de técnico en la pagina 178).

Nota: Para cumplir con las normas INCERT, el codigo de usuario debe tener mas
de cuatro digitos.

Vervideo Estandar El usuario puede ver imagenes de video mediante el navegador web.

Gerente Aviso: Para esta funcion, también debe estar habilitado el derecho de acceso web.
Timbre Estandar Todas las zonas con el atributo CHIME generan, al abrirlas, una rafaga corta de
Gerente tonos audibles en el zumbador del teclado (cuando el sistema esta desarmado).

Esta opcion de menu permite habilitar o deshabilitar la funcién de Chime en todas
las zonas.
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Tipo de
perfil de
Derecho usuario Descripcion
por
defecto
Técnico Gerente Esta opcion permite a los usuarios conceder acceso a la programacion del técnico.
Para los requisitos regionales suizos CAT1y CAT2, cuando se permite el acceso
al técnico, todas las particiones deben estar desarmadas; de lo contrario, se le
denegara el acceso al técnico.
Actualizado Gerente El usuario puede autorizar al fabricante el acceso a la central para actualizar el

firmware.

Derechos de usuario: Control

Salidas Estandar Activacion/desactivacion de las salidas configuradas (actuaciones). Consulte
Gerente Editar una salida en la pagina 246.

X-10 Estandar Activacion y desactivacion de los dispositivos X-10 configurados.
geretnt:ad Aviso: X-10 esta en mantenimiento. Esta funcionalidad se mantiene en el sistema
a(?cne;?) e para conservar la compatibilidad retroactiva.

Controlde  Estandar*  El usuario puede bloquear/desbloquear puertas.
las puertas  Gerente

Control de

acceso

SalidaRF Estandar El usuario puede controlar la salida RF
Gerente
Control de
acceso

Derechos de usuario: Test

Testsirena Estandar El usuario puede realizar un test de sirenas para comprobar las sirenas exteriores,

Gerente el flash, las sirenas interiores y el zumbadory, asi, garantizar su funcionamiento
correcto.
Test de Estandar El usuario puede realizar un test de intrusion que le permitira comprobar el
intrusién Gerente funcionamiento de todos los detectores de alarma de un sistema.

Testdela Estandar El usuario puede comprobar un PAT.
APR1 Gerente

Derechos de usuario: Técnico de servicio

Configurar El usuario puede crear y editar otros usuarios en el sistema sin restriccion de los
usuarios atributos de usuario.
[maestro]

Configurar El usuario puede crear y editar perfiles de usuario en el sistema.
perfiles de
usuario

Configurar El usuario puede configurar calendarios.
calendarios
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Tipo de

perfil de
Derecho usuario Descripcion

por

defecto
Configurar El usuario puede editar puertas.
puertas

* Estas funciones no estan habilitadas por defecto para este usuario, pero se pueden seleccionar.
1 Una APR solo es compatible con Kit SiWay RF (SPCW110, 111, 112, 114).
Control de acceso

Control de accesos

Cddigo del lugar para todas las tarjetas que usan este perfil de

Cédigo del lugar: 0 e

I‘;‘i;t::‘: de puertas de ID puerta Nombre puerta Accesolcalendario
1 Door 1 [24 horas bt
2 Door 2 24 horas b
3 Door 2 | 24 horas e
4 Door 4 24 horas b

1. Introduzca un Cédigo de lugar, si es necesario, para todas las tarjetas asignadas a este perfil de
usuario. Consulte Lectores de tarjeta y formatos de tarjeta admitidos en la pagina 416.

2. Seleccione los derechos de Acceso de este perfil de usuario para las puertas configuradas en el
sistema. Las opciones son:

- Sin acceso
- Sin limite de tiempo (es decir, acceso las 24 horas)
- Calendario (si esta configurado)

3. Usuarios que usan este perfil de usuario

Se muestra una lista de usuarios asignados a este perfil. Haga clic en un usuario para ver o editar sus
detalles.

Puede crear un nuevo perfil de usuario basado en un perfil existente haciendo clic en Replicar. Se
muestra una nueva pagina de Perfil de usuario.

Consulte también
Anadir/Editar perfiles de usuario en la pagina 211

AnRadir/Editar una particién en la pagina 288

17.8.3 Configuracion de SMS

El sistema SPC permite la mensajeria (SMS) remota en sistemas que tengan un médem instalado.

Prerrequisitos
o Hay un médem instalado e identificado por el sistema.
o La funcion Autentificacion SMS esta activada. (Consulte Opciones en la pagina 267.)
1. Seleccione Usuarios>Usuarios SMS.

Al hacerlo, se muestra el ID de SMS del técnico y una lista de ID de SMS de usuarios con los
correspondientes detalles de SMS.
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2. Haga clic en el boton Test para comprobar un numero de SMS.

3. Haga clic en Afadir para afiadir un nuevo ID de SMS o haga clic en el icono Editar junto al ID de
SMS deseado.

SMS usuana Mandn via rado Claves Wab Aroesa al Genicn

Editar configuracicn SMS

Configurseién genaral

D SME usuaric 6999

Usisario Ergnasr

Nimarn SMS 0 Humarg ktone anvin mansales IS
Incidencias SME

Al Alivacitn alarma

Restourackin alama Restauracion ds alarma

Alarmas confiimatas Alaimng corfmada en miltiples zones
FakaTampar Fako y tampar

Restauracion fallo Reztauracian fallo o lamper

Armaa ArmAca y desarmade
Prematurciarde Armaco y/o desamade fuera de hora
mhibiclanssaslamiantas Inhibicinnesizislamsntos

Imcalenca puerta Incidenca coniral acceso puertas
sras Todos 105 damas fpos da Inclkancias

Incadences vis radio peedido. Envic madenca via ratin perdde por Fresd, Contact 10 yio SI4

4. Configure los detalles de SMS tal como se indica a continuacién:

ID de SMS ID generado por el sistema.
Usuario Seleccione un nuevo usuario para este ID de SMS si es necesario.

Numerode Introduzca el niumero al que se enviaran los SMS (requiere un prefijo de
SMS cédigo de pais de tres digitos).
Nota: El nimero de SMS del técnico se puede borrar reseteandolo a 0. Los
numeros de SMS de los usuarios no se pueden borrar.

Incidencias Seleccione las incidencias de la central que el usuario o el técnico recibiran a

SMS través de SMS.
Control Seleccione las operaciones que el usuario o el técnico podran realizar de
SMS forma remota en la central a través de SMS. Consulte Comandos de SMS en

la pagina siguiente.

AVISO: Las incidencias de alarma de ATRACO no se transmiten por SMS.

Silalinea telefénica esta conectada a la red RTB a través de un PBX, debe insertarse el digito de
acceso a la linea adecuado antes del numero de la parte a la que se llama. Asegurese de que
Identidad de Linea Llamante (CLI) esté activada en la linea seleccionada para realizar llamadas a
la red SMS. Consulte al administrador de PBX para obtener mas informacion.

[
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17.8.4 Comandos de SMS

Una vez finalizada la configuracién de SMS, pueden activarse sus funciones. Los comandos,
dependiendo de la configuracion de SMS, se envian mediante un cédigo PIN o un identificador de llamada.
El tipo de cddigo PIN depende de lo que se haya configurado para Autentificacién de SMS.

La tabla siguiente muestra todos los comandos de SMS disponibles. La accién y la respuesta posteriores
también se indican.

Los comandos de SMS se envian en forma de texto al nimero de teléfono de la tarjeta SIM del
controlador.

Para los comandos que usan un cddigo PIN, el formato del texto es:

*kkk *kkk

.comando o comando,

siendo **** el cadigo PIN y «comando» el comando, es decir, el cédigo PIN seguido de un espacio o un
punto. Por ejemplo, el comando «ATOT» se introduce como: **** ATOT o ****.ATOT. También se puede
utilizar la versién completa del comando, si aparece en la lista. Por ejemplo, ****. ARMADO TOTAL.

Si el usuario no dispone de derechos suficientes para ejecutar un comando, en el sistema se indica
Acceso denegado.

Si esta habilitado el ID de quien llama, y esta configurado el nimero de SMS de la persona que envia el
mensaje, no es necesario el prefijo del codigo.

COMANDOS (**** = c6digo)

Identificacion

Utilizacion del cédigo numero teléfono Accién Respuesta

llamada entrante

** AYUDA AYUDA Se muestran todos los comandos  Todos los comandos
e AVUDA disponibles. disponibles
= ATOT ATOT Se arman todas las particionesa  Hora/fecha de armado
were ATOT ARMADO TOTAL las que tiene acceso el usuario. dellsistema. Si fuera
aplicable, responde con
*** ARMADO TOTAL zonas abiertas o de
armado forzado
Permite armado parcial A de Sistema armado
woex ADA alarma por SMS.
wrk ADA También es posible especificar el
' nombre personalizado definido en
el campo de renombre ARMADO
PARCIAL de la pagina de
Opciones. Consulte Opciones en
la pagina 267.
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Accion

Respuesta

Identificacion
Utilizacién del cédigo numero teléfono
Ilamada entrante
xex APB
wxx APB
**** DESM DESM
**** DESM DESARMADO
**** DESARMADO
e+ ESTD ESTD
**** ESTD ESTADO
**** ESTADO
*** SX10A1.0N
** SX10A1.0N
**** SX10A1.0FF
e SX10A1.0FF
**** REGISTRO SMS
**** REGISTRO SMS
**** ATEC.ON ATEC.ON
**x* ATEC.ON
*+* ATEC.OFF ATEC.OFF
wx* ATEC.OFF

Permite armado parcial B de
alarma por SMS.

También es posible especificar el
nombre personalizado definido en
el campo de renombre ARMADO
PARCIAL de la pagina de
Opciones. Consulte Opciones en
la pagina 267.

Por ejemplo:
**** APA Noche

Se desarman todas las
particiones a las que tiene acceso
el usuario.

Recupera el estado de las
particiones.

Donde el dispositivo X-10 se
identifica como «A1», se activa.

Donde el dispositivo X-10 se
identifica como «A1», se
desactiva.

Se muestran hasta 10 incidencias
recientes.

Habilita el acceso de técnico.

Deshabilita el acceso de técnico.

Sistema armado

Desarmado sistema

Estado del sistemay
particiones aplicables

o Paraunsistemade
particion unica, el
sistemay el modo
se recuperan cuando
el modo es el estado
de armado del
sistema.

o Paraunsistemade
particiones
multiples, se
recupera el estado
de cada particion.

Estado de «A1»

Estado de «A1»

Incidencias recientes

Permitir técnico

Acceso retirado a
técnico
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Identificacion
Utilizacién del cédigo numero teléfono Accién Respuesta
llamada entrante

= AFAB.ON Habilita el acceso de fabricante. Estado de fabricante

**** AFAB.ON

= AFAB.OFF Deshabilita el acceso de Estado de fabricante
«exx AFAB.OFF fabricante.
**** SALD5.0ON Cuando la salida de usuario Estado de «SALD5»
x4 SALD5.ON (puerta de mapeo) se identifica Por sjemplo;
' ' como «SALD5», se activa. '
****x SALIDA « Salida SALD5
activada.

« Calefaccion de
salida activada
(donde calefaccion
es el nombre de la
salida).

**** SALD5.OFF Cuando la salida de usuario Estado de «<SALD5»

*x SALDS5.OFF (puerta de mapeo) seidentifica b oo b10: Salida
como «SALDb5», se desactiva. SALD5 desactivada
**** BORR Permite el borrado de alertas por
SMS.

“** RESTAURACION

Para el reconocimiento de SMS, la identificacion de la salida (puerta de mapeo) utiliza el formato
ONNN, donde O se refiere a la saliday NNN son los espacios numéricos, de los cuales no todos son

necesarios.
| i (Por ejemplo: SALD5 para salida 5)

Para el reconocimiento de SMS, el dispositivo X-10 utiliza el formato XYNN, donde X significa X-10;
Y se refiere a laidentidad alfabética y NN son los espacios numéricos disponibles. (Ejemplo:
SX10A1)

EI SMS funciona utilizando un protocolo estandar que se utiliza en teléfonos con SMS. Tenga en cuenta
que algunos operadores RTB no ofrecen el servicio de SMS a través de RTB. Para que los SMS funcionen
con RTB han de cumplirse los siguientes criterios:

« EIID de quien llama debe estar habilitado en la linea telefénica.
« Lalinea telefonica debe ser directa, no a través de PABX u otro equipo de comunicaciones.

« Tenga en cuenta también que la mayoria de los proveedores de servicios solo permite los SMS a un
teléfono registrado en el mismo pais. (Esto se debe a cuestiones de facturacion).
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17.8.5 Borrado de claves web

En esta pagina aparece una lista de claves de técnico y de cualquier otro usuario, asi como la clave de
técnico que se ha creado para acceder al navegador de Internet.

1. Seleccione Usuarios>Claves web.

Usuarios Periiles SMS usuario Mando via radio Claves Web Acceso al técnico

Clave acceso web técnicos

Borrar 1D Nombre

[ 9999 Engineer

Claves acceso web usuarios

Borrar 1D Nombre

2. Haga clic en el botdn Borrar junto al técnico o el usuario para borrar la clave.

17.8.6 Ajustes de configuracion de técnico

Para configurar los ajustes de técnico:

1. Seleccione Usuarios>Técnico.

SMS ususrio Mando via radio Claves Weab Acceso gl lenico

Configuracion de técnico

Configuracion
Usuario: ]

Nombra: [Enginesr | Hombre del ususio en &l sistema

Idioma: [Ingies ] itiama empleada por el usuaris

Avisos

SMS usuario

I

2. Cambie el Nombre usuario del «Técnico» si es necesario.

3. Haga clic en el botén Cambiar cédigo PIN para cambiar el PIN de técnico (consulte Cambio de
codigo de técnico y de clave web en la pagina siguiente).

Nota: Para cumplir con las normas INCERT, el cédigo de usuario debe tener mas de cuatro
digitos.

4. Seleccione el Idioma que utilizara el técnico. (Solo se muestra si estan disponibles mdltiples
idiomas. Consulte Actualizacion de idiomas en la pagina 364).

Control de acceso

Atributo Descripcion

Numerodela Numero de la tarjeta de CCAA Introduzca 0 para dejar sin asignar la tarjeta.
tarjeta

Tarjetavacia Inhiba temporalmente la tarjeta.
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Atributo Descripcion
Tiempo Amplie la temporizacién de la puerta al presentar la tarjeta.
ampliado

Anulaciénde Acceso a puerta sin PIN en una puerta con lector de PIN.
Cadigo

Prioridad Las tarjetas prioritarias se almacenan localmente en los controladores de puertas y permiten el
acceso en caso de fallo técnico alli donde el controlador de puerta no se puede comunicar con
la central de control.

El nimero maximo de usuarios prioritarios es:
o SPC4xxx —todos los usuarios
o SPCb5xxx—512
o SPC6xxx—512

Acompanante La funcion de Visita obliga a los titulares de tarjetas con este privilegio a acompafar a otros
titulares de tarjetas por puertas especificas. Si esta funcion esta habilitada en una puerta, se
debe presentar primero una tarjeta con la atribucién de Visita para permitir abrir la puerta a otros
titulares de tarjeta sin este atributo. El periodo de tiempo durante el cual los titulares de tarjetas
pueden presentar sus tarjetas después de haberse presentado otra con derecho de Visita; se
puede configurar individualmente para cada puerta.

Custodia La funcion de Custodia impone a un titular de tarjeta con dicho privilegio a estar siempre dentro
de una estancia (grupo de puertas) cuando otros titulares de tarjetas estan dentro.

El usuario Custodia debe ser el primero en entrar en la sala. Sélo podran entrar otros titulares
de tarjetas si hay un responsable en la estancia. El titular de |a tarjeta con atributo de Custodia
no podra salir hasta que todas las tarjetas que no sean de responsable hayan salido de la
estancia.

Identifica al titular de esta tarjeta como responsable. El usuario con atributo de Custodia debe
ser el primero en entrar en un grupo de puertas que requiera un titular de tarjeta de Custodia, y
debe ser el Ultimo en abandonar dicho grupo de puertas.

17.8.6.1 Cambio de codigo de técnico y de clave web

Puede cambiar el codigo de usuario para acceder al teclado, asi como la clave para acceder al navegador
web (Unicamente para el nivel de técnico).

Usuarios Perfiles SMS usuario Mando via radio Claves Web Acceso al técnico -

Cambio PIN

PIN
PIN actual: | | 6 Digitos numéricos
Nuevo PIN: | | 6 Digitos numéricos
Confirme nuevo PIN: | | 6 Digitos numéricos

Cambio clave web (emplee otra mas segura que el PIN de autenticacion de usuario)

Clave actual: | | | Borrado clave
|

Nueva clave: |

Confirme nueva clave: | |

Cambio clave
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1. Cambie el cédigo PIN como se indica a continuacion:

Cadigo PIN anterior Introduzca el cadigo PIN de técnico actual. (solo digitos
nuMEricos)

Cadigo PIN nuevo Introduzca el cédigo PIN de técnico nuevo. (solo digitos
NuUMEricos)

Confirmar cédigo PIN Vuelva a introducir el cédigo PIN de técnico nuevo.

nuevo

2. Haga clic en el boton Cambiar cédigo PIN para activar el codigo PIN nuevo.

El numero minimo de digitos necesario para el cédigo depende de la
L configuracién de seguridad del sistema o de la longitud seleccionada para los
l digitos cédigo PIN en el menu Config. central > Config. sistema >
Opciones.

3. Cambie la clave web a una clave mas segura para acceder al navegador web.

Nueva clave Introduzca la nueva clave de acceso web (caracteres alfabéticos dela A a
la Z y digitos numéricos del 0 al 9).

Confirme Vuelva a introducir la nueva clave de acceso web.
nueva clave

4. Haga clic en el boton Cambiar clave para activar la nueva clave.

e La clave distingue entre mayusculas y minusculas; asi pues, compruebe si introduce caracteres
l en mayusculas o en mindsculas en su nueva clave.

17.9 Via radio

Los médulos via radio aportan deteccion del sensor via radio (868 MHz) en la central SPC. Hay dos
tipos de médulos via radio: unidireccionales Kit SiWay RF (SPCW110, 111, 112, 114 )y
bidireccionales Transceptor via radio SPCW120. El kit via radio de SiWay se conectaenel
controlador, teclado o instalando un médulo de expansion via radio. El médulo via radio bidireccional de
SPC se conecta en la ranura 2 del médem del panel de control. Consulte la tabla siguiente para ver una
lista de los dispositivos que se pueden registrar con cada tipo de transceptor.

Para cumplir con la regulacion de la CE, el producto SPCW120 solo puede conectarse con los
siguientes productos:

« SPC5330.320-L1
« SPC6330.320-L1
« SPC4320.320-1
« SPC5320.320-1
« SPC5350.320-1
« SPC6350.320-L1

e
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Dispositivos compatibles con un transceptor unidireccional

Sensores via ADM-112W1 Detector PIR Fresnel via radio, angulo grande de 12 m
radio IR160W6-10 Detector PIR via radio con espejo negro triplex, angulo grande de 18 m,
868 MHz
IMKW®6-10 Contacto magnético via radio, 868 MHz
IMKW6-10B Contacto magnético via radio, 868 MHz (marrén)

OPZ-W1-RFM®6 Mddulo de radio SiWay (conexion con detector de humo)

IRCW6-11 Mando de control remoto con 4 botones de control
IPAWG6-10 Transmisor personal
APR Alarma personal via radio

Dispositivos compatibles con un transceptor bidireccional

Sensores via WPIR Detector PIR via radio 12 m con opcion de inmunidad PET
radio WPIR-CRT Detector PIR de cortina via radio
WMAG Contacto magnético via radio (delgado)
WMAG-I Contacto magnético con entrada adicional
WRMT Mando de control remoto con 4 botones de control
WPAN Boton de alarma personal via radio

L Para ver videos de instrucciones sobre los transceptores y dispositivos via radio, vaya a
1 http://van.fyi?Link=Wireless_devices.

17.9.1 Via radio unidireccional

Los dispositivos siguientes pueden registrarse en un transceptor via radio unidireccional:

» Sensores viaradio

« Alarma personal via radio (APR)

. IPAWB-10

. IRCW6-11
Recuerde que debe desactivar el sistema via radio bidireccional antes de registrar estos dispositivos.
Para desactivar el sistema via radio bidireccional:

1. Seleccione Configuraciéon > Hardware > Via radio > Configuracion via radio.

2. Desactivar Via radio bidireccional.
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Configuracian via radia

Configuracion via radio

i rasin hidl Fapdpans con franscspter hlneccianal (TXR)

Rechazy gin seial Desesliman seiaky eckides con bajo nivel

Detaceiin interfarenciog AX Agtivciin o8 svigs ante inlarmarentis

Incidencia via radic perdido Erwin inadenoa via raio et por Flext, Contact 10 79 S
Fallo supervisién Z ] min Intervale imimi peniodo supenicien via adio neicoonal
Antena Calama Tinn de amena receptar via radin

Supervisita perdidn Sin alanra Canarstion o no de lamper de 2ons ooe Sl g8 supenisitn
SO mando via raiio Alarma de ginko - Cparalva bulones SO mendy via rad

Tast PAT 3 Farioda maxima da 0 2 365 dias anive test da PATS (Pulsadar Afracs via radin) & 3in fast

Imposibilicsd armado con lallo vis radio Tiempu 20 720 minutoz)

ity dr superazian via adia que mpedinsn s (. Dezhabiilady)

I

Via racio perdide. T20 Tizmpo [20 2 720 minutez) 2in sefizies d2 SUEErAziGn via radia para fale de detecior il Deshabiltade)

17.9.1.1 Sensores via radio
Registrar un sensor

Para registrar un sensor nuevo:

1. Seleccione Configuracion > Hardware > Configuracion via radio.

General Sistema Zonas Salidas Particiones Calendarios Cambio PIN técnico y web Avanzado

Placa base X Bus

Configuracion via radio

Configuracion via radio

Via radio bidi -) Equipado con transceptor bidireccional (TX/RX)

2. Desactivar Via radio bidireccional.

Seleccione Configuracién > Hardware > Via radio y haga clic en el boton Registrar nuevo
sensor.

[ [ e T

Nota: el sensor no aparecera en la Lista de sensores registrados hasta que haga clic en el
botén Registrar nuevo sensor.

4. Cuando tenga el sensor, haga clic en el boton Ahadir.

LR e povPEes Kaaza: ok s

5. Configure los atributos del sensor.
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Alta detector via radio

Nombre:

ID detector: 2528848

Tipo de detector:  Cont. magn.

Zona:

Tamper Option:

Tipo de zona: |Alarma de robo V|
Particion: [Particién 1 Area 1 |

El sensor aparece en la Lista de sensores registrados.

ool | sriens

Mactags  pEd

Vit

Datackor via radla dade de alta come 2ona

Via radfio - Lista detectores dados de afty

atneias |

| sronnin st mnar f o ax B T B | 7| ]

=T o

Atributos programables para los sensores via radio

Descripcion
Tipo de sensor
Zona

Tipo de zona

Particion

Descripcion del sensor.

El tipo de sensor via radio detectado (p. €j., contacto magnético, PIR).
El numero de la zona en la cual ha sido registrado el sensor.

El tipo de zona (p. €j., alarma, entrada/salida).

Particiones a las que sera asignada esta zona.

Editar un sensor

Para editar un sensor:

1.

2.

3.
17.9.1.2 APR

Haga clic en el botén Editar junto al WPAN que desea editar.
Edite los atributos del sensor.

Haga clic en Guardar para guardar los cambios.

i

« Solo puede configurar una APR o verificar su estado en el teclado si cuenta con un médulo via

radio en la central o con cualquiera de los modulos de expansion de la central.

« Una APR solo es compatible con Kit SiWay RF (SPCW110, 111, 112, 114 ).

No se asigné una APR a un usuario. Normalmente, varias personas comparten una APR, por ejemplo,
guardas de seguridad que trabajan en turnos. No obstante, se puede fijar una APR permanentemente a
una superficie como debajo de un escritorio o detras de una caja registradora.

Puede conectar un maximo de 128 APR por cada central SPC.
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Configurar una APR

Para configurar una APR desde el navegador, seleccione modo técnico completo y Configuracién >
Hardware > Via radio > APR.

Se pueden verificar o configurar los siguientes elementos:

Anadir una APR

« Estado bateria

La central recibe el estado de la bateria desde la APR en cada imagen. El estado de la bateria
puede ser OK o Baja.

El control de la bateria requiere una APR con la revision E-PC 138612 o posterior de la placa.
Supervisar
El estado de supervision puede ser:

—Fallo
La central no ha recibido un mensaje de supervisiéon de la APR en el periodo configurado en la
pagina Configuracion via radio.

— Deshabilitado
La supervision no esta configurada.

— Aceptar
La supervision se esta transmitiendo normalmente.

Estado
El estado del test puede ser:

—Vencido
La APR no ha sido comprobada en el periodo configurado en la pagina Configuracion via radio.

— Deshabilitado
La supervision no esta configurada.

—Aceptar
El test APR es correcto.

Para anadir una APR al sistema:

1.

Seleccione Configuraciéon > Hardware > Via radio > APR y haga clic en el botén Aiadir. Se
abre la pagina de Configurar alarma personal via radio (APR).
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General Sistema Salidas Particiones Calendarios Cambio PIN técnico y web Avanzado

Placa base X Bus

PAT

Configuracion pulsador atraco via radio (FAT)

PAT 1

1D ransmisor
Supervis. PAT con supervision (requiere la habilitacion del enlace de supervision en el pulsador)
Test Test manual del PAT de acuerdo con la planificacion

Asignacion de funciones a los pulsadores.

Rojo [Alarma de panico v]
Verde [Alarma de alraco ~]
Amarillo |Méd\ca V‘
Rojo+verde [Alarma de panico ~]
Rojo+amarillo [Alarma de atraco v]
Amarillo+verde [Alarma de panico (silenciosa) |
Rojo + amarillo + verde |SOSPECHA V‘

2. Configure la APR con los siguientes detalles:

Descripcion Introduzca una descripcion o nombre para identificar la APR.

ID de Introduzca el ID de transmisor que esta impreso en la caja de la APR.

transmisor También puede pulsar cualquier botén de la APR y hacer clic en el botén Alta.

El campo del ID de transmisor se rellena automaticamente.

Supervisar  Puede configurar la APR para que envie sefales de supervision periddicas. La
supervision esta habilitada en la APR mediante un puente.

Para que la supervision funcione correctamente, active la funcion de
supervision en la central para la APR concreta. Si la central no recibe la sefal
de supervisioén, emite una alarma que aparece en el teclado y queda registrada.

Si la supervision no esta activada, la APR transmite el estado de la bateria a la
central aproximadamente cada 24 horas. El mensaje también se envia de
forma aleatoria para reducir las probabilidades de cruce con otras APR.

Marque la casilla Supervisar para activar la supervision de la APR.

Test Marque la casilla Test si se requiere un test de APR periddico. El periodo de
tiempo para los tests periédicos se configura en la pagina Cambiar
configuracioén via radio (consulte Cambiar la configuracion via radio en la
pagina 242).
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Asignaciéon Use esta seccion para asignar funciones a las combinaciones de botones. Las
de funciones disponibles son Panico, Panico silencioso, Atraco, Sospecha,
funciones a Salida RF usuario y Alarma médica. Puede seleccionar mas de una

los botones combinacion para la misma funcion.

La configuracion por defecto para una instalacion financiera es:
o Amarillo - Sospecha
« Rojo + Verde - Atraco

Para instalaciones comerciales o domésticas, la configuracion por defecto es:
« Rojo + Verde - Panico

Nota: Si una combinacion de botones no tiene asignada ninguna funcion, aun
es posible usar esta combinacién mediante un disparador. Consulte
Disparadores en la pagina 308.

3. Haga clic en el botén Salvar para salvar la configuracion.
Consulte también
« Cambiar la configuracion via radio en la pagina 242

« Disparadores en la pagina 308
Editar una APR

Para editar una APR:

1. Seleccione Configuraciéon > Hardware > Via radio > APR y haga clic en el bot6n Editar junto
ala APR que desea editar.

2. Se abrira la pagina Configurar alarma personal via radio (APR) para la APR.
Editar los campos necesarios.

4. Haga clic en el boton Guardar para guardar los cambios. También puede hacer clic en el boton
Atras para volver a la version anterior sin guardar los cambios.

Registro APR

El registro APR muestra todas las incidencias de la APR en el sistema. Para ver el registro APR,
seleccione Registro > Registro del sistema > Registro de APR.

17.9.1.3 Botén de alarma personal IPAW6-10

El botdn de alarma personal IPAWG6-10 es un dispositivo que se utiliza para transmitir mensajes de
alarma de panico al sistema SPC.

El usuario puede llevar el IPAWG6-10 de una o dos maneras:

« EIPAWSG-10 se puede llevar como reloj de pulsera (insertando la pulsera en las dos hendiduras
del porta-anillo adecuado).

« EINPAWG-10 puede llevarse como colgante retirando el porta-anillo de pulsera y sustituyéndolo
por un porta-anillo colgante.

Registrar un botén de alarma personal IPAWG6-10

Para registrar el IPAW6-10:
1. Enel navegador de SPC, seleccione Usuarios > Mando via radio.
2. Enel IPAWG6-10, pulse y mantenga pulsado el boton central.

El led se enciende durante 1,5 segundos.
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3. Hagaclic en Actualizar en la pagina del Mando via radio para mostrar el IPAW6-10.

4. Ahora puede asignar el dispositivo IPAW6-10 a un usuario del sistema.

Para asignar el IPAW6-10 a un usuario:

1. VayaaUsuarios > Usuarios y haga clic en el botén Editar junto al usuario al que desee asignar el
IPAW6-10.

2. Enlapagina Editar ajustes del usuario, haga clic en el boton del Mando desconocido.

Se muestra una lista de mandos no asignados.

Haga clic en el botén Aiadir para asignar el IPAW6-10 al usuario.

4. Enlapagina Editar ajustes del usuario, haga clic en Guardar.
Borrar un botén de alarma personal IPAW6-10

Para borrar el IPAW6-10:

1. Vayaa Configuracion > Hardware > Via radio > Lista de transceptores.

2. Haga clic en el boton Borrar junto al IPAW6-10 que desea borrar.
17.9.1.4 Control remoto de IRCW6-11
El control remoto IRCW6-11 de 4 botones es un dispositivo que permite al usuario utilizar de forma remota

el sistema SPC. El dispositivo es compatible con las funciones ARMAR, MANTENER y DESARMAR,
asi como el funcionamiento de las salidas definidas y una funcion SOS.
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1 Armado
Mantener

Desarmado

2
3
4 Funcion adicional
5 Péanico/SOS
6

Indicador led

Registrar un control remoto IRCW6-11

Pararegistrar el IRCW6-11:

1. Enel navegador de SPC, seleccione Usuarios > Mando via radio.

........

2. Enel IRCW6-11, pulse y mantenga pulsado cualquier boton.
Las luces led.
3. Hagaclic en Actualizar en la pagina del Mando via radio para mostrar el IRCW6-11.
4. Ahora puede asignar el dispositivo IRCW6-11 a un usuario del sistema.
Para asignar el IRCW®6-11 a un usuario:

1. VayaaUsuarios > Usuarios y haga clic en el botén Editar junto al usuario al que desee asignar
el IRCW6-11.

2. Enlapagina Editar ajustes del usuario, haga clic en el botén del Mando desconocido.

Se muestra una lista de mandos no asignados.
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3. Haga clic en Afiadir para asignar el IRCW6-11 al usuario.

4. Enlapagina Editar ajustes del usuario, haga clic en Guardar.
Borrar un control remoto IRCW6-11

Para borrar el IRCW6-11:
1. Vayaa Configuracion > Hardware > Via radio > Lista de transceptores.

i
Z3
ui [mt |m

2. Haga clic en el boton Borrar junto al IRCW6-11 que desea borrar.

17.9.1.5 Cambiar la configuracion via radio

Para cambiar la configuracion via radio, seleccione Configuracion > Hardware > Via radio >
Configuracion via radio.

Hardware Sistema Enfradas Salidas Particiones Calendarios Cambio propio codigo Avanzado

Placa base X Bus

Configuracion via radio

Config. via radio

Antena Tipo de antena receptor via radio

Superv. v. radio Un fallo de supervision puede generar tamper de zona

X O Desestimar sefiales recibidas con bajo nivel

Detecc. interf. RF Activacion de alerta ante interferencias

RF FOB $0S Select how the SOS buttons on the RF Fob should operate.

Test PAT N Periodo méximo de 0 a 365 dias entre test de PATS (Pulsador Atraco via radio). 0: Sin test

Fallo via radio al armar Tiempo (20 a 720 min) sin sefiales de supervision via radio que impedirén armar (0: Deshabilitado)
Via radio perdido Tiempo (20 a 720 min) sin sefiales de supervisidn via radio para fallo de detector (0: Deshabilitado)

Consulte la tabla a continuacion para obtener mas informacion.

Via radio Active o desactive la comunicacién via radio bidireccional segun el transceptor utilizado.
bidireccional Active la comunicacion via radio bidireccional si utiliza Transceptor via radio SPCW120.

Desactive la comunicacion via radio bidireccional si utiliza Kit Siway RF (SPCW110, 111,
112, 114).

Filtro Haga clic parafiltrar las sefiales de RF de baja intensidad.
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Deteccion de
interferencia
RF

Incidencia de
pérdida de
sensor via
radio

Supervision

Antena

Supervision
faltante

Test PAT

Cronograma de
test de APR!

Tiempo de
impedimento
de armado

Haga clic para activar una alerta en caso de que se detecte interferencia RF.

Haga clic para enviar la incidencia de pérdida de sensor via radio a través de CID/SIA y FlexC.

Configure el tiempo en minutos entre las ocurrencias de las supervisiones de sefiales via radio
bidireccionales.

Seleccione el tipo de antena conectada al médulo via radio (interno o externo) del menu
desplegable. El tipo de antena requerido para el médulo via radio depende del tipo de médulo
via radio que se utilice.

Seleccione en caso de que un sensor via radio informado como perdido registre una condicion
de tamper en la central de SigNET.

Se informa que falta un sensor via radio cuando no se ha recibido ninguna sefal de supervision
de ese receptor durante un periodo superior al programado en el temporizador Sensor via radio
perdido. Consulte Temporizaciones en la pagina 279.

Seleccione como deben operar los botones de SOS en el mando via radio de RF:
o Inhibir
« Habilitar
« Habilitado silencioso
« Alarma médica usuario
« Alarma de atraco usuario
« SalidaRF

Introduzca el periodo maximo (en dias) entre los test de APR.

Introduzca el tiempo en minutos tras el cual, si un sensor no envia informes, se debe impedir el
armado para una particion donde esta la zona via radio.

Esta configuracion solamente se aplica para las siguientes zonas de intrusion.
« Alarma
« Entrada/salida
« Robofinsalida
« Panico
« Atraco
o Tamper
« Superv.llave
« Sismico
« Todo OK
« Autorizacion de armado

« Elemento bloqueo
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Tiempo de Introduzca la cantidad de minutos tras la cual el dispositivo via radio (sensor o APR) debe
pérdida de informarse como perdido.
dispositivo

1 Una APR solo es compatible con Kit SiWay RF (SPCW110, 111, 112, 114).

Para cumplir con la regulacion de la CE, el producto SPCW 120 debe conectarse solo a los siguientes
productos:

» SPC5330.320-L1
» SPC6330.320-L1
SPC4320.320-L1
» SPC5320.320-L1
» SPC5350.320-L1
» SPC6350.320-L1

i

17.9.2 Via radio bidireccional

Los dispositivos siguientes pueden registrarse en un transceptor via radio bidireccional:

« Sensores viaradio

» Salidas viaradio

« Repetidores via radio

» Botdn de alarma personal WPAN

« Control remoto de WRMT
Recuerde que debe activar el sistema via radio bidireccional antes de registrar estos dispositivos.
Para activar el sistema via radio bidireccional:

1. Seleccione Configuracién > Hardware > Via radio > Configuracién via radio.

2. Activar Via radio bidireccional.

Hardware Sistema Entradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado
Placa base XBus
Configuracion via radio
Config. via radio

Antena Tipo de antena receptor via radio
Superv. v. radio Un fallo de supervision puede generar tamper de zona
X O Desestimar sefiales recibidas con bajo nivel
Detecc. interf. RF Activacion de alerta ante interferencias
RF FOB S0S Select how the SOS buttons on the RF Fob should operate
Test PAT D Periodo maximo de 0 a 365 dias entre test de PATs (Pulsador Atraco via radio). 0- Sin test
Fallo via radio al armar Tiempo {20 a 720 min) sin sefiales de supervision via radio que impediran armar (0: Deshabilitado)
Via radio perdido Tiempao (20 a 720 min) sin sefales de supervision via radio para fallo de detector (0: Deshabilitado)

El Transceptor via radio SPCW120 tiene una capacidad de (hasta) el siguiente nimero de dispositivos
» 64 detectores,

16 sirenas de salida

8 teclados

o 4 repetidores

Nota: en total, se soporta un numero maximo de 16 dispositivos sincrénicos por transceptor.
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17.9.2.1 Sensores via radio

Registrar un sensor

Para registrar un sensor nuevo:

1.

Seleccione Configuracion > Hardware > Configuracién via radio.

Avanzado

Cambio PIN técnico y web

General Sistema Salidas Particiones Calendarios

Placa base X Bus
Configuracién via radio

Configuracion via radio

Via radio bidi Equipado cen transceptor bidireccional (TX/RX)

Activar Via radio bidireccional.

Seleccione Configuracion > Hardware > Via radio y haga clic en el boton Registrar nuevo
sensor.

S LLIH N

[ [ e T

Nota: el sensor no aparecera en la Lista de sensores registrados hasta que haga clic en el
boton Registrar nuevo sensor.

Cuando tenga el sensor, haga clic en el boton Anadir.

Tl

Via radio - Identificanca..

Configure los atributos del sensor.

Alta detector via radio

Nombre: |

ID detector: 25288486

Tipo de detector:  Cont. magn.
Zona:
Tamper Option:

Tipo de zona: |Alarma de robo V|

Particién: [Particién 1 Area 1 /|
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6.

El sensor aparece en la Lista de sensores registrados.

Datackor via radla dade de alta come 2ona
Via radfio - Lista detectores dados de afty

Frioes sadaen v dn v bl |

soanin 2o e v o B T AR el | £ ]

Al v detecinr o

Atributos programables para los sensores via radio

Descripcion
Tipo de sensor
Zona

Tipo de zona

Particion

Descripcion del sensor.

El tipo de sensor via radio detectado (p. €j., contacto magnético, PIR).
El numero de la zona en la cual ha sido registrado el sensor.

El tipo de zona (p. €j., alarma, entrada/salida).

Particiones a las que sera asignada esta zona.

Editar un sensor

Para editar un sensor:

1.
2.
3.

Haga clic en el botén Editar junto al WPAN que desea editar.
Edite los atributos del sensor.

Haga clic en Guardar para guardar los cambios.

17.9.2.2 Ajustar los atributos adicionales de sensores via radio bidireccionales

Segun el tipo de sensor, los atributos adicionales via radio bidireccionales pueden configurarse haciendo
clic en el boton Editar junto al sensor en la Lista de sensores registrados.

PIR

Para programar los atributos de un PIR:

1.

Seleccione Configuracion > Hardware > Configuracion via radio.

it

Ve racio - Lista demciorns dados de sl

R
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2. Hagaclic en el botén Editar junto al PIR deseado.

General

Placa base

Sistema

X Bus

Zonas Salidas

Particiones

Calendarios

Cambio PIN técnico y web

Avanzado

Via radio

Estado detector via radio

Detector:

Nombre:

Tipo de detector:

Tamper Option:
Zona:

Tipo de zona:
Particion:

LED:

Filtro impulsos detector PIR:

Filtro imunidad ante mascotas:

Control ganancia sefial det.PIR:

[¥]

-

IR

Tamper =

Alarma de robo W

Particion 1 Area 1 v

Deshabilit. ~

Conteo 2 impuls.  ~

Deshabilit. ~

Medio

=
<

<

Atributos programables de un PIR

Sensor
Descripcion
Tipo de sensor
Zona

Tipo de zona
Particién

Indicador led

Filtro de pulsos del sensor
PIR

Filtro para animales de
compaiiia

Sensibilidad del PIR

El nimero del sensor registrado en el sistema (1 = primero; 2 = segundo; etc.).

Descripcion del sensor.

El tipo de sensor via radio detectado (p. €j., contacto magnético, PIR).

El numero de la zona en la cual ha sido registrado el sensor.

El tipo de zona (p. €j., alarma, entrada/salida).

Particiones a las que sera asignada esta zona.

Cuando esta activado, el indicador led se encendera cuando el PIR esté
activado.

1 pulso: 1 activacion activara una alarma:

2 pulsos: 2 activaciones activaran una alarma:

3 pulsos: 3 activaciones activaran una alarma:

Filtro de tiempo desactivado: cualquier activacion activara una alarma, y no es
necesario que la activacion esté presente para una duracioén de pulsos.

Cuando esta activado, el PIR ignorara el movimiento de los animales pequefios.

El PIR tiene 5 ajustes de sensibilidad. Seleccione la sensibilidad mas baja
cuando los niveles de luz del fondo puedan cambiar.
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Contacto magnético
Para programar los atributos de un contacto magnético:

1. Seleccione Configuraciéon > Hardware > Configuracién via radio.

it x
Ve racio - Lista demciorns dados de sl

EI I O
2. Haga clic en el botdn Editar junto al contacto magnético deseado.

General Sistema Salidas Particiones Calendarios Cambio PIN t&cnico y web Avanzado

Placa base X Bus

Via radio

Estado detector via radio

Detector: 1

Tipo de detector:  Cont. magn.

Tamper Option:

Zona:

Tipo de zona:
Particion:
Contacto interno:
Contacto externo:

3. Programe los atributos.

Atributos programables para el contacto magnético

sensor, participara en las activaciones.

Sensor El nimero del sensor registrado en el sistema (1 = primero; 2 = segundo; etc.).

Descripcién Descripcion del sensor.

Tipo de sensor El tipo de sensor via radio detectado (p. €j., contacto magnético, PIR).

Zona El numero de la zona en la cual ha sido registrado el sensor.

Tipo de zona El tipo de zona (p. €j., alarma, entrada/salida).

Particién Particiones a las que sera asignada esta zona.

Indicador led Cuando esta activado, el indicador led se encendera cuando el contacto magnético esté
activado.

Contacto interno Cuando esta activado, el contacto interno participara en las activaciones.

Contacto externo Cuando esté activado, el contacto externo, conectado a través de los terminales del

17.9.2.3 Botén de alarma personal WPAN

El botén de alarma personal WPAN es un dispositivo que se utiliza para transmitir mensajes de alarma de

panico al sistema SPC.
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El usuario puede llevar el WPAN de una o de dos maneras:

« EIWPAN se puede llevar como reloj de pulsera (insertando la pulsera en las dos hendiduras del
porta-anillo adecuado).

« EI'WPAN puede llevarse como colgante retirando el porta-anillo de pulsera y sustituyéndolo por
un porta-anillo colgante.

Registrar un botén de alarma personal WPAN

Para registrar el WPAN:
1. Enel navegador de SPC, seleccione Usuarios > Mando via radio.
2. Enel WPAN, pulse y mantenga pulsado el boton central.

Los led del mando se encienden de la siguiente manera: luces rojas durante 3 segundos,
después sin led, después luces rojas durante 1 segundo y después luces verdes durante 1
segundo.

3. Hagaclic en Actualizar en la pagina del Mando via radio para mostrar el WPAN.

4. Ahora puede asignar el dispositivo WPAN a un usuario del sistema.
Para asignar el WPAN a un usuario:

1. VayaaUsuarios > Usuarios y haga clic en el botén Editar junto al usuario al que desee asignar
el WPAN.

2. Enlapagina Editar ajustes del usuario, haga clic en el botén del Mando desconocido.

Se muestra una lista de mandos no asignados.

Uswario T
Erare s Wi Mgz Wi &1
Iman e 1 amn £

syaliy e

Haga clic en Ahadir para asignar el WPAN al usuario.

4. Enlapagina Editar ajustes del usuario, haga clic en Guardar.
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Borrar un botén de alarma personal WPAN

Para borrar el WPAN:
1. Vayaa Configuracién > Hardware > Via radio > Lista de transceptores.

Famnde

2. Haga clic en el boton Borrar junto al WPAN que desea borrar.

17.9.2.4 Control remoto de WRMT

El control remoto WRMT de 4 botones es un dispositivo que permite al usuario utilizar de forma remota el
sistema SPC. El dispositivo es compatible con las funciones DESARMADO, ARMADO COMPLETOy
ARMADO PARCIAL (Solo A), asi como el funcionamiento de las salidas definidas y una funcion SOS.

6

—
1
—

1 Armado total

2 Armado parcial (Solo A)

3 Desarmado

4 Salida

5 Panico/SOS

6 Indicador led
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Registrar el control remoto WRMT

Pararegistrar el WRMT:

1. Enel navegador de SPC, seleccione Usuarios > Mando via radio.

2. Enel WRMT, pulse y mantenga pulsados los dos botones SOS.
El indicador led parpadea en rojo una vez y después pasa a verde.
3. Hagaclic en Actualizar en la pagina del Mando via radio para mostrar el WRMT.
4. Ahora puede asignar el dispositivo WRMT a un usuario del sistema.
Para asignar el WRMT a un usuario:

1. VayaaUsuarios > Usuarios y haga clic en el botén Editar junto al usuario al que desee asignar
el WRMT.

2. Enlapagina Editar ajustes del usuario, haga clic en el botén del Mando desconocido.

Se muestra una lista de mandos no asignados.

s Wi Mgz Wi &1

Iman e 1 amn A

Haga clic en Ahadir para asignar el WRMT al usuario.

4. Enlapagina Editar ajustes del usuario, haga clic en Guardar.
Borrar el control remoto WRMT

Para borrar el WRMT:

1. Vayaa Configuracion > Hardware > Via radio > Lista de transceptores.

Famnde " - A Listn nsncapnma ETE
Liata moaseapons BT

e LR R

i

2. Haga clic en el boton Borrar junto al WRMT que desea borrar.

Cuando borra un WRMT del sistema, debe también eliminar el registro interno en el WRMT antes de
usar de nuevo el WRMT.
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Para eliminar el registro interno:
« Enel WRMT, pulse y mantenga pulsados los botones ARMADO PARCIAL y DESARMADO.
El indicador led parpadea en rojo y naranja para confirmar que se ha eliminado el registro.

17.9.2.5 Cambiar la configuracién via radio

Para cambiar la configuracién via radio, seleccione Configuraciéon > Hardware > Via radio >
Configuracion via radio.

Hardware Sistema Eniradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado
Placa base X Bus
Configuracion via radio
Config. via radio

Antena Tipo de antena receptor via radio
Superv. v. radio Un fallo de supervision puede generar tamper de zona
X O Desestimar sefiales recibidas con bajo nivel
Detecc. interf. RF Activacion de alerta ante interferencias
RF FOB 505 Select how the SOS buttons on the RF Fob should operate.
Test PAT D Periodo maximo de 0 a 365 dias entre test de PATs (Pulsador Atraco via radie). 0: Sin test
Fallo via radio al armar Tiempo (20 a 720 min) sin sefiales de supervision via radio que impedirdn armar (0: Deshabilitado)
Via radio perdido Tiempo (20 a 720 min) sin sefiales de supervision via radio para fallo de detector (0: Deshabilitado)

Consulte la tabla a continuacion para obtener mas informacion.

Via radio Active o desactive la comunicacion via radio bidireccional segun el transceptor utilizado.

bidireccional Active la comunicacién via radio bidireccional si utiliza Transceptor via radio SPCW120.

Desactive la comunicacion via radio bidireccional si utiliza Kit Siway RF (SPCW110, 111,
112, 114).

Filtro Haga clic parafiltrar las sefiales de RF de baja intensidad.

Deteccion de Haga clic para activar una alerta en caso de que se detecte interferencia RF.
interferencia

RF

Incidencia de Haga clic para enviar la incidencia de pérdida de sensor via radio a través de CID/SIA y FlexC.

pérdida de

sensor via

radio

Supervision Configure el tiempo en minutos entre las ocurrencias de las supervisiones de sefales via radio
bidireccionales.

Antena Seleccione el tipo de antena conectada al médulo via radio (intemo o externo) del menu
desplegable. El tipo de antena requerido para el médulo via radio depende del tipo de médulo
viaradio que se utilice.

Supervision Seleccione en caso de que un sensor via radio informado como perdido registre una condicion

faltante de tamper en la central de SigNET.

Se informa que falta un sensor via radio cuando no se ha recibido ninguna sefial de supervision
de ese receptor durante un periodo superior al programado en el temporizador Sensor via radio
perdido. Consulte Temporizaciones en la pagina 279.
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Test PAT Seleccione cémo deben operar los botones de SOS en el mando via radio de RF:
« Inhibir
« Habilitar
« Habilitado silencioso
« Alarma médica usuario
« Alarma de atraco usuario
« SalidaRF

Cronograma de Introduzca el periodo maximo (en dias) entre los test de APR.
test de APR'

Tiempo de Introduzca el tiempo en minutos tras el cual, si un sensor no envia informes, se debe impedir el
impedimento armado para una particion donde esta la zona via radio.
de armado Esta configuracion solamente se aplica para las siguientes zonas de intrusion.
« Alarma
» Entrada/salida
» Robofinsalida
« Panico
« Atraco
o Tamper
o Superv.llave
« Sismico
« Todo OK
« Autorizacion de armado

« Elemento bloqueo
Tiempo de Introduzca la cantidad de minutos tras la cual el dispositivo via radio (sensor o APR) debe

pérdida de informarse como perdido.
dispositivo

1 Una APR solo es compatible con Kit SiWay RF (SPCW110, 111, 112, 114).

Para cumplir con la regulacion de la CE, el producto SPCW 120 debe conectarse solo alos
siguientes productos:

. SPC5330.320-L1
- . SPC6330.320-L1
E . SPC4320.320-L1
. SPC5320.320-L1

» SPC5350.320-L1
» SPC6350.320-L1

17.10 Configuracién

Esta seccion abarca:

17.10.1 Configurar entradas y salidas de controlador ... .. .. ... . ... .. .............. 244
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17.10.2 X-BUS . 254
17.10.3 Cambiar la configuracion del sistema ... .. ... .. 267
17.10.4 Configurar zonas, puertas y particiones ... ... ... ... ... 287
17.10.5 Calendarios ... ... ... i 303
17.10.6 Cambiar codigo PIN propio ... . 306
17.10.7 Configuracion de ajustes avanzados ... ... ... ... ... ... .. 306

17.10.1 Configurar entradas y salidas de controlador

Esta seccion abarca:

« Editar una entrada abajo
« Editar una salida en |la pagina 246
« Configurar enclavamiento y autoarmado de salidas del sistema en |la pagina 252

o Config. X10- Ajustes en la pagina 253

17.10.1.1 Editar una entrada

1. Seleccione Configuracién> Hardware > Controlador.

Se mostrara la siguiente pagina.

Hardware Sistema Enfradas Salidas Puertas Particiones Calendarios ‘Cambio propio codigo Avanzado
Placa base X Bus Via radio
E/S unidad central
Zona RFL Zona Nombre Tipo Particion Atributos
| : )
3 2 RFLs 4K7/4KT v 3 L]
« [2RrsdIRT ] ‘ Thmi v [
5 2 RFLs 4K7AK7 W 5 1 Area 1 ~ ]
7 2 RFLs 4K7[4K7_ ™ 7 1- Area 1 v |:|
s : Thst Vi, O]
Salida Nombre Tipo Tipo cambio Atributos Test
1 Sistema - Sirena exterior l:l l:l Cl:l
2 Sistema - Sirena interior l:l l:l CI:'
3 Sistema - Flash sirena exterior l:l l:l Clzl
4 Sistema - Armado total l:l l:l Cl:l
5 Sistema - Robo inst l:l l:l Cl:l
& Sistema - Alarma confirmada l:l l:l ® I:l
2. Configure los campos tal como se describe en la siguiente tabla.
Entrada El numero se muestra para referencia y no puede programarse.
RFL Seleccione Final de linea (RFL) para la entrada de zona (por defecto: 4K7).

Analizada Muestra si el sensor es un sensor de tipo inercial/shock.

Cantidadde La cantidad de pulsos programada en la central que disparara una alarma de un
pulsos sensor de tipo inercial/shock.

Sensibilidad La sensibilidad programada en la central que disparara una alarma de un sensor
de tipo inercial/shock.

Zona Numero de la zona en la central
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Tipo El tipo de zona (consulte Tipos de zona en la pagina 405).

Descripcion Introduzca texto que describa la entrada (méax. 16 caracteres). Este texto
aparecera en el navegador y el teclado.

Area Sdélo si la funcién de particiones (multiples) esta activada en el menu Config.
central > Config. sistema > Opciones. Seleccione las particiones a las que
ha sido asignada esta zona.

Atributos Unicono en este campo indica que se han programado los atributos para esta
zona (consulte Zonas de entrada: atributos abajo).

Zonas de entrada: atributos

Se puede asignar a cada zona de SPC un atributo que determine las propiedades de esa zona.

Para asignar un atributo a una zona:

1. Seleccione Configuracién> Hardware > Controlador > Atributos.

Se mostrara la siguiente pagina:

Hardware Sistema Eniradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado

Nombre

No se producird alarma por su aperiura de durante los tiempos de E/S. Una vez armado, la zona se comporia come una zona E/S
No se producird alarma en ella con armado parcial A

No se producird alarma en ella con armado parcial B

‘Se producira alarma en cualguier estado

Una alarma no serd fransmitida

Con el atributo de desarmado local habilitade, una alarma generada por zona abierta provocard TX sélo si la particién estd total o parciaimente armada
2 activaciones sucesivas de la zona dentro del tiempo especificado seran la Unica causa de alarma

‘Su apertura provocara una breve activacion del zumbador del teclado en el estado de desarmado

Inhibicion posible por usuario

Empleo de dispositivo eléctricamente abierto en reposo

Sin ninguna indicacién audiovisual en los teclados en caso de alarma. Sdlo al desarmar se presenta informacion

‘Seran registrados todos los cambios de estado de la misma

La anulacion de oira zona con el mismo atributo provecara la anulacion de ésta

La zona debe abrirse al menos una vez durante el periodo especificado

Para detectores inerciales

Nivel de disparo por conteo de impulsos para andlisis de detectores inerciales

Nivel de sensibilidad para analisis de detectores inerciales

Placa base X Bus Via radio
Atributos - Zona 1
Atributo
[] Seguimiento
[[]  Excluida en armado parcial A
[[]  Excluida en armado parcial B
[0 24n
[] Local {No TX)
[] Desarmado local
[] Doble deteccion
[] cChime
W Inhib.
[]  Normalmente abierta (NA)
[] silenciosa
[ Reg
[]  Anulacion ligada
[]  Superv.zona robo
[] Analizada
Conteo impulsos
Det.vibracion

2. Marque la casilla junto al atributo preferido.

|- [

Los atributos de esta pagina dependeran del tipo de zona seleccionada. Para obtener una lista de
los atributos asignables, consulte Atributos aplicables a los tipos de zona en la pagina 415.
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17.10.1.2 Editar una salida

1. Seleccione Configuracién> Hardware > Controlador.

Hardware Sistema Entradas

E/S unidad central
Zona

1 RFLs 4K7|

2 RFLs 4K7|

3 RFLs 4K7,

4 RFLs 4K

g

5 RFLs 4K

g

[} RFLs 4K7,
7 RFLs 4K7,
RFLs 4K7,

Salida
1 xt. Bell

3 trobe

4 ullset

o
:(_>T|m5rn§

o 24 2 [n] [N] [m] [Re] [re] [na] [Ma] [no
3 w z
L3 E

=

]

R S e S S e

E| [E] B |E| [E| (B B B

R R SRR SR RS

Ql[Q] K9] K[] (9] Q] [ 1R

41K KK KL K

[ Alarm Confirmed

Placa base X Bus Via radio

Salidas Puertas Particiones Calendarios ‘Cambio propio codigo Avanzado

Zona Nombre Tipo Particion Atributos
: e
2 =
: =
‘ et v [
: aet v [
5 sl
7 el
: T
Tipo Tipo cambio Atributos Test
Sistema - Sirena exterior l:l l:l Clzl
Sistema - Sirena interior l:l l:l CI:'
Sistema - Flash sirena exterior l:l l:l ‘Cl:l
Sistema - Armado total l:l l:l Clzl
Sistema - Robo inst l:l l:l S'I:l
Sistema - Alarma confirmada l:l l:l 3|:|

2. Configure los campos tal como se describe en la siguiente tabla.

Tipo de salida

Descripcion Introduzca texto que describa la salida (max. 16 caracteres). Este texto
aparecera en el navegador y el teclado.

Salida del sistema: Seleccione el tipo del menu desplegable. (Consulte
Tipos de salidas y puertos de salida en la pagina opuesta.)

Salida de particién: Sdlo si la funcion de particiones (multiples) esta
activada en el menu Config. central > Config. sistema > Opciones.
Seleccione una particién y el tipo de salida del sistema para esta particién.
(Consulte Tipos de salidas y puertos de salida en la pagina opuesta.)

Identificacion de zona: Seleccione qué zona se debe identificar.
Puerta de mapeo: Seleccione qué puerta de mapeo se debe identificar.

Salida de puerta: Seleccione el nimero de puerta y el tipo de salida para
esa puerta. (Consulte Tipos de salidas y puertos de salida en la pagina
opuesta.)

Conmutador llave: Seleccione el ID de nodo para el conmutador llave
requerido y la posicion de la llave requerida para mapear esta salida.
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Configuracion  « Modo: Seleccione el modo operativo. Seguimiento continuo del tipo de
de salidas salida. El pulso se activa y desactiva cuando el tipo de salida esta activo.
Genera momentaneamente un pulso cuando se activa el tipo de salida.

« Redisparo: Marque la casilla para volver a disparar salidas
momentaneas.

« Hora de activacion: Introduzca la hora de activaciéon que se aplica a las
salidas momentaneas y pulsadas.

« Hora de desactivacion: Introduzca la hora de activacion que se aplicaa
las salidas pulsadas.

« Invertir: Marque esta casilla para invertir la salida fisica.

« Registrar: Marque esta casilla para registrar los cambios del estado de
salida en el registro de incidencias.

« Calendario: Seleccione, en caso de ser necesario, el calendario
deseado. Consulte Calendarios en la pagina 303.

Consulte también
Calendarios en la pagina 303
Tipos de salidas y puertos de salida

Cada tipo de salida puede asignarse a uno de los seis puertos de salida fisicos del controlador SPC o a
una salida en uno de los médulos de expansion conectados. Los tipos de salida que no estan
asignados a salidas fisicas funcionan como indicadores de incidencias en el sistema y pueden
registrarse y/o informarse a las estaciones centrales en caso de ser necesario.

Los puertos de salida en los médulos de expansion son todas salidas de tipo relé unipolar (NA, COM,
NC). Por lo tanto, es posible que los dispositivos de salida requieran fuentes de alimentacién externas
para activarse si estan cableados a las salidas de médulos de expansion.

La activacion de un tipo de salida concreto depende del tipo de zona (consulte Tipos de zona en la
pagina 405) o de condicion de la alerta que provoca la activacion. Si se definen varias particiones en el
sistema, las salidas en el SPC se agrupan en salidas del sistema y salidas de particion; las salidas del
sistema se activan para indicar una incidencia que afecta a todo el sistema (como un fallo en la red de
CA), mientras que las salidas de particion indican incidencias detectadas en una o mas de las
particiones definidas en el sistema. Cada particion tiene su propio conjunto de salidas de particion. Si
la particion es comun para otras particiones, entonces las salidas indicaran el estado de todas las
particiones en comun, incluyendo el estado propio. Por ejemplo, si la particién 1 es comun para las
particiones 2y 3, y Sirena Exterior estd Si la sirena esta activa, entonces la salida de sirena exterior de
la Particion 1 también esta activa.

[e]

Algunos tipos de salidas solo pueden indicar incidencias que afectan a todo el sistema (no
especificas de particiones). Consulte la tabla a continuacién para obtener mas informacion.
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Tipo de
salida

Descripcion

Sirena exterior

Flash exterior

Sirena interior

Alarma

Alarma
confirmada

Panico*

Atraco

Incendio

Tamper

Alarma médica
Fallo
Técnico

Fallo red CA*

Este tipo de salida se utiliza para activar la sirena exterior del sistema y esté activa cuando hay una
sirena exterior activa. Por defecto, la salida esta asignada a la primera salida de la placa del
controlador (EXT+, EXT-).

Nota: Se activa automaticamente una sirena exterior cuando una zona que esta programada como
zona de alarma dispara una alarma en modo Armado total o Armado parcial.

Este tipo de salida se utiliza para activar el flash de la sirena exterior del sistema y esta activa
cuando hay un flash de particion activo. Por defecto, la salida esta asignada a la salida de relé de
flash (Salida 3) de la placa del controlador (NA, COM, NC).

Nota: Se activa automaticamente una salida de flash exterior cuando una zona que esta
programada como zona de alarma dispara una alarma en modo Armado total o Armado parcial. El
flash de sirena exterior se activa en una condicion ‘Fallo al armar’ si el flash en la opcion ‘Fallo al
armar esta marcada en las opciones del sistema.

Este tipo de salida se utiliza para activar la sirena interior y estéa activa cuando hay una sirena
interior activa. Por defecto, la salida esta asignada a la segunda salida de la placa del controlador
(INT+, INT-).

Nota: Se activa automaticamente una sirena interior cuando una zona que esta programada como
zona de alarma dispara una alarma en modo Armado total o Armado parcial. La sirena interior se
activa en una condicion «Fallo al armar» si en las opciones del sistema esta seleccionada la opcién
«Fallo al armar».

Esta salida se activa tras la activacion de una zona de alarma en el sistema o desde cualquier
particion definida en el sistema.

Esta salida se activa cuando se ha confirmado una alarma. Una alarma se confirma cuando se
activan 2 zonas independientes en el sistema (o dentro de la misma particion) dentro de un periodo
de tiempo especifico.

Esta salida se activa tras la activacion de tipos de zona de alarma de panico desde cualquier
particion. También se genera una salida de alarma de panico si se produce una incidencia de
coaccion o si se habilita la opcion de panico para el teclado.

Esta salida se activa cuando una zona programada como de tipo atraco dispara una alarma desde
cualquier particion.

Esta salida se activa tras la activacién de una zona de incendio en el sistema (o desde cualquier
particion).

Esta salida se activa cuando se detecta una condicién de tamper desde cualquier parte del sistema.

Para un sistema de Grado 3, si se pierde la comunicacién hacia un dispositivo X-BUS durante mas
de 100 segundos, se genera un tampery las incidencias informadas de SIA y CIR enviaran un
tamper.

Esta salida se activa cuando se activa una zona de alarma médica.
Esta salida se activa cuando se detecta un fallo técnico.
Esta salida se activa con actividad de una zona técnica.

Esta salida se activa cuando se interrumpe lared de CA.
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Armado parcial
A

Armado parcial
B

Armado total

Fallo al armar

Entrada/salida

Enclavamiento

Salida
incendio

Timbre

Humo

Test de paseo*

Armado
automatico

Coacciéon de
usuario

PIR
enmascarado

Tipo de s

salida Descripcion

Fallo de Esta salida se activa cuando hay un problema con la bateria de respaldo. Si el voltaje de la bateria
bateria* es inferiora 11V, se activa esta salida. La opcion ‘Restaurar’ para este fallo solo se presenta

cuando el nivel de tensién asciende hasta por encima de 11,8 V.

Esta salida se activa si el sistema o cualquier particion definida en el sistema esta en modo Armado
parcial A.

Esta salida se activa si el sistema o cualquier particion definida en el sistema esta en modo Armado
parcial B.

Esta salida se activa si el sistema esta en modo Armado total.

Esta salida se activa si no se pudo armar el sistema o cualquier particion definida en el sistema. Se
borra cuando se restaura la alarma.

Esta salida se activa si se ha activado una zona de entrada/salida, es decir, si se esta ejecutando
un temporizador de entrada o salida de una particion o del sistema.

Esta salida se activa segun lo definido en la configuracion de salida de enclavamiento del sistema
(consulte Configurar enclavamiento y autoarmado de salidas del sistema en la pagina 252).

Esta salida puede utilizarse para resetear los sensores de enclavamiento al igual que los sensores
de humo o inerciales.

Esta salida se activa si se activa alguna de las zonas de salida de emergencia.

Esta salida se activa momentaneamente cuando se activa el atributo chime de cualquier zona del
sistema.

Esta salida se enciende momentaneamente (3 segundos) cuando un usuario desarma el sistema;
puede utilizarse para restablecer detectores de humo.

La salida también se activara cuando se restaure la zona.

Cuando se utiliza la zona para restaurar detectores de humo bloqueados, la primera vez que se
introduzca el cédigo no se activaran las salidas de humo, sino que se silenciaran las sirenas; la
siguiente vez que se introduzca el cédigo, sila zona de incendio esta en estado abierto, la salida de
humo se activara momentaneamente. Este proceso se puede repetir hasta que se cierre la zona de
incendio.

Esta salida se activa momentaneamente cuando se realiza un test de intrusion y se activa una
zona. Esta salida se puede utilizar, por ejemplo, para activar tests funcionales de detectores
conectados (si esta disponible).

Esta salida se activa cuando se activa la funciéon de armado automatico en el sistema.

Esta salida se activa si se ha activado el estado de coaccién de usuario (si se introdujo un codigo
PIN + 1 en el teclado).

Esta salida se activa si hay zonas PIR enmascaradas en el sistema. Genera una salida de fallo en
laluz LED del teclado.

Esta salida se bloquea y permanecera activa hasta que sea restablecida por un usuario de nivel 2.

Se registra el enmascaramiento PIR por defecto. La cantidad de entradas del registro no supera 8
entre los periodos de armado.
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Tipo de
salida

Descripcion

Zona omitida
Comunicacion

Test hombre
caido

Desarmado

Aborto de
alarmas

Test sismico

Alarma local

Salida RF

Fallolinea TX
1

Fallo TX 1

Fallolinea TX
2

Fallo TX 2
Bateria baja

Estado de
entrada

Estado de
aviso

Listo para
armar

Config. ACK

Arm. total
hecho

Esta salida se activa si hay zonas inhibidas, aisladas o zonas de test de intrusion en el sistema.
Esta salida se activa si hay un fallo de comunicacion con la estacion central.

Esta salida se activa en un dispositivo via radio de ‘hombre caido’, el cual se activa cuando se
realiza el test de ‘hombre caido’.

Esta salida se activa si el sistema esta en modo Desarmado.

Esta salida se activa si se aborta una alarma, es decir, cuando se introduce un cédigo de usuario
valido a través del teclado luego de una alarma confirmada o no confirmada. Se utiliza, por ejemplo,
con marcadores externos (SIA, CID, FF).

Esta salida se utiliza para activar una prueba manual o automatica en una zona sismica. Los
sensores sismicos tienen un vibrador pequefio que se fijara a la misma pared que el sensory estara
cableado a una salida en la central o uno de sus modulos de expansion. Durante la prueba, la central
espera hasta 30 segundos para que la zona sismica se abra. Si esto no sucede, el test falla. Si se
abre dentro de los 30 segundos, la central espera a que la zona se cierre dentro de un periodo de 10
segundos. Si esto no sucede, el test falla. Luego, la central espera otros 2 segundos antes de
informar el resultado del test. El resultado del test, ya sea manual o automatico, se almacena en el
registro de incidencias del sistema.

Esta salida activa una alarma de intrusion local.

Esta salida se activa cuando se pulsa un botén de un mando viaradioo la APR'.

Esta salida se activa cuando hay un fallo en la linea del médem principal.

Esta salida se activa cuando falla el médem principal.

Esta salida se activa cuando hay un fallo en la linea del médem secundario.

Esta salida se activa cuando falla el médem secundario.
Esta salida se activa cuando la bateria esta baja.

Esta salida se activa si se implementa un procedimiento de entrada ‘Todo OK’ y no se genera una
alarma, es decir, cuando se pulsa el boton ‘“Todo OK’ dentro del periodo de tiempo configurado tras
haber introducido el cédigo de usuario.

Esta salida se activa si se implementa un procedimiento de entrada ‘Todo OK’ y se genera una
alarma silenciosa, es decir, cuando no se pulsa el botén “Todo OK’ dentro del periodo de tiempo
configurado tras haber introducido el codigo de usuario.

Esta salida se activa cuando una particion esta lista para el armado.

Esta salida sefiala el estado de armado. La salida alterna durante 3 segundos para indicar que el
armado ha fallado. La salida permanece activa durante 3 segundos si el armado se ha realizado
correctamente.

Esta salida se activa durante 3 segundos para indicar que el sistema se ha armado completamente.
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Tipo de
salida

Descripcion

Blockschloss
1

Blockschloss
2

Elemento
bloqueo

Elemento
desbloqueo

Codigo tamper
Problema

Link Ethernet
Fallo red

Reset cristal

Atraco
confirmado

Modo técnico
completo

Se utiliza para dispositivos Blockschloss normales.

Cuando todas las zonas de una particion estan cerradas, y no hay errores pendientes, la salida
«Blockschloss 1» se activa. Si la cerradura del Blockschloss esta cerrada, se activa una entrada de
«Llave A/D», se arma la particién relevante y se activa la salida Config. ACK durante 3 segundos
para indicar que el armado se ha realizado satisfactoriamente. «Blockschloss 1» no esta
desactivado.

Si el Blockschloss esta desbloqueado, el dispositivo Blockschloss desactiva la entrada de Llave
A/D dejandola en estado desarmado (cerrado), y la particion queda desarmada. A continuacion,
«Blockschloss 1» se desactiva.

Se utiliza para dispositivos de tipo Blockschloss: Bosch Blockschloss, Sigmalock Plus, E4.03.

Cuando todas las zonas de una particion estan cerradas, y no hay errores pendientes, la salida
«Blockschloss 2» se activa. Sila cerradura del Blockschloss esta cerrada, se activa una entrada de
«Llave A/D», se arma la particién relevante y se activa la salida Config. ACK durante 3 segundos
para indicar que el armado se ha realizado satisfactoriamente. A continuacién, «Blockschloss 2» se
desactiva.

Si el Blockschloss esta desbloqueado, la zona de Llave A/D pasa a quedar desarmada (cerrada) y
la particiéon queda desarmada. «Blockschloss 2» esta activado (si la particion esta lista para el
armado).

Se activa si el elemento de bloqueo esta en la posicion «bloqueada.

Se activa si el elemento de bloqueo esta en la posicion «desbloqueaday.

Se activa si hay un codigo tamper en la particion. Se desactiva cuando se restaura el estado.
Se activa si hay alguna zona con problemas.

Se activa si hay algun fallo en el link de Ethemnet.

Se activa si hay algun fallo de comunicacion de EDP.

Sirve para conectar la alimentacién para el médulo de interfaz de rotura de cristal y para
desconectarla a fin de reiniciar el dispositivo. La salida se reinicia si un usuario introduce su cédigo,
la zona no esta en estado cerrado y las campanas estan desactivadas.

Se activa en los siguientes casos para cumplir con PD6662:

« se producen dos activaciones de zona de atraco con una diferencia de mas de dos minutos
entre si

« se produce la activacion de una zona de atraco y una zona de panico con una diferencia de mas
de dos minutos entre si

« se produce la activacién de una zona de atraco y una zona de manipulacion o de una zona de
panico y una zona de manipulacién en el plazo de dos minutos

Se activa si hay un técnico in situ y el sistema se encuentra en modo técnico completo.

* Este tipo de salida sélo puede indicar incidencias que afectan a todo el sistema (no especificas de particiones).
1 Una APR solo es compatible con Kit Si Way RF (SPCW110, 111, 112, 114).
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Consulte también

Configurar enclavamiento y autoarmado de salidas del sistema abajo
17.10.1.3 Configurar enclavamiento y autoarmado de salidas del sistema

1. Debajo de Politica, haga clic en el boton Editar para la opcién Configuracion de salidaen
Opciones del sistema.

Aparecera la siguiente pagina:

Hardware Sistema Eniradas Salidas Puertas Parliciones Calendarios Cambio propio codigo Avanzado
Opciones sistema Temporizaciones y retardos Idenfificacion Estandares Reloj Idioma
ndio activa

Config.enclav. salidas

Tiempo entrada ¥ Activacion al final tiempo salida y apagar al inicio tiempo entrada

Salida emergencia O Activacion con cualquier zona de incendio activa

Desarmado O Activacion momentanea si un usuario desarma

Robo inst. Reset O Activacion momentanea con reset alarma

Reseteando alarma O Activacion durante fase armado con detector de rotura de cristal o incendio abierto. pero no con alarma

Salida técnico O Activacion momentanea al salir modo técnico.

Codigo de teclado valido O Codigo usuario vélido en teclado y zona incendio activa

Config.automdtica salidas

an (@) La salida permanecera activada con autoarmado activado.

Teclado () La salida seguird la operacion en el teclado.

Frogresiva () La salida dara un aviso progresivo de autoarmado.

Tiempo impulso. Duracion impulsos autoarmado (incrementos de 100 ms)

2. Seleccione la condicion bajo la cual se activara la salida con enclavamiento:

Tiempo entrada La salida se activa al final del tiempo salida y se desactiva al inicio del
tiempo entrada.

Salidaincendio Lasalida se activa si cualquier zona de salida de incendio esta activa.

Desarmado La salida se activa si el usuario desarma el sistema momentaneamente.
Reinicio de La salida se activa si se resetea la alarma momentaneamente.

alarma

Resetear La salida se activa durante la fase de armado si se detecta una rotura de
alarma cristal o humo y la alarma no esta activa.

Salidade modo Lasalida se activa cuando el técnico sale del modo técnico
técnico momentaneamente.

Cadigo de La salida se activa cuando se introduce un cédigo de usuario valido en el
teclado valido teclado y la zona de incendio esta activa.

3. Seleccione el comportamiento de la salida.

ON La salida permanecera activada si el armado automatico esta activo.
Teclado La salida se regira por las indicaciones en el teclado.
Progresiva La salida dara un aviso progresivo de armado automatico.

Tiempo de Seleccione cuanto permanecera activa la salida de armado automatico cuando
pulso sea seleccionada.
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17.10.1.4 Config. X10 - Ajustes
La pagina de configuracion X10 le permite configurar el funcionamiento de X10 en la central.

1. Seleccione Configuracién > Salidas > X-10.

Se mostrara la siguiente pagina:

Hardware Sistema Eniradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado
Salidas Funciones X10
Config. X10
Habilit.: [] %10 habilitado
Reg: [] Activar para registrar comandos X-10
2. Marque la casilla Habilitar para habilitar el funcionamiento de X-10 en la central.
3. Active la casilla Registro para habilitar el registro de todas las incidencias X-10 en la central.
4. Hagaclic en Salvar.
5. Haga clic en la pestana alfabética (A-P) para programar los disparos del dispositivo X-10.
Se presentara una lista de disparadores de dispositivos programables (1-16) para ese caracter
alfabético.
Hardware Sistema Entradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado
Salidas Funciones X10
Blogue l:l
Unidad Activo Nombre Fuentes Tecla rapida Test
2 o L 1
3 o L 1
4 O 1
5 O L 1
g u |: __Ninqun hd m OFF
7 o L 1 [ on [ oFF
Numerode Este es el numero (1-16) asignado al dispositivo.
unidad
Activo Este campo indica si el dispositivo esta activo o no.
Descripcion Este campo muestra la descripcidn que se utiliza para ayudar a identificar el
dispositivo: por ejemplo, luces escaleras (16 caracteres max.).
Teclade Este campo indica si la activacion del dispositivo X-10 puede alternarse al
activacion introducir un cédigo desde el teclado.
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Para editar un dispositivo X-10:
1. Hagaclic en Editar.

Se mostrara la siguiente pagina:

Hardware Sistema Eniradas Salidas Particiones Calendarios Cambio propio codigo Avanzado

Salidas Funciones X10

© Fuente OFF
Fuente ON

Fuente Activacion
Fuente Activacion
1 Vault v| |Positiv. /|| Afiadir

2. Para obtener mas informacién sobre la programacién, consulte Disparadores en |la pagina 308.

17.10.2 X-BUS

Esta seccion abarca:

o Mobdulos de expansién abajo
« Teclados en la pagina 260
« Controladores de puertas en la pagina 265
« Config. cabl. enla pagina 266
« Configuracion en la pagina 267
17.10.2.1 Médulos de expansion

1. Seleccione Configuracion> Hardware > X-Bus > Médulos expansion.

Se mostrara la siguiente pagina:

Hardware Sistema Eniradas Salidas Puertas Particiones (Calendarios ‘Cambio propio codigo Avanzado

Placa base Via radio

Mad.exp.

Méd.exp.configurados

D Nombre Estado  Tipo Nim.serie Firmware Lector Via radio FA.

1 101 Enlinea  E/S[8 Zona /2 Salida] 11327907 1.11 [07AUG1T3] Inexistente Inexistente Type 1-V4
2 AEX2 Enlinea  Audio [4 Zona] 1434500 1.03 [13MAR13] i i Inexistents
3 AEX3 En linea Audio [4 Zona / 1 Salida] 37070907 1.03 [13MAR13]
4 WIR4 En linea Via radio 489907 1.11 [0TAUG13] Inexistente Siway - V5 Inexistente
5 I0AS5 En linea E/S analizada [8 Zona / 2 Salida] 165074801 2.00 [09Apr14] i
6 106 Enlinea E/S [8 Salida] 443907 1.11 [0TAUG13] Inexistente Inexistente Inexistente
7 OKSWT Enlinea  Llave desarmado [1 Salida] 226593801 1.01 [1INOV10]
8 INDS En linea Indicador [1 Zona] 223387801 1.03 [13MAR13] EM4100 Inexistente Inexistente
Reconfigurar

Para nombrar e identificar:

En una configuracién en lazo, cada médulo de expansion esta numerado de forma
consecutiva desde el primero (modulo de expansion conectado a 1A 1B en el
controlador) al ultimo (médulo de expansion conectado a 2A 2B en el controlador).

L)

Ejemplo para SPC63xx: Los mddulos de expansién, cuando estan enumerados
de 1 a63, son zonas asignadas (en grupos de 8) en identidades subsiguientes de
1a 512 (el numero mas alto en la identificacién de zonas es 512). Por lo tanto,
todo médulo de expansidon con nombre o identificado por un nimero mayor que 63
no tiene zonas asignadas.

2. Haga clic en alguno de los parametros de identificacion del modulo de expansion para que aparezca
la pagina Configuracion de médulo de expansion.
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Hardware Sistema

Entradas

Salidas Puertas Particiones Calendarios Avanzado

Cambio propio codigo

Placa base

Mbd.exp.
Config.médulo expansion

ID méd.expansion 1

Tipo E/S[8 Zona / 2 Salida]

Num.serie 11327907

Zona RFL Zona Nombre Tipo Particién Atributos

: o | T ~] =
2 w0 o | (S iz vl =
3 1 | | [Sin iz V] =
' 2 | St v =
s 0 | Stz <] =
5 w | [Siatlasr v =
7 15 Sin utiizar v 1. Area 1 v L
8 16 Sin utilizar v 1 Area 1 ~ ]

Via radio

3. Configure los siguientes campos:

Descripcion

Limite de
volumen

Canal
auxiliar

RFL

(Zona)
Descripcion

Tipo de zona
Area

Atributos

Salida

Descripcion
Cambiar tipo
Atributos

Test

Para que aparezca en las luces LED del dispositivo.

Modulo de expansién de audio tnicamente VVolumen del altavoz para el
modulo de expansion de audio y los satélites (WAC 11). Estan todos
cableados en paralelo. Tenga en cuenta que el altavoz del WAC 11 tiene un
potencidmetro para un ajuste fino del volumen. El rango es de 0 (min.)a 7
(max.) o puede estar deshabilitado.

Moédulo de expansion de audio Ginicamente: Esta opcién debe estar
habilitada si los satélites (WAC 11) estén conectados a este médulo de
expansion.

Nota: Esta opcion, en caso de estar habilitada, enciende los micréfonos
satélites. Los altavoces satélites estan siempre habilitados,
independientemente de la configuracion.

Seleccione la RFL correcta (por defecto: PN 4K7). Esta configuracion
deberia coincidir con el cableado real de la entrada del controlador o médulo
de expansion. Consulte Cableado del sistema en la pagina 77.

Brinde una descripcién de la zona asignada.

Seleccione el tipo de zona. Consulte Atributos de zona en la pagina 411.
Seleccione la particion.

Asigne los atributos segun corresponda. Consulte Tipos de zonaen la
pagina 405.

Salidas/Salidas de fuente de alimentacién (visibles SOLO para fuente de
alimentacion inteligente SPCP355.300)

La salida numerada. El valor en paréntesis se corresponde con la salida
fisica en la placa de la fuente de alimentacion.

Proporcione una descripcion de la salida.
Cambie el tipo de salida segun sea necesario.
Asigne atributos a la salida.

Pruebe la salida.
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Supervisién  Seleccione qué salidas se supervisaran.

salida Nota: Antes de habilitar esta opcion, deben aplicarse la resistencia en

paralelo, el diodo y la carga requerida. El SPCP355.300 debe realizar una
calibracion antes de que se inicie la supervision. Consulte Salidas
supervisadas en la pagina 62 para obtener mas informacion.

Sélobateria Marque esta casilla si no hay ninguna bateria secundaria conectada a la
principal fuente de alimentacion.

Cuando se afadan o retiren modulos de expansion, acceda a Configuraciéon > Hardware > X-BUS >
Mapa de cableado y configuracion.

Haga clic en Reconfigurar para implementar los cambios.

Cuando hace clic en Continuar reconfiguracién, se reconfigura el X-BUS completo. Si el médulo de
expansion esta fuera de linea y pulsa el botén Reconfigurar, el médulo de expansién desaparecera sin
que se notifique al usuario.

jmie

Reconfigurar el X-BUS

1. Seleccione Configuracién > Hardware > X-BUS > Mapa de cableado y configuracién.
2. Haga clic en Reconfigurar.

Aparecera la pagina Aviso(s) — Mapa de cableado del X-Bus:

General 5ls Zonas Sakdas Particiones Ca 05 Camblo PIN té

Placa base

Mapa de cableado

Aviso(s) - Mapa de cableado del X Bus
Al pulsar el botdn

Rama 1

Posicion [l Estado Tipo Nimero de serie Nombre

Rama 2

Posicion Estade ] Niamero de seric

m Reconfigurar

3. Haga clic en Continuar reconfiguracion.

Se reconfigurara el X-BUS.

Si el médulo de expansion esta fuera de linea y pulsa el boton Reconfigurar, el médulo de expansion
desaparecera sin que se notifique al usuario.

Consulte también
« Cableado del sistema en la pagina 77
« Atributos de zona en la pagina 411

« Tipos de zona en la pagina 405
Configuracion de un moédulo de expansion de indicador

Hay dos modos de configuracion posibles para el modulo de expansion de indicador:
« Modo enlazado
« Modo flexible
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1. Seleccione Configuracién> Hardware > X-Bus > Médulos expansion.
2. Haga clic en uno de los parametros que identifican al indicador.

Se mostrara la siguiente pagina para la configuracién Modo enlazado.

Hardware Eniradas Salidas Puerias Particiones Calendarios Cambio propio codigo Avanzado

Placa base Via radio

Mod.exp.

Config.médulo expansion

3]

ID mod.expansion

Tipo Indicador [1 Zona]
Num.serie 223387801
Nombre Descripcién del médulo
Teclado Repetidor limitado por codigo valido en teclado
Tecla1 Particion asignada al pulsador
Tecla 2 Particion asignada al pulsador
Tecla 3 Particion asignada al pusador
Tecla 4 Particion asignada al pulsador
LEDs siempre O Indicadores en servicio con teclas desctivadas
Zona RFL Zona Nombre Tipo Particion Atributos
1 [2RFLs 4K7/3K7 V| 33 v [zone 33 [Robo inst. v [1:Area 1 v _—

Modo enlazado
1. Introduzca una descripcion.

2. Seleccione si el modulo indicador debe estar limitado a un cédigo valido introducido en un
teclado.

3. Seleccione las particiones que se deben controlar con las 4 teclas de funcion.
4. Configure la entrada.

Modo flexible
1. Hagaclic en el boton Modo flexible.

2. Configure los campos tal como se describe en la siguiente tabla.

Teclas de funcién

Area Seleccione la particion que se debe controlar con la tecla de funcién.
Funcion Seleccione la funcién que debe realizar esta tecla en esta particion.
Area Seleccione una particion si el modulo indicador esta localizado en una

particion segura.

Indicacion visual

Indicador Hay 8 indicadores/luces LED ala derecha y 8 indicadores/luces LED ala
izquierda.
Funcion La funcion indicada por esta luz LED.

Funcion ACT  Seleccione el colory el estado para cada indicador si la funcién
(habilitada) seleccionada esta ACT.

Funcion DES  Seleccione el colory el estado para cada indicador si la funcién
(deshabilitada) seleccionada esta DES.
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conmutador llave.
Indicaciones audibles
Alarmas Seleccione si las alarmas deben ser audibles.

Entrada/salida Seleccione si la entrada/salida debe ser audible.

tecla

Desactivacion

llave llave.

Cambiar Haga clic en este botén para cambiar la funcién de este indicador. La
funcion funcion puede habilitarse o utilizarse para un sistema, particion, zona o

Pulsacion de Seleccione si la pulsacion de teclas debe ser audible.

Calendario Seleccione si el médulo de expansion de indicador debe estar limitado por
calendario.

Puerta de Seleccione si el médulo indicador debe estar limitado por una puerta de

mapeo mapeo.

Conmutador Seleccione si el médulo indicador debe estar limitado por un conmutador

Teclado Seleccione si el médulo indicador debe estar limitado a un cadigo PIN
valido introducido en un teclado. (consulte advertencia arriba)

Lector de Seleccione si el médulo indicador no debe activarse hasta que se utilice
tarjetas una tarjeta/mando via radio valido en el lector de tarjetas incorporado.

3. Configure la entrada.

g,

ADVERTENCIA: Su sistema no cumplira las normas EN si habilita una tecla de funcién para armar el

sistema sin que se requiera un cadigo PIN vélido.

Configurar un

modulo de expansion de conmutador llave

1. Seleccione Configuraciéon > X-Bus > Médulos expansién.

2. Haga clic en uno de los parametros que identifican al conmutador llave.
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Aparece el siguiente cuadro de dialogo.

Hardware Sistema Entradas Salidas Puertas Particiones Calendarios ‘Cambio propio codigo Avanzado

Placa base Via radio

Mdd.exp.
Config.médulo expansién
ID méd.expansion i
Tipo Liave desarmado
Nim.serie 226593801
Nombre Descripcion del mdulo
Opciones conmutador llave
Enclavamiento D Posicién de llave con enclavamiento
fenponem P Duracién enclavamiento (0 & 9999 seg.). 0: Enclavado hasta retomo llave a la misma posicion o cambio @ otra
Particiones
Localizacién Particion segura donde situar llave
Indicaciones visuales
Indicador Funcion Funcion On Funcion Off i:m‘l";‘
aieta oesnm =
3. Configure los campos tal como se describe en las siguientes tablas.
Descripcion Introduzca una descripcion para el médulo de expansién de conmutador

llave.
Opciones de llave
Enclavamiento Seleccione si la posicidn de llave debe tener enclavamiento.

Temporizadorde Introduzca la duracion del enclavamiento en segundos (0 a 9999). ‘0’

enclavamiento indica que el enclavamiento finalizara cuando se gire la llave.
Particiones
Localizacion Seleccione la particion en la que se encuentra el conmutador llave.

Indicaciones visuales

Indicador/Luz Hay 1 indicador/luz LED ala derechay 1indicador/luz LED ala

LED izquierda.

Funcion La funcion de este indicador/luz LED.

Funcion ACT Seleccione el colory el estado para cada indicador si la funcién
(habilitada) seleccionada esta ACT.

Funcion DES Seleccione el colory el estado para cada indicador si la funcién

(deshabilitada) seleccionada esta DES.

Cambiar funcion  Haga clic en este botén para cambiar la funcion de este indicador. La
funcion puede habilitarse o utilizarse para un sistema, particién, zona o
conmutador llave.

Desactivacion

Calendario Seleccione si el médulo de conmutador llave debe estar limitado por
calendario.

Puertade mapeo Seleccione si el médulo de conmutador llave debe estar limitado por
una puerta de mapeo.
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Salida

Salida X Configure y describa las salidas para el conmutador llave. Consulte
Editar una salida en |a pagina 246 para obtener mas detalles.

Funciones del conmutador llave

Posiciones Seleccione la Funcién que realizara este conmutador llave y la
Centro, Derecha  Particion relevante.
e lzquierda

Las funciones de los conmutadores llave son:
« Ninguno
« Desarmado
« Armado parcial A
« Armado parcial B
« Armado total
« Alternar desarmado/armado total
« Alternar desarmado/armado parc. A
« Alternar desarmado/armado parc. B
« Todo OK

« Autorizacion de armado

« Anulacion ligada

\ ADVERTENCIA: Su sistema no cumplira con las normas EN si habilita una tecla de conmutador
llave para armar el sistema sin que se requiera un cédigo PIN valido.

17.10.2.2 Teclados
Editar un teclado estandar

1. Seleccione Configuraciéon > Hardware > X-Bus > Teclados.

2. Haga clic en uno de los parametros que identifican al teclado estandar.
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Hardware Sistema

Placa base

Entradas Salidas Puertas

Via radio

Particiones

Calendarios

Cambio propio codigo

Avanzado

Teclados

Config.teclado

Teclado

Niim.serie

Nombre

Func. teclas laterales

Panico

Verificacion

Verificacion

Indicaciones visuales
Huminacion
Indicadores

Armado

KEY 2 Descripcion teclado
Deshabilit. . Alarma de panico al pulsar simulténeamente ambas teclas

Activar al pulsar tecla v

O™

Verificacion activada desde el teclado para coaccion y alerid

Opcidn retroiluminacién LCD teclado
Habilitar indicadores visibles

Armado indicado en reposo (LED)

Indicaciones audibles

Zumbador

]

Zumbador teclado habilitado

3. Configure los campos tal como se describe en la siguiente tabla.

Descripcion

Panico

Verificacion

Indicadores

Estado armado

Zumbador

Zumbador
armado parcial

Pulsacion tecla

Desactivacion

Calendario

Introduzca una descripcién Unica para identificar el teclado.

Teclas de funcion (en estado de reposo)

Seleccione Habilitar, Deshabilitar o Habilitado silencioso. En caso de
estar habilitada, la alarma de panico se activa al pulsar
simultaneamente ambas teclas.

Si asigna una zona de verificacién al teclado, cuando se dispara una
alarma de panico por pulsar simultaneamente las dos teclas o por
introducir un cddigo de coaccion, se activan las incidencias de audio y
video.

Indicaciones visuales

Retroiluminacion Seleccione cuando se enciende la retroiluminacion del teclado. Las

opciones son: Encendida al presionar una tecla, Siempre encendida y
Siempre apagada.

Habilite o deshabilite los LED en el teclado.

Seleccione esta opcion si el estado de armado debe indicarse en
reposo.

Indicaciones audibles

Habilite o deshabilite el zumbador en el teclado.

Habilite o deshabilite el zumbador de armado parcial durante el tiempo
de salida.

Seleccione si se debe activar el volumen del altavoz para las
pulsaciones de teclas.

Seleccione si el teclado debe estar limitado por calendario. Consulte
Calendarios en la pagina 303.
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Conmutador
llave

Entrada con
dispositivo
PACE

Particiones
Localizacion
Particiones
Opciones

Retardo armado
total

Puerta de mapeo Seleccione si el teclado debe estar limitado por una puerta de mapeo.

Seleccione si el teclado debe estar limitado por un conmutador llave.

Marque esta casilla para deshabilitar las teclas del teclado durante el
tiempo de entrada cuando hay un dispositivo PACE configurado en el
teclado.

Seleccione la particion segura donde esta ubicado el teclado.

Seleccione las particiones que pueden ser controladas por el teclado.

Seleccione para configurar un armado con retardo en todos los teclados.
Se ignora la ubicacién del teclado y todas las particiones realizaran una

cuenta regresiva del tiempo de salida total.

AVISO: Una particién debe estar asignada a un teclado solo si el teclado esta dentro de la particion
asignada y si la ruta de entrada/salida esta definida. Si se asigna una particién, cuando esa particion

L en particular se arme o desarme, se utilizaran los temporizadores de entrada y salida (en caso de
1 estar configurados). También estaran disponibles otras funciones relacionadas con las rutas de

entrada/salida. Si no hay una particidn asignada, la particion se armara o desarmara inmediatamente
y las otras funciones de entrada/salida no estaran disponibles.

Consulte también

Calendarios en la pagina 303

Editar un teclado Comfort

1. Seleccione Configuraciéon > Hardware > X-Bus > Teclados.

2. Haga clic en uno de los parametros que identifican al teclado Comfort.
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Hardware Sistema Enfradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado
Placa base Via radio
Teclados
Config.tecfado
Teclado 1
Niim.serie 227361801
Nombre Descripcion teclado
Func. teclas laterales
Panico Alarma panico con teclas F1y F2
Incendio [l Alarma incendio pulsando juntas F2 y F3
Médica O Alarma médica pulsando juntas F3 y F4
A.total [} Armado total pulsando 2 veces F2
A. parcial A [l A.parcial A pulsando 2 veces F3
A. parcial B O A parcial B pulsando 2 veces F4
Verificacion
Verificacion Verificacion activada desde el teclado para coaccion y alerta
Indicaciones visuales
lluminacién [Activar al pulsar tecla V| Opcidn retroiluminacién LCD teclado

3. Configure los campos tal como se describe en la siguiente tabla.

Descripcion Introduzca una descripcion unica para identificar el teclado.
Teclas de funcién (en estado de reposo)

Panico Seleccione Habilitar, Deshabilitar o Habilitado silencioso. En caso de
estar habilitada, la alarma de panico se activa al pulsar
simultaneamente F1y F2.

Incendio Habilite esta opcion para que la alarma de incendio se active al pulsar
simultaneamente F2y F3.

Alarma médica Habilite esta opcidn para que la alarma médica se active al pulsar
simultaneamente F3y F4.

Armado total Habilite esta opcién para que el armado total se active al pulsar F2 dos
veces.

Armado parcial A Habilite esta opcion para que el armado parcial A se active al pulsar F3
dos veces.

Armado parcial B Habilite esta opcion para que el armado parcial B se active al pulsar F4
dos veces.

Indicaciones visuales

Retroiluminacion Seleccione cuando se enciende la retroiluminacion del teclado. Las
opciones son: Encendida al presionar una tecla, Siempre encendida y
Siempre apagada.

Intensidad de Seleccione laintensidad de la retroiluminacion. Rango de 1 a 8 (alto).
retroiluminacion

Indicadores Habilite o deshabilite los LED en el teclado.
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Estado armado
Marca

Reloj analdgico

Teclas de
emergencia

Armado directo

Icono de humano

Habilite esta opcion si el estado de armado debe indicarse en reposo.
(LED)

Seleccione esta opcion si el logo debe estar visible en reposo.

Seleccione la posicion del reloj en caso de estar visible en reposo. Las
opciones son: Alineado a la izquierda, Centrado, Alineado a la derecha o
Deshabilitado.

Habilite esta opcion si las teclas de funcion de Panico, Incendio o
Emergencia médica deben aparecer indicadas en la pantalla LCD.

Habilite esta opcion si las teclas de funcion de Armado total/Armado
parcial deben aparecer indicadas en la pantalla LCD.

Habilite esta opcion si se debe indicar la puerta de mapeo.

Indicaciones audibles

Alarmas

Entrada/salida

Timbre

Pulsacion tecla

Mensajes
hablados

Zumbador
armado parcial

Modo silencioso

Desactivacion

Calendario

Puerta de mapeo

Conmutador
llave

Entrada con
dispositivo
PACE

Particiones

Localizacion

Seleccione el volumen del altavoz para las indicaciones de alarma o
deshabilite el sonido.

El rango es de 0 a 7 (volumen max.)

Seleccione el volumen del altavoz para las indicaciones de entrada y
salida o deshabilite el sonido.

El rango es de 0 a 7 (volumen max.)

Seleccione el volumen del altavoz para el chime o deshabilite el sonido.

Elrango es de 0 a 7 (volumen max.)

Habilite esta opcion para deshabilitar el zumbador durante la entrada y la
salida cuando el teclado esta en una particion armada.

NOTA: El zumbador del teclado sélo sera audible para
entrada/salida/armado/desarmado si la particion es la misma en la que
se encuentra el teclado o si el teclado esta realizando la operacion.

Seleccione si el teclado debe estar limitado por calendario. Consulte
Calendarios en la pagina 303.

Seleccione si el teclado debe estar limitado por una puerta de mapeo.

Seleccione si el teclado debe estar limitado por un conmutador llave.

Marque esta casilla para deshabilitar las teclas del teclado durante el
tiempo de entrada cuando hay un dispositivo PACE configurado en el
teclado.

Seleccione la particion segura donde esta ubicado el teclado.
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Particiones Seleccione las particiones que pueden ser controladas por el teclado.
Opciones

Retardo armado  Seleccione para configurar un armado con retardo en todos los teclados.
total Seignora la ubicacion del teclado y todas las particiones realizaran una
cuenta regresiva del tiempo de salida total.

Nivel de acceso  Seleccione el nivel de acceso en teclado (1 a 3).
en teclado Nivel 1: Todas las funciones
Nivel 2: Sélo armado, desarmado y restauracion

Nivel 3: Sélo ver

AVISO: Una particién debe estar asignada a un teclado solo si el teclado esta dentro de la
particion asignada y si la ruta de entrada/salida esta definida. Si se asigna una particion, cuando
esa particion en particular se arme o desarme, se utilizaran los temporizadores de entrada y salida
(en caso de estar configurados). También estaran disponibles otras funciones relacionadas con
las rutas de entrada/salida. Si no hay una particion asignada, la particion se armara o desarmara
inmediatamente y las otras funciones de entrada/salida no estaran disponibles.

[

17.10.2.3 Controladores de puertas
Editar un controlador de puerta

1. Seleccione Configuraciéon > Hardware > X-BUS > Controladores de puerta.

2. Haga clic en uno de los datos marcados en azul (por ejemplo: nimero de serie).

Hardware Sistema Eniradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado
Placa base Via radio
Contr.puerta
Config.controlador puerta
ID mod.expansion 1
Tipo DC-2 [4 Zona/ 2 Salida]
Niim.serie 195309801
Nombre DC2 1
Pucrta €15 1)
Puerta £152()
Lector 1 () | Par defecto V|
Lector 2 (=) | Par defecto V|
(*) La seleccidn
(**) Definicion comportamiento indicadores y funcionamiento lector. El perfil 3 + 4 ha de usarse con lectores HID con PIN enviado junto con cédigo de lugar predefinido

3. Configure los campos tal como se describe en la siguiente tabla.

Para nombrar e identificar:

En una configuracion en lazo, cada médulo de expansion estd numerado de forma consecutiva
desde el primero (mddulo de expansién conectado a 1A 1B en el controlador) al ultimo (mddulo de
expansion conectado a 2A 2B en el controlador).

[

Ejemplo para SPC63xx: Los médulos de expansion, cuando estan enumerados de 1 a 63, son
zonas asignadas (en grupos de 8) en identidades subsiguientes de 1 a 512 (el nUmero mas alto en
la identificacion de zonas es 512). Por lo tanto, todo modulo de expansion con nombre o
identificado por un nimero mayor que 63 no tiene zonas asignadas.
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ID méd. El ID del controlador de puerta configurado con los interruptores rotativos.
expansion
Tipo Tipo de controlador de puerta.

Num.serie  Numero de serie del controlador de puerta.

Descripcion Descripcion del controlador de puerta.

E/S puerta « Siuna puerta esta asignada a la E/S de puerta, seleccione el nimero de puerta correspondiente.
1 Silas dos entradas y salidas son configurables, seleccione Zonas/Salidas.
« Sise selecciona un numero de puerta para la E/S de puerta, puede cambiar los ajustes de
E/S puerta puerta haciendo clic en el botdn Editar. Esto es como navegar hasta Ajustes > Puertas.
2 « Silaopcién Zonas/Opciones esta seleccionada, puede configurar las dos zonas y la salida

haciendo clic en el botén Editar.

Perfil 1 Para lectores con LED verde y rojo.
Perfil 2 Para lectores VANDERBILT con LED amarillo (AR618X).
Perfil 3 El Perfil 3 se utiliza con lectores HID que envian un cédigo PIN a la central como una lectura de

tarjeta con un codigo de lugar predefinido (0).

Perfil 4 El Perfil 4 se utiliza con lectores HID que envian un cédigo PIN a la central como una lectura de
tarjeta con un codigo de lugar predefinido (255).

Perfil 5 Seleccionar para activar los lectores Sesam. También es recomendable seleccionar la opcién
«Anulacion LEDs Lector» para proporcionar informacion sobre el proceso de configuracion.

Editar zonas/salidas para E/S de puerta
1. Seleccione la zona/salida para la E/S de puerta.
2. Haga clic en el boton Editar.

3. Las 2 entradas y la salida que pertenecen a la E/S de esta puerta pueden configurarse como
entradas y salidas de puertas normales. Consulte Editar una puerta en la pagina 297.

4. Para poder utilizar las entradas, deben estar asignadas a un nimero de zona.
17.10.2.4 Config. cabl.

Para ver una lista de los médulos de expansion y teclados en el orden en que han sido configurados en el
sistema SPC:

« Seleccione Configuracion > Hardware > X-BUS > Mapa de cableado y configuracion.

Se mostrara la siguiente pagina:

General Sistema Zonas Salidas Particiones Calendarios Cambio PIN técnico y web Avanzado

Placa base
Mapa de cableado

Resumen del mada de cableado del X Bus
Dispositivos X-Bus

Posicién iD Estado Tipo Nimero de serie Nombre

1 2 Activo Teclado 93730907 KEY 2
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L] Para obtener mas informacion sobre la interfaz X-BUS, consulte Cableado de la interfaz X-BUS
l en la pagina 77.

17.10.2.5 Configuraciéon
Para configurar las conexiones X-BUS:
1. Seleccione Configuracién > Hardware > X-BUS > Config. X-BUS.

Se mostrara la siguiente pagina.

Hardware Sistema Eniradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado
Placa base Via radio
Config. X Bus
Parametros X-Bus
Modo direccionamiento (O Manual: Emplee rotoswitches modulos expansion y teclados para asignarles direccion
(®) Automética: Direccion automaticamente asignada (imprescindible para modulos sin microinterruptores).
Tipo X Bus ® Cerrado
O Abierto
Reintentos Numero reintentos transmision con fallo comunicacion (25 por defecto)
Tiempo fallo de - oo
e Tiempo (seg.) fallo de comunicacion para generar alarma (10 por defecto)

2. Configure los campos tal como se describe en la siguiente tabla.

Modo Seleccione si los médulos de expansion/teclados estan direccionados
direccionamiento manual o automaticamente en el X-BUS.

Tipo de X Bus Seleccione una configuracion en lazo o en punta.

Reintentos El numero de veces que el sistema intenta retransmitir datos en la
interfaz X-BUS antes de generar un fallo de comunicacion. (1-99: por
defecto, 25)

Temporizadorde El periodo de tiempo antes del registro de un fallo de comunicacion.
comunicacion

17.10.3 Cambiar la configuracién del sistema

Esta seccion abarca:

« Opciones abajo

« Temporizaciones en la pagina 279

« Identificacion en la pagina 283

« Normativas en la pagina 284

« Relojenla pagina 286

« Idioma en la pagina 287

17.10.3.1 Opciones

1. Seleccione Configuracion > Sistema > Opciones del sistema.

2. Configure los campos tal como se describe en la siguiente tabla.
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Opciones del sistema

[i]

Las opciones que se muestran varian segun el grado de seguridad del sistema.

Restriccion

Opciones del
sistema

Descripcion

Web

Unicamente

Configuracion general

Particiones

Reposicién cédigo

Tamper fuera de linea

Reset alarma mando

LED del modulo de
expansion de audio

Informe en modo
técnico

Salidas en modo
técnico

Alarma con fallo TX

Redisparo coaccion

Redisparo panico

Anular perfil de lector

Silencio con
verificacion audio

Seleccione esta opcidn para habilitar multiples particiones en el sistema.

Nota: Esta opcidn solo se muestra para las instalaciones de tipo
Doméstica e Industrial.

Sdlo grado 3: Un usuario sin atribucién de restaurar una alarma puede
hacerlo con esta funcion. Para resetear una alarma, se requiere un codigo
de 6 digitos. El usuario debe llamar al instalador para generar un cédigo de
restauracion con el que el usuario restaurara la alarma.

Habilite esto para las zonas de médulos de expansion fuera de linea para
generar un tamper de zona.

Si esta opciodn esta habilitada, el mando via radio se habilita para restaurar
las alertas al pulsar la tecla Desarmar.

En caso de estar habilitada esta opcién, el médulo de expansién de audio
no encendera la luz LED cuando el micréfono esté activo.

Si esta opciodn estéa habilitada, la central siempre notificara las activaciones
de alarmas y las alarmas de panico.

Si se selecciona esta opcion, las siguientes opciones no estaran
desactivadas en el modo Técnico total:

« Salidas de controlador
« Salidas de mddulo de expansion
o Luces LED de indicador

o Luces LED de conmutador de llave
Con «fallo TX» se activaran las sirenas.
Si esta opciodn esta habilitada, la alarma de coaccién volvera a dispararse.
Si esta opciodn esta habilitada, la alarma de panico volvera a dispararse.

Si esta opcidn esta habilitada, la central controlara el comportamiento de
los LED de los lectores.

Si esta opcion esta habilitada, las sirenas internas y externas (sistemay
particion), los zumbadores del teclado y los mensajes del teclado Comfort
quedaran silenciados durante la verificacion de audio.
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Opciones del

Restriccion
sistema

Descripcion

Modo salida
watchdog

SPCP355

Sirena por fallo al
armar (FTS)

Flash por fallo al
armar (FTS)

(&) Ocultar anulacion

Capacidad de la
bateria

Habilita la salida 6 de la placa del controlador SPC para su uso con fines de
supervision. Se pueden seleccionar los siguientes modos de
funcionamiento de la salida watchdog:

« Inhibir — La salida 6 esta disponible como salida para fines generales.

« Habilitada— La salida 6 esta normalmente desactivada, pero se activa
cuando se produce un fallo de watchdog.

« Intermitente — La salida 6 parpadea a intervalos de 100 ms.

« Habilit. invertido — La salida 6 esta normalmente activada, pero se
desactiva cuando se produce un fallo de watchdog.

Las siguientes opciones combinan la opcion Habilitada con la transmision
del fallo de hardware en caso de producirse un fallo importante de
microprocesador. Si se produce un fallo de este tipo, se envia una
incidencia SIA ala CRA1.

Nota: La CRA debe configurarse para utilizar SIA y SIA Extendido 1 0 2.
Este método de transmision no admite CID ni FF.

« Habilitada + transmision (10 s) — La incidencia de fallo se enviaala
CRA1 10 segundos después de detectarse el fallo. Esta opcion debe
utilizarse para cumplir con VdS 2252.

« Habilitada + transmision (60 s) — La incidencia de fallo se enviaala
CRA1 60 segundos después de detectarse el fallo.

Laincidencia SIA informada es HF y SIA Extendido transmite Fallo
hardware.

Nota: Los fallos de hardware no se transmiten si el Técnico ha accedido al
sistema.

Para obtener mas informacion sobre las CRA, consulte Central de
recepcion de alarmas (CRA) en la pagina 348.

Se habilita la alimentacion de VdS.

En las instalaciones VdS, esta opcion se selecciona automaticamente.

Habilite esta opcion para activar la sirena interna si el sistema falla al armar.

Habilite esta opcién para activar el flash si el sistema falla al armar.

Si esta opcién esta habilitada, los mensajes de anulacién ya no se
mostraran en el teclado.

Capacidad total de todas las baterias, sélo para la central (3 a 100 Ah).
Debe introducir este valor en el campo Corriente maxima para ver el
tiempo de bateria restante en el teclado en caso de fallo de lared de CA.
Esto se indica en el meni ESTADO > BATERIA > DURACION BATERIA.
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Opciones del

Restriccion .
sistema

Descripcion

Corriente maxima

Armado parcial

Renombre Armado
parcial A

Renombre armado
parcial B

Alarma

Sirena primero

Redisparo sirena

(&) Impedir armado tras

alerta
Web

Unicamente

Reset tras
desarmado

(L Antienmascaramiento
con armado

Consumo total de corriente de las baterias (30 a 20.000 mA) ante un fallo en
la red de CA. Debe introducir este valor en el campo Capacidad de la
bateria para ver el tiempo de bateria restante en el teclado en caso de fallo
de lared de CA. Esto se indica en el ment ESTADO > BATERIA >
DURACION BATERIA.

Introduzca el nombre nuevo para el modo ARMADO PARCIAL A (por
ejemplo: modo nocturno).

Introduzca el nombre nuevo para el modo ARMADO PARCIAL B (por
ejemplo: Piso 1).

Habilite esta opcion para activar las sirenas correspondientes en caso de
una alarma sin confirmar. Cuando esta opcion esta deshabilitada, las
sirenas correspondientes solo se activaran cuando se confirme una alarma
0 si se reactiva el detector que causd la alarma sin confirmar.

Habilite esta opcion para disparar nuevamente las sirenas en caso de que
se detecte una segunda activacion de zona (una vez que el tiempo de la
sirena haya pasado). Si no se habilita esta opcion, las sirenas exteriores se
dispararan solo una vez.

Si esta opcidn esta habilitada, un usuario no puede armar una particion si
hay una alerta de sistema o particién presente en el sistema.

Nota: Esta opcion solo esta disponible cuando la region seleccionada en
Normas > Regidn es Suiza o el Grado de seguridad seleccionado es
‘Libre’.

Habilite esta opcion para que las alertas se borren automaticamente
después de 30 segundos en modo Desarmado.

Nota: Para cumplir con la norma PD6662, se debe deshabilitar esta opcion.

Seleccione el tipo de incidencia informada resultante de la deteccion de
antienmascaramiento cuando la central esta armada. Las opciones son
Deshabilitar, Tamper, Problema o Alarma.

Puede configurar esta opcion cuando la central esta en modo ‘Libre’. En el
modo Grado 2 o 3, el tipo de incidencia informada sera conforme a los
estandares de la region seleccionada:

« lIrlanda - Alarma

« Resto de regiones - Alarma

© Vanderbilt 2019

270 ABV10276963-e
11.2019



SPC4xxx/5xxx/6xxx — Manual de instalacién y configuracion Programacién de técnico a través del

navegador

Restriccion

Opciones del
sistema

Descripcion

W

Antienmascaramiento
con desarmado

Desarmado fuera de
limites RFL

Armado fuera de
limites RFL

Zona inestable
desarmado

Seleccione el tipo de incidencia informada resultante de la deteccién de
antienmascaramiento cuando la central esta desarmada. Las opciones son
Deshabilitar, Tamper, Problema o Alarma.

Puede configurar esta opcion cuando la central esta en modo ‘Libre’. En el
modo Grado 2 o 3, el tipo de incidencia informada sera conforme a los
estandares de la regién seleccionada:

« lIrlanda - Deshabilitada

« Resto de regiones - Tamper

Seleccione el tipo de incidencia notificada resultante de la deteccién de
Fuera del limite RFL cuando la central esta desarmada. Las opciones son:
Deshabilitar, Tamper y Problema.

Puede configurar esta opcion cuando la central esta en modo ‘Libre’. En el
modo Grado 2 o 3, el tipo de incidencia informada sera conforme a los
estandares de la regién seleccionada:

« Alemania VdS - Tamper

« Resto de regiones - Problema

Seleccione el tipo de incidencia notificada resultante de la deteccién de
Fuera del limite RFL cuando la central esta armada. Las opciones son:
Deshabilitar, Tamper y Problema.

Puede configurar esta opcion cuando la central esta en modo ‘Libre’. En el
modo Grado 2 o 3, el tipo de incidencia informada sera conforme a los
estandares de la regién seleccionada:

o Alemania VdS - Tamper

« Resto de regiones - Problema

Seleccione el tipo de incidencia notificada resultante de la deteccion de
zona inestable cuando la central esta desarmada. Las opciones son:
Deshabilitar, Tamper y Problema.

Una zona es inestable si no se puede obtener una muestra simple en un
plazo de 10 segundos.

Puede configurar esta opcién cuando la central estd en modo ‘Libre’. En el
modo Grado 2 o 3, el tipo de incidencia informada sera conforme a los
estandares de la regién seleccionada:

« Alemania VdS - Tamper

« Resto de regiones - Problema
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Restriccion

Opciones del
sistema

Descripcion

W

Zona inestable

armado
Final de linea
(RESIST. FL)

Tolerancia RFL

Sospecha audible

Test sismico al armar

Restauracion
automatica

Alarma al salir

Seleccione el tipo de incidencia notificada resultante de la deteccion de
zona inestable cuando la central esta armada. Las opciones son:
Deshabilitar, Tamper y Problema.

Una zona es inestable si no se puede obtener una muestra simple en un
plazo de 10 segundos.

Puede configurar esta opcidn cuando la central esta en modo ‘Libre’. En el
modo Grado 2 o 3, el tipo de incidencia informada sera conforme a los
estandares de la region seleccionada:

o Alemania VdS - Tamper

« Resto de regiones - Problema

Seleccione los RFL de terminacion que se aplicaran o bien a todas las
zonas del sistema o a las nuevas zonas que se afiadan al mismo.
Seleccione un valor para habilitar la caracteristica adecuada.

Para aplicar un nuevo ajuste de RFL a todas las zonas existentes, marque
la casilla Actualizar todas las zonas. Si modifica el valor de RFL pero no
marca esta casilla, el nuevo ajuste solo se aplicara a las zonas afadidas
después de modificar el valor.

Si esta opciodn esta habilitada, se utilizan bandas anchas de RFL.

Si esta opcioén esté habilitada, las alertas de sospecha APR* tienen
indicadores audibles y visuales en el teclado (modo financiero Unicamente).

Si esta opcidén esta habilitada, todos los sensores sismicos de cualquier
particion que se arme seran comprobados antes de que la particidon o el
sistema se arme (modo financiero unicamente).

Habilite esta funcion para restaurar automaticamente las alertas en el
sistema. Es decir, cuando la zona abierta que disparé una alarma se cierra,
no se requiere una restauracion manual en el teclado/navegador. Si esta
opcion esta deshabilitada, evita que el usuario restaure las alarmas al
resetear la entrada que disparo la alerta.

Habilitado: Si se activa una zona de no entrada/salida durante la cuenta
atras del temporizador de salida, se generara una alarma local sonando las
campanas.

Deshabilitado: Si se activa una zona de no entrada/salida durante la
cuenta atras del temporizador de salida, no se generara una alarma.

Nota: Esta opcion solo se muestra cuando esta seleccionado el Modo
libre, pues la habilitacién no esta conforme con la norma EN50131. Cuando
usted elige la region de Suiza o Bélgica en Configuracion requisitos
estandar, esta opcion se habilita automaticamente pero no esta visible en
Opciones.
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W

@

Alarma en entrada

Confirmacion

Confirmacion

Habilitado: Si se activa una zona de no entrada/salida durante la cuenta
atras del temporizador de entrada, se generara una alarma local sonando
las campanas.

Deshabilitado: Si se activa una zona de no entrada/salida durante la
cuenta atras del temporizador de entrada, no se generara una alarma.

Nota: Esta opcion solo se muestra cuando esta seleccionado el Modo
libre, pues la habilitacion no esta conforme con la norma EN50131. Cuando
usted elige la region de Suiza en Configuracion requisitos estandar,
esta opcion se habilita automaticamente pero no esta visible en Opciones.

La variable Confirmacion determina cuando se debe considerar que una
alarma esta confirmada.

. BS8243:
Impone el cumplimiento de los requisitos de la Policia britanicay se
trata de una obligacién especifica para las instalaciones comerciales
britanicas. Este requisito estipula que una alarma sélo se considerara
confirmada si cumple la siguiente condicion:
Que después de activarse una alarma de zona inicial, y antes de que
caduque el tiempo de confirmacion de alarma, se active una segunda
alarma de zona. El tiempo de confirmacion de alarma debe ser de entre
30y 60 minutos. (Consulte Temporizaciones en la pagina 279.)
Si no se activa una segunda alarma en zona dentro del tiempo de
confirmacion de alarma, la primera alarma de zona se inhibira. La
opcién de confirmacién BS8243 estara configurada automaticamente
cuando la opcién Normas > Regidn esté ajustada en Reino Unido.

« Garda:
Impone las directrices para alarmas confirmadas requeridas por la
Garda (Policia) irlandesa. El requisito estipula que se considerara que
una alarma esta confirmada tan pronto como se activa una segunda
alarma en el sistema dentro del periodo de armado de la primera
alarma. La opcion de confirmacién Garda estara configurada
automaticamente cuando la opciéon Normas > Regidn esté ajustada
en Irlanda.

o EN-50131-9
Impone el cumplimiento de la norma EN-50131-9 y de la «Orden
INT/316/2011, de 1 de febrero, sobre el funcionamiento de los sistemas
de alarma en el ambito de la seguridad privada» en Espania. Este
requisito estipula que una alarma sélo se considerara confirmada si
cumple las siguientes condiciones:
- 3 activaciones de zona en 30 minutos (por defecto), dos de las cuales
podran proceder del mismo dispositivo si las activaciones son de
diferentes tipos, p. €j.: alarma/tamper.
- 1 activacion de alarma seguida de un fallo del ATS[1] en un plazo de
30 minutos (por defecto).
- Fallo del ATS seguido de una situacion de tamper o de alarma en un
plazo de 30 minutos (por defecto).
Si caducan los 30 minutos y la zona se restablece a su estado fisico
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Teclado

9

Mostrar siempre el
estado
(MOSTRAR
ESTADO)

Mostrar zonas
abiertas

Mostrar mensaje
CRA

Linea 1 mensaje
teclado

Linea 2 mensaje
teclado

Mostrar camaras

Registrar accesos
teclado

Idioma en reposo

Usar menu
simplificado

normal, las alertas de la zona se restauraran si un usuario de nivel 2
puede hacerlo. En este caso, la zona aceptara una nueva situacion de
alerta que provocara una nueva activacion.

Como alternativa, si la zona no se ha restaurado a su estado fisico
normal, dicha zona se inhibira, siempre y cuando tenga permiso para
ello.

Si vuelve a producirse una alerta (STA) después de un periodo de 30
minutos (por defecto), el temporizador de 30 minutos se reiniciara.

La opcion de confirmacion EN50131-9 estara configurada
automaticamente cuando la opcion Normas > Regidn esté ajustada
en Espana.

. VDS
Esta opcion impone el cumplimiento de la norma VdS.

Si esta opcion esta habilitada, el estado de armado del sistema (armado
total/armado parcial/desarmado) se mostrara de forma permanente en la
linea inferior de la pantalla del teclado. Si esta opcion esta desmarcada, el
estado de armado desaparecera del teclado después de 7 segundos.

Si esta opcidn esta habilitada, las zonas abiertas se mostraran en el teclado
en modo Desarmado.

Si esta opcién estéa habilitada, el mensaje de la CRA se mostrara durante
30 segundos tras el desarmado, si se ha informado la alarma confirmada.

Linea 1 mensaje CRA (16 caracteres).

Linea 2 mensaje CRA (16 caracteres).

Si esta opciodn esta habilitada, se mostraran las camaras fuera de linea en
el teclado en modo Desarmado.

Habilite esta opcion para registrar el acceso al teclado por parte de usuarios
(intentos de inicio de sesion exitosos vy fallidos).

Seleccione el idioma que se mostrara en reposo.

« ldioma del sistema: el idioma en que se mostraran los menus y textos
de los teclados, la interfaz Web y el registro de incidencias.

« Ultimo usado: se muestra el Ultimo idioma usado en estado de reposo.
Habilite esta opcion para usar los menus simplificados para

armado/desarmado en teclados 'Comfort' y 'Compact' (para la
configuracién de una particion Unicamente).
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PIN

Digitos del PIN

PACE y cddigo PIN

Coaccién de usuario

Introduzca el nimero de digitos para los cédigos PIN de usuario (méax. 8
digitos). Al aumentar el numero de digitos, se afiadira el numero de ceros
correspondiente delante del cédigo PIN existente; por ejemplo, un cédigo
PIN de usuario existente 2134 (cuatro digitos) cambia a 00002134 si la
cantidad de digitos del cédigo PIN se establece en ocho. Si se reduce el
numero de digitos de los codigos PIN, se eliminaran los primeros digitos de
los codigos PIN existentes; p. €j., un cédigo PIN de usuario existente
00002134 (8 digitos) pasara a ser 02134 si los digitos del cédigo PIN se
reducen a 5.

Nota: Esta opcién no se puede cambiar si se ha establecido un modo de
digitos de codigo PIN con SPC Manager. Consulte SPC Manageren la
pagina 360.

Nota: Para cumplir con las normas INCERT, el cédigo de usuario debe
tener mas de cuatro digitos.

Si esta opcidn esta habilitada, se requiere PACE y cddigo PIN.

Seleccione una de las siguientes opciones de coaccidn para activar esta
funcién en el sistema.

o PIN+1 (el sistema reserva el numero de cédigo PIN anterior y posterior
al cadigo PIN del usuario para cédigo de coaccion).

o PIN+2 (el sistema reserva dos numeros de cédigo PIN anteriores y
posteriores al codigo PIN del usuario para cédigo de coaccion).

La opcidn de coaccion debe estar habilitada para usuarios individuales.
Consulte la seccion Anadir/Editar un usuario.
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Politica del PIN

Puerta y lector

Resetear tarjetas

Ignorar cédigo de
lugar

Formatos de tarjeta

Web Modo puerta en
Unicamente armado

Web Modo puerta en
Unicamente desarmado

Anular perfil de lector

Haga clic en el botén Editar para seleccionar opciones para el uso de
codigos PIN.

« Cambios periddicos requeridos: impone cambios programados en el
PIN del usuario. El periodo esta definido en el campo PIN valido de
Temporizaciones. Consulte Temporizaciones en la pagina 279.

« Aviso si cambios requeridos: genera una alerta para el usuario si el PIN
de usuario esta a punto de expirar o ya ha expirado. El periodo de
advertencia esta definido en el campo Aviso expiracion PIN de
Temporizaciones. Consulte Temporizaciones en la pagina 279.

« Usuario selecciona ultimo digito: permite al usuario seleccionar el
ultimo digito de su PIN. Los digitos anteriores son generados
automaticamente por el sistema.

« Usuario selecciona 2 ultimos digitos: permite al usuario seleccionar los
dos ultimos digitos de su PIN. Los digitos anteriores son generados
automaticamente por el sistema.

« Limite cambios: limita el nUmero de cambios que se pueden hacer
dentro de un periodo de PIN valido. Este valor esta definido en el
campo Limite cambios de PIN de Temporizaciones. Consulte
Temporizaciones en la pagina 279.

« Cadigo generado: si esta opcion esta habilitada, el PIN es generado
automaticamente por la central.

Si esta opciodn esta habilitada, se realizara el reset diario a medianoche del
estado de retorno de tarjetas de acceso.

Si esta opcién esté habilitada, el sistema de acceso ignorara los cédigos de
lugar. Al ignorar el cadigo de lugar, solo afade el nimero de tarjeta e
incrementa los usuarios de tarjetas en el sistema de 100 a 2.500.

Haga clic en el boton Editar para seleccionar los formatos de tarjeta que se
permitiran en esta central.

Para obtener mas informacion sobre los lectores de tarjetas y formatos de
tarjetas soportados actualmente, consulte Lectores de tarjeta y formatos de
tarjeta admitidos en la pagina 416.

Nota: Si se selecciona Wiegand, se habilitan todos los formatos de tarjeta
Wiegand.

Permite seleccionar si se requiere la identificacion del usuario para
desbloquear la puerta cuando la particion esta armada. Las opciones son
Por defecto, Tarj. y cédigo, Tarjeta o cédigo.

Permite seleccionar si se requiere la identificacion del usuario para
desbloquear la puerta cuando la particion esta desarmada. Las opciones
son Por defecto, Tarj. y codigo, Tarjeta o codigo.

Si esta opcion esta habilitada, las luces LED del lector indican la
confirmacion de armado y la solicitud de tarjeta y codigo PIN.

© Vanderbilt 2019

276 ABV10276963-e
11.2019



SPC4xxx/5xxx/6xxx — Manual de instalacién y configuracion Programacién de técnico a través del

navegador

Opciones del

Restriccion
sistema

Descripcion

Técnico

L Restauracion de
técnico
Salida de modo
técnico

(L Permitir técnico

@ Permitir fabricante

Envio SMS

Autentificacion SMS

(Sélo para Reino Unido): Si se habilita esta opcidn, el técnico debera
restaurar las alarmas confirmadas. Esta opcion funciona junto con la
funcién «Confirmaciény.

Si esta funcion esta habilitada, el técnico puede salir del modo técnico
completo con alertas activas.

Habilite esta opcion para asegurarse de que el técnico solo pueda acceder
al sistema si el usuario lo permite.

Si esta opciodn esta deshabilitada, la opcién del mend HABILITAR
TECNICO no estara disponible en el teclado.

Nota: Solo disponible si el grado de seguridad es ‘Libre’. Para el Grado
2/3, el control del usuario del acceso técnico al sistema siempre esta
disponible.

Habilite esta opcion para asegurarse de que el técnico solo pueda acceder
al sistema si el usuario lo permite.

Si esta opcién esta deshabilitada, la opcion del mend HABILITAR
FABRICANTE no estara disponible en el teclado.

Nota: Solo disponible si el grado de seguridad es ‘Libre’. Para el Grado
2/3, el control del usuario del acceso técnico al sistema siempre esta
disponible si el tipo de usuario es ‘Gerente’.

Seleccione una de las siguientes opciones:
o Sodlo codigo PIN: Se trata de un codigo de usuario valido.

« Sdlo identificacion de llamada: Es un nimero de teléfono (que incluye
el prefijo nacional de tres digitos) configurado para el control de SMS
por parte del usuario. El control de SMS solo estara disponible parala
configuracién por parte del usuario cuando esta opcién esté
seleccionada.

« CddigoPIN e ID de llamada

o SOloPIN SMS. Es un cddigo PIN valido configurado para el usuario
diferente del cédigo de acceso del mismo usuario. Los controles de
SMS solo estaran disponibles para la configuracion por parte del
usuario cuando esta opcion esté seleccionada.

o Cadigo PIN de SMS e ID de llamada.
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Politica

Web
Unicamente

Web
Unicamente

Web
Unicamente

Web
Unicamente

@

Web
Unicamente

)

Web
Unicamente

W

Web
Unicamente

@

Web
Unicamente

@

Web
Unicamente

@

Politica del sistema

Politica de
temporizaciones

Configuracion de
salidas

Politica de alertas del
sistema

Politica de alarma de
zona

Politica de tamper de
zona

Politica de pantalla
del teclado

Politicade luz LED
del teclado

Politica general
sistema

Configure el inicio de sesién del técnico y el comportamiento de informes de
tamper del sistema.

Haga clic en Editar para configurar el comportamiento general del sistema.

Puede establecer operaciones del sistema avanzadas o ajustarla
configuracién de informe (Informar al cerrar, Restablecer al cerrar,
Limitar informe y Registrar al cerrar) para las opciones para Avisos.

Muestra la politica de temporizaciones del sistema.

Haga clic en el botdn Editar para configurar los ajustes de salida de
enclavamiento y autoarmado (consulte Configurar enclavamiento y
autoarmado de salidas del sistema en la pagina 252).

Esta opcion de programacion le permite restringir la capacidad del usuario y
del técnico de restaurar, aislar e inhibir alertas. La forma en la que el
sistema reacciona ante las alertas también puede ser programada.

Seleccione las alarmas de zona en particular que el usuario y el técnico
pueden restaurar, inhibir o aislar.

Seleccione los tamper de zona en particular que el usuario y el técnico
pueden restaurar, inhibir o aislar.

Seleccione las incidencias que se deben mostrar en los teclados, tanto en
modo armado como desarmado.

Seleccione las luces LED que se deben mostrar en los teclados, tanto en
modo armado como desarmado.

Seleccione las opciones para gestionar el control remoto del sistemay los
ajustes de alarma y sirena:

- Sin alarmas confirmadas con armado interno
- Bloquear restauracion remota

- Bloquear aislamientos remotos

- Bloquear inhibiciones remotas

- Sin sirena exterior con armado interno

- Retardar informe con entrada activada

- Alarma confirmada cancela retardo

© Vanderbilt 2019

278 A6V10276963-e

11.2019



SPC4xxx/5xxx/6xxx — Manual de instalacién y configuracion

Programacion de técnico a través del

navegador

Restriccion

Opciones del
sistema

Descripcion

Web
Unicamente

@

Datos atraco

Web
Unicamente

Web
Unicamente

Web
Unicamente

Web
Unicamente

Alertas sist.alarma
confirmada

Clave atraco 1

Clave atraco 2

Numero de teléfono 1

Numero de teléfono 2

que la central pase a estado provisional.

incidencia de informacién de atraco (HD).

incidencia de informacién de atraco (HD).

incidencia de informacién de atraco (HD).

incidencia de informacién de atraco (HD).

Seleccione qué alertas del sistema provocaran alarmas confirmadas
cuando al menos una alarma esta activa, y qué alarmas del sistema haran

Introduzca la primera clave de atraco que se enviara al CMS en una

Introduzca la segunda clave de atraco que se enviara al CMS en una

Introduzca el primer nimero de teléfono que se enviara al CMS en una

Introduzca el segundo nimero de teléfono que se enviara al CMS en una

*Una APR solo es compatible con Kit SiWay RF (SPCW110, 111, 112, 114).

Consulte también

Anadir/Editar una particién en la pagina 288

17.10.3.2 Temporizaciones

Esta pagina brinda un resumen de los valores por defecto de un temporizador identificado y la

descripcion.

Estos ajustes, que pueden variar dependiendo del grado de seguridad definido en el sistema, solo

(i

esta pagina.

deben ser programados por un ingeniero instalador autorizado. Si se cambian los ajustes, el
sistema SPC podria dejar de cumplir los estandares de seguridad. Si se revierte el grado de
seguridad a EN 50131 Grado 2 0 EN 50131 Grado 3, se sobreescribiran los cambios hechos en

1. Seleccione Configuraciéon > Sistema > Temporizadores del sistema.

Se mostraréa la pagina Temporizadores del sistema.

2. Configure los campos tal como se describe en la siguiente tabla.

Temporizaciones

Designacion de las funciones en el siguiente orden:

o Primerafila: web

« Segunda fila: teclado

Temporizador Descripcion Default
Audible

Sirenas interiores Tiempo durante el cual las sirenas interiores sonaran cuando se activela 15 min.
TIEMPOSIR. INT alarma. (0-999 min; 0 = nunca)

Sirenas exteriores Tiempo durante el cual las sirenas exteriores sonaran cuando se active 15 min.
TIEMPO SIR. EXT la alarma. (0-999 min; 0 = nunca)
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Temporizador Descripcion Default
Retardo sirena Esto generara un retardo en la activacion de la sirena exterior. (0-999 Os
exterior segundos)
RET.SIR.EXT.
Retardo sirena Retardo antes de que se activen las sirenas exteriores en modo de
exterior en Armado armado parcial.
Parcial
Timbre Cantidad de segundos durante la cual se activara una salida chime al 2s
TEMP.CHIME abrirse una zona con atributo de chime. (1-10 segundos)
Confirmacién
Confirmar Nota: Esta opcion esta disponible Unicamente para determinadas 30min.
TIEMPO CONFIRM combinaciones de opcion de Grado y Confirmacion. (Consulte
" Opciones en la pagina 267 y Normativas en la pagina 284).

Este temporizador se aplica a la funcién de confirmacion de alarma y se

define como el tiempo maximo entre las alarmas de dos zonas no

solapadas que dispararan una alarma confirmada. (0-60 minutos)
Atraco confirmado Nota: Esta opcion esta disponible Unicamente para determinadas 480min.

combinaciones de opcién de Grado y Confirmacién. (Consulte

Opciones en la pagina 267 y Normativas en la pagina 284).

Este temporizador se aplica a la funcién de atraco confirmado y se

define como el tiempo maximo entre las alarmas de dos zonas no

solapadas que dispararan una alarma confirmada. (480-1200 minutos)
Retardo marcacién Cuando esta programado, el retardo de marcacién inicia un periodo de 30s
RETARDO retardo predefinido antes de que el sistema se comunique con una
MARCACION central de recepcion de alarmas (CRA). Esto esta disefiado

especificamente para reducir las respuestas innecesarias de las

centrales de recepcion de alarmas y la policia. En caso de que otra zona

se active, se ignorara el periodo de retardo de marcacion y la marcacion

se realizara de inmediato. (0-999 segundos)
Retardo del Retardo comprendido entre una alarma de armado parcial y el inicio de
transmisor en su transmision a una CRA.
Armado Parcial
Abortar alarma Tiempo tras alarma informada en el que se puede informar un mensaje 30s
ABORTAR ALARMA de alarma abortada. (0-999 segundos)
Configuracion
Autorizacion de Periodo durante el cual es valida la autorizaciéon de armado. (10-250 20s
armado segundos)
AUTORIZ. ARMADO
Fin de salida El tiempo de salida final es la cantidad de segundos que se retarda el 7s
SALIDA FINAL armado tras cerrarse una zona con el atributo de salida final. (1-45

segundos)
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Sirena con armado Activa momentaneamente la alarma exterior para indicar una condicion  0Os
total de armado total. (0-10 segundos)
SIR.ARM.TOTAL
Fallo al armar Cantidad de segundos que se muestra este fallo en los teclados (0: 10s
FALLO AL ARMAR Hasta la introduccion de un PIN valido). (0-999 segundos)
Flash con armado Activa momentaneamente el flash de la alarma exterior para indicaruna 0Os
total condicion de armado total. (0-10 segundos)
FLAH.ARM.TOTAL
Alarma
Doble deteccion El maximo retardo entre la activacion de zonas con el atributo de doble 10s
DOBLE deteccion que generara una alarma. (1-99 segundos)
DETECCION
Pruebas La cantidad de dias durante los cuales una zona permanece a prueba 14 dias
DIAS PRUEBAS antes de retornar automaticamente al funcionamiento normal. (1-99 dias)
Intervalo de test El periodo promedio entre los tests automaticos del sensor sismico. (12- 168 horas
sismico 240 horas)
AUTOTEST Nota: Para habilitar el test automatico, se debe habilitar el atributo de
sisMIcO Test de sensor automatico para una zona sismica.
Duracion test Tiempo maximo (en segundos) que tarda el sensor sismicoendisparar  30s
sismico una alarma en respuesta a una salida de 'test sismico'. (3-120
DUR. TESTSISM, ~ S€gundos)
Retardo reposicion Tiempo que se retardara una restauracion automatica después dequeel Os
automatica estado de una zona vuelva a ser normal. (0-9999 segundos)
Bloqueo post-alarma  El tiempo después de una alarma antes de que el usuario pueda tener Omin.
BLOQUEO POST- acceso. (1-120 minutos)
ALARMA
Tiempo de acceso El tiempo durante el cual un usuario con acceso con alarma puede
acceder al sistema tras finalizar el tiempo de bloqueo. (10-240 minutos)
Flash exterior Tiempo durante el cual la salida flash estara activa cuando se active la 15 min.
TIEMPO FLASH alarma. (1-999 min; 0 = indefinidamente)
Avisos
Retardo red CA El tiempo después de detectarse unfalloenlared de CAy antes deque  Omin.
RETAR FALLO C.A el sistema active un aviso. (0-60 minutos)
Retardo interferencia  El tiempo después de detectarse el retardo de interferencia RF y antes Omin.
RF de que el sistema active un aviso. (0-999 segundos)
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SALIDA RF

segundos)

Temporizador Descripcion Default
Técnico
Acceso de técnico El temporizador para el acceso del técnico comienza tan pronto comoel  Omin.
ACCESO DE usuario habilita el acceso del técnico. (0-999 minutos; 0 indica sin
TECNICO limitacion de tiempo para el acceso al sistema)
Salida modo técnico  Tiempo de inactividad tras el cual se cerrara automaticamente la sesién ~ Omin.
automatica del técnico. (0-300 minutos)
SAL.AUTO.M.TEC.
Teclado
Tiempo espera La cantidad de segundos que un RKD esperara la introduccion de teclas  30s
teclado antes de salir del menu actual. (10-300 segundos)
TIEMPO ESP.
TECL.
Idioma teclado El tiempo que un teclado esperara en reposo antes de cambiar al idioma 10s
IDIOMA TECLADO  POr defecto. (0-9999 s; 0 = nunca)
Incendio
Prealarma incendio Numero de segundos que se debe esperar antes de notificarunaalarma 30s
PREALARMA de |nc§nd|o para zonas con'el atributo «Prealarrpa. incendio»
INCENDIO seleccionado. Consulte Editar una zona en la pagina 287. (1-999

segundos)
Reconocimiento de Tiempo adicional de espera antes de informar una alarma de incendio 120s
alarma de incendio para las zonas con los atributos de «Prealarma incendio» y
RECONOCIMIENTO «Reconocimiento de incendio». Consulte Editar una zona en la pagina
ALARMA INCENDIO 287. (1-999 segundos)
Cadigo de usuario
PIN Valido Periodo durante el cual el PIN es valido. (1-330 dias) 30dias
PIN VALIDO
Limite cambios de Cantidad de cambios dentro de un periodo valido. (1-50) 5
PIN
LIMITE CAMBIOS
DE PIN
Aviso PIN Tiempo antes de caducar un PIN tras el cual se mostrara una 5dias
AVISO EXP. PIN advertencia. (1-14 dias)
Configuraciéon general
Tiempo salida RF El tiempo que la salida RF permanecera activa en el sistema. (0-999 Os
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Temporizador Descripcion Default
Limite tiempo Limite de tiempo dentro del cual no se llevara a cabo la sincronizacion. Os
sincronismo La sincronizacién de tiempo solo se produce si la hora del sistemayy la
LIMITE TIEMPO hora de actualizacién estan fuera de este limite. (0-300 segundos)
SINCRONISMO
T. fallo link Tiempo de espera para fallo de enlace Ethemet. (0-250's; 0 = Os
T Fallo Link deshabilitado)
Camara fuera de Tiempo hasta que la camara pase a estar fuera de linea. (10-9999 10s
linea segundos)
CAM.NOEN LINEA
Supervisada Este atributo solo se aplica a servicios remotos. La cantidad de horas 336 h
SUPERVISADA durar?te las cuales una zona debe abrirse si la zona esta programada con (2 semanas)

el atributo Frecuente. (1-9999 horas)
Silencio por coaccién  Tiempo durante el cual una alarma de coaccién continuara silenciaday ~ Omin.

no podra restaurarse desde el teclado. (0-999 minutos)
Silencio por Cantidad de minutos durante los cuales una alarma de atraco/panico Omin.
atraco/panico continuara silenciada y no podra restaurarse desde el teclado. (0-999

minutos)

Los tiempos por defecto dependen de la configuracion del técnico. Los tiempos por defecto
| e pueden o no ser permisibles, y dependen de la configuracion establecida por el técnico.

Los rangos/ajustes validos podrian depender del grado de seguridad especificado en
Configuracion > Sistema > Estandares.

17.10.3.3 Identificacion
1. Seleccione Configuraciéon > Sistema > Identificacion.

Se mostrara la siguiente pagina.
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Hardware Sistema Entradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado

Estandares ] Idioma

Opciones sistema Temporizaciones y refardos Identificacion

Identificacion sistema

Opcion
1D instalacion

Nombre instalacién

Fecha instalacion

Nombre instalador
Teléfono instalador

Detalles instalador

Bloqueo técnico

Codigo

Valor Nombre
Nuamero fichero instalacion usado por SPC Pro y SPC Safe
(1-999598 )
| | Descripcion breve de la instalacion.
Dia Mes Afio
i[3u_v]i[o0i8 v
l:l Nombre instalador para consultas y avisos
I:I Teléfono instalador para consulias y avisos
& Detalles especificos instalador mostrados en display
O Codigo bloqueo técnico para retorno a parametros de fabrica
11711 Codigo blogueo técnice de 4 digitos

2. Configure los campos tal como se describe en la siguiente tabla.

ID
instalacion

Nombre de
instalacion

Fechade
instalacion

Nombre
instalador

Teléfono del
instalador

Detalles del
instalador

Bloqueo
técnico

Caodigo PIN
de bloqueo
técnico

Introduzca un nimero exclusivo para cada instalacion. Este numero identifica
la instalacion (1-999999).

Introduzca el nombre de la instalacién. Debe introducir el nombre de la
instalacion antes de que la instalacion se salve en el sistema. La instalacion
puede verse desde el teclado.

Seleccione la fecha en que se completd la instalacién del menu desplegable.

Introduzca el nombre de la persona que instal6 el sistema (para fines de
soporte).

Introduzca el numero de teléfono de contacto de la persona que instalé el
sistema (para fines de soporte).

Marque esta casilla para mostrar los detalles del instalador en el teclado
conectado a la central cuando esté en reposo.

Marque esta casilla para requerir el uso del codigo PIN de bloqueo técnico para
restaurar los valores por defecto de fabrica de la central.

Introduzca el valor para el codigo PIN de bloqueo (4 digitos).

17.10.3.4 Normativas

~ Todos los sistemas de alarma deben cumplir con los estandares de seguridad definidos. Cada
1 estandar tiene requisitos de seguridad especificos que se aplican al mercado/pais en el que se instala
el sistema de alarma.

ABV10276963-e
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Seleccione Configuracién > Sistema > Estandares.

Se mostrara la siguiente pagina.

General Sistema Zonas Salidas Particiones Calendarios Cambio PIN técnico y web Avanzado

Opciones sistema Temporizaciones y retardos Identificacion Estindares Reloj Idioma

Continente

@ EUROPA  (7) Asia  (7) Norteamérica () Sudamérica (©) Oceania

Tipo de instalacion: Grado EN50131:

@ Doméstica © ENS0131 Grado ENS0131: 2
=) Industrial ® ENS0131 Grado ENS0131: 3

~) Financiera @ Modo libre

Estandares:
") GB PD6662
) Irlanda
6 Europa EN50131
o) ltalia
~) (*) Suecia
“) (*)Suiza
“) () INCERT

(*) OM Espafia

) (*) Alemania

@) (*)Francia
") MNoruega

~) Dinamarca
~) Polonia

~) Holanda

) Finlandia

) Portugal

() Chegquia

(") Requisitos locales/nacionales, sustituyendo o complementando a norma EN50131

2. Configure los campos tal como se describe en la siguiente tabla.

Continente Seleccione el emplazamiento apropiado para la instalacion. Las opciones
son: Europa, Asia, Norteamérica, Sudamérica u Oceania.

Tipo de Seleccione el tipo de instalacion. Las opciones son Doméstica, Industrial o
instalacion Financiera.
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Cumplimiento Para cambiar la regién en su central, se recomienda encarecidamente

segunla restaurar la central y seleccionar una nueva region como parte del asistente

region de inicio. Seleccione la region de las instalaciones y los requisitos
regionales con los que cumple.

Algunas selecciones implementaran requisitos locales o nacionales,
sustituyendo o complementando la norma EN50131. Las opciones enla
seccion Grado cambiaran en funcién de su seleccion en Cumplimiento
segun la region.

Las opciones son: Reino Unido, Ilanda, Europa general (EN), Italia,
Suecia, Suiza, Bélgica, Espafia, Alemania (VdS), Francia, Noruega,
Dinamarca, Polonia, Holanda, Finlandia, Portugal y la Republica Checa.

Grado Seleccione el grado de seguridad que se aplica a la instalacién.

Las opciones en la seccion Grado cambiaran en funcion de su seleccién
en Cumplimiento segun la regioén.

Grado libre

Si la opcion de grado de seguridad es Modo libre, a la instalacion no se le aplica ninguna restriccion de
seguridad aprobada a nivel regional. En su lugar, la configuracion libre le permite al técnico personalizar la
instalacion al cambiar las opciones de la politica de seguridad y al configurar opciones adicionales que no
cumplen con la normativa de seguridad regional seleccionada.

Las opciones de configuracion libre se indican en este documento mediante el siguiente simbolo: (L)

Consulte Opciones del sistema en la pagina 268 para obtener mas informacion sobre la configuracion de
politicas del sistema.

17.10.3.5 Reloj

Esta pagina le permite programar la fecha y hora en la central. El controlador incluye un Reloj de Tiempo
Real (RTR) incorporado en la bateria para conservar la informacion de hora y fecha en caso de fallo de la
alimentacion.

1. Seleccione Configuracion > Sistema > Reloj.

Se mostrara la siguiente pagina.

Hardware Sistema Enfradas Salidas Puerias Particiones Calendarios Cambio propio codigo Avanzado

Opciones sistema Temporizaciones y retardos Identificacion Estandares Idioma

Fecha y hora actuales

Hora Minuto Segundo
Hora: |15 V| : |‘I7r V| ; |3? V|

Dia Mes Afio
Fecha: [23 v/ [Jul ] /[2014 v]

Cambio automatico del horario veranofinvierno: [+

Sincronizacion hora con red de c.a.: [

Salvar

2. Seleccione Hora y Fecha del menu desplegable.

3. Configure los siguientes campos:

Cambio automatico del Si esta opcidn esta seleccionada, el sistema cambiara
horario de verano automaticamente al horario de verano.
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Sincronizacionde lahora  Si esta opcion esta seleccionada, el RTR se sincroniza con la

conlared de CA onda sinusoidal de la linea de alimentacion.
L La hora y la fecha seleccionadas apareceran en el teclado, la interfaz web y el registro de
l incidencias.

17.10.3.6 Idioma
1. Seleccione Configuraciéon > Sistema > Idioma.

Aparecera la siguiente pagina:

Hardware Sistema Eniradas Salidas Puerias Particiones Calendarios Cambio propio codigo Avanzado

Opciones sistema Temporizaciones y retardos Identificacion Estandares Reloj Idioma

Opci6n de idioma

Opcion Valor Nombre

\dioma Idioma de los teclados, el interface web vy el registro de incidencias. El idioma del interface web serd actualizado al iniciarse una nueva
LoD sesién de exploracion
Idioma por defecto Emplee idioma por defecto | Idioma mostrade por defecto
Salvar

2. Paralaopcién ldioma, seleccione un idioma del menu desplegable.

Esta opcion determina el idioma del sistema en que se mostraran los textos y menus de los
teclados, lainterfaz web y el registro de incidencias.

3. Paralaopcion Idioma en reposo, seleccione ‘Usar idioma del sistema’ o ‘Ultimo usado’.

El Idioma en reposo determina el idioma que se muestra en los teclados cuando la central esta
en estado de reposo. Si se selecciona la opcion ‘Ultimo usado’, el idioma que se mostrara sera el
asociado al ultimo inicio de sesion de usuario.

El idioma utilizado en los teclados y el navegador depende de la seleccion de idioma hecha para
cada usuario. Por ejemplo, si el idioma del sistema esta ajustado en francés, pero el idioma del
usuario individual estd ajustado eninglés, se utilizara el inglés tanto en los teclados como en el
navegador para ese usuario, independientemente del idioma especificado para el sistema.

i

Consulte también

Opciones en la pagina 117

17.10.4 Configurar zonas, puertas y particiones

Esta seccién abarca:
« Editar una zona abajo
« Anadir/Editar una particién en la pagina siguiente
« Editar una puerta en la pagina 297
« Anfadir un grupo de particiones en la pagina 302

17.10.4.1 Editar una zona

Las acciones de Técnico y Usuario incluyen: Registrar, Aislar/Restaurar y Prueba/Salir de prueba para
cada zona segun lo permitan los grados de seguridad EN 50131 Grado 2y EN 50131 Grado 3.

Las zonas virtuales se pueden crear y editar, pero una zona virtual debe estar asociada con una
puerta de mapeo. Para mas informacion sobre las zonas virtuales, consulte Zonas virtuales en la
pagina 311.

[
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1. Seleccione Configuraciéon > Entradas > Todas las zonas.

Aparecera la siguiente pagina.

Hardware Sistema Enfradas Salidas Puertas Parliciones Calendarios Cambio propio codigo Avanzado

Todas las zonas Zonas X Bus Zonas via radio

Zona Zona Nombre Tipo Particion Atributos
1 Placa base - Zona 1 1: Area 1 W I:l
2 Placa base - Zona 2 izl
3 Placa base - Zona 3 1: Area 1 hd l:l
4 Placa base - Zona 4 1: Area 1 hd l:l
5 Placa base - Zona 5 1: Area 1 h l:l
6 Placa base -Zona § =
7 Placa base - Zona 7 1: Area 1 b I:l

~ Puede seleccionar Configuraciéon > Entradas > Zonas X-Bus para configurar
l zonas cableadas Unicamente, o bien Configuracion > Entradas > Zonas via
radio para configurar zonas via radio Unicamente.

2. Configure los campos tal como se describe en la siguiente tabla.

Zona El nimero se muestra para referencia y no puede programarse.

Descripcion Introduzca texto (max. 16 caracteres) que sirva para identificar la zona.

Entrada La entrada fisica se muestra como referencia y no se puede programar.

Tipo Seleccione el tipo de zona del menu desplegable (consulte Tipos de zona en la
pagina 405).

Area Solo si la opcién Particiones (multiples) esta activada. Seleccione una particion

ala cual se asignara la zona del menu desplegable.

Calendario  Seleccione, en caso de ser necesario, el calendario deseado (consulte
@ Calendarios en la pagina 303).

Para los grados de seguridad 2/3, se puede asignar un calendario solo a las
zonas de tipo Terminador de salida, Técnica, Llave armado, Anulaciéon y
Anulacién X. Para el grado de seguridad Libre, se puede asociar cualquier tipo de
zona al calendario.

Atributos Haga clic en el botén Atributos para mostrar la pagina Atributos para la zona.
Solo se muestran los atributos que se aplican a ese tipo de zona. Consulte
Atributos de zona en la pagina 411).

17.10.4.2 Anadir/Editar una particion
Requisito previo

o Solo sila opcion Particiones (multiples) esta activada.
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1. Seleccione Configuracién > Particiones > Particiones.

Se mostrara la siguiente pagina:

Hardware Sistema Entradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado
Particiones Grupos particiones

Particion ~ Nombre Editar Borrar

1 ]

2 ] ]

5 i

s ] ]

2. Haga clic en Editar para editar una particion existente.

3. Haga clic en Ainadir para afadir una particion nueva. Si el tipo de instalacion es Doméstica o
Comercial, se afiade automaticamente una particion y se muestra la pagina Editar
configuracion particion.

Tenga en cuenta que el tipo de particion para la particion nueva se configura automaticamente en
Estandar.

Si el tipo de instalacién es Financiera, se mostrara la siguiente pagina, y la particion debera
anadirse manualmente.

Hardware Sistema Entradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado

Particiones Grupos particiones

AnRadir particion

Nombre Nombre particion

Tipo particion

Tipo de particion

ro automatico
Cémara acorazada
Avanzado

4. Introduzca una descripcion para la particion nueva y seleccione el tipo de particion de una de las
siguientes opciones:

- Estandar: adecuada para la mayoria de las particiones.

- Cajero automatico: brinda la configuracion y funciones por defecto relevantes para cajeros
automaticos.

- Camara acorazada: brinda la configuracién y funciones por defecto relevantes para cajas
fuertes.

- Avanzado: brinda la configuracion de todas las particiones (estandar, cajero automatico y
camara acorazada).

5. Haga clic en el botén Aihadir para afiadir la particion.

Configure los ajustes para cada tipo de instalacion segun las siguientes secciones.
Entrada/salida

Configure los siguientes ajustes de Entrada/Salida:

Tiempo El periodo de tiempo (en segundos) permitido para que el usuario DESARME la alarma tras abrir
entrada una zona de entrada/salida de un sistema armado. El tiempo de entrada se aplica a todas las
zonas de entrada/salida de esa particion (por defecto: 45 segundos).
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Tiempo de
salida

Sint. de
salida

Entr. desar.
mando via
radio

Acceso
denegado
con alarma

Impedir
armado

Impedir
desarmado

Autorizacion
de armado

El periodo de tiempo (en segundos) permitido para que el usuario salga de la particion protegida
antes de que se complete el armado. La cuenta regresiva del tiempo de salida en el teclado
comenzara cuando el zumbador suene para indicar al usuario que el sistema se armara cuando
el contador de salida llegue a cero. El tiempo de salida se aplica a todas las zonas de
entrada/salida de esa particion (por defecto: 45 segundos).

Seleccione esta opcion si no se requiere tiempo de salida y el armado se activa mediante la
zona ‘Plazo de salida’ o Entrada/Salida’ con atributo ‘Salida final’. Consulte Temporizaciones en
la pagina 279.

El mando via radio solo desarmara la alarma cuando el temporizador de entrada esté en marcha.
Funcién habilitada por defecto.

El acceso a la particion se deniega temporalmente durante el tiempo especificado en el
temporizador de Bloqueo post-alarma.

Si esta habilitada esta opcién, se impide el armado desde el teclado

Si esta habilitada esta opcion, se impide el desarmado desde el teclado

Esta opcion sirve para configurar el funcionamiento del cierre de bloqueo. Las opciones son:
« Deshabilitado
« Armado
« Desarmado
o Armadoy Desarmado

Si se encuentra seleccionada la opcién Deshabilitado (por defecto), el sistema se armaray
desarmara normalmente, sin cambios en el funcionamiento.

Si se selecciona la opcién Armado, se requerira una sefal de «Autorizacion de armado» para
armar esta particion, y esta sefial puede ser recibida de los teclados o de una entrada de zona
(véase Armado autorizado del cierre de bloqueo). El usuario no puede armar el sistema desde el
teclado. Cualquier particion que requiera autorizacion de armado aparecera como blogueada en
el teclado Confort, y no aparecera en el teclado estandar al armar.

Si se selecciona la opciéon Desarmado, el usuario no podra desarmar la particion desde los
teclados, pero si podra utilizar el teclado para generar la sefial de autorizacién de armado.

Para las opciones de armado y desarmado, el usuario no podra cambiar el estado de la particion
en ningun momento desde el teclado.

Se puede configurar un temporizador para autorizacién de armado. Consulte Temporizaciones
en la pagina 279.

Opciones de armado parcial

Configure la operacion de zonas determinadas para los modos Armado parcial A y Armado parcial B segun

lo detallado a continuacion:

Armado
parcial
habilitado

Habilite el armado parcial para operacion A y B segun sea necesario.
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Armado
parcial con
temporizacion

Accesoa
armado parcial

Entrada/salida
en armado
parcial

Armado
parcial local

Sin sirenas

Marque la casilla relevante (Armado parcial A o B) para aplicar el temporizador de salida al modo
Armado parcial A o B.

Marque la casilla relevante para cambiar las zonas de acceso a zonas de tipo entrada/salida para
la operacion de Armado parcial A o B. Esta funcién es recomendable para una instalacion
doméstica en la que se coloca un sensor infrarrojo pasivo (PIR) en el pasillo. Si el usuario arma
parcialmente el sistema por la noche y baja las escaleras durante la noche, podria activar
involuntariamente el sensor PIR en el pasillo y disparar la alarma. Al configurar la opcién de
acceso de armado parcial, el zumbador sonara durante el periodo de tiempo de entrada cuando el
sensor PIR esté activo para advertir al usuario que la alarma se activara si no realiza otra accion.

Marque la casilla relevante para cambiar el comportamiento de las zonas de entrada/salida a
zonas de alarma en modo Armado parcial A o B. Esta funcion es recomendable para una
instalacion doméstica cuando el sistema esta configurado en modo Armado parcial. Si el usuario
arma parcialmente el sistema por la noche, quizas desee que la alarma se active de inmediato si
se abre la puerta delantera o trasera durante la noche.

Marque la casilla relevante para restringir el informe de alarmas en modo Armado parcial a
informes solo a nivel alocal (sin informes remotos).

Si se marca esta opcion, no habra sirenas activadas para armado parcial A o B.

Particiones ligadas

Esta seccién le permite enlazar particiones con fines de armado y desarmado:

Armado total Armado total de esta particion cuando todas las particiones enlazadas estan en
Armado total.

Armado total todo Armado total de todas las particiones cuanto esta particion esta en Armado total.

Impedir armado total ~ Impedir el armado total de esta particion si todas las particiones enlazadas estan en
Armado total.

Impedir armado total ~ Impedir el armado total de las particiones enlazadas si esta particion no esta en

todo Armado total.

Desarmado Desarmado de esta particion cuando todas las particiones enlazadas estan en
Desarmado.

Desarmado todo Desarmado de todas las particiones cuando esta particion esta en Desarmado.

Impedir desarmado Impedir el desarmado de esta particion si alguna de las particiones enlazadas esté en
Armado total.

Impedir desarmado Impedir el desarmado de las particiones enlazadas si esta particién esta en Armado

todo total.

Autorice armado Se autoriza el armado para las particiones ligadas. Véase Armado autorizado del cierre
de bloqueo.

Particiones ligadas Haga clic en las particiones que desea enlazar a esta particion.

© Vanderbilt 2019

291 ABV10276963-e
11.2019




SPC4xxx/5xxx/6xxx — Manual de instalacion y configuracion Programacion de técnico a través del navegador

Programacién

Configure la planificacion con las siguientes opciones:

Calendario Seleccione un calendario para controlar la planificacion.

Desarmado Seleccione esta opcion si la particion debe desarmarse automaticamente segun el horario

Armado total Seleccione esta opcion para el armado total de la particidon segun el horario especificado

Blogqueo tiempo Seleccione esta opcion para bloquear el tiempo de la particion segun el calendario

Temp.acc.

especificado en el calendario seleccionado.

en el calendario seleccionado. La particién también se armara cuando haya transcurrido el
tiempo de duracién de desarmado o el intervalo de retardo (consulte Armado/Desarmado
en la pagina 294). Si el periodo de duracion de desarmado se superpone con el horario
programado, la particion utilizara la configuracion del calendario.

seleccionado. (Particion de tipo Cédmara acorazada solo en modo Financiero)

cam.acorz. Introduzca la cantidad de minutos (0 a 120) para activar este temporizador al final del
periodo de desarmado con bloqueo de tiempo. Si esta particién no esta desarmada una
vez que este temporizador caduca, no se podra desarmar la particion hasta el comienzo
del siguiente periodo de desarmado con bloqueo de tiempo. (Particién de tipo Camara
acorazada solo en modo Financiero)

Generacion

de informes

H

Las opciones de configuracion de informes se aplican a las particiones estandar en instalaciones
comerciales y financieras unicamente y solo son relevantes si se ha seleccionado un calendario.
(Consulte Programacioén arriba.)

Esta configuracién permite que se envie un informe al centro de control o al personal nominado si la central
se arma o desarma fuera de los periodos de tiempo programados en el calendario.

Armado
prematuro

Armado
tardio

prematuro

tardio

Desarmado Permite que se envie un informe si la central se desarma manualmente antes de un desarmado

Desarmado Permite que se envie un informe si la central se desarma manualmente antes de un desarmado

Permite que se envie un informe si la central se arma manualmente antes de un armado programado
y antes del periodo de tiempo (en minutos) introducido en el campo Temporizador.

Permite que se envie un informe si la central se arma manualmente después de un armado
programado y después del periodo de tiempo (en minutos) introducido en el campo Temporizador.

programado y antes del periodo de tiempo (en minutos) introducido en el campo Temporizador.

programado y antes del periodo de tiempo (en minutos) introducido en el campo Temporizador.

El envio de informes se realiza mediante el SMS, o bien a la CRA mediante SIA y Contact ID. Las
incidencias también se guardan en el registro del sistema.

Solo se informaran las incidencias configuradas para informes tardios o tempranos de la particién.

También se debe habilitar el informe de incidencias para una CRA o el SMS, segun se describe en las
secciones a continuacion.

Habilitaciéon de informes de armado/desarmado inusual para una CRA

Para configurar los informes de incidencias para que una CRA configurada se comunique mediante SIA o
CID, seleccione Comunicaciones > Informes > CRA analégica > Editar >Filtro para mostrar la
pagina Filtro de incidencias para una CRA.
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Comunicaciones Transmision

CEI-ABI

CRA analdgica

PC Tools

TXaCRA

Alarmas

Reposicion alarma
Alarma confirmada
Abortar alarma
Fallos/Tampers
Repos.fallo

Armado

Prematuroitarde
Inhibiciones/aislamientos
Incidencias puertas

Otras

N O O R« B B N B 4 B 4 [ 4

Red Ethermnet

Particiones

[+ 1: Area 1

Alarmas

Reposicion alarmas

Alarmas confirmadas

Alarma abortada

Fallos y tampers

Reposicion fallo o tamper

Armado y desarmado

Armado y/o desarmado fuera de hora
Inhibiciones y aislamientos
Incid.control acceso puertas

Todos los demas tipos de incidencias

Incidencias red IP

& 2: Vault

& 3 Commercial

[« 4: Reception

Se habilita el parametro Temprano/Tardio para informar todo armado o desarmado que difiera del

programa.

Habilitaciéon de informes de armado/desarmado inusual para el SMS

Las incidencias del SMS pueden configurarse en las paginas de configuracién de técnicoy de usuario.

Para la configuracién de técnico, seleccione Usuarios > SMS de usuarios > SMS de técnico >

Editar.

SMS usuana

Editar configuracion S5

Configurseién genaral

D SME usuaric 6999

Ustario Ergnasr

Wiimarn 5M5 n Humarn keitnng anvin mansajes SME
Incidencias SMS

Alarmas Aclivacitn glaima

Restaurackin alama Restauracion de alanma

Alarmas confirmadas Alarma confrmada en miliples zonss

FalkaTampar Falio y tampar

Restauracion fallo

Armada

Prematuro/ande

Inhibiclonesiatelamiantas.

mesencia puera

oras.

mesdences via tadio perdids

Festauracin fallo o tampe)

AMmacD ¥ desarmadn

Armacy yio desamade fuera de hors
Inbibicinnes izlamsntos

Incidencia conral accesa puertzs
Tades 105 damds pos 48 Inckancias

Envic madenca vin rati perddo por Fesd, Contac 10 wio S

Habilite Prematuro/tarde para transmitir cualquier armado o desarmado que difiera de la planificacion.
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Armado/Desarmado

Los siguientes parametros (con la excepcién del parametro Interbloqueo) son solo relevantes en los

siguientes casos:

« cuando hay un calendario seleccionado (consulte Programacién en la pagina 292), o
« cuando la opcién Duracién desarmado esta habilitada (tiene un valor superior a cero), o

« cuando se cumplen ambas condiciones expresadas anteriormente.

Advertencia Introduzca la cantidad de minutos que se mostrara una advertencia antes del armado automatico.
armado (0-30)
mati . . -

automatico Tenga en cuenta que la central se arma a un horario programado o en el horario definido por el
parametro de retardo de desarmado. Aparecera la primera advertencia en el horario configurado
antes del horario programado. Existen otras advertencias que se disparan un minuto antes del
horario de armado.

Cancelacion  Le permite al usuario cancelar el armado automatico al introducir un cédigo en el teclado.

armado

automatico

Retardo Le permite al usuario retardar el armado automatico al introducir un cédigo en el teclado.

armado

automatico

Conmutador  Permite el retardo del armado automatico desde el médulo de expansion de conmutador de llave.

llave

Intervalode  Introduzca la cantidad de minutos para retardar el armado automatico. (1-300)

retardo

Contadorde Introduzca la cantidad de veces que se puede retardar el armado automatico. (0-99: 0 = ilimitado)

retardo

Retardo de Introduzca la cantidad de minutos para retardar el desarmado. (0 = sin retardo)

desarmado

Grupo de Seleccione un grupo de interbloqueos para asignar a esta particion. El interbloqueo permite que

interbloqueos Unicamente se desarme una particién dentro del grupo a la vez. Generalmente se utiliza en
particiones de cajeros automaticos.

Duracion Si la particidn supera este tiempo desarmada, se armara automaticamente. (Intervalo 0—120 min: 0

desarmado = no activa).

Caodigo PIN Si esta opcidn esta habilitada, se requieren dos PIN para armar o desarmar la particion con el

doble teclado. Ambos cddigos PIN deben pertenecer a los usuarios que tienen la atribucion de usuario
requerida para la operacion (Armado o Desarmado).
Si no se introduce el segundo cadigo PIN dentro de los 30 segundos, o si este es incorrecto, no se
podra armar o desarmar la particion.

Modo de Opciones de particion para operacion de armado forzado (normal o bloqueado).

armado

forzado

Restaurac. Marque esta opcion para restaurar automaticamente zonas cerradas durante el armado forzado.

aut. enarm.  Con esta opcion seleccionada, si hay una alerta activa o si se debe restaurar una zona, se

forzado restaurara de forma automatica.
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Asistencia para trabajo fuera de horario

Un ejemplo del uso de los parametros de armado y desarmado es en situaciones de trabajo fuera de
horario en las que el calendario se ha configurado para el armado automatico de las instalaciones a un
horario particular, pero el personal debe trabajar hasta tarde y se debe retardar el armado automatico.

Cada retardo se determina por el periodo de tiempo configurado en el parametro Intervalo de retardo,
y el parametro Contador de retardo determina la cantidad de veces que se puede retardar. Para usar
esta funcion, el usuario necesita el valor correcto en Retardo armado automatico.

Existen tres formas de retardar la funcion:

1.

Introduciendo el cédigo PIN en el teclado.

RETARDO es una opcién de menu en el teclado estandar. Los botones en la parte superior del
teclado Comfort se usan para la funcién de retardo

Mediante el conmutador llave.

Si se giralallave ala derecha, el armado del sistema se retarda durante el tiempo que esté
configurado, siempre y cuando no se haya sobrepasado la cantidad maxima de veces que se
puede retardar el armado (Contador de retardo). Si se gira lallave hacia la izquierda, se
establece un retardo de tres minutos (no configurable). Esto puede realizarse
independientemente de la cantidad de veces que se retarde la funcion.

Mediante el uso de un mando via radio, una APR o un botén que activa una accién de Retardo
autoarmado.

Desarmado temporal

Para permitir que el sistema se desarme temporalmente en un periodo de tiempo especificado en el
calendario, se deben configurar los siguientes tres parametros:

1.

Calendario
Se debe configurar y seleccionar un calendario para esta particion.
Bloqueo tiempo

Se debe marcar esta casilla para que se pueda desarmar la particion Unicamente cuando lo
permita el calendario configurado.

Duracion desarmado

El valor de este parametro debe ser superior a cero para establecer un limite superior respecto
del horario en el que se desarmara la particion.

Todo OK
Se requiere Si esta seleccionada, el usuario debe confirmar la entrada «Todo OK» o se generara una
introducir alarma silenciosa. Consulte Editar una zona en la pagina 287 para obtener mas informacion
«Todo OK» sobre como configurar una entrada de zona «Todo OK».

Temporizacion

Periodo de tiempo (en segundos) dentro del cual debe confirmarse la entrada ‘Todo OK’ antes

«Todo OK» de que se dispare una alarma. (Rango: 1-999 segundos)
Incidencia Seleccione el tipo de incidencia que se enviara cuando caduque el temporizador de «Todo
«Todo OK» OKb». Las opciones son Panico (silencioso), Panico y Coaccion.
Salida RF
Tiempo salida RF Introduzca la cantidad de segundos que permanecera activa la salida RF.

«0 segundos» habilitara o deshabilitara la salida.
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Ruta de salida en caso de incendio

) . Doors which will open when fire occurs in this area
Fire exit route

1 Entry v
2 DOOR 2 ]

Ruta salida Seleccione las puertas que se abriran cuando se dispare una alarma de incendio en esta particion.
incendio Esta opcion no se muestra en modo doméstico.

Disparadores de particion
La seccién Disparadores solo se muestra si los disparadores se han definido previamente. (Consulte
Disparadores en la pagina 308.)
Haga clic en el botdn Editar para afiadir, editar o borrar las condiciones de los disparadores para esta
particion.

Aparecera la siguiente pagina:

Hardware Sistema Eniradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado

Particiones Grupos particiones

Particion 5: Fuentes

Fuente Activacion  Cambio

|1 Vault V| |Posiliv. V| |Desarmadn V|

Configure el disparador para la particién con los siguientes parametros:

Disparador Seleccione un disparador del menu desplegable.
Activacion Este disparador puede activarse desde la opcién positiva o negativa de la sefal de activacion.

Accion Esta es la accién que se lleva a cabo cuando se activa el disparador. Las opciones son:
« Desarmado
« Armado parcial A
« Armado parcial B
« Armado total
» Retardo del armado automatico

Esta accion retardara el armado de la alarma cuando el temporizador de autoarmado esté en
marcha. El disparador solo afiadira tiempo si no se ha superado el Limite de retardo y cada
activacion del disparador retardara el armado en funcion del tiempo definido en el Intervalo de
retardo (consulte Armado/Desarmado en la pagina 294).

o Restaurar alarmas

Esta accion borrara todas las alarmas en la zona configurada.

Aviso: No se pueden configurar los disparadores desde un teclado.
Consulte también

Disparadores en la pagina 308
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17.10.4.3 Editar una puerta

1. Seleccione Configuraciéon > Puertas.

Se muestra una lista de puertas configuradas.

2. Hagaclic en el boton Editar.

3. Configure los campos tal como se describe en las siguientes tablas.

Entradas de puerta

Cada puerta tiene 2 entradas con funcionalidad definida previamente. Se pueden configurar estas dos
entradas, el sensor de posicién de puertay el interruptor de liberacion de puerta.

Nombre

Descripcion

Zona

Descripcion
(Web
Unicamente)
Tipo de zona
(Web
Unicamente)
Atributos de
zona

(Web
Unicamente)
Area

(Web
Unicamente)

Posicién de
puerta (web)

RFL posic.puerta
(teclados)

DPS
normalmente
abierto

Retardo de DPS

La entrada del sensor de posicién de puerta también se puede utilizar para la parte de
intrusion. Si se utiliza la entrada del sensor de posicion de puerta para la parte de intrusion,
se debe seleccionar el nUmero de zona a la cual esté asignada. Si se utiliza la entrada del
sensor de posicion de puerta para la parte de acceso, se debe seleccionar la opcién «SIN
ASIGNARNY.

Si se asigna el sensor de posicion de puerta a una zona de intrusién, puede configurarse
como una zona normal, pero con funcionalidad limitada (por ejemplo: no se pueden
seleccionar todos los tipos de zonas).

Si una particion o el sistema esta configurado con un lector de tarjetas, la entrada del sensor
de posicion de puerta debe estar asignada a un nimero de zona y a la particion o el sistema
que se debe armar.

Descripcion de la zona a la cual esta asignado el sensor de posicion de puerta.

Tipo de zona de la zona a la cual esta asignado el sensor de posicién de puerta (no todos los
tipos de zonas estan disponibles).

Se pueden modificar los atributos para la zona a la cual esta asignado el sensor de posicion
de puerta.

La particién a la cual estan asignados la zona y el lector de tarjeta. (Si se utiliza el lector de
tarjetas para el armado y desarmado, esta particion se armara/desarmara).

La resistencia utilizada con el sensor de posicion de puerta. Seleccione el valorola
combinacion de resistencia utilizada.

Seleccione si el interruptor de liberacion de puerta debe ser una entrada normalmente
abierta o normalmente cerrada.

Especifique un tiempo (en segundos) para un retardo en el DPS.
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Nombre Descripcion

Liberar puerta La resistencia utilizada con el interruptor de liberacién de puerta. Seleccione el valorola
(web) combinacion de resistencia utilizada.

RFL
LIBER.PUERTA
(teclados)

DRS Seleccione si el interruptor de liberacion de puerta es una entrada abierta normalmente o no.
normalmente
abierto

Pulsacion de Ajuste el interruptor de liberacion de puerta a uso Unico momentaneo.
DRS

SinDRS Seleccione esta opcion para ignorar DRS.

(Web Si se utiliza un DC2 en la puerta, se DEBE seleccionar esta opcion. Si no se selecciona, la
unicamente) puerta se abrira.

Localizacion Seleccione la ubicacion de los lectores de entrada y salida.
lector
(Entrada/salida)

(Web
Unicamente)

Formatos de Se muestra el formato de la ultima tarjeta utilizada con cada lector configurado.
lector (web)

INFORMACION
DEL LECTOR
(teclados)

Cada numero de zona libre puede ser asignado a las zonas, pero la asignacion no es fija. Si se asigna
~ el numero 9 a una zona, dicha zona y un médulo de expansion de entrada con la direccién ‘1’ se
| 1 conectan al X-Bus (que esta utilizando los nimeros de zona 9-16). La zona asignada desde el
controlador de dos puertas se trasladara al siguiente numero de zona libre. La configuracion se
adaptara en consecuencia.

Atributos de puerta

| ®
1 Si no hay ningun atributo activado, se puede usar una tarjeta valida.

Atributo Descripcion

Nulo La tarjeta se bloquea temporalmente.

Grupo de puertas  Se utiliza cuando se asignan diversas puertas a la misma particion y/o se requiere
funcionalidad de anti-retorno, custodia o interbloqueo.

Tarjetay PIN Se requiere tarjeta y codigo PIN para entrar.
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Atributo Descripcion

Solo PIN Se requiere codigo PIN. No se aceptara ninguna tarjeta.
Codigo PIN o Se requiere cédigo PIN o tarjeta para entrar.

tarjeta

Cadigo PIN para  Se requiere codigo PIN en lector de salida. Se requiere puerta con lector de entrada y salida.
salir

PIN para Se requiere PIN para armar y desarmar la particion vinculada. Antes de introducir el cédigo

desarmar PIN, se debe presentar la tarjeta.

Desarmado Cuando se presente la tarjeta en el lector de entrada, la particiéon/area se desarmara.

desde exterior

(navegador)

Desarmado Cuando se presente la tarjeta en el lector de salida, la particiéon/area se desarmara.

desde interior

(navegador)

Anular alarma Se permite el acceso si la particion estd armada y la puerta es un tipo de zona de entrada o con
alarma.

Desbloqueos La puerta se desbloquea y permanece desbloqueada cuando tiene placas identificadoras

dobles duplicadas. La puerta debe tener placas identificadoras duplicadas luego de salir para

restablecer. Esta opcidn no se puede utilizar con las opciones de Configuraciones.

Armado total Cuando se presente dos veces la tarjeta en el lector de entrada, la particion/area se armara

desde exterior totalmente.

(navegador)

Armado total Cuando se presente dos veces la tarjeta en el lector de salida, la particion/area se armara

desde interior totalmente.

Armado total Si el usuario cuenta con los derechos necesarios, puede forzar el armado desde el lector de

forzado entrada.

Emergencia La puerta bloqueada se abre si se detecta una alarma de incendio dentro de la particion
asignada.

Otraemergencia Una alarma de incendio en cualquier otra particion desbloqueara la puerta.

Acompaniante La funcion de Visita obliga a los titulares de tarjetas con este privilegio a acompafar a otros
titulares de tarjetas por puertas especificas. Si esta funcion esta asignada a una puerta, se
debe presentar primero una tarjeta con derecho de Visita para permitir abrir la puerta a otros
titulares de tarjeta sin este derecho. El periodo de tiempo durante el cual los titulares de tarjetas
pueden presentar sus tarjetas después de haberse presentado otra con derecho de Visita; se
puede configurar individualmente para cada puerta.

Evitar retorno* Se debe reforzar la funcionalidad anti-retorno en la puerta. Todas las puertas deben tener
lectores de entrada y salida, y deben estar asignadas a un grupo de puertas.

En este modo, los titulares de tarjeta deben usar su tarjeta de acceso para entrar y salir de un
grupo de puertas definido. Si un titular de tarjeta valido presento su tarjeta de acceso para entrar
a un grupo de puertas y no presento la tarjeta para salir, el titular esta incumplimiento las
normas de anti-retorno. La proxima vez que el titular de tarjeta intente acceder al mismo grupo
de puertas, se disparara una alarma de anti-retorno estricta y el titular no tendra autorizacion
para entrar al grupo de puertas.
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Atributo

Descripcion

Retorno laxo*

Custodia*

Sirena puerta

Ignorar forzado

Interrelacionada*
(navegador)

Prefijo de
armado

Los incumplimientos de las normas anti-retorno solo se registran. Todas las puertas deben
tener lectores de entrada y salida, y deben estar asignadas a un grupo de puertas.

En este modo, los titulares de tarjeta deben usar su tarjeta de acceso para entrar y salir de un
grupo de puertas definido. Si un titular de tarjeta véalido present6 su tarjeta de acceso para entrar
a un grupo de puertas y no presento la tarjeta para salir, el titular esta incumplimiento las
normas de anti-retorno. La proxima vez que el titular de tarjeta intente acceder al mismo grupo
de puertas, se disparara una alarma de anti-retorno laxa. Sin embargo, el titular de la tarjeta
seguira teniendo autorizacioén para entrar al grupo de puertas.

La funcion Custodia le permite al titular de la tarjeta con derecho de Custodia (el custodia)
conceder a otros titulares de tarjetas (que no son custodia) acceso ala sala.

El usuario Custodia debe ser el primero en entrar en la sala. Los usuarios que no son custodian
solo pueden ingresar si el custodia esta en la sala. El custodia no podra salir hasta que todos
los usuarios que no son custodia hayan salido de la sala.

La sirena integrada en la placa del controlador de puerta suena cuando se activan las alarmas
de puerta.

La apertura forzada de la puerta no se procesa.

Solo se permitira la apertura de una sola puerta de la particién a la vez. Requiere Grupo de
puertas.

Autorizacion con prefijo de clave (A, B, * o #) para armar el sistema

* Requiere Grupo de puertas

Temporizadores de puerta

Temporizador Min. Max. Descripcion

Acceso
concedido

Acceso
denegado

Puerta abierta
Puerta dejada
abierta

Extendido

Acompanante

1s 255 Elperiodo de tiempo durante el cual la cerradura permanecera abierta tras la

1s 255 Periodo de tiempo tras la cual el controlador estard listo para leer la siguiente

1s 255 Periodo de tiempo dentro del cual la puerta debe estar cerrada para evitar una

min  min  alarma de «puerta dejada abierta».

1s 255 Tiempo adicional tras la autorizacion de acceso a una tarjeta con un atributo de

1s 30s Periodo detiempo después de presentar una tarjeta con atributo de Visita dentro

S autorizacion de acceso.

s incidencia tras una incidencia no valida.

S alarma de «puerta abierta tiempo excesivoy.

180 Periodo de tiempo dentro del cual la puerta debe estar cerrada para evitar una

s tiempo extendido.

del cual un usuario sin atributo de Visita puede acceder por la puerta.

Calendario de puertas

Puerta Seleccione el calendario que debe bloquear la puerta durante el periodo configurado. No se aceptara
bloqueada el uso de tarjeta o cddigo PIN durante este periodo de tiempo.

Puerta Seleccione el calendario que debe desbloquear la puerta. La puerta se desbloqueara durante el
bloqueada periodo de tiempo configurado.
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Disparadores de puertas

Trigger (activador) Descripcion

Activacién desbloqueo  Sila activacion asignada esta activada, la puerta se desbloqueara durante un periodo

momentaneo puerta definido y, a continuacion, se volvera a bloquear.

Disparador que Si se activa el disparador asignado, la puerta se bloqueara. No se aceptara el uso de
blogueara la puerta tarjeta o codigo PIN.

Disparador que Si se activa el disparador asignado, la puerta se desbloqueara. No sera necesario

desbloqueara la puerta utilizar tarjeta/cédigo PIN para abrir la puerta.

Disparador que Si se activa el disparador asignado, la puerta regresara a su estado de funcionamiento
restablecera el estado  normal. Esto es para deshacer el bloqueo/desbloqueo de la puerta. Sera necesario
de la puerta a normal utilizar tarjeta/codigo PIN para abrir la puerta.

Interbloqueo de puertas
El interbloqueo de puertas es una funcién que evita que las puertas restantes del grupo se abran si una
de las puertas del grupo esta abierta.
A continuacion, se muestra un ejemplo de cémo se utiliza esta funcion:

« Enlos sistemas de entrada de dos puertas utilizados en algunos bancos y otros edificios.
Generalmente, se utilizan botones pulsadores o lectores de tarjetas para poder entrar, y las
luces LED roja y verde muestran si se puede abrir la puerta o no.

« Enparticiones técnicas de cajeros automaticos que conectan las puertas de los cajeros
automaticos. Generalmente se interbloquean todas las puertas de los cajeros automaticos,
ademas de la puerta que permite el acceso a la particion.

Para crear un bloqueo de puertas:
1. Cree un grupo de puertas. Consulte Editar una puerta en la pagina 297.

2. Configure el atributo Interbloqueo para todas las puertas requeridas del grupo. Consulte Editar
una puerta en la pagina 297.

3. Configure el funcionamiento de interbloqueo de puerta para una salida de puerta. Esta salida se
activa para todas las puertas del grupo de interbloqueo cuando se abre una puerta del grupo,
incluyendo la misma puerta abierta.

Esta salida podria conectarse, por ejemplo, a una luz LED roja u otra luz para indicar que no se
pudo abrir la puerta, y si se invierte podria conectarse a una luz LED verde u otro tipo de luz.

Para configurar una salida para interbloqueo de puerta.

1. Enmodo técnico completo, seleccione Configuraciéon > Hardware > X-BUS > Modulos
expansion.

2. Enlapagina Configuracion de modulos de expansion, haga clic en el botéon Cambiar tipo
para la salida que corresponda.

Seleccione Puerta como tipo de salida.

4. Seleccione la puerta que corresponda e Interbloqueo como tipo de salida.
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General Sistema Zonas Salidas Puertas Particiones Calendarios Cambio PIN técnico y web Avanzado

Salidas X10

Tipo de salida

Deshabilit.

Sistema

Sirena exterior A
Particion

1: House ~

Sirena exterior A

Zona

1 Front door e

i@ Puerta
Puerta 1 DOOR1 ~

Interrelacionada -

17.10.4.4 Aiadir un grupo de particiones

Puede utilizar grupos de particiones para configurar diversas particiones. De esta forma, no es necesario
configurar particion por particion.

Requisito previo
o Solo silaopcidn Particiones (multiples) esta activa.

1. Seleccione Configuracién > Particiones > Grupos de particiones.

Hardware Sistema Eniradas Salidas Particiones Calendarios Cambio propio codigo Avanzado
Particiones Grupos particiones
ARadir grupo particion
Nombre Grupo particién 1
Particiones
[1 1: Area 1 [1 2: vault [] 2 Commercial [] 4: Reception

Haga clic en el botén Afiadir.
Introduzca una descripcién para el grupo.

Seleccione las particiones que asignara a este grupo.

a M 0D

Haga clic en Ahadir.

AVISO: Para utilizar los grupos de particiones para el teclado Comfort, active todas las particiones en
el campo Particiones, en Configuracién > Hardware > X-BUS > Teclados > Tipo: Teclado
Comfort.

jmie
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17.10.5 Calendarios

Los calendarios sirven para programar el control basado en tiempos para realizar multiples operaciones
en la central, como se indica a continuacion:

« Armado y/o desarmado automatico de particiones

« Elarmado o desarmado automatico de otras operaciones de la central, como disparadores,
habilitacion de usuarios, zonas, salidas fisicas, etc.

En cualquier momento, cualquier programacién dentro del calendario puede estar «activa» si se
cumplen sus condiciones temporales.

Cada semana del aio tiene asignado un numero ordinal. Segun los dias de cada mes, un afio puede
tener 52 0 53 semanas. La implementacion del calendario de SPC cumple con el estandar internacional
ISO 8601.

Configuracion de calendarios
« Seleccione Configuracién > Calendarios.

Se muestra una lista de calendarios configurados.

Sklema Zonas Salidas Particiones Galandarios Camblo PIN fEcnico ¥ web Avanzado

Editar Borrar

1 setiunsat Cal s’ |

2 Alarm Calender #| |

Acciones ejecutables

Agregar

Editar/Ver

Borrar

Excepciones Configurar una programacion para circunstancias excepcionales fuera de las programaciones

Anfadir un nuevo calendario.

semanales normales.
Permite editar o ver el calendario seleccionado.

Se borra el calendario seleccionado.

El calendario no se puede borrar si esta asignado actualmente a un elemento de configuracion
del SPC, es decir, zona, particién, perfil de usuario, salida, disparador, puerta o componente de
X-Bus. Se muestra un mensaje indicando el elemento asignado.

i

Los calendarios globales creados mediante SPC Manager no se pueden borrar.
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17.10.5.1 Anadir/Editar un calendario
1. Seleccione Configuraciéon > Calendarios > Anadir.

Se mostrara la siguiente pagina:

Calendarles cz

Calandarios

Calendario ahadido
Configuracidn calendario 3

Hamhrs Calendariu_3
Facha da hay Wad, 18 Hov 2047 11:29:02

| Planificacion semanas:

Tipa de 3emans

C2OUZ0TT - DA0L2NT i 1072017 - 160772017 | Tipa | *
0N U2NT - 102N T i 5 17072017 - 23072017 | Tipel *
1B IEA1T - 2201201 F Tipa 1 * Sem an: 24072017 - D0T2017 I Tipe L *
ZI0UZ0NT - 2302 T Tipa 1 * 3 IN0TI20NT - DBNG2INT | Tpal -
0N UZOIT - DSZZONT Tipa L - 31 IRUIZONT - 130M2T | Tl
CHNLZNT - 12UZI2017 Tl v S : 14DRLZONF - 20082017 | Tl -
THIZOTE - 1HUZRONE Tipol T se : LVURLONT - 2IHET | Tl v
WML DR Tipal v sem : LEUSO1T - BIVIET | Tl v
ZANAZNF IR0 Tipa 1 semana 30: JHEEA ¢ - 1D | Tpet *

Semana 10: CENWZONF 12O Tippl T s : MDA - VBT | Tpel T

Semana 11: e PR E TR Tipo 1 = 2 1m0l 2amuy | Tpet v

Sema MmUY 2 r Tipo L : SN0 T AT i Tpet v
ZINAZONT A2 T Tipal * a2 40 IEIRONT - DEANRT | Tpet v
CIMAIZIAT - AR T Tipu1 ™ a4t IWAMPOAT - A 0EIT Tpet v
A0MAZ0AT - 1542017 Tipul v 1EA0RONT - ZEANRNT Tt v
TMAZOAT - 2R4Z0HT Tipo 1 = mana 43: FAAMPOAT - 20MNENT Tpel v
ZAMAZOIT - IUN4IZONT Tipal v : 0T - AEFIAT Tpel ¥
CIOS2017 - 07082 T Tipo L+ i : CHMTT204T - 121112097 Tipe L ~
RNSIZONT - 14/IEI201T Tipa 1+ Semana 48 10T - 181207 TpoL v
1SSZ01T - 21NER01F Tipa 1+ Semima 47: LURONT - 2B02E T | Tpol T
ZZUSIZONT - ZHUEIZO1T el Semiana 48 FENZNT - Va12R0T | Tl v
ZANSZOTF - IHU20TT Tl v | - Q4RIZOTT - 1A 20T | Tl -
CEAIBIZUTT - 1IDRIT Tipa L v - : AW - E2E0TE | Tpel T
120E201F - 1SUe01 Tipa L~ Semiana b TEILRONE - 28RN | TRe L v
1B 2AER0L Tipo L ¥ 5 : AR HNBRIS | Tpotl
ZEMEZONY JZUNEONE Tipo L ¥ WNZOIE 7D | Tpel T
CEUAZY IR0 Tipel v

[ soor [ oo | 100 ] 1o0s o |

2. Indique una Descripcion para el calendario (max. 16 caracteres).
Copiar un calendario
Para realizar una copia de este calendario, haga clic en el boton Replicar.

Se crea un nuevo calendario con la misma configuracion que el calendario original. Puede proporcionar una
nueva descripcion para el nuevo calendario y editar su configuracién segun sea necesario.

Tipos de semana

Los calendarios se configuran asignando un tipo de semana opcional por cada semana natural. Se puede
definir un maximo de tres tipos de semana para cada calendario. No es necesario que todas las semanas
tengan un Tipo de semana (por ejemplo, el tipo de semana puede ser ‘Ninguno’). El sistema permite un
maximo de 64 configuraciones de calendario.

Para configurar un tipo de semana
1. Hagaclic en Tipos de semana.

2. Introduzca las horas deseadas para armado/desarmado o para disparadores. Utilice las directrices
sobre tiempo para Armado/desarmado automatico de particiones (consulte Armado/desarmado
automatico de particiones en la pagina 306), o para Armado/desarmado automatico de otras
operaciones en la central (consulte Armado/desarmado automatico de otras operaciones en la
central en la pagina 306).

Se pueden configurar hasta tres tipos de semana.

3. Hagaclic en Salvary, a continuacion, en Atras.
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4. Seleccione el tipo de semana deseado en el menu desplegable para cada una de las semanas
programadas deseadas en el calendario.

5. Hagaclic en Salvar.
6. Hagaclic en Atras.
Consulte también
Armado/desarmado automatico de particiones en la pagina siguiente

Armado/desarmado automatico de otras operaciones en la central en la pagina siguiente
Excepciones

Las excepciones, o dias especiales, sirven para configurar programaciones automaticas para
circunstancias excepcionales fuera de las programaciones semanales normales definidas en los
calendarios. Las excepciones se definen con una fecha de inicio y otra de fin (dia/mes/afo), y hasta
cuatro periodos de tiempo de activacién/desactivacion para diferentes operaciones de la central,
incluyendo el armado/desarmado automatico de particiones, o la conexién/desconexion de fuentes o
salidas. Se pueden configurar un maximo de 64 excepciones en el sistema.

Las excepciones son entidades genéricas que se pueden asignar a uno o varios calendarios. Cuando
se asigna una excepcion a un calendario, la configuracion de la excepcion anula cualquier
configuracién para dicho periodo de inicio y fin incluidas ambas fechas.

Configuracién de dias especiales
1. Seleccione Configuraciéon > Calendarios > Dias excepcionales > Anadir.

Se mostrara la siguiente pagina.

General Sistema Zonas Salidas Particiones Calendarios Cambio PIN técnico y web Avanzado

Calendarios Cambios

Cambios calendario

Nombre
Dia Mes Afio
Inicio: 0L:> / Ene ¥ f2017 -

Fin: 01 - !/ Ene - 2017 ~

ON Hora 1 OFF Hora 1 ON Hora 2 OFF Hora 2 ON Hora 3 OFF Hora 3 ON Hora 4 OFF Hora 4

(Desarmado) (Armado) (Desarmado) (Armado) (Desarmado) (Armado) (Desarmado) (Armado)
hh:mm hh:mm hh:mm hh:mm hh:mm hh:mm hh:mm hh:mm

Horarios:

Calendarios:
[] 1: setUnset Cal
[] 2: aiarm calender

2. Configure los campos tal como se describe en la siguiente tabla.

Descripcion  Introduzca un nombre para la excepcion (max. 16 caracteres).

Fechainicio Seleccione la fecha de inicio y de fin.

/ Fecha fin

Enhora/ Seleccione las horas deseadas para armado/desarmado o para disparadores.
Fuera de Utilice las directrices sobre tiempo para Armado/desarmado automatico de
hora particiones (consulte Armado/desarmado automatico de particiones en la

pagina siguiente), o para Armado/desarmado automatico de otras
operaciones en la central (consulte Armado/desarmado automatico de otras
operaciones en la central en la pagina siguiente).

Calendarios Seleccione el calendario deseado para que tenga efecto.
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\ AVISO: Los dias excepcionales globales creados de forma remota mediante la herramienta SPC
Manager no se pueden editar ni eliminar.

17.10.5.2 Armado/desarmado automatico de particiones
Puede configurar el calendario para el armado o desarmado automatico de las particiones.

Para cualquier dia de la semana, la configuracion puede tener un méximo de 4 horarios de armado y 4 de
desarmado. Los horarios configurados utilizan el reloj de 24 horas (hh:mm). Si la hora es 24, los minutos
deben ser 00, pues la medianoche es 24:00. Se puede definir una hora de armado sin desarmado y
viceversa. Los horarios configurados le indican el armado o desarmado a la particion (siempre que se
cumplan todas las condiciones). Los horarios introducidos no se consideran una duracion de tiempo, sino
un punto en el tiempo para que se genere tal accion (armado/desarmado). Si el controlador esta encendido
o se restablece, se conserva el estado de armado/desarmado y se mantienen los horarios de armado y
desarmado subsiguientes de conformidad con la configuracion.

17.10.5.3 Armado/desarmado automatico de otras operaciones en la central

Las operaciones en la central, incluyendo fuentes, habilitacién de usuarios, zonas o salidas fisicas se
pueden armar o desarmar automaticamente mediante las configuraciones de estado
Activado/Desactivado, Verdadero/Falso o Activo/lnactivo.

Los estados Activado/Desactivado, Verdadero/Falso o Activo/Inactivo se pueden asignar a una salida que
se active o desactive efectivamente para cualquier dia de la semana. Las configuraciones de estado
cuentan con un maximo de cuatro horas de Armado y cuatro de Desarmado. Los horarios configurados
utilizan el reloj de 24 horas (hh:mm). Si la hora es 24, los minutos deben ser 00, pues la medianoche es
24:00. Cada configuracion consta de un par de ajustes para estados Activado/Desactivado,
Verdadero/Falso o Activo/lnactivo. Cualquier ajuste sin su configuracion respectiva correspondiente sera
ignorado.

17.10.6 Cambiar cédigo PIN propio

Para cambiar un cddigo PIN, consulte Cambio de codigo de técnico y de clave web en la pagina 222.

17.10.7 Configuracion de ajustes avanzados

Esta seccién abarca:
« Causa y efecto en la pagina opuesta
« Actuaciones en la pagina opuesta
o Disparadores en la pagina 308
« Verificacion de audio/video en la pagina 313

« Actualizarlas licencias de SPC en |la pagina 317
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17.10.7.1 Causa y efecto
1. Seleccione Configuracién > Avanzada > Causa y efecto.

Se mostrara la siguiente pagina.

Farticiones Calendarios Cambyio PIN Léc ek Avanzady

‘erific acldn Licencla

Configuracion causakefecte

Configuracion &efect

Seleccionsr 8l Npo de dispositive a activer. Puede ser Ia sctivacitn de una sslids fisica a irsvés de una actuacién, un cambio en el estado de una paricion [p.e amads total) o
wima aceidn sobre una lo paerla, poe. S0 Eere.

Particion/Puerta NOMERE
. o A:vlg"f" una actuacidn sobre una salkda e un médulo de C}:panslo'n. Cuando la actuacidn sea activada, la salda
Sallda e correspondiente el modulo 1o hard
| Puerta - Asignar fuenteis) a fnclones pusrta (bloquen, desbioguen, normal y acceso momentinss).

2. Haga clic en un botén Asignar para realizar una de las siguientes acciones:

« Salida: Asigna una puerta de mapeo (salida virtual) para activar una salida fisica.
Seleccione esta opcidn para mostrar la pagina Puerta de mapeo - Lista. Para obtener mas
informacién, consulte Actuaciones abajo.

« Particion: Asigna un disparador (entrada virtual) para activar la accion de una particion.
Escoja una Particion del menu desplegable antes de hacer clic en el boton Asignar. Para
obtener mas informacién, consulte Disparadores en la pagina siguiente.

« Puerta: Asigna un disparador (entrada virtual) para activar la accion de una puerta. Escoja
una Puerta del menu desplegable antes de hacer clic en el boton Asignar.

Para mostrar la lista de disparadores y acciones configuradas, seleccione Configuracién >
Avanzada > Causa y efecto > Lista de causa y efecto.

La pagina Lista de causa y efecto mostrara solo las causas y efectos en funcionamiento. Por
ejemplo, si una puerta de mapeo no esta asignada a un disparador o una tecla de activacién, no
aparecera en la lista.

ADVERTENCIA: Su sistema no cumplira las normas EN si habilita un disparador para armar el
sistema sin que se requiera un codigo PIN vélido.

17.10.7.2 Actuaciones

Se utilizan disparadores con puertas de mapeo, las cuales son salidas virtuales definidas por el usuario
que pueden mapearse a una salida fisica. Puede haber un maximo de 512 salidas de sistema.

Para una salida continua, cuando el disparador es un codigo de usuario valido, ambos estados
deben seriguales, ya sean positivos o negativos.

L]

1. Seleccione Configuraciéon > Avanzada > Causa y efecto > Puertas de mapeo.

2. Introduzca una descripcion para la puerta. Esto es importante, ya que no se muestra el nimero
de puerta de mapeo, solo la descripcion, en la pagina de usuario Salidas para habilitar y
deshabilitar las puertas.

3. Active la configuracién Local si no desea que los usuarios habiliten y deshabiliten esta puerta,
incluso si tienen el derecho para hacerlo. Las puertas locales no son visibles de forma remota.

4. Active la configuracion Informar para informar el estado de la puerta de mapeo sobre FlexC.

Seleccione la Tecla de activaciéon deseada.
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Una tecla de activacién es una almohadilla (#) seguida de un tnico digito que se pulsa en el teclado.
Si se configura un atajo y este se pulsa en el teclado, se solicita al usuario que active o desactive la
salida.

®
l Un atajo puede activar muchas salidas, tanto X-10 como puertas de mapeo.

6. Afada un Temporizador para la puerta. El tiempo utilizado es una décima de un segundo.

7. Hagaclic en el boton Disparadores para configurar disparadores para la activacion y desactivacion
de la salida. En ambos casos, se debe definir un limite positivo o negativo en el disparador.
Consulte Disparadores abajo para obtener mas informacion sobre la configuracion de los
disparadores.

Seleccione una salida del menu desplegable.

9. Haga clic en Aiadir para afadir una puerta nueva o en Salvar para salvar la nueva configuracion de
una puerta existente.

Consulte también
Disparadores abajo
17.10.7.3 Disparadores

Un disparador es un estado del sistema (por ejemplo, cierre de zona/temporizador/incidencia del sistema
[alarma], etc.) que puede utilizarse como entrada para Causas y efectos. Los disparadores pueden ser
asignados en conjunto con los operadores légicos AND/OR para crear salidas de usuario. El sistema
admite un maximo de 1024 macros por todo su sistema de Causa & Efecto.
1. Seleccione Configuracién > Avanzada > Disparadores.
Se mostrara la siguiente pagina.
Cambio PIN W& hica

General Saldas Parliciones

Avanaado

Verticacion Licencia

Fuentes

Anadir Fuente
Fuente 2: Configuracion
Hembre
Calendano - Limdacién de = fuente por un calendario
Horario: 00 * 000+ - B0 w100 w Limdacion de k2 fuente por horario
Temporizacion a Tiempo en segundos de las condiciones de fa fuenle gue han de cumplirse previamente

Operaclén fuente macro Todas b 5l selgcclona

Hueva condicien [AND) m

2. Configure los campos tal como se describe en la siguiente tabla.

Trigger Numero generado por el sistema para el nuevo disparador.

(activador) El disparador solo estara habilitado si se configura uno de los dos pasos

opciones (limitacion de tiempo/calendario)
Descripcién Introduzca una descripcion del disparador.

Calendario Seleccione un calendario, si corresponde. Si hay un calendario
seleccionado, la macro sdlo funcionara durante este periodo de tiempo.
Consulte Calendarios en la pagina 303.
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Limite de Seleccione un periodo de tiempo entre 00:00 a 24:00 durante el cual el
horario disparador estara habilitado. El tiempo de inicio es inclusivo y el tiempo de

finalizacion es exclusivo.

Nota: Este parametro retarda la transicién de un disparador de ACT a DES
unicamente; de DES a ACT es inmediato.

Temporizador Introduzca la cantidad de segundos durante la cual las condiciones del
disparador deben ser ciertas antes de que se active.

Funcionamiento « Todas Todas las condiciones del disparador deben estar activadas para
del disparador que el sistema active el disparador.

« Cualquiera Cualquier condicion que esta activa habilita el sistema para
activar el disparador.

Acciones ejecutables

Anadir

Excepciones

Editar/Ver

Borrar

Anadir condiciones para el disparador. Haga clic en este botdn para afiadir una 0 mas
condiciones para el activador seleccionado. Consulte Condiciones del disparador abajo.

Configure programaciones de armado para circunstancias excepcionales fuera de las
programaciones semanales normales.

Permite editar o ver el calendario seleccionado.

Se borra el calendario seleccionado.

No se puede borrar el calendario si esta actualmente asignado a un elemento de configuracion
de SPC, es decir; particion, area, perfil de usuario, salida, disparador, puerta o componente X-
BUS. Se muestra un mensaje indicando el elemento asignado.

Condiciones del disparador

La siguiente tabla muestra las condiciones del disparador y los estados, salidas, incidencias o
comunicaciones asociadas.

Condicion

del Estados, salidas, incidencias o comunicaciones

disparador

Zona El disparador esta ACT si se cumplen las siguientes condiciones (p. €j., se realiza una operacion
AND logica): el disparador esta ACT si la zona configurada esta en uno de los siguientes
estados: Abierta, Cerrada, Cortocircuito, Desconectada, Proteccion antimanipulacion,
Anular, Inhibido, o Alarma.

Puerta El disparador esta ACT si cualquiera de las siguientes opciones de puerta esta configurada:
Acceso autorizado, Acceso denegado, Salida autorizada, Salida denegada, Puerta abierta
tiempo excesivo, Puerta dejada abierta, Puerta forzada, Puerta normal, Puerta bloqueada,
Puerta desbloqueada.

Salida El disparador esta ACT si la salida del sistema se encuentra en el estado configurado, el cual

puede ser ACT o DES: Salida del sistema, Puerta de mapeo, Salida de particién.
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Condicion
del Estados, salidas, incidencias o comunicaciones
disparador

Sistema El disparador estd ACT para la incidencia del sistemay el ID escogidos. Los ID son: Reinicio
sistema, Sobrecarga, Acceso de técnico, Acceso de fabricante, Fallo cable X-BUS, Fallos
X-BUS.

Tiempo del disparador: El disparador se activa a |la hora especifica introducida en el cuadro
proporcionado, en formato hh:mm.

Usuario Mando via radio: Esta condicion se puede configurar para un usuario en particular o para
cualquier usuario. Con esta configuracion, si el usuario configurado (o cualquier usuario) pulsa la
tecla "’ en el mando via radio, provocara un pulso instantaneo ACT/DES/ACT. Esto sélo es
aplicable a mandos via radio que hayan sido registrados con el sistema.

Alarma de panico mando via radio: Esta condicién se puede configurar para un usuario en
particular o para cualquier usuario. Con esta configuracion, si el usuario configurado (o cualquier
usuario) pulsa la tecla “ en el pulsador de panico via radio, provocara un pulso instantaneo
ACT/DES/ACT. Esto sélo es aplicable a pulsadores de panico via radio que hayan sido
registrados con el sistema.

Cadigo PIN de teclado: Esta condicion se puede configurar para un usuario en particular o para
cualquier usuario. Con esta configuracion, si el usuario configurado (o cualquier usuario)
introduce un PIN valido o presenta una tarjeta configurada, provocara un impulso instantaneo
OFF/ON/OFF.

Tarjeta de acceso: El disparador se activa cuando el usuario seleccionado inicia sesién con una
tarjeta de acceso.

Acceso web: El disparador se activa cuando el usuario seleccionado inicia sesion a través del
navegador.

APR?*: el disparador se activa si se pulsa un botén o una combinacién de botones. Es posible
asignar una condicion de disparador para todas las APR o solo una APR especifica. Cuando se
define una condicién de disparador de APR, puede asignarse a una puerta de mapeo para
muchos fines, incluyendo el armado del sistema, el encendido de luces o la apertura de una
puerta.

Acceso de teclado: El disparador se activa cuando un usuario inicia sesion en el teclado
seleccionado.

Perfil Cadigo PIN de teclado: Si un usuario con el perfil de usuario configurado introduce un cédigo
PIN valido o presenta un PACE configurado, provocara un pulso instantaneo ACT/DES/ACT.

Tarjeta de acceso: El disparador se activa cuando un usuario con el perfil de usuario configurado
inicia sesién con una tarjeta de acceso.

Acceso web: El disparador se activa cuando un usuario con el perfil de usuario configurado inicia
sesion a través del navegador.

Expansor Conmutador llave: El disparador se puede configurar para una posicion de llave especificaen el
conmutador llave.

Indicador: El disparador se puede configurar para una tecla de funcion especifica.

Comunicacion ATP FlexC: El disparador se activa por la configuracion de ATS y ATP seleccionada.

ATS FlexC: El disparador se activa por la configuracion de ATS seleccionada.

*Una APR solo es compatible con Kit SiWay RF (SPCW110, 111, 112, 114).
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ADVERTENCIA: Su sistema no cumplira las normas EN si habilita un disparador para armar el
sistema sin que se requiera un codigo PIN vélido.

17.10.7.4 Zonas virtuales

Una zona virtual esta asociada a una puerta de mapeo. Cada puerta de mapeo puede tener un nimero
de disparadores, y cada disparador puede encenderse de varias formas (por ejemplo, por eventos
causados por otro hardware o zonas virtuales). Si la puerta de mapeo esta encendida, la zona virtual
suele estar abierta, si la puerta de mapeo esta apagada, la zona virtual esta cerrada. El efecto sobre la
apertura o el cierre de la zona depende del tipo de zona y, en escenarios mas complejos, si la zona se
utiliza en disparos.

Las puertas de mapeo también pueden tener temporizadores. Esos temporizadores son
independientes de los temporizadores de las zonas virtuales. En algunos escenarios, es valido definir
temporizadores independientes tanto para una puerta de mapeo como para una zona virtual asociada a
esa puerta de mapeo.

La puerta de mapeo para una zona virtual se debe crear y configurar antes de crear la zona virtual. Si
borra la puerta de mapeo, todas las zonas virtuales asignadas a esa puerta de mapeo se borran
automaticamente.

Consulte Actuaciones en la pagina 307 para obtener mas informacioén sobre puertas de mapeo.
Consulte Disparadores en la pagina 308 para obtener mas informacion sobre disparadores.

Las zonas virtuales se informan alos CRA como zonas de hardware del mismo tipo, si estan
configuradas asi. Las zonas virtuales se pueden aislar o deshabilitar, como zonas de hardware.

Las zonas virtuales tienen temporizadores asociados. Por defecto, el valor de configuracién del
temporizador es cero, lo que significa que el temporizador de la zona esta inactivo y la zona virtual se
abre 0 se cierra segun si la puerta de mapeo esta encendida o apagada. Sin embargo, sila
configuracién del temporizador tiene un valor mayor a cero, el temporizador se inicia cuando la zona
virtual se abre, y la zona virtual se cierra automaticamente después de que se acaba el tiempo, incluso
si la puerta de mapeo asociada esta aun en estado encendido. En este caso, la zona virtual se puede
abrir nuevamente solo si la puerta asociada primero se cierra'y después se abre.

Las zonas virtuales son zonas flotantes. Si se cambia la configuracion X-BUS (por ejemplo, al agregar
otro moédulo de expansion de E/S o al cambiar la direccion del conmutador rotativo de un médulo de
expansion de E/S) todas las zonas flotantes en el rango utilizado por el médulo de expansion se
mueven hacia arriba, incluso las zonas virtuales.

Las zonas virtuales tienen por defecto los mismos atributos que las zonas de hardware del mismo tipo.
Los atributos para las zonas virtuales se pueden configurar en la pagina de Entradas o a través del
teclado.

El nimero maximo de zonas virtuales depende del hardware:
« SPC 4xxx admite 4 zonas virtuales
« SPC 5xxx admite 20 zonas virtuales
o SPC 4xxx admite 100 zonas virtuales

Seleccione Configuracion > Avanzada > Causa y Efecto > Zonas Virtuales para mostrar la pagina
Lista de Zonas Virtuales.

La pagina Lista de Zonas Virtuales. muestra la siguiente informacién sobre las zonas virtuales:

ID exclusivo para la zona virtual en el Panel SPC.
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Zona

Descripcion
Tipo

Area

Temporizador

Puerta de mapeo

El nimero de zona que esta asociado con la zona virtual. El nimero de zona se informa en
las secuencias de eventos que se envian alos ARC.

El nombre de la zona virtual.
El tipo de la zona virtual.
La particién a la cual esta asignada la zona virtual.

La puerta de mapeo asignada a la zona virtual. Si esta puerta de mapeo se borra, la zona
virtual se borra automaticamente.

El valor del temporizador de la zona virtual.

Anadir una zona virtual

Las zonas virtuales se deben crear a través del navegador web del panel. Cuando haya configurado una
zona virtual puede editar las propiedades como descripcién, tipo de zona, particion y atributos (si la zona

no

esta no utilizada) para la zona virtual a través del navegador web del panel o a través de un teclado.

[i]

La puerta de mapeo para una zona virtual se debe crear y configurar antes de crear la zona virtual. Si
borra la puerta de mapeo, todas las zonas virtuales asignadas a esa puerta de mapeo se borran
automaticamente.

Anadir una zona virtual

1. Seleccione Configuraciéon > Avanzada > Causa y efecto > Zonas Virtuales.
Se mostrara la pagina Lista de Zonas Virtuales.

2. Haga clic en Anadir
Se mostrara la pagina Crear/Editar Zona Virtual.

3. Ingrese/seleccione los valores en los campos:

ID ID exclusivo para la zona virtual en el Panel SPC.

Zona El numero de zona que esta asqciado con la zona virtual. El numero de
zona se informa en las secuencias de eventos que se envian alos ARC.

Descripcién El nombre de la zona virtual.

Tipo El tipo de la zona virtual.

Area La particidn a la cual esta asignada la zona virtual.

La puerta de mapeo asignada a la zona virtual. Si esta puerta de mapeo se

Puerta de mapeo . "
P borra, la zona virtual se borra automaticamente.

Temporizador El valor del temporizador de la zona virtual.

4. Haga clic en Guardar para guardar la informacion ingresada y regresar a la pagina Lista de Zonas
Virtuales.

0]

Haga clic en Ahadir para guardar la informacién y para volver a rellenar la pagina Crear/Editar
Zona Virtual con detalles de una nueva zona virtual con valores por defecto listos para ser
editados.

© Vanderbilt 2019

312 ABV10276963-e
11.2019



SPC4xxx/5xxx/6xxx — Manual de instalacién y configuracion Programacién de técnico a través del
navegador

Virtual y en |la pagina Entradas (Configuraciéon > Entradas, o a través del teclado. Los valores

E Los valores de Descripcion, Tipo y Particion se pueden editar en la pagina Crear/Editar Zonas
l de Zona, Puerta de mapeo y Temporizador solo se puede cambiar en esta pagina.

Consulte también
Actuaciones en la pagina 307

Disparadores en la pagina 308
17.10.7.5 Verificaciéon de audio/video

Para configurar una verificacion de audio/video en un sistema SPC:
1. Instale y configure los médulos de expansion de audio.

Instale y configure las camaras de video.

Instale y configure el equipo de audio.

Configure las zonas de verificacion.

Pruebe la reproduccion de audio de las zonas de verificacion.

Asigne zonas de verificacion a zonas fisicas.

Configure ajustes de verificacion.

® N o o & 0N

Vea iméagenes desde las zonas de verificacion en el navegador web.

\ AVISO: Es posible deshabilitar los teclados y el control de accesos durante varios minutos
mientras se envia un archivo de audio a la central, segun el tamafio del archivo.

Configurar video

Descripcion general

Se utilizan camaras para la verificacion de video. La central SPC admite un maximo de cuatro
camaras. Solo se admiten camaras IP y la central debe tener un puerto Ethernet.

| o
l AVISO: No se deben compartir camaras con otras aplicaciones de CCTV.

Las camaras solo pueden configurarse con el navegador web. No se admite configuracion con el
teclado.

La central admite dos resoluciones de cdmara:
« 320X240
Se recomienda esta configuracion si desea ver imagenes en el navegador.
« 640X480 (con algunas restricciones).
Se admiten las siguientes cdmaras ademas de otras cdmaras genéricas:
« Vanderbilt CCIC1410 (camara IP VGA a color 1/4")
« Vanderbilt CFMC1315 (camara domo a color para interiores 1/3" 1,3 MP)

Por defecto, hay una cadena de comandos disponible para tener acceso directamente a los detalles de
la configuracién de las camaras antes mencionadas. Otras camaras |IP genéricas requieren que se
introduzca manualmente la cadena de comandos.
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Agregar camara

1. Seleccione Configuraciéon > Avanzada > Verificacion > Video.

Se muestra una lista de las camaras configuradas anteriormente y el estado en linea o fuera de
linea. Una camara esta en linea si se obtuvo imagen de la camara dentro de los ultimos 10

segundos.
Hardware Sistema Entradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado
Fuentes Actuaciones Licencia
Video
Camara Nombre Tipo Estado
1 Siemens CCIC410 Enlinea
2 Siemens CCIC410 Enlinea

His
13

2. Hagaclic en el boton ARadir para afiadir una camara nueva o en el botén Editar para editar una

camara existente.

Aparecera la siguiente pagina.

Hardware Sistema Entradas Salidas Puertas Particiones Calendarios Cambio propio codigo

Fuentes Acluaciones

Avanzado

Video

Config.camara

ID cdmara

Nombre Descripcion camara
Tipo Siemens CCIC410 v

IP camara 0.100.84.150 Direccion TCP/AP cdmara

Puerto camara Puerto TCP/IP camara

Nombre usuario

@ — o]
]
3 3
5 :
o

Nombre usuario acceso a camara (afiadido a flujo de comandos)

Clave ‘nnu | ‘ Actualizar ‘ Clave acceso a cdmara (afiadido a flujo de comandos)
Flujo de comandos ‘[cgrh|nfsnlUpeg?usemame:WfR‘ Comandos a enviar a cémara para oblener imagenes
Imagenes previas Numero imdgenes previas a registrar (0 - 16).
Intervalo previo Intervalo (seg.) para imagenes previas (1 - 10).
Imagenes posteriores Numero imagenes postericres a registrar (0 - 16).
Intervalo posterior Intervalo (seg.) para imagenes posteriores (1- 10

3. Configure la camara con los siguientes parametros:

ID de ID de camara generado por el sistema.
camara

Tipo Seleccione uno de los siguientes tipos de camara:
« Genérico
« Vanderbilt CCIC1410
« Vanderbilt CFMC1315

CamaralP  Introduzca la direccién IP de la camara.

camara

Descripcion  Introduzca una descripcion para identificar esta camara.

Puertodela Introduzca el puerto TCP desde el cual la camara escucha. Por defecto es 80.

Aviso: La camara CCIC1410 solo se puede utilizar a través del puerto 80.
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Nombrede Solo camaras Vanderbilt CCIC1410y CFMC1315.

usuario Introduzca un nombre de usuario de inicio de sesion en la camara que se anadira
a la cadena de comandos que figura abajo cuando se haga clic en el boton
Actualizar cadena de comandos.

Contrasefia Solo camaras Vanderbilt CCIC1410 y CFMC1315.
Introduzca una clave de inicio de sesion en la camara que se afadira ala cadena
de comandos que figura abajo cuando se haga clic en el boton Actualizar
cadena de comandos.

Cadenade Introduzcala cadena de comandos que se enviara al servidor HTTP de la

comandos  camara para poder obtener imagenes. Esta cadena debe incluir el nombre de
usuario y la contrasefia de la camara. Consulte la documentacion de la camara
para saber cual es la cadena especifica requerida para el tipo de camara
seleccionado.
La cadena de comandos por defecto para una camara Vanderbilt CCIC1410 o
CFMC1315 sin clave es «/cgi-bin/stilljpeg».

Imagenes Introduzca la cantidad de imagenes previas a la incidencia que se registraran (0-

previas ala 16). Por defectoes 8.

incidencia

Intervalo Introduzca el intervalo de tiempo, en segundos, entre las imagenes previas a la

previoala incidencia (1-10). Por defecto es 1 segundo.

incidencia

Iméagenes Introduzca la cantidad de imagenes posteriores a la incidencia que se registraran

posteriores  (0-16). Por defecto es 8.

ala

incidencia

Intervalo Introduzca el intervalo de tiempo, en segundos, entre las imagenes posteriores a

posteriora  laincidencia (1-10). Por defecto es 1 segundo.

la

incidencia

Configurar zonas de verificacion

Para crear una zona de verificacion

1.

o~ w N

Vaya a Configuracién > Avanzada > Verificacion > Zonas de verificacion.

Se muestra una lista de las zonas de verificacion existentes.

Hardware Sislema Eniradas Salidas Puertas Particiones Calendarios Avanzado

(Cambio propio codigo

Fuentes Actuaciones Licencia

Zonas con verificacion

Zona V Nombre Audio Video Borrar

2 Verificat 2 Teclado 1: CKP 1 & il

3 Varfical 3 ==

i =
Salvar Anadir

Haga clic en el botén Afadir.
Introduzca una Descripcion para la zona.
Seleccione un médulo de expansién de Audio del menu desplegable.

Seleccione un Video del menu desplegable.
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6. Hagaclic en el boton Salvar.

7. Asigne esta zona de verificacion a una zona fisica en el sistema SPC. (Consulte Editar una zona en
la pagina 287.)

Consulte también

Editar una zona en la pagina 287
Configurar ajustes de verificacién

Aviso: Los siguientes ajustes son aplicables a todas las zonas de verificacion (consulte Configurar zonas
de verificacién en la pagina precedente).

1. Seleccione Configuraciéon > Avanzada > Verificacién > Audio.

Aparecera la siguiente pagina.

Hardware Sistema Entradas Salidas Puertas Particiones Calendarios Cambio propio codigo
Fuentes Actuaciones
Audio
Config.verificacién
Config.audio
Registro previo seg tDElr_a;:lzénnl(seg) registro previo de sonido
Registro posterior i tD[l]Jr_ag:izi'}Dn)(seg] registro posterior de sonido
2. Configure los siguientes ajustes.
Registro incid. Introduzca la duracion requerida en segundos (0-120) de la grabacion de
previas audio previo ala incidencia. Por defecto es 10.
Registro Introduzca la duracion requerida en segundos (0-120) de la grabacion de
incidenc.poster. audio posterior a la incidencia. Por defecto es 30.

Ver imagenes de video

Las imagenes de video de las camaras configuradas pueden verse en un navegador web en modo técnico
normal o completo. Esta funcionalidad también esta disponible para los usuarios que tengan el derecho de
Visualizacion de video en su perfil. (Consulte Afadir/Editar un usuario en la pagina 209). Para esta
funcionalidad, también debe estar habilitado el derecho de acceso web.

El derecho de Visualizacion de video también puede configurarse en el teclado (configuracion ‘Video en
navegador’).

Para verimagenes, vaya a SPC General > Video. Consulte Ver video en la pagina 190.
Consulte también
Afadir/Editar un usuario en la pagina 209

Configurar video en la pagina 313
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17.10.7.6 Actualizar las licencias de SPC

La funcion Opciones de licencia proporciona un mecanismo para que el usuario actualice o anada

una

funcionalidad al sistema SPC, por ejemplo, para migraciones donde los periféricos instalados que no

cuenten con licencia para SPC tengan que ser admitidos por un controlador SPC.

1. Seleccione Configuraciéon > Avanzada > Licencia.

Hardware Sistema Entradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado

Fuentes Actuaciones Verificacion Licencia

Opciones de licencia

Nim.serie 135482801
Clave actual de la licencia: WIFATQKBTF2L7QA

Salvar

2. Contactese con el equipo de asistencia técnica con la funcionalidad solicitada y mencione la
clave de licencia actual segun se indica.

Si la solicitud es aprobada, se emitira una nueva clave de licencia.

3. Introduzca la nueva clave en el campo que corresponde.

17.11 Configurar comunicaciones

Esta seccion abarca:

17.11.1 Configuracion de comunicaciones ... ... ... 317
1711 2 FIeXC® 328
17.11.3 Generacion de informes ... . ... . il 347
17.11.4 Herramientas del PC ... . il 360
17.11.1 Configuracién de comunicaciones
Esta seccion abarca:
« Configurarlos servicios de red de la central en la pagina siguiente
« Ethemet en la pagina 319
« Configurar médems en la pagina 319
« Puertos serie en la pagina 326
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17.11.1.1 Configurar los servicios de red de la central
1. Seleccione Comunicaciones > Comunicaciones > Servicios.

Se mostrara la siguiente pagina.

‘Comunicaciones FlexC & Transmision PC Tools

Servicios Ethernet Transmisores Puertos serie

Servicios de red

HTTP habilitado Servidor web habilitado

Puerto HTTP Puerto servidor web escuchando

TLS Enabled Check to enable the encrypted web server

Telnet habilitado Senvidor Telnet habilitado

Puerto Telnet Senvidor puerto Telnet en escucha

SNMP habilitado SMNP (Simple Network Management Protocel) habilitado

Comunidad SMNP ublic Comunidad para protocolo SMNP habilitada

ENMP habilitado Protocolo ENMP (Enhanced Network Management Protocol) habilitado

Puerto ENMP 287 Puerto ENMP en escucha

JI! ID il:l Elilil

Clave ENMP password Clave usada para encriptacién de paguetes ENMP

2. Configure los campos tal como se describe en la siguiente tabla.

HTTP Marque esta casilla para habilitar el servidor web integrado en la central.
habilitado

Puerto Introduzca el numero de puerto en el que el servidor del portal esta

HTTP «escuchando». El valor por defecto es 443.

TLS Marque esta casilla para habilitar el funcionamiento de cifrado en el servidor web

habilitado  integrado. Por defecto, est4 habilitado. Con TLS habilitado, sélo se puede
acceder a las paginas web utilizando el prefijo «https://» antes de escribir la

direccion IP.
Telnet Marque esta casilla para habilitar el servidor Telnet. (Por defecto: Habilitado)
habilitado Nota: Usar Telnet sin un conocimiento integral puede dafiar la configuracion del
controlador. Debe utilizarse si el usuario tiene el conocimiento suficiente o si
esta recibiendo capacitacion de una persona con conocimientos suficientes.
Puerto Introduzca el numero de puerto Telnet.
Telnet
SNMP Marque esta casilla para habilitar el Protocolo Sencillo de Administracion de

habilitado = Redes (SNMP). (Por defecto: Deshabilitado)

Comunidad Introduzca el ID de comunidad para el protocolo SNMP. (Por defecto: Publico)
SNMP

ENMP Marque esta casilla para habilitar el Protocolo de Gestién de Red Mejorado
habilitado  (ENMP). (Por defecto: Habilitado en modo técnico completo)

Puertode  Introduzca el numero de puerto ENMP (por defecto: 1287).
ENMP
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Clave de Introduzca la clave para el protocolo ENMP.
ENMP
Cambio Marque esta casilla para habilitar los cambios de red con el protocolo de ENMP.
ENMP
habilitado

17.11.1.2 Ethernet

Puede configurar el puerto Ethernet en el controlador desde la interfaz del navegador y del teclado. Se
puede establecer una conexion Ethernet con el controlador SPC usando una conexion directa o una
LAN.

1. Seleccione Comunicaciones > Comunicaciones > Ethernet.

Se mostrara la siguiente pagina.

Comunicaciones xC Transmision PC Tools

Ethernet Transmisores Puertos serie

Config.Ethernet

Direccion IP Direccion IP esttica

Médscara subred Direccion IP estdtica mascara

Puerta enlace Direccion |P estdtica puerta de enlace
Servidor DNS Direccion IP del servidor DNS

| salvar || Habilitar DHCP |

2. Configure los campos tal como se describe en la siguiente tabla.

Direccion IP  Introduzca la direccion IP de la central.

Red IP Introduzca la mascara de subred que define el tipo de estructura de
direccion de red implementada en la red de area local (LAN).

Direccion IP  Introduzca la direccion IP de la puerta de enlace, si existe una. Estaes la
de puertade direccion por la que se enviaran paquetes IP cuando se acceda a

enlace direcciones |IP externas en Internet.

Habilitar Haga clic en este botdn para habilitar la asignacion de direcciones
DHCP dinamicas en la central.

Servidor Introduzca la direccioén IP del servidor DNS.

DNS

17.11.1.3 Configurar médems

La central SPC proporciona dos conectores de interfaz de médem incorporados (principal y de
respaldo) que le permiten instalar médulos GSM o RTB en el sistema.

El test de SMS se realiza unicamente con el fin de determinar si la funcion de SMS funciona
correctamente. Se debe utilizar un mensaje de texto corto con caracteres alfanuméricos (A-Z)
para comprobar esta funcion.

|- [
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Tras restablecer los valores por defecto de fabrica, durante el proceso de configuracion inicial del
sistema con el teclado, la central detecta si hay un médem principal o de respaldo y, en caso de ser
asi, muestra el tipo de mdédem y lo habilita automaticamente con la configuracion por defecto. No se
permite otro tipo de configuracién en esta etapa.

L)

Para programar el médem:

Nota: Se debe instalar e identificar un médem. (Consulte la seccion Instalacién de médulos enchufables
en la pagina 92).

1. Seleccione Comunicaciones > Comunicaciones > Médems.

Transmision PC Tools
Transmisores Puertos sarie
Transmisor 1, primario Transmisor 2, backup
Estado: Fallo linea Estado: Fallo: E51
Tipo: IntelliModem PSTN Tipo: IntelliModem GSM
Version firmware; 2.09 [28MAR14] Version firmware:  3.08 [13NOV13]
Version hardware: — Version hardware: —

2. Haga clic en Habilitar.
3. Hagaclic en Configurar.
« Siinstalé un médem GSM, aparecera la pagina de configuracion Médem GSM.
Para obtener mas informacion, consulte Médem GSM en la pagina opuesta.
« Siinstalé un médem RTB, aparecera la pagina de configuracion Médem RTB.

Para obtener mas informacion, consulte Médem RTB en la pagina 324.

La deteccion y la configuracion de SMS no esta disponible a menos que un médem SPC esté
correctamente instalado, configurado y activado.

jmi e

Test de SMS
Una vez que esta habilitada la funcion SIM para un médem, se debe realizar un test al nimero de
destinatario deseado con un mensaje.

1. Introduzca el numero de teléfono movil (incluyendo el prefijo de 3 digitos del pais) en el campo
numérico y un mensaje de texto corto en el recuadro del mensaje.

2. Hagaclic en Enviar SMS y verifique la recepcion del mensaje en el teléfono maovil.

El test de SMS se realiza unicamente con el fin de determinar si la funcion de SMS funciona
correctamente. Se debe utilizar un mensaje de texto corto con caracteres alfanuméricos (A-Z) para
comprobar esta funcion.

jmi e
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El SMS funciona utilizando un protocolo estandar que se utiliza en teléfonos con SMS. Tenga en
cuenta que algunos operadores RTB no ofrecen el servicio de SMS a través de RTB. Para que los
SMS funcionen a través de RTB, han de cumplirse los siguientes criterios:

« EIID de quien llama debe estar habilitado en la linea telefénica.
« Lalinea telefénica debe ser directa, no a través de PABX u otro equipo de comunicacion.
« Tenga en cuenta también que la mayoria de los proveedores de servicios solo permite los SMS a
un teléfono registrado en el mismo pais (esto se debe a cuestiones de facturacion).
Funcion de SMS
El controlador SPC permite la mensajeria (SMS) remota en sistemas que tengan un médem instalado.
Una vez que el mdédem esta instalado, se necesita la siguiente configuracion para los SMS:
« Modem compatible con SMS
« Autentificacion SMS
« Control de SMS por parte del técnico
« Control de SMS por parte del usuario
Segun la configuracion, las funciones incluiran estas capacidades de SMS:
« Notificacion de incidencias
« Comandos remotos (los usuarios pueden tener asignados comandos remotos seleccionados)
Opciones del sistema de SMS
Una vez que el mdédem esta instalado y la funcion de SMS habilitada, el sistema SPC debe aplicar la
autenticacion SMS para operaciones de SMS.
1. Seleccione Configuracion > Sistema > Opciones del sistema.
2. Seleccione la opcion deseada del menu desplegable Autenticacion SMS:

« Solo cédigo PIN: Es un cddigo de usuario valido. Consulte Crear usuarios del sistema en
la pagina 111.

« Solo ID de llamada: Es un numero de teléfono (incluyendo el prefijo de 3 digitos del pais)
configurado para el control de SMS por parte del usuario. El control de SMS estara
disponible para la configuracion por parte del usuario solo cuando esta opcion esta
seleccionada.

« Codigo PIN e ID de llamada

« Solo PIN de SMS: es un codigo PIN valido configurado para el usuario diferente del codigo
de acceso del mismo usuario. Los controles de SMS estaran disponibles para la
configuracién por parte del usuario solo cuando esta opcidn esta seleccionada.

+ PIN SMS e ID de llamada
Comandos de SMS
Consulte Comandos de SMS en la pagina 218 para obtener mas informacion.
Médem GSM

Requisito previo
o Debe haber un médem GSM instalado y funcionando correctamente.
1. Seleccione Comunicaciones > Comunicaciones > Médems.

2. Hagaclic en Configurar.
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3. Configure los siguientes campos.

Configuraciéon de Médem GSM

Pais Seleccione el pais en que esta instalado el sistema SPC.
PIN de la SIM Introduzca el cadigo PIN para la tarjeta SIM instalada en el médulo GSM.

Tecnologiaviaradio Solo GSM
Seleccione el tipo de sefal que desea que utilice el médem:
« Solo 2G
Esta opcion habilita la conexion a redes 2G unicamente.
« Solo 3G (por defecto)
Esta opcion habilita la conexion a redes 3G unicamente.
« Buscar primero 2G

Esta opcion fuerza al médem a conectarse a redes 2G disponibles. Si no hay una red
2G disponible, el médem se conecta a una red 3G.

« Buscar primero 3G

Esta opcion fuerza al médem a conectarse a redes 3G disponibles. Si no hay una red
3G disponible, el médem se conecta a unared 2G.

Solo GSM (4G)

Seleccione el tipo de sefal que desea que utilice el médem:
« Solo 2G Esta opcion habilita la conexion a redes 2G Unicamente.
« Solo 4G Esta opcion habilita la conexion a redes 4G unicamente.

« Buscar 4G primero Esta opcion fuerza al médem a conectarse a redes 4G
disponibles. Si no hay una red 4G disponible, el médem se conecta a una red 2G.

Permitir roaming Seleccione esta opcion para habilitar el roaming con GSM.

Advertencia: Si esta opcidn esta habilitada, el médem puede conectarse a unared en un
pais diferente.

Nota: Cambiar este ajuste reinicia el médem.

Nota: Soportado en médems GSM v3.08 o mas reciente.

USSD Tarjeta SIM prepaga Unicamente

Introduzca el cédigo que puede utilizar el médem para consultar a la red el saldo de crédito
de la tarjeta SIM. Este cadigo depende de la red. Consulte con su proveedor de servicios.

Llamadas entrantes  Nota: Vanderbilt recomienda que no se habiliten estas opciones para los sistemas
actuales.

El médem puede programarse para responder llamadas segun las siguientes condiciones:

« No responder llamadas entrantes: El médem nunca responde las llamadas
entrantes.

« Responder llamadas entrantes: El médem responde las llamadas entrantes.

« Responder solo con acceso técnico permitido: El médem solo responde la
llamada cuando se permite el acceso técnico al sistema.
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Supervisién linea

Temporizador de
supervision

Tiempo para fallo del
maddem

SMS habilitado

SMS automatizado

NUm.SMS
automatizado

Fecha/hora inicio

Punto de acceso
(APN)

Nombre de usuario
de punto de acceso

Clave del punto de
acceso

Habilitar conexion de
acceso telefénico a
Internet

Numero de teléfono
Nombre de usuario

Contrasefia

« Deshabilitado
« Habilitar
« Armado total

Habilite esta opcion para controlar el nivel de senal del médulo GMS conectado al médem.
La opcion Armado total solo permite esta funcién cuando el sistema esta en Armado total.

Nota: Configuracién de confirmacion EN 50131-9 — Para que la confirmacién seguin
EN50131-9 funcione correctamente, la supervision de linea debe estar habilitada.
(Consulte Opciones en la pagina 267.)

Introduzca el periodo de tiempo en segundos durante el cual el nivel de sefial debe caer a
Bajo antes de que el sistema SPC registre un fallo. Rango de 0 a 9999 segundos.

Introduzca el tiempo de retardo en segundos antes de que el sistema SPC envie una
alerta. Rango de 0 a 9999 segundos.

Marque esta casilla para habilitar la transmision y la recepcién de mensajes SMS y el
control de comandos.

« Deshabilitado
« 1hora

e 24 horas

« 48 horas

« 7 dias

. 30 dias

Seleccione la temporizacién para los mensajes SMS automatizados.

Introduzca el niumero de SMS para recibir mensajes SMS automatizados. Solo un
dispositivo puede recibir estos mensajes.

Introduzca la fecha y la hora de inicio en la que el sistema enviara los mensajes SMS
automatizados.

Configuracion de datos moviles

Introduzca la informacién del punto de acceso para habilitar las comunicaciones IP. Esta
informacion dependera del proveedor de servicios.

Introduzca la informacién del punto de acceso para habilitar las comunicaciones IP. Esta
informacion dependera del proveedor de servicios.

Introduzca la informacioén del punto de acceso para habilitar las comunicaciones IP. Esta
informacion dependera del proveedor de servicios.

Configuraciéon de conexion de acceso telefénico a Internet

Seleccione esta opcion para habilitar el médem y que se conecte a Internet a través de una
conexién de acceso telefénico

Introduzca el nimero de teléfono para la conexién de acceso telefénico.
Introduzca el nombre de usuario de la conexién de acceso telefénico.

Introduzca la clave de la conexion de acceso telefénico.

Haga clic en el botdn Test SMS para enviar un mensaje corto de texto con el fin de probar el sistema.
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correctamente. Se debe utilizar un mensaje de texto corto con caracteres alfanuméricos (A-Z) para

E El test de SMS se realiza Unicamente con el fin de determinar si la funcién de SMS funciona
1 comprobar esta funcion.

Médem RTB

1. Seleccione Comunicaciones > Comunicaciones > Médems.
2. Hagaclic en Configurar.
3. Configure los campos tal como se describe en la siguiente tabla.

Configuracion de médem RTB

Pais Seleccione el pais en que esta instalado el SPC.
Llamadas El médem puede programarse para responder llamadas segun las siguientes condiciones:
entrantes

No responder llamadas entrantes: EIl médem nunca responde las llamadas entrantes.

« Responder después de ‘x’ tonos Seleccione la cantidad de tonos (1 a 8) tras los cuales el
maddem respondera la llamada entrante.

« Responder si, tras una llamada no atendida con un unico tono, se recibe una nueva
(modo contestador) Si la persona que realiza la llamada llama al médem, cuelga después de
escuchar un Unico tono e, inmediatamente después, vuelve a llamar al médem. El sistema
SPC sabe que debe responder la llamada automaticamente dadas estas condiciones.

« Responder solo con acceso técnico permitido: El médem solo responde la llamada
cuando se permite el acceso técnico al sistema.

Prefijo Introduzca el nimero que se necesita para acceder a unalinea (p. €j., si esta conectada a una
PBX).

Supervisioén Habilite esta opcion para controlar la tension de la linea conectada al médem.

linea Nota: Configuracién de confirmacion EN 50131-9 — Para que la confirmacién segun EN50131-9

funcione correctamente, la supervision de linea debe estar habilitada. (Consulte Opciones en la

pagina 267.)
Temporizador Seleccione el periodo (en segundos) que el voltaje de linea debe parecer incorrecto antes de que el
de SPC considere que la linea presenta fallos.
supervision

Tiempo para  Retardo de tiempo para una alerta del sistema (0 a 9999 segundos). Por defecto es 60 segundos.
fallo del
maodem
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SMS Marque esta casilla para habilitar la funcion de SMS en el sistema.

habilitado Nota: El SMS funciona utilizando un protocolo estandar que se utiliza en teléfonos con SMS.

Tenga en cuenta que algunos operadores RTB no ofrecen el servicio de SMS a través de RTB.
Para que los SMS funcionen a través de RTB, han de cumplirse los siguientes criterios:

El ID de quien llama debe estar habilitado en la linea telefénica.
La linea telefonica debe ser directa, no a través de PABX u otro equipo de comunicacion.

Tenga en cuenta también que la mayoria de los proveedores de servicios solo permite los SMS a
un teléfono registrado en el mismo pais (esto se debe a cuestiones de facturacion).

Nota: Ya no se admite el SMS a través de RTB. Esta funcionalidad se mantiene en el producto
para conservar la compatibilidad retroactiva.

Numero de Solo para RTB. Este nimero muestra automaticamente el nimero por defecto para SMS en el
servidor de pais seleccionado. Introduzca un nimero de teléfono apropiado del proveedor de servicios SMS al
SMS que se pueda acceder desde la ubicacion del usuario.

SMS Seleccione la temporizacion para los mensajes SMS automatizados.

automatizado

NUm.SMS Introduzca el nimero de SMS para recibir mensajes SMS automatizados.

automatizado

Configuracion de conexion de acceso telefonico a Internet

Habilitar Seleccione esta opcion para habilitar el médem y que se conecte a Internet a través de una
conexion de conexion de acceso telefonico.

acceso

telefénico a

Internet

Numero de Introduzca el nUmero de teléfono para la conexidn de acceso telefonico.

teléfono

Nombre de Introduzca el nombre de usuario de la conexién de acceso telefonico.

usuario

Contrasefna Introduzca la clave de la conexion de acceso telefénico.

Haga clic en el boton Test SMS para enviar un mensaje corto de texto con el fin de probar el sistema.

correctamente. Se debe utilizar un mensaje de texto corto con caracteres alfanuméricos (A-Z)

E El test de SMS se realiza Gnicamente con el fin de determinar si la funcién de SMS funciona
l para comprobar esta funcion.

Cuando se utiliza la opcion de mensaje SMS a través de una linea RTB, es necesario programar el
numero de teléfono del proveedor del servicio SMS que funciona en la particion en la que esta instalado
el SPC. El sistema SPC marca automaticamente este niumero para ponerse en contacto con el
servidor de SMS siempre que la funcién SMS esté activada. DEBE habilitar la identidad de la linea de
llamada en la linea RTB para que esta funcion se active. Cada pais tendra su propio proveedor de
servicios SMS con un numero de teléfono unico.

L Esta funcion no esta habilitada en todos los paises. Contactese con su proveedor local para
l obtener mas informacion (soporte de la funcién, proveedor de servicios recomendado).
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17.11.1.4 Estado del médem

Estado del médem

La informacion sobre el estado de los médems instalados y configurados se muestra en la pagina de
Estado principal.

Las particiones de médem 1y médem 2 en la pagina de Estado muestran algo o toda la siguiente
informacion, dependiendo del tipo de médem instalado.

Estado del médem

IMSI

ICCID

Tipo instalado

Estado linea

Llamadas entrantes
Llamadas salientes
SMS entrantes
SMS salientes

Intentos fallidos de
marcacion

Conexion del modem

Indica si el médem estd listo o si hay una falla.
Indica el operador de red y el tipo de red

La identidad del suscriptor movil internacional (IMSI) es un nimero exclusivo que
identifica a un suscriptor GSM

El identificador de tarjeta de circuito integrado (ICCD) es un nimero exclusivo asociado
con todas las tarjetas SIM fisicas. Puede estar impreso en la tarjeta SIM.

Identifica el tipo de médem (PSTN, GSM) que esta instalado en esta ranura del médem.

La informacion sobre la intensidad de la sefial (GSM) o el estado de la linea de teléfono
(PSTN).

Recuento y (Duracién) de llamadas entrantes
Recuento y (Duracién) de llamadas salientes
Recuento de SMS entrantes
Recuento de SMS salientes

Recuento de intentos de marcacion que han fallado.

17.11.1.5 Puertos serie

El controlador SPC ofrece 2 puertos serie (RS232) que proporcionan la siguiente funcionalidad:

« X10: El puerto serie 1 es una interfaz dedicada que admite el protocolo X10. Este protocolo permite
el uso de los cables de alimentacion existentes de un edificio para transmitir informacion de control
adispositivos X10, ofreciendo la posibilidad de activary controlar estos dispositivos a través de la
interfaz de programacion del controlador SPC.

« Registro de incidencias: La interfaz del puerto serie 2 permite conectarse a un puerto serie en un
PC o unaimpresora. Con esta conexion, un programa del terminal puede configurarse para recibir
un registro de incidencias del sistema o incidencias de acceso del controlador SPC.

« Informacidn del sistema: El puerto serie 2 también ofrece una interfaz a través del programa del
terminal que permite la ejecucién de un conjunto de comandos para obtener del controlador
informacién especifica del sistema. Esta funcién esta disponible solo como una herramienta para
fines informativos y de depuracion, y solo deben utilizarla los instaladores con experiencia.
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Para configurar los puertos serie:

« Seleccione Comunicaciones > Comunicaciones> > Puertos serie.

Se mostrara la siguiente pagina:

Comunicaciones FlexC
Servicios Ethernet Transmisores Puertos serie
Fuerto serie 1 Fuerto serie 2

Tipo: Puerto serie en uso por transmisor de backup
Imprimir registro de incidencias: O
Imprimir registro CCAA: |

Baudios:

Bits de datos:

Paridad:

Bits de parada:

Control fujo:

La configuracion que se muestra dependera del tipo de conexion para la que se utilizan los
puertos. La configuracion se describe en las secciones a continuacion.
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17.11.2 FlexC®

El protocolo de comunicaciones seguro flexible (FlexC) de SPC habilita las comunicaciones para un
sistema de transmision de alarmas (ATS) de ruta simple o multiple basado en el protocolo de Internet (IP).
Un ATS es un enlace de comunicaciones confiable entre un transceptor supervisado de la instalacion
(SPT, por ejemplo, Ethemnet integrada en la central SPC) y un transceptor de central de recepcion (RCT,
por ejemplo, SPC Com XT o SPC Connect, www.spcconnect.com). Un ATS FlexC esta formada por una
ruta de transmision de alarma (ATP) primaria y por hasta nueve rutas de transmisién de alarmas (ATPs) de
soporte. Habilita:

« Latransferencia bidireccional de datos entre el SPT, por ejemplo, la central SPC a través de
Ethemet, y el RCT, por ejemplo, el servidor SPC Com XT o el servidor SPC Connect,
www.spcconnect.com.

« Control de comunicaciones de un ATS completo y ATP individuales.

Las centrales de intrusion SPC admiten FlexC a través de IP con cualquiera de las siguientes interfaces:
o Ethemet
o Mddem GSM con GPRS habilitado

Médem RTB

Supervised Premises
Transceiver (SPT)

!

Network Equipment on
Site

Supervised Premises (SP)
=

Transmission Alarm
Network ..
Transmission
I Path (ATP)

Network Equipment on
Site

!

Receiving Centre
Transceiver (RCT)

Alarm Receiving Centre (ARC)

Consulte también
Configuracion de ATP de inicio rapido para ATS EN50136 en la pagina opuesta

Configurar perfiles de incidencias en la pagina 343
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Definicién de excepcion de incidencia en la pagina 344
Configurar perfiles de comandos en la pagina 346
Estado ATS y ATP de FlexC en la pagina 204

Configurarun ATS EN 50136-1 0 un ATS personalizado en |la pagina 331
17.11.2.1 Modo operativo

El sistema utiliza el método de almacenamiento y retransmision cuando comunica las incidencias.

El sistema de alarma SPC envia las incidencias a SPC Com XT y requiere un reconocimiento desde
SPC Com XT antes de que el sistema de alarma SPC considere que la incidencia se transmitié
exitosamente. SPC Com XT solo envia un reconocimiento luego de que la incidencia se haya
registrado exitosamente en la base de datos SQL. SPC Com XT luego transmite la incidencia las
interfaces Sur-Gard y de cliente de SPC Com XT.

17.11.2.2 Configuracién de ATP de inicio rapido para ATS EN50136
FlexC ofrece las siguientes funciones nuevas que le permiten implementar FlexC rapidamente:

« Pagina de configuracién de inicio rapido para un ATS ruta simple, ATS ruta doble y ATS ruta
doble a servidor doble de conformidad con la norma EN50136

« Perfil de incidencias por defecto
« Perfil de comandos por defecto (este no admite la verificacion de audio y video)

« Nombre usuario de comandos FlexC (FlexC)y Clave de comandos (FlexC) por defecto
para controlar la central desde el RCT (por ejemplo: SPC Com XT)

« Cifrado automatico sin clave

1. Para configurar rapidamente una conexion FlexC entre una central y un RCT (por ejemplo: SPC
Com XT), vaya a Comunicaciones > FlexC > ATS FlexC.

2. Debajo de Alta ATS EN50136-1, seleccione una de las siguientes opciones para ver la
Configuracion de ATP:

« Alta ATS ruta simple - ATP principal unicamente
« Alta ATS ruta doble - ATP principal y de respaldo

« Alta ATS ruta doble a servidor doble - ATP principal y de respaldo, servidores principal y
de respaldo

Comunicaciones FlexC Transmision PC Tools

ATS FlexC Perfiles incidencias Perfil comando Ayuda FlexC
Configuracion ATP - ATS EN50136

Identificacién central

Nombre ATS [ATs 3 %] Nombre del ATS

Codigo abonado SPT ‘(] | Nimero que identifica a |a central ante la CRA (1 a 999928, 0: automaticamente asignade)

Identificacién RCT (en la CRA)

ID CRA FlexC [ | 1D (1 2 09999999} de 1a CRA FlexC (por &i. SPC Com XT)
Direccion IP o URL CRA FlexC ‘U 0.0.0 | Direccién IP o URL de la CRA FlexC (por &j. SPC Com XT)
Puerto CRA FlexC [52000 | Puerto TCF de la CRA FlexC (por e]. puerto de escucha de SPG Gom XT)

Identificacién RCT backup

1D CRA FlexC [ | 1D (1 a 99999998 de 1a CRA FlexC (por si. SPC Com XT)

Direccion IP o URL CRA FlexC ‘(] 000 | Direccién IP o URL de la CRA FlexC (por ). SPC Com XT)

Puerto CRA FlexC ‘5200[} | Puerio TCP de la CRA FlexC (por ej puerio de escucha de SPC Com XT)
interfaz ATP

Categoria ATS EN50136 ‘ATS daoble ruta: DP3 V| categoria ATS para salisfacer la especificacion de EN50138-1:2012

Interfaz primario ‘ Ethernet V| Interfaz empleado por la ATP para la comunicacion primaria

Interfaz de backup Ethernet V| Interfaz empleado por la ATP para la comunicacion de backup
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3. Complete los campos en la pagina Configuraciéon de ATP - ATS EN50136 en la tabla a

continuacién. Como minimo, debe completar el campo URL de RCT o Direccion IP para salvar
los datos. Si no introduce un Cédigo de abonado SPT, puede poner en marcha la central con el ID
de registro de ATS, el cual se genera automaticamente cuando salva los datos. El operador del
RCT también debe introducir este ID de registro de ATS, por ejemplo, en SPC Com XT.

Haga clic en Salvar. Se muestra la pagina Configuracion de ATS, la cual indica el ID de registro
de ATS y la ATP principal configurado o las ATP principal y de respaldo en |la Tabla de secuencia
de incidencias.

En la pagina Configuracién de ATS, haga clic en Salvar para aceptar los ajustes por defecto, por
ejemplo, el Perfil de incidencias por defecto, el Perfil de comandos por defecto (incluyendo el
Nombre usuario de comandos FlexC y la Contrasefia de comandos) FlexC, y el cifrado

automatico sin clave. Para cambiar la configuracion, consulte Configurar un ATS EN 50136-1 o un

ATS personalizado en |la pagina opuesta.

6. Hagaclic en Atras. Se muestra el ATS en la tabla de ATS configurado.

Nombre
ATS

Codigo de
abonado
SPT

ID de RCT

Direccion IP
o URL del
RCT

Puerto TCP
del RCT

Categoria
ATS
EN50136

Interfaz
principal

Identificacion de la central

Introduzca el nombre del ATS. Si no introduce un valor, el nombre del ATS por defecto sera ATS 1,
ATS 2, etc.

El numero que identifica de forma Unica la central ante el RCT. Introduzca 0 si no tiene el cédigo de
abonado SPT. En este caso, puede poner en marcha la central con el ID de registro de ATS. Para
un ATS EN50136, el ID de registro de ATS se generara automaticamente cuando hace clic en
Salvar. EI RCT puede enviar el cédigo de abonado SPT a la central cuando esta disponible.

Identificacion de RCT e Identificacion de RCT de respaldo (doble ruta a doble servidor inicamente)

Introduzca el ID de RCT que identifica de forma unica el RCT (por ejemplo, SPC Com XT) ante la
central. Este valor debe coincidir con el valor introducido en la herramienta de gestor de
configuracion del servidor de SPC Com XT en el campo ID de RCT del servidor en la pestafa
Detalles del servidor. Consulte Manual de instalacion y configuracion SPC Com XT.

Introduzca la direccion IP o la URL para la ubicacién del RCT en el servidor (por ejemplo, servidor
SPC Com XT).

Introduzca el puerto TCP para el RCT (por ejemplo, SPC Com XT). Esto debe coincidir con el
numero introducido en el campo Puerto FlexC de servidor en la herramienta de gestor de
configuracién del servidor de SPC Com XT.

Interfaz de ATP

Seleccione la categoria ATS EN50136 (SP1-SP6, DP1-DP4). Para ver una descripcion de las
categorias, consulte Tiempos categorias ATS en la pagina 425.

Seleccione la Interfaz principal que se aplicara a la ruta de comunicaciones principal desde:
o Ethemnet
« GPRS: Modem 1
« GPRS: Mddem 2
« Internet por marcacion: Médem 1

« Internet por marcacion: Médem 2

© Vanderbilt 2019

330 ABV10276963-e
11.2019




SPC4xxx/5xxx/6xxx — Manual de instalacién y configuracion Programacién de técnico a través del
navegador

Interfazde  Paraun ATS de ruta doble, seleccione la Interfaz de respaldo que se utilizara para la ruta de
respaldo comunicaciones de respaldo desde:

« Ethernet
« GPRS: Médem 1
« GPRS: Moédem 2

« Internet por marcacion: Modem 1

« Internet por marcacion: Médem 2

17.11.2.3 Configurar un ATS EN 50136-1 o un ATS personalizado

Un ATS incluye una central de alarma, rutas de red y un RCT (por ejemplo, SPC Com XT). Combina
una o mas rutas de comunicacion entre la central SPC y un RCT. Puede anadir hasta 10 ATP aun
ATS.

AVISO: Paraun ATS EN 50136-1, la secuencia de armado del ATS comienza con la configuracion
de una ATP para un ATS. Esto le ofrece una funcién de armado rapido. Consulte Configuracion de
ATP de inicio rapido para ATS EN50136 en la pagina 329.

1. Para configurar un ATS, acceda a Comunicaciones > FlexC > ATS FlexC.
2. Escojaunade las siguientes opciones:

« Afadir ATS ruta simple

« Afadir ATS ruta doble

« Afadir ATS ruta doble a servidor doble

« Afadir ATS personalizado

3. Paraun ATS EN 50136, primero debe configurar los ajustes en la pagina Configuracion de
ATP - EN50136. Consulte Configuracion de ATP de inicio répido para ATS EN50136 en la
pagina 329.

4. Se muestra la pagina Configuraciéon de ATS. Un ATS EN 50136-1 mostrara una ATP principal
o una ATP principal y de respaldo en la Tabla secuencia incidencias.
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Comunicaciones FlexC Transmisién PC Tools

ATS FlexC
Configuraciéon ATS [ATS 3]

Perfiles incidencias Perfil comando

Ayuda FlexC

Identificacién

ATS 3 *| Nombre del ATS

YXGS-97TTX-TIXG-8G5X |D de regisiro del ATS gue permite gue el sistema SPC sea inequivecamente identificado por el RCT

Nombre ATS
1D registro ATS

Tabla secuencia incidencias

Tiempo
excedido
polling activo
(seq.)

Tiempo
excedido TX
incidencia
(seg.)

Desplaz. | Desplaz.  Sec,

& Interfaz Categoria
Editar | Bormar |~ 2 ring abajo | ndm. Nembre comunicacion ATP 22275

Nueva ATP en CRA FlexC

‘ Nueva ATP en CRA analdgica ‘

Perfiles ATP
Default Event Profile | Selecciona el perfil de |a incidencia gue define como y gue incidencia son fransmitidas a través de este ATS
Default Command Profile V| Seleccion del perfil de los comandos permitidos en este ATS

Perfil incidencia

Perfil comando

Fallo ATS
T. exc. polling ATS IC' s8g (E‘ae:ﬁsg;;\”luljempo de polling de un ATS si elmensaje no es reconocide con éxito por ningdn ATP en ese periodo
Tiempo excedido TX incid. ATS seg. Tiempo entre |a generacion de una incidencia y el fallo de su transmision
Generar FTC ) Selecciona si el sistema genera un FTC sobre un tiempo excedido de TX de incidencia en el ATS
Reencolar incidencias [ ias tras el tiempo del ATS
Reencilar retardo incidencias N Retardo tras excederse tiempo ATS antes de gue el reencolado de incidencias se intente de nuevo
Elézsg:lﬂcr:;:encmauo de seg Incremento de tiempo en que las incidencias serdn reencoladas antes de su borrado

Detalles de la instalacion

E: - = Los siguientes detalles de |a instalacion le han sido comunicados a la CRA como ayuda para el operador en la
Detalles de la instalacion Editar detalles insialacion én del sistema del abonadoe

Introduzca el Nombre del ATS para identificar el ATS. Si no introduce un valor, el nombre del ATS
por defecto sera ATS 1, ATS 2, etc.

Para afiadir 1 ATP principal y hasta 9 ATP de respaldo a un ATS, haga clic en Ahadir ATP a RCT
FlexC (consulte Afiadir ATP a RCT FlexC en la pagina opuesta) o haga clic en Ahadir ATP a CRA
analédgica (consulte Afadir ATP a CRA analégica en |la pagina 338).

Seleccione un Perfil incidencias del menu desplegable. Para personalizar como se transmiten las
incidencias en un ATS, consulte Configurar perfiles de incidencias en la pagina 343.

Seleccione un Perfil de comandos del menu desplegable. Para personalizar los comandos
habilitados para que un RCT controle una central, consulte Configurar perfiles de comandos en la
péagina 346.

Complete los campos Fallos ATS como se muestra en la tabla a continuacion.

Tiempode Este campo se calcula automaticamente al anadir los valores de la columna

esperade  Tiempo de espera de polling activo en la Tabla de secuencia de incidencias,

polling de es decir, para todas las ATP en un ATS. Puede sobrescribir manualmente este

ATS campo. Por ejemplo, CAT 2 [Médem] tiene un valor de Tiempo de espera de
polling activo de 24 horas y 10 minutos (87000 segundos). Para habilitar un
tiempo de reaccién mas reducido, introduzca un valor inferior.

Tiempode Se haincrementado la cantidad de tiempo posterior a una incidencia y esto no se

esperade transmitié con éxito antes de que el ATS aborte. Por defecto: 300 segundos.

incidencia

de ATS

Generar Seleccione si el sistema genera un FTC al excederse el tiempo de espera del

FTC ATS.
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Reencolar  Seleccione esta opcion para reencolar las incidencias tras excederse el tiempo
incidencias de espera del ATS.

Retardo Retardo tras excederse el tiempo de espera del ATS antes de que se reintente la
reencolado incidencia reencolada. Por defecto: 300 segundos.
incidencias

Duracion Cantidad de tiempo que la incidencia sera reencolada antes de que sea borrada.
reencolado Por defecto: 86400 segundos.

de

incidencias

10. Haga clic en Editar detalles de la instalacion para completar la configuraciony que el
operador del RCT identifique la central. Consulte Editar detalles de instalacion en la pagina 340.

11. Hagaclic en Salvar y Atras para regresar a la pagina Configuracion de ATS. Se muestra el
nuevo ATS en la Tabla de ATS configurado.

12. Para multiples ATP, puede utilizar las flechas ARRIBA y ABAJO en la Tabla secuencia
incidencias para reordenar la secuencia de ATP.

AVISO: EI ID de registro de ATS se genera automaticamente para el ATS. Identifica de forma
Unica la central ante el RCT. Si no conoce el codigo de abonado SPT, puede poner en marcha la
central con el ID de registro de ATS. El operador de CMS también debe introducir este ID de
registro de ATS en el RCT (por ejemplo, SPC Com XT). Consulte Manual de instalacién y
configuracion SPC Com XT.

Consulte también

Tiempos categorias ATS en la pagina 425
Anadir ATP a RCT FlexC

La opcion Anadir ATP a RCT FlexC le permite configurar una ATP entre la central PC y el RCT (por
ejemplo, SPC Com XT). Puede configurar hasta 10 ATP por cada ATS.

1. Hagaclic en el boton Anadir ATP a RCT FlexC.

Comunicaciones FlexC Transmision PC Tools

ATS FlexC Perfiles incidencias Perfil comando Ayuda FlexC
Configuracién ATP - CRA FlexC

Identificacién central
Nim. secuen. ATP 2 Numero de secuencia de |a ATP en la configuracion del ATS (1 es primario y 2 a 10 son de backup)

Nombre ATP Backup ATP 2 Nombre de la ATP
Cédigo abonado SPT I:l Numero que identifica a la central ante la CRA (1 a 999999, 0 automaticamente asignado)

Identificacion RCT (en la CRA)

1D CRA FlexC ID (1.299999999) de la CRA FlexC (por &]. SFC Com XT)

Direccién IP o URL CRA FlexC |:| Direccién IP o URL de Ia CRA FlexC (por ej. SPC Com XT)

Puerto CRA FlexC Puerto TCP de la CRA FlexC (por ej. puerto de escucha de SPC Com XT)
Interfaz ATP

Interfaz comunicacion Interfaz empleado por Ia ATP para |a comunicacién

Categoria ATP Seleccién categoria ATP

Avanzado

. i La configuracion avanzada solo debe ser abordada por expertos ya que un error puede tener consecuencias negativas.
Configuracién avanzada ATP Configuracion avanzada ATP | (& Sofiguracion avanzada s0
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2. Complete los campos de ATP tal como se describe en la siguiente tabla.

N.° secuencia
ATP

ID Unico de ATP

Nombre de la
ATP

Codigo de
abonado SPT

ID de RCT

Direccion IP o
URL del RCT

Puerto TCP del
RCT

Interfaz de ATP

Interfaz de
comunicaciones

Categoria de
ATP

Avanzado

Configuracion
avanzada de
ATP

Identificacion de la central

Identificacion del RCT

Este campo muestra el nimero de secuencia de la ATP en la configuracion
del ATS. El nimero 1 es el principal, y los nimeros 2 a 10 indican los de
respaldo.

Cuando salva una ATP, el sistema le asigna un ID unico ala ATP. Este es
el ID unico de la ATP por el que sera identificada porel RCT.

Introduzca un nombre para la ATP.

Introduzca un ndmero para identificar de forma Unica la central ante el RCT.

Introduzca el nimero que identifica de forma unica el RCT (por ejemplo,
SPC Com XT) ante la central. Este nimero debe coincidir con el niumero
introducido en el campo ID de RCT de servidor en la herramienta de
gestor de configuracion del servidor de SPC Com XT.

Introduzca la direccién IP o URL del RCT (por ejemplo, SPC Com XT).

Introduzca el puerto TCP desde el cual el RCT (por ejemplo, SPC Com XT)
escucha. El predeterminado es 52000. Esto debe coincidir con el valor del
campo Puerto FlexC de servidor en la herramienta de gestor de
configuracién del servidor. Consulte Manual de instalacién y configuracion
SPC Com XT.

De lalista desplegable, seleccione la interfaz que utilizala ATP para la
comunicacion.

o Ethemet
« GPRS: Mddem 1
« GPRS: Mddem 2
« Internet por marcacion: Médem 1
« Internet por marcacion: Médem 2
Seleccione la categoria que se aplica a esta ATP. Para obtener informacion

sobre las categorias de ATP, consulte Tiempos categorias ATP en la
pagina 426.

No se recomienda que cambie la configuracion avanzada. Los usuarios
expertos deben realizar los cambios.

3. Encaso de ser necesario, haga clic en Configuracién avanzada de ATP, por ejemplo, si usa
cifrado automatico, puede introducir una clave en el campo Clave de cifrado. Consulte Ajustes de
la configuracién avanzada de ATP en la pagina opuesta.

4. Hagaclic en Salvar.
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Ajustes de la configuracién avanzada de ATP

ADVERTENCIA: No se recomienda que cambie la configuracion avanzada de ATP. Los
usuarios expertos deben realizar los cambios.

1. Hagaclic en el boton Configuracién avanzada de ATP.

Comunicaciones FlexC Transmision PC Tools

ATS FlexC Perfiles incidencias Perfil comando Ayuda FlexC

Confi ion ATP - Configuracion a

Conexiones ATP

Conexidn activa ATP |Permansme: Continuar caneciado Vl el fipo de conexion ATP cuando la ATP es la ATP acliva (operande como rula de comunicacion

Conexion ATP inactiva [Permanente. Continuar conectado ] i backup}“po de conaxidn ATP cuando la ATP no es la ATP activa (operando como ruta de comunicacion

Llamadas de test

Modo llam. test (ATP no activa) |Uamadas test deshabilitadas v| Modo de envio de las llamadas de test perigdico cuando la ATP actia como una ATP no activa

Modo llamadas test (ATP activa) |Uamadas test deshabilitadas v| Modo de envio de las llamadas de test periédico cuando la ATP actiia como una ATP activa

Encriptacion (AES 256 bits con CBC)

Modo clave encriptacién |Encriptacién automética | seleccion modo actualizacién clave encriptacion

| Clave opcional de encriptacibn empleada para incrementar el nivel de Seguridad inicial durante Ia puesta en

Clave encriptacion marcha del sistema. La clave ha de intreducirse por separado en SPC y en la CRA

Reset encriptacion | Reset encriptacion | Reset de la clave de encriptacion y password a valores por defecto
Perfiles ATP
i i [Empleo config. ATS v Sele el periil de la incidencia que define como y que incidencia son transmitidas a través de este
Perfil comando |Emp\en config. ATS V| Seleccibn del perfil de los comandos permitidos en este ATS
Fallos ATP
Fallo supervision ATP O Genera un fallo de ATP si su supervisién o a transmiaidn de una incidencia lo hacen
& i % de tiempo que la ATP mantendré los intentos de TX de la incidencia hasta que se produzca un
Tiempo excedido TX incidencia [30seg ) i5akisy s pise 8 3 SGURHIE ATP

Longitudes minimas mensaje

Mensaje test [0 Bytes | Longitud minima mensaje test
Mensaje de incidencia |0 Bytes v| Lengitud minima de una incidencia y de los mensajes de test
Otro mensaje |U Bytes V| Mensajes actualizacién minima longitud de conexién y clave de encriptacion

2. Configure los campos tal como se describe en la siguiente tabla.

Conexiones ATP

Conexion Seleccione el tipo de conexion ATP cuando la ATP funcione como la ruta de
ATP primaria comunicacion primaria.

« Permanente: Siempre conectada

« Temporal: Descolgada cada 1 segundo

« Temporal: Descolgada cada 20 segundos
« Temporal: Descolgada cada 80 segundos
« Temporal: Descolgada cada 3 minutos

« Temporal: Descolgada cada 10 minutos

« Temporal: Descolgada cada 30 minutos
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Conexion
ATP no
activa

Llamadas de test

Modo de
llamada de
test (ATP no
activa)

Modo de
llamada de
test (ATP
activa)

Modo de
clave de
cifrado

Seleccione el tipo de conexion ATP cuando la ATP esté funcionando como
ruta de comunicacion de respaldo.

Permanente: Siempre conectada
Temporal: Descolgada cada 1 segundo
Temporal: Descolgada cada 20 segundos
Temporal: Descolgada cada 80 segundos
Temporal: Descolgada cada 3 minutos
Temporal: Descolgada cada 10 minutos

Temporal: Descolgada cada 30 minutos

Seleccione el modo para enviar llamadas de test cuando la ATP es la ATP
no activa.

« Llamadas de test deshabilitadas

Llamadas de test cada 10 minutos
Llamadas de test cada 1 hora
Llamadas de test cada 4 horas
Llamadas de test cada 24 horas
Llamadas de test cada 48 horas
Llamadas de test cada 7 dias

Llamadas de test cada 30 dias

Seleccione el modo para enviar llamadas de test cuando la ATP es la ATP
activa.

« Llamadas de test deshabilitadas

Llamadas de test cada 10 minutos
Llamadas de test cada 1 hora
Llamadas de test cada 4 horas
Llamadas de test cada 24 horas
Llamadas de test cada 48 horas
Llamadas de test cada 7 dias

Llamadas de test cada 30 dias

Cifrado (AES 256 bits con CBC)

Seleccione como se actualiza el cifrado.

Cifrado automatico
Cifrado automatico con actualizaciones
Cifrado fijo

Nota: El cifrado automatico usa la clave predeterminada y la actualiza una
vez. El cifrado automatico con actualizaciones cambia la clave de cifrado
cada 50.000 mensajes o una vez por semana, lo que suceda primero.
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Contrasena
de encriptado

La clave opcional utilizada para brindar mayor seguridad durante la puesta
en marcha inicial de la ATP. Debe introducir la clave en el SPT o RCT de

forma independiente.
Reset cifrado Resetea la clave de cifrado y la clave a los valores por defecto.

Perfiles ATP

Perfil de

Seleccione el perfil de incidencias que define cdmo y qué incidencias se

incidencias transmiten a través de este ATS.

« Usode configuracion de ATS

« Perfil de incidencias por defecto

« Todas las incidencias
Perfil de Seleccione el Perfil de comandos que define los comandos permitidos en
comandos este ATS.

« Uso de configuracion de ATS

« Perfil de comandos por defecto

« Perfil de comandos personalizado
Fallos ATP
Fallo Seleccione para generar un fallo ATP en caso de que falle la supervisién
supervision  ATP o no se logre transmitir una incidencia en la ATP.
ATP
Tiempo de Cantidad de tiempo que la ATP seguira intentando la transmision de la
espera de incidencia hasta que se produzca un fallo y se pase a la siguiente ATP.
incidencia

« 30 segundos
« 60 segundos
« 90 segundos
o 2minutos
« 3 minutos
o 5minutos

« 10 minutos

Longitudes minimas mensaje

Mensaje
polling

Longitud minima mensaje polling.
« OBytes
. 64 Bytes
- 128 Bytes
- 256 Bytes
« 512 Bytes
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Mensaje de
incidencia

Otro mensaje Longitud minima de conexion y mensajes de clave de cifradoy
actualizacion.

Longitud minima de una incidencia y de un mensaje de llamada de test.
« OBytes

64 Bytes

128 Bytes
256 Bytes
512 Bytes

0 Bytes
64 Bytes
128 Bytes
256 Bytes
512 Bytes

3. Hagaclic en Salvar.

Anadir ATP a CRA analdgica

Si se cae una conexion entre la central SPC y el RCT (por ejemplo, SPC Com XT), FlexC tiene la
capacidad de conmutar a una conexion ATP de respaldo entre la central SPC y la CRA analdgica. Puede
configurar hasta 10 ATP por cada ATS.

1.

Para configurar una ATP entre una central SPC y la CRA analdgica, haga clic en el botén Afadir
ATP a CRA analégica.

2. Complete los campos de ATP tal como se describe en la siguiente tabla.

Identificacion de la central

N.° secuencia
ATP

ID Unico de ATP

Nombre de la
ATP

Caodigo de
abonado SPT

Conexion CRA
Numero 1
Numero 2

Seleccion de
modem

Este campo muestra el nimero de secuencia de la ATP en la configuracion
del ATS. El numero 1 es el principal, y los nimeros 2 a 10 indican los de
respaldo.

Este ID identifica de forma Unica la ATP ante el RCT.

Introduzca un nombre para la ATP.

Introduzca un numero para identificar de forma unica la central ante el RCT
(1-999999).

Numero de teléfono 1
Numero de teléfono 2

Seleccione el médem que utilizara.
o« Mbodem 1
o« Mddem 2
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Llamadas de test

Modo de llamada
de test (ATP no
activa)

Modo de llamada
de test (ATP
activa)

Horadela
primera llamada
de test

Seleccione el modo para enviar llamadas de test cuando la ATP estaen
modo no activa. Por defecto: 24 horas.

» Llamadas de test deshabilitadas

» Llamadas de test cada 10 minutos
» Llamadas de test cada 1 hora

» Llamadas de test cada 24 horas

» Llamadas de test cada 48 horas

» Llamadas de test cada 7 dias

« Llamadas de test cada 30 dias

Seleccione el modo para enviar llamadas de test cuando la ATP es una
ATP activa. Por defecto: 24 horas.

« Llamadas de test deshabilitadas

« Llamadas de test cada 10 minutos
« Llamadas de test cada 1 hora

« Llamadas de test cada 24 horas

« Llamadas de test cada 48 horas

« Llamadas de test cada 7 dias

o Llamadas de test cada 30 dias

Hora de la primera llamada de test luego del reset o inicializacion del ATS.

« Enviarinmediatamente (por defecto)
o bien

« Seleccione un intervalo de media hora entre 00:00 y 23:30.

Protocolo de incidencia

Protocolo

Perfil de
incidencias

Protocolo utilizado en la comunicacion.
« SIA
« SIA extendido 1
« SIA extendido 2
« Contact ID

Seleccione el perfil de incidencias que define como y qué incidencias se
transmiten a través de este ATS.

« Usode configuracién de ATS

« Perfil de incidencias por defecto

« Perfil incidencias de portal por defecto
« Todas las incidencias

« Perfil de incidencias personalizado
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Fallos ATP

Fallo supervision  Seleccione para generar un fallo ATP en caso de que falle la supervisién
ATP ATP o no se logre transmitir una incidencia en la ATP.

Tiempo de espera Cantidad de tiempo que la ATP seguira intentando la transmisién de la
deincidencia incidencia hasta que se produzca un fallo y se pase a la siguiente ATP. Por
defecto: 2 minutos.

« 30segundos
« 60 segundos
« 90 segundos
¢ 2 minutos
« 3 minutos
« 5 minutos

¢ 10 minutos

3. Hagaclic en Salvar.
Editar detalles de instalacion

Los detalles de lainstalacion se envian al RCT para ayudar al operador a identificar la central.
1. Haga clic en el boton Editar detalles de instalacion.

Comunicaciones FlexC Transmision PC Tools

ATS FlexC Perfiles incidencias Perfil comando Ayuda FlexC

Detalles de la instalacion

Los siguientes detalles de la instalacion le han sido comunicados a la CRA como ayuda para el operador en la identificacion del sistema del abonado

ID ATS instalacion |0 | La ID del ATS de Ia instalacion (1 a 999999999)
ID Empresa |0 | |0 de la Empresa

MNombre Empresa | | Mombre de la Empresa

Direccion instalacion ATS Direccion de la instalacion del ATS
Coordenadas GPS | Coordenadas GPS de la instalacion

Nombre instalador ATS | MNombre del instalador del ATS

Tfno. instalador ATS 1 | N° de teléfono del instalador del ATS

Tino. instalador ATS 2 | N° de feléfono del instalador del ATS

Motas Cualguier informacion adicional sobre la CRA
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2. Complete los campos en la siguiente tabla.

ID instalacion ATS

ID empresa

Nombre de la compafiia

Direccion instalacion ATS
Coordenadas GPS

Nombre instalador ATS

Numero de teléfono 1 del instalador
Numero de teléfono 2 del instalador

Notas

El ID de lainstalacién de ATS (1 a 999999999).
Para uso futuro.

Nombre de la empresa.

La direccion de lainstalacion del ATS.

Las coordenadas GPS de lainstalacion.

El nombre del instalador del ATS.

El nimero de teléfono del instalador del ATS.
El nimero de teléfono del instalador del ATS.

Informacion adicional para el RCT.

3. Hagaclic en Salvar.
17.11.2.4 Configurar un ATS SPC Connect

La funcionalidad de ATS Aiiadir SPC Connect abre una ruta de comunicacion entre la central (SPT)y
el servidor SPC Connect (RCT), www.spcconnect.com. Usando el ID de registro de ATS SPC
Connect generado, el usuario de la central puede registrar una cuenta de usuario y central en el sitio
web de SPC Connect para acceder a la central de forma remota.

1. Para configurar un ATS SPC Connect, acceda a Comunicaciones > FlexC > ATS FlexC.

2. Enlapagina Configuracion de ATS, haga clic en Ailadir SPC Connect para abrir una ruta de
comunicacion con el servidor SPC Connect.

Se aflade un ATS SPC Connect ala Tabla
« ID de registrode ATS SPC Connect

secuencia incidencias con los siguientes atributos:

« ATP por defecto por Ethernet. Para obtener informacion sobre los campos de ATP, consulte

Afadir ATP a RCT FlexC enla pagina

333.

« Perfil de incidencias por defecto para SPC Connect

« Perfil de comandos por defecto para SPC Connect

o LaURL de RCT por defecto es www.spcconnect.com

« Elcédigo de abonado SPT para la ATP se completa automaticamente.

« Tome nota del ID de registro de ATS de SPC Connect y brindeselo al cliente junto con
Guia del usuario del sistema SPC Connect.
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Comunicaciones FlexC Transmision PC Tools
ATS FlexC Perfiles incidencias Perfil comando Ayuda FlexC
Configuracion ATS
Borrado ATS
ATS configurado
Tiempo
b Exportar g =, T. exc. excedido
Editar Borrar ATS Nombre ATS ID registro ATS Conteo ATP polling ATS  TX incid.
ATS
& | @ 2 ATS Dual Palh 50RE-KP2K-P26R-2RP2 2 360 300 si
& | @] 3 ATS 1 YXGS-9TTX-TIXG-8G5X 1 90 300 si
Nuevo portal ATS
Nuevo ATS en el portal SPC | Nuevo portal ATS |
Nuevo ATS EN50136-1
Nuevo ATS con ruta simple tipo EN50136-1:2012 | Nuevo ATS con ruta simple |
Nuevo ATS doble ruta tipo EN50136-1:2012 [ Nueva ATS doble ruta |
Nuevo ATS doble ruta y doble servidor tipo EN50136-1:2012 | Nuevo ATS doble ruta y doble servidor |
Nuevo ATS a medida
Nuevo ATS en el sistema. Un ATS puede integrar 10 ATPs | Nuevo ATS a medida |
Importar ATS
Importar un ATS en el sistema Browse... ‘ Importar ATS ‘

17.11.2.5 Exportar e importar un ATS

Los archivos de ATS tienen la extensién .cxml. Debe crear el ATS en el navegador SPC y exportarlo antes

de importarlo al sistema.

1. Paraexportar un ATS, acceda a Comunicaciones > FlexC > ATS FlexC.
2. Enlatabla de ATS configurados, busque el ATS que exportara y haga clic en el botéon Exportar
ATS (flecha verde).
Comunicaciones FlexC Tran: n PC Tools
ATS FlexC Perfiles incidencias Perfil comando Ayuda FlexC
Configuracion ATS
Borrado ATS
ATS configurado
Tiempo
Editar Borrar EXPOTAr Nombre ATS Dregisuo ATS  Coneo ATP o};;’z‘irs Sxcadido B enery
ATS
& | [ 2 ATS Dual Path 50R8-KP2K-P36R-2RP2 2 360 300 si
& | [ 3 ATS 1 YXGS-97TX-T3XG-2G5X 1 %0 300 si
Nuevo portal ATS
Nuevo ATS en el portal SPC ‘ Nuevo portal ATS ‘
Nuevo ATS EN50136-1
Nuevo ATS con ruta simple tipo EN50136-1:2012 ‘ Nuevo ATS con ruta simple ‘
Nuevo ATS doble ruta tipo ENS0136-1:2012 \ Nuevo ATS dable ruta |
Nuevo ATS doble ruta y doble servidor tipo EN50136-1:2012 ‘ MNuevo ATS daoble ruta y doble servidar ‘
Nuevo ATS a medida
Nuevo ATS en el sistema. Un ATS puede integrar 10 ATPs ‘ Nuevo ATS a medida ‘
Importar ATS
Importar un ATS en el sistema Browse. .. | Importar ATS |
3. Salve el archivo con el nombre de archivo por defecto export_flexc.cxml o renombre el archivo.
4. Paraver el archivo, abralo en el Bloc de notas.
5. Paraimportar un ATS al sistema, acceda a Comunicaciones > FlexC > FlexC ATS.
6. Desplacese hasta Importar ATS.
7. Hagaclic en el boton Buscar y seleccione el ATS que importara (extensién de archivo .cxml).
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8. Hagaclic en Importar ATS.

ElI ATS aparecera en latabla ATS configurados con el siguiente ID disponible.

Cuando exporta un ATS, el codigo de abonado SPT cambia a 0. Esto evita que se exporte el ATS

y que luego se importe y se replique un ATS existente.

17.11.2.6 Configurar perfiles de incidencias

El perfil de incidencias define las incidencias que se transmiten en un ATS, el estado de informe para

una incidenciay las excepciones. Las excepciones de incidencias le permiten cambiar los valores por
defecto a valores personalizados. Para obtener mas informacion, consulte Definicién de excepcion de
incidencia en la pagina siguiente.

L]

Para ver una lista de todas las incidencias, vaya a Comunicaciones > FlexC > Perfiles de
incidencias. Haga clic en el icono Editar para el perfil de incidencias. Desplacese hasta el final

de la pagina y haga clic en Mostrar tabla de incidencias completa.

Para crear rapidamente un nuevo perfil de incidencias, vaya a Comunicaciones > FlexC >
Perfiles de incidencias. En la tabla Perfiles de incidencias, seleccione un perfil de incidencias
y haga clic en el icono Editar. Desplacese hasta el final de la pagina y haga clic en Replicar.
Ahora puede realizar los cambios que desea.

1. Para configurar perfiles de incidencias FlexC paso a paso, vaya a Comunicaciones > FlexC >
Perfiles de incidencias.

Haga clic en Anadir. Se mostrara la pagina Perfiles de incidencias.

Maza avsapeidn incidanclas

|- incdercia a afadr a aucspenn - v
-_incoencis & sfadr 8 smcopecn - v

Nuza exzepcidn incidencias

- Incicrcis s afadr acecopedn - v| | Alisde

| Inedeecis a s o ausapeds | | asnae |

| Incdtencis a afnds o secapeds | | Afnde |

Moy excuprain ncdencias

Ingteoria o sfnde o aoapen - | | Afiade |

2.
Tammsén  PCToon
i o ey it el
Perfiles incidencias
Excepeciones incidencias borradas
Ieentificacion
B A1 Evanis el g s e ez
TxaCRA
Intrusdmincenda/medics
Comta srpems
Grapa T mcktancha JirTistrey
Mumys covhrmades &
Aamys mbusgn =4
Hepusais wams abuson W
FinowsEmain # 4
Al e o e 4
sty ] ¥
Tampar =] [
FReepeckite tamper = [
Armaza o [
Supervisin sisfema
COAN BRSNS
Grupo Do T meidencta ez
THke ]
Fiepssiies el i
Fizd Ethemes 2
Uamaaz d= et & [
Stzlema enmae Senks 7] o
Informacite skkma [
Inhiiziones y aEamienizs ] o
Testandats zna ] o
Camno extao 2 O [
Camera o :
Fuerta y usuano
Luntay srpesunes
cirupo i 1% mcencr Mot
Jwzaz peera o
Informzaizn pueiz o o
Informzcin sy ] [
Filtre partician
o 1ot
M= [ sshar | [ Copiar | | Verizbla competzined.
Introduzca un nombre para identificar el perfil de incidencias.
4.

Seleccione los grupos de filtros de incidencias a informar para este perfil marcando las casillas

© Vanderbilt 2019

343

ABV10276963-e
11.2019



SPC4xxx/5xxx/6xxx — Manual de instalacion y configuracion Programacion de técnico a través del navegador

Informar incidencia.

5. Para evitar que se informen determinadas incidencias o direcciones dentro de una incidencia,
seleccione laincidencia de la lista desplegable Aiadir excepcion de incidencia.

6. Haga clic en Ahadir para ver la pagina Definicion de excepcion de incidencias. Consulte
Definicion de excepcion de incidencia abajo.

Haga clic en Atras para regresar a la pagina Perfiles de incidencias.

8. Para aplicar un perfil de incidencias a una particion, seleccione la particion debajo de Filtro de
particiones.

9. Hagaclic en Salvar y Atras. Se muestra el nuevo perfil en la tabla Perfiles de incidencias.

Puede ver una lista de todas las excepciones de incidencias para un perfil de incidencias debajo de
Excepciones de incidencias en |la pagina Perfiles de incidencias.

No puede borrar el Perfil de incidencias por defecto, el Perfil de incidencias de portal por
defecto o un perfil de incidencias asignado a un ATS. Si intenta eliminar un perfil de incidencias que
esta en uso, aparecera un error.

L)

Definiciéon de excepcion de incidencia
Las excepciones de incidencias le permiten cambiar los siguientes ajustes para un rango de direcciones
dentro de una incidencia:
« Informarincidencia
o Coddigo SIA
« Caddigo CID
« Direccion de incidencia (por ejemplo, ID de zona, ID de particion, ID de usuario)

Por ejemplo, en el grupo de filtros Alarmas intrusion, puede definir una excepcién de incidencia para un
rango de ID de zonas en la incidencia de alarma por robo (BA) como se indica a continuacion:

« Noinformar incidencia de BA paralos ID de zona1a 9
o Cambiar el cédigo SIAdeBAaYZ

« Cambiar el CID de 130/1 a 230/1

« Cambiar el ID de zona 1-9 a ID de zona 101-109

Comunicaciones FlexC Transmision PC Tools

ATS FlexC Perfiles incidencias Perfil comando Ayuda FlexC

Definicién excepcion incidencia

Identificacién

Nombre Excepcidn incidencia 1 MNombre de la excepcidn de la incidencia
ID incidencia 1000 Id de la incidencia en el sistema
Descripcién incidencia Alarma robo [Robo inst. Zona] Descripcion de la incidencia
TXaCRA
TX incidencia %] Incidencia con TX normal
Habilit. excepcion filtra A Filtro excepcidn habilitado
si |1 ‘sZnna\Ds“} |)
entonces [TX incidencia hd

Formato incid.

Cédigo SIA incidencia BA Codigo SIA representativo de la incidencia a transmitir
Caodigo Contact ID incidencia / Calificador 130 i Cadigo Contact ID incidencia / Calificader transmitido identificando la incidencia
Cambio habilit. excepcién [} Cambio excepcion habilitado

si( Dszana\DsD )]

entonces Cambio codige incidencia SIA a
y Cambio codigo incidencia Contact ID a
y Cambio direccion incidencia a 101 -

‘ Atras | ‘ Salvar | | Por defecto
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1. Para configurar una Definicion de excepcidn de incidencia, complete los campos descritos
en la tabla a continuacion.

Identificacion
Nombre
ID incidencia

Descripcion de
incidencia

TX Incidencias

Informar
incidencia

Habilitar
excepcion de filtro

Si(0=<ID de zona
<9999)

Entonces,
informar
incidencia/no
informar incidencia

Introduzca el nombre de la excepcién de incidencia.
ID de laincidencia en el sistema. Esto solo se muestra.

Descripcion de laincidencia. Esto solo se muestra.

Marque para informar la incidencia. Esto anula el valor de informe
establecido para el grupo de filtros de eventos. Por ejemplo, si el grupo
de filtros Alarmas intrusién esté configurado para informar, puede
excluir la incidencia de BA o deshabilitar este ajuste.

Marque esta opcion para excluir un rango de direcciones, por ejemplo,
ID de zonas, del ajuste del campo Informar incidencia.

Introduzca el rango de direcciones que desea excluir del ajuste de
Informar incidencia. Por ejemplo, si opta por informar el tipo de
incidencia de BA, puede optar por no informar el ID de zona 1 - 9 para
esa incidencia.

De forma alternativa, si opta por no informar el tipo de incidencia de
BA, puede optar por informar el ID de zona 1 - 9 para esa incidencia.

Formato de incidencia

Cadigo de
incidencia SIA

Calificador/Cédigo
de incidencia
Contact ID

Habilitar
excepcion de
cambio

Si(0=ID de zona
<9999)

entonces cambie
el cadigo de
incidencia SIA a
BA

Cadigo de incidencia SIA por defecto que se transmite para
representar la incidencia. Este campo solo se muestra.

Calificador/Caédigo de incidencia Contact ID por defecto que se
transmite para identificar la incidencia. Este campo solo se muestra.

Marque para cambiar el cédigo SIA, el CID/Calificadory la direccion
de incidencia por defecto a valores personalizados, por ejemplo, para
cambiar el ID de zona 1-9a ID de zona 101 - 109. Cuando esté
habilitado, se mostraran los campos a continuacion.

Introduzca el rango de direcciones que desea cambiar para una
incidencia, por ejemplo, si desea cambiarel ID de zona 1-9aID de
zona 101 - 109, introduzca 7y 9. La cantidad de direcciones en el
rango debe ser igual a la cantidad de direcciones definidas en el
campo Cambiar direccion de incidencia a continuacion.

Cambie el cédigo SIA por defecto a un codigo SIA personalizado.
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y cambie el Cambie el calificador/cédigo de incidencia Contact ID por defecto a un
calificador/codigo  calificador/codigo de incidencia Contact ID personalizado.
de incidencia

Contact ID a

y cambie la Introduzca el nuevo rango de direcciones, por ejemplo, si desea
direcciondela cambiar el ID de zona 1-9aID de zona 101 - 109, introduzca 101y
incidencia a 109.

2. Hagaclic en Salvar.
3. Haga clic en Atras para regresar a la pagina Perfiles de incidencias.

Se mostrara el nombre de cada excepcién en la tabla Excepciones de incidencias en la parte
inferior de la pagina. La tabla a continuacion muestra los ajustes para los campos Informar
incidencia, Filtrar excepcion, Cédigo de incidencia (SIA/CID) y Cambiar excepcion para la
incidencia.

Filtro particién

[ 1: Area 1

Excepciones incidencia

Codigo
incidencia
(S1A/Contact
D)

Nombre excepcion ™

Editar  Borrar e incidencia

Excepcion filtro

Cambio excepcién

ID incidencia 1000 :Alarma robo [Robo inst. Zona]

2| &

| Atras ‘ ‘ Salvar | | Copiar ‘ | Ver tabla completa incid ‘

Excepcion incidencia 1 ‘ si ‘ TX incidencia [1-9] ‘ BA /130 ‘ [1-9] — YZ/230 [101-109]

4. Haga clic en el icono Editar para realizar cambios o en el icono Borrar para eliminar una Excepcién
de incidencia.

5. Para aplicar un perfil de incidencias a una particion, seleccione la casilla de la particién.
6. Haga clic en Salvar para salvar el perfil de incidencias.
7. Haga clic en Atras para ver el perfil en la tabla Perfiles de incidencias.

17.11.2.7 Configurar perfiles de comandos

El perfil de comandos define los comandos permitidos en un ATS. Este perfil determina cémo un CMS
puede controlar una central. El perfil de comandos por defecto no admite la verificacion de video.

AVISO: Para crear rapidamente un nuevo perfil de comandos, vaya a Comunicaciones > FlexC >
Perfiles de comandos. En |a tabla Perfiles de comandos, seleccione un perfil de comandos y haga
clic en el botdn de edicién (lapiz azul). Desplacese hasta la parte inferior de la pagina y haga clic en
Replicar. Ahora puede realizar los cambios que desea.

1. Para afadir un perfil de comandos paso a paso, vaya a Comunicaciones > FlexC > Perfiles de
comandos.

Comunicaciones FlexC Transmision PC Tools

ATS FlexC Perfiles incidencias Perfil comando Ayuda FlexC

Perfiles de comando

Editar Borrar il Nombre perfil comando Comandos habilitados Comandos registrados

1 Default Command Profile 23 4

Default Portal Command Profile 25 5

o 3 All Commands 73 73

AR

oW 4 Command Profile 4 53 27

2. Hagaclic en Ahadir.
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3.
4.

10.
11.
12.

Comunicaciones FlexC Transmision PC Tools

ATS FlexC Perfiles incidencias Perfil comando Ayuda FlexC

Perfiles de comando

Identificacion

Nombre ‘Cﬂmmand Profile 4 Nombre del perfil de comandos

Borrado perfil comando
Modo autenticacion ‘ Usuario comando o usuario central v| Modo empleado para autenticar atributos de usuario con el empleo del perfil de FlexC

Nombre usuario comando ‘FlexC | Nombre del usuario del perfil del comando

Clave comando ‘ioooc | Clave del usduario del perfil del comando

A/ en vive
Modo ANV en vivo [Deshabilit v

Seleccion opciones ANV en vivo

Filtro comando
Habilit. comando Comando registro
Comandos sistema
Ver sumario central SPC
Establecimiento fecha y hora sistema

Permiso acceso al {écnico

JEEE
JRRO

Permiso acceso al fabricante

Introduzca un Nombre para identificar el perfil de comandos.

Seleccione un Modo de autenticacion (Usuario de comandos o Usuario de central, Usuario de
comandos unicamente o Cualquier usuario de central) del menu desplegable.

AVISO: El Nombre de usuario de comandos por defecto habilita un usuario
sin necesidad de configuracién adicional que habilita el control rapido y
sencillo de la central desde SPC Com XT. Habilita una gran cantidad de
comandos. Por ejemplo, el usuario de comandos por defecto puede establecer
todas las particiones o zonas de control. Para un control mas estricto, por
ejemplo, para permitir unicamente el armado de ciertas particiones, puede
configurar un perfil de comandos personalizado con un conjunto de derechos
definido. No puede borrar el Perfil de comandos por defecto, el Perfil de
comandos de portal por defecto o un perfil de comandos asignado a un
ATS.

Introduzca el nombre del usuario de perfil de comandos en el campo Nombre de usuario de
comandos. Esto debe coincidir con el Nombre de usuario de autenticaciéon en SPC Com
XT.

Introduzca la clave del perfil de comandos en el campo Clave de comandos. Esto debe
coincidir con el campo Cédigo PIN de usuario o clave en SPC Com XT.

Seleccione el Modo de transmision en vivo (Deshabilitado, Sélo tras alarma, Siempre
disponible, Sistema en armado total) para determinar las opciones de privacidad de transmision.
Siempre disponible genera la mayor cantidad de datos.

Debajo de Filtro comandos, seleccione los comandos que habilitara. Para acceder a la lista
completa de comandos, consulte Comandos FlexC en la pagina 422.

Seleccione los comandos que registrara.
Haga clic en Guardar.
Haga clic en Atras para ver el perfil de comandos en la tabla Perfiles de comandos.

Para cambiar un perfil de comandos, haga clic en el boton Editar (icono de lapiz) junto al perfil de
comandos.

17.11.3 Generacion de informes

Esta seccion abarca:

« Central de recepcion de alarmas (CRA) en la pagina siguiente

« Configuracion EDP en la pagina 351
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« Configuracion del protocolo CEI-ABI en la pagina 359

17.11.3.1 Central de recepcién de alarmas (CRA)

La central SPC ofrece la posibilidad de comunicar informacion a una estacion receptora remota cuando
tiene lugar una incidencia de alarma especifica.

Estas centrales de recepcion de alarmas deben estar configuradas en la central para que pueda funcionar
la comunicacion remota.

Anadir/Editar una CRA mediante el uso de SIA o CID

Requisito previo

[¢]

1.

Esta instalado un médem GSM o RTB y funciona correctamente.
Seleccione Comunicaciones > Informes > CRA analégica.
Se mostrara la siguiente pagina:

Comunicaciones FlexC Transmision PC Tools

CRA analdgica EDP CEIABI

ID Abonado Nombre Ultima marcacion Ultimo estado de marcacion Llamadas de test Hora llamada test Reg Editar Borrar
f1 e = = @ =
22 e = - ..
sr e e - = = &=

Haga clic en el boton Médem1/2 para realizar una llamada de test ala CRA desde el médem 1 o el
modem 2.

Haga clic en el boton Registro para recibir un archivo de registro. Se mostrara una pagina con los
registros de todas las llamadas de test automéaticas y manuales.

Para afiadir o editar una CRA, haga clic en Ahadir.
—0-
Haga clic en Editar.

Se mostrara la siguiente pagina.

Comunicaciones Transmision PC Tools
CRA analogica CEI-ABI
Aniadir CRA
Nombre [ ] Identificacion CRA
Abonado Numero abonado
Protocolo SIA d Protocolo de comunicacion
Prioridad Prioridad CRA
Nimero 1 |:| Nimero teléfono 1
Nimero 2 l:l Numero teléfono 2
Intent.marcacion Nimero intentos marcacion para conectar con el receptol
Retardo marcacion l:l E.}e_tagrgg] (seg) entre intentos sucesivos de marcacion
Llamadas de test Periodo de llamadas automaticas de test
O Todos los transmisores han de ser verificados
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5. Configure los campos tal como se describe en la siguiente tabla.

Descripcion

Cad.
abonado

Protocolo

Prioridad

Numero 1

Numero 2

Intentos de
marcacion

Retardo de
marcacion

Intervalo de
marcacion

Llamadas
de test

Test todo

Introduzca la descripcion de la central de recepcion de alarmas remota.

Introduzca su nimero de abonado. Esta informacién debe estar disponible
desde la estacion de recepcidn y se utiliza para identificarlo cada vez que
realiza una llamada a la CRA.

Para un abonado de Contact ID, se permite un maximo de 6 caracteres.

Introduzca el protocolo de comunicacion que pretende usar (SIA, SIA
extendido, Contact ID, Formato rapido).

Nota: EI SPC admite el protocolo SIA extendido. Seleccione este protocolo
para brindar descripciones textuales adicionales de las incidencias de SIA
enviadas a la central de recepcion de Alarmas.

Seleccione la prioridad para la CRA en términos de presentacion de informes
primarios o de respaldo.

Introduzca el primer nimero que se debe marcar para contactar con la CRA.
Este sistema siempre intentara contactar con la CRA marcando este nimero
antes de intentar con otro.

Introduzca el segundo nimero que se debe marcar para contactar con la
CRA. El sistema solo intentara contactar con la CRA mediante este numero
si el primer numero de contacto no pudo establecer con éxito una llamada.

Introduzca la cantidad de veces que el sistema intentara realizar una llamada
al receptor. (por defecto, 8)

Cantidad de segundos de retardo entre intentos fallidos de marcacién (0-
999).

Introduzca la cantidad de segundos de retardo entre intentos fallidos de
marcacion. (0-999)

Habilite una llamada de test al seleccionar un intervalo de tiempo. Esto
enviara una llamada de test automatica desde el médem 1 ala CRA
principal.

Marque esta casilla si también desea iniciar una llamada de test automatica
desde el médem 2 ala CRA de respaldo.

6. Haga clic en el boton Aihadir para introducir estos detalles en el sistema.

Aparecera una lista de abonados de CRA configurados en el navegador junto con la informacién
del abonado, la descripcién, el protocolo, el estado de marcacion y la fechay la hora de la Ultima
llamada ala CRA.

© Vanderbilt 2019

349 ABV10276963-e
11.2019



SPC4xxx/5xxx/6xxx — Manual de instalacion y configuracion Programacion de técnico a través del navegador

Editar un filtro de CRA mediante el uso de SIA o CID

Para configurar las incidencias en el SPC que activaran la llamada a la CRA:

1. Seleccione Comunicaciones > Informes > CRA analégica > Editar > Filtro.

Se mostrara la siguiente pagina:

Comunicaciones Transmision PC Tools
CRA analogica CEI-ABI
TXaCRA
Alarmas 3] Alarmas
Reposicion alarma ™ Reposicion alarmas
Alarma confirmada ™ Alarmas confirmadas
Abortar alarma O Alarma abortada
Fallos/Tampers ™ Fallos y tampers
Repos.fallo ™G] Reposicion fallo o tamper
Armado O Armado y desarmado
Prematuro/tarde O Armado y/o desarmado fuera de hora
Inhibiciones/aislamientos O Inhibiciones y aislamientos
Incidencias puertas O Incid.control acceso puertas
Otras O Todos los demas tipos de incidencias
Red Ethermnet O Incidencias red IP
Particiones Wl 1: Area 1 W 2 Vault W 3 Commercial ¥l 4: Reception

2. Configure los siguientes campos:

Marque las casillas que correspondan si desea iniciar una llamada remota a la CRA para notificar de
laincidencia en particular.

Alarmas Se activan las alarmas.

Restauraciones Se restauran las alarmas del sistema.

de alarmas

Alarmas
confirmadas

Alarmas confirmadas en multiples zonas

Aborto de Incidencias de abortos de alarmas. Se abortan las alarmas cuando se

alarmas introduce un cédigo de usuario valido en el teclado luego de una alarma
confirmada o no confirmada,

Fallos Se activan los fallos y los tampers.

Restauraciones
de fallos

Se restauran las alarmas de fallo o tamper.

Configuracion El sistema se arma o desarma.

Prem./tarde Armado y desarmado no programado del sistema.
Inhibiciones Se realizan operaciones de inhibicion y de aislamiento en el sistema.

Incidencias de
puerta

Se activan las incidencias de puerta. Solo funciona con el protocolo SIA.
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Otros Se detectan todos los otros tipos de incidencias en el sistema.
Red Informar incidencias de polling arriba/abajo de red IP.
Particiones Seleccione las particiones especificas a las que se aplican las incidencias
mencionadas anteriormente.

(i

Si se agrega un Centro de recepcion de alarmas (CRA) para cada area definida en el sistemay se
programa cada una para que informe a su propio receptor CRA independiente, el sistema puede
asimilarse a uno de tipo multiple ya que se asigna un alto grado de autonomia a cada area.

Editar un filtro de CRA mediante el uso de Formato rapido

Para configurar las incidencias en el SPC que activaran la llamada a la CRA cuando el protocolo
seleccionado sea Formato rapido:

1. Seleccione Comunicaciones > Informes > CRA analdgica > Editar > Filtro.

Aparecera una lista de ocho canales junto con las condiciones de alarma que pueden
programarse para cada canal.

2. Seleccione las condiciones de alarma para cada canal segun sea necesario. Para ver una
descripcion de cada una, consulte Tipos de salidas y puertos de salida en la pagina 247.

3. Desde el menu desplegable Alcance, seleccione Sistema o la particion especifica a la que
aplicara la configuracion seleccionada.

4. Haga clic en el botén Test ubicado junto al primer canal para comprobar la activacion de la
alarma.

El icono de bombilla de luz se encendera.

5. Espere aproximadamente cinco segundos y vuelva a hacer clic en el boton Test para el mismo
canal. Esto envia unarestauracion de canal ala CRA, y el icono de la bombilla de luz se
apagara.

6. Continte con el test de los otros canales.

17.11.3.2 Configuracion EDP

El sistema ofrece la posibilidad de transmitir informacion al servidor SPC Com de forma remota
utilizando el protocolo propio de Vanderbilt, el Protocolo de Datagrama Mejorado (Enhanced Datagram
Protocol o EDP). Configurando correctamente el receptor EDP en el sistema, puede programarse para
realizar llamadas de datos automaticamente al servidor SPC Com en una ubicacion remota siempre
que se produzcan incidencias como activaciones de alarmas, tampers o armados/desarmados. El
técnico puede configurar el sistema para realizar llamadas a un servidor remoto a través de las
siguientes rutas:

« RTB (Se requiere médem RTB)
« GSM (Se requiere médem GSM)
« Internet (Interfaz Ethernet)

Siusalared RTB, asegurese de que el médem RTB esté bien instalado y que funcione correctamente,
y que haya una linea RTB conectada a los terminales A y B del médem RTB.

Si utiliza una red GSM, asegurese de que el médulo GSM esté bien instalado y que funcione
correctamente. Se puede realizar una conexion IP a través de Internet a un servidor con una direccion
IP publica fija.
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Si se requiere una conexion IP, asegurese de que la interfaz Ethernet esté correctamente configurada
(consulte Interfaz Ethemet en la pagina 183) y que el acceso a Internet esté habilitado en el router.

Agregar un receptor EDP

1. Seleccione Comunicaciones > Informes > EDP.

Se mostrara la siguiente pagina:

Comunicaciones FlexC Transmision PC Tools

CRA analbgica CEI-ABI

1D Receptor Nombre Estado de red Estado de marcacion Ultima marcacion Test Editar Borrar

1 2 EDF2 Fallo NIA Ningun. |:| |:| |:|

Actualizar H Config. || Afiadir |

®
l Max. Se pueden agregar ocho receptores al sistema SPC.

2. Hagaclic en el boton Anadir.

Se mostrara la siguiente pagina.

Comunicaciones yiH Transmision PC Tools

CRA analogica CEI-ABI
Anadir CRA

Nombre |:| Nombre CRA
ID CRA SPC Com |:| Nimero CRA con protocolo EDP

3. Consulte la tabla a continuacion para obtener mas informacion.

Descripcion Introduzca una descripcion del receptor.

Num.ID CRA  Introduzca un nimero Unico que utilizara el EDP para identificar al receptor.

Consulte también

Editar la configuracion del receptor EDP en la pagina opuesta
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Editar la configuracion del receptor EDP

1. Seleccione Comunicaciones > Informes > EDP > Editar.

Se mostrara la siguiente pagina.

Comunicaciones Transmision PC Tools
CRA analdgica CEI-ABI
TX a SPC Com
Nombre EDP2 Nombre CRA
Nimero CRA con protocolo EDP

1D CRASECCom {1- 099997)

Version EDP Wersion protocolo EDP para esta CRA
Seguridad

C.remoto SPC Com [ Control remoto permitido desde SPC Com

Cambio cod.usuarios | & Permitido desde SPC Com

Teclado virtual O Permitido desde SPC Com

AN en vivo [Sdlo tras incidencia alarma Vv Seleccion opciones AV en vivo

Encriptacion O Encriptacion datos desde y hacia SPC Com
Red Ethernet

TXIP O Transmisién indidencias por IP via router/GPRS
TX alternativa a SPC Com

TX RTB/GSM o GPRS O Transmision incidencias por RTB/GSM o GPRS a SPC Com
Incidencias

2. Configure los campos tal como se describe en la siguiente tabla.

Descripcion Edite el nombre del receptor EDP si es necesario. Utilice 16 caracteres
COmoO Maximo.

NUm.ID CRA Edite el ID CRA SPC Com del EDP. El rango va del 1 al 999997 (999998 y
999999 estan reservados para fines especiales).

Versioén Seleccione la versiédn del protocolo EDP que utilizara con este receptor
protocolo EDP. Las opciones son Version 1 o Version 2. Si el receptor la admite, se
recomienda la versién 2, ya que es un protocolo mas seguro.

Compatible (Estandar Vds solo)

VdS 2471 Si se selecciona esta opcion, el receptor EDP impondra los siguientes
ajustes para ese receptor:

o Intervalotest8s

« Protocolo TCP impuesto

« Los reintentos de TCP fallaran después de 10 s (9 s aprox.)

« Los reintentos de incidencia EDP estan ajustados en 1
independientemente del ajuste global de «kNUm. méximo intentos» en
«Configuracion TX EDP».

« Antes de 20 s a partir del fallo de red se generara un FTC.
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Seguridad
Habilitacion
comandos

Cambiar
codigos PIN
de usuario

Habilitar
cifrado

Clave cifrada

Teclado virtual

Transmision
en vivo/ modo
de transmision

Marque esta casilla para permitir que se acepten comandos desde el
receptor.

Marque esta casilla para permitir el cambio de cddigos PIN de usuario
desde una ubicacién remota. Esta funcion es aplicable solo si se habilitan
los comandos desde el receptor.

Marque esta casilla para habilitar el cifrado de datos desde y hacia el
receptor.

Introduzca una clave hexadecimal (max. 32 digitos) que se utilizara para
encriptar los datos.

Nota: Se requerira el uso de la misma clave para el receptor.

Habilita el acceso a la central con un teclado virtual, es decir, un modulo
de software para PC que parece y funciona como un teclado SPC. Esta
disponible con el cliente SPC Com.

Especifica cuando esta disponible la transmisién de audio y video en vivo.
Las opciones son Nunca, Siempre y Solo después de una alarma. La
opcién por defecto es ‘Solo después de una alarma’.

Nota: Esta configuracion tiene obvias implicancias de privacidad y, por lo
tanto, debe habilitarse unicamente cuando sea apropiado y conforme a las
leyes y regulaciones locales.

Red (sdlo aplicable a la conexién Ethernet)

TXIP

Protocolo
Ethernet

Direccion ID
CRASPC
Com

Puerto IP del
receptor

Siempre
conectado

Central
maestra

Intervalo test

Inicio test

Generar fallo
red

Marque esta casilla para permitir que se informe de incidencias a través de
la red.

Seleccione el tipo de protocolo de red para el receptor. Las opciones son
UDP y TCP. Si el receptor lo admite, se recomienda TCP.

Introduzca la direccién IP del receptor.

Introduzca el puerto IP desde el cual el receptor EDP escucha.

Si esta opcidn esta habilitada, la central mantendra una conexion
permanente al receptor. Si esta deshabilitada, la central solo se conectara
al receptor tras una incidencia de alarma.

En caso de estar habilitada esta opcion, la central sera maestra de los
mensajes de polling. Solo aplicable a conexiones UDP.

Introduzca el nimero de segundos entre los tests.

Introduzca el nimero de tests que deben faltar antes de que se registre un
fallo de conexion de red. Solo aplicable a conexiones UDP.

Sifalla el test, se generara una alerta de fallo de red.
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Conexioén telefénica (sélo aplicable a la conexion de médem GPRS)

Habilitacion
de acceso
telefénico

Tipo de
llamada

Protocolo
GPRS

Direccion
GPRS

Puerto GPRS

Tiempo de
espera para
colgar de
GPRS

Conexion
automatica de
GPRS

Acceso
telefénico con
fallo de red

Intervalo de
TX alternativa
aSPC Com 1*

Intervalo de
TX alternativa
aSPC Com 2*

Direccion de
red*

Numero de
teléfono*

Numero de
teléfono 2*

Eventos

Receptora
primaria

Marque esta casilla para informar las incidencias a través de una conexiéon
de acceso telefénico.

Seleccione el tipo de llamada que se utilizara cuando esté habilitado el
acceso telefonico. Seleccione GPRS.

Seleccione el protocolo de capa de transporte que se utilizara con la
conexion GPRS. Las opciones son UDP o TCP. Solo aplicable si el tipo
de llamada es GPRS.

Introduzca la direccién IP del receptor EDP para las conexiones GPRS.
Solo aplicable si el tipo de llamada es GPRS.

Introduzca el puerto desde el cual el receptor EDP escucha para las
conexiones GPRS. Las opciones son UDP o TCP. Solo aplicable si el tipo
de llamada es GPRS. Por defecto es 50000.

Introduzca la cantidad de tiempo en segundos tras la cual la llamada
GPRS debe colgar. (0 = mantener la conexion hasta que se active la
conexion IP)

Marque esta casilla para realizar automaticamente una llamada GPRS al
servidor si se produce un falloenlared IP.

Marque esta casilla para informar los fallos de red en una llamada de test
mediante conexion telefonica.

Introduzca la cantidad de minutos entre llamadas de test mediante
conexion telefénica cuando el enlace de la red esta activo.

Introduzca la cantidad de minutos entre llamadas de test mediante
conexion telefénica cuando el enlace de la red esta inactivo.

Introduzca la direccidn IP del receptor. Esto solo se requiere si la conexion
al receptor EDP se realiza a través de una interfaz Ethernet. Si utiliza uno
de los médems integrados, deje este campo en blanco.

Introduzca el primer numero de teléfono al que debe marcar el médem para
contactarse con el receptor.

Introduzca el segundo nimero de teléfono al que debe marcar el médem en
caso de que no se pueda establecer una llamada al marcar el primer
namero.

Marque esta casilla para indicar que este es el receptor principal. Si no
esta marcada, este es un receptor de respaldo.
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Reencolar Marque esta casilla si las incidencias que no pudieron ser informadas

incidencias deben ser reencoladas para la transmision.

Verificacion Marque esta casilla si se debe enviar la verificacion de audio/video a este
receptor.

X Haga clic en este botdn para editar las incidencias de filtro que activaran

Incidencias una llamada de EDP. Consulte Editar la configuracion de filtros de
incidencias abajo.

jmmie

* En esta version, no se admite la marcacion EDP a través de RTB.

Consulte también

Configuracion de SMS en la pagina 216

Editar la configuracién de filtros de incidencias

1. Seleccione Comunicaciones > Informes > EDP > Editar > Filtro.

Se mostrara la siguiente pagina.

Comunicaciones Transmision PC Tools
CRA analdgica CEI-ABI
TX a CRA
Alarmas [ Alarmas
Reposicion alarma [ Reposicidn alarmas
Alarma confirmada [« Alarmas confirmadas
Abortar alarma O Alarma abortada
Fallos/Tampers [ Fallos y tampers
Repos.fallo [ Reposicién fallo o tamper
Estado de zona O Cambios estado zonas
Armado O Armado y desarmado
Prematuro/tarde O Armado y/o desarmado fuera de hora
Inhibiciones/aislamientos O Inhibiciones y aislamientos
Incidencias puertas O Incid.control acceso puertas
Otras O Todos los demas tipos de incidencias
Otros (no estandar) O Codigos SIA no estandar en SPC Com XT
Red Ethernet O Incidencias red IP
Particiones & 1: Area 1 & 2 vault

& 3: Commercial

& 4: Reception

2. Configure los campos tal como se describe en la siguiente tabla.

Marque las casillas que correspondan si desea iniciar una llamada remota a un receptor EDP para

notificar una incidencia en particular.

Alarmas

Se activan las alarmas.
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Restauraciones
de alarmas

Alarmas
confirmadas

Aborto de
alarmas

Fallos

Restauraciones
de fallos

Estado de zona
Configuracion
Prem./tarde
Inhibiciones

Incidencias de
puerta

Otros

Otro (no
estandar)

Red

Particiones

Se restauran las alarmas del sistema.

Alarmas confirmadas en multiples zonas

Incidencias de abortos de alarmas. Se abortan las alarmas cuando se
introduce un cadigo de usuario valido en el teclado luego de una alarma
confirmada o no confirmada,

Se activan los fallos y los tampers.

Se restauran las alarmas de fallo o tamper.

Informa todos los cambios de estado de entrada de zona.

El sistema se arma o desarma.

Armado y desarmado no programado del sistema.

Se realizan operaciones de inhibicidn y de aislamiento en el sistema.

Se activan las incidencias de puerta. Solo funciona con el protocolo SIA.

Se detectan todos los otros tipos de incidencias en el sistema.

Cadigos SIA no admitidos utilizados con SPC COM XT, incluyendo
incidencias de camara en linea/fuera de linea.

Informar incidencias de polling arriba/abajo de red IP.

Seleccione las particiones especificas a las que se aplican las incidencias
mencionadas anteriormente.
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Editar la configuracién de EDP

1. Seleccione Comunicaciones > Informes > EDP > Configuracién.

Se mostrara la siguiente pagina.

Comunicaciones xC Transmision PC Tools

CRA analbgica CEI-ABI
Config.TX EDP

Habilit. Transmision con protocolo EDP habilitada
= Numero identificacion
Cadigo abonado 000 {1-099997 )
Puerto UDP escucha ACK abonado (SPC o router).
Puerto SPC 0000 (1-65535)
Limite de tamario del 240 Tamafio maximo paguete EDP para su transmision
paquete (500 - 1440 )
TreintTXIP Tiempo (seg.) entre TX de reintentos por IP

{1-108)

Reintentos TX IP Numero maximo reintentos TX IP (5 a 199).
(0-199)

Intent.marcacion Mumero maximo marcaciones RTE ante fallos
(1-199)

Tiempo espera (seg.) nueva marcacion tras cada fallo previo

Retardo marcacion RTPC {1-198)

o — — — — (53] — I:l
(=] (= (=] (=

Tiempo (seg.) fin marcacion al alcanzar n® maximo de intentos (0: Sin limite)
(0-999999 )

=
co
(=]

Fin intentos marcacion

Opciones registro incidencias

Estado comunicaciones O Registro cambios disponibilidad comunicaciones
Comandos EDP O Reqgistro comandos ejecutados con EDP
Incidencias AV O Registro incidencias verificacion audiofvideo

2. Configure los campos tal como se describe en la siguiente tabla.

Habilitar Marque esta casilla para habilitar el funcionamiento de EDP en el sistema.

ID dela Introduzca el identificador numeérico que utiliza el receptor EDP para identificar la
centralde central de forma Unica.
EDP

Puerto IP  Seleccione el puerto IP para recibir los paquetes IP. Por defecto es 50000.

Limitede Introduzca la cantidad méaxima de bytes en un paquete de EDP para su
tamafode transmision.
paquete

Tiempo de Introduzca el periodo de tiempo de espera (en segundos) entre retransmisiones de
esperade incidencias no reconocidas.
incidencia

Conteode Introduzca la cantidad maxima de retransmisiones de incidencias permitidas por
reintentos el sistema.

Intentos Introduzca la cantidad maxima de intentos de marcacion fallidos aceptados por el
de sistema antes de que se bloquee el médem (para evitar que continden los intentos
marcacién de marcacion). El periodo de bloqueo se define en la opcién Bloqueo de
marcacion.
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Retardo Introduzca el periodo de tiempo (en segundos) que esperara el sistema antes de
de volver a marcar tras una falla de intento de marcacion.
marcacion
Bloqueo Introduzca el periodo de tiempo (en segundos) que el sistema suspendera la
de marcacion cuando se alcance la cantidad maxima de intentos de marcacion
marcacion fallidos. Introduzca el valor ‘0’ para que los intentos de marcacion sean continuos.

Opciones de registro de incidencias

Estado de comunicaciones Registrar toda la disponibilidad de comunicaciones.

Comandos EDP Registrar todos los comandos ejecutados a través de EDP.

Incidencias de A/V Registrar cuando se envian al receptor incidencias de verificacion de
audio/video.

Transmision de A/V Registrar el inicio de transmisiones de audio/video en vivo.

Uso de teclado Registrar cuando se activa el teclado remoto.

17.11.3.3 Configuracién del protocolo CEI-ABI
1. Seleccione Comunicaciones > Informes > CEI-ABI.

Se mostrara la siguiente pagina:

Comunicaciones Protocolo FlexC @ TX a CRAs Software SPC

CRA analégica Protocolo EDP Protocolo CEI-ABI

Configuracién protocolo CEI-ABI (sélo Italia)

Habilit. 0 Soporte CEI-ABI

Modo conexién ) cliente. La central conectara con receptor CEI-ABI

'@ servidor. La central escuchara para conectar

Servidor IP 0.0.0.0 Direccion TCP/IP receptor CEI-ABI (sélo necesario en modo cliente)
Puerto servidor 4001 Puerto TCP/IP

Direccién fisica 1 Direccion fisica CEI-ABI de |a central

Direccion légica 1 Direccion logica CEI-ABI de la central

2. Configure los campos tal como se describe en la siguiente tabla.

Habilitar Marque esta casilla para habilitar el soporte CEI-ABI.
Modo « Seleccione Cliente para conectar la central al receptor CEI-ABI.
conexioén

« Seleccione Servidor para habilitar a la central a escuchar conexiones.

Servidor IP Si selecciona Cliente para el Modo de conexidn, introduzca la direccién
TCP/IP del receptor CEI-ABI.

Puerto del Introduzca un puerto IP para el servidor.
servidor
Direccion Introduzca una direccion fisica para el CEI-ABI en la central.
fisica
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Direccién Introduzca una direccion légica para el CEI-ABI en la central.
I6gica

17.11.4 Herramientas del PC

Esta seccion abarca:
« SPC Connect PRO abajo

o SPC Manager abajo
17.11.4.1 SPC Connect PRO

SPC Connect PRO es una aplicacion de escritorio disefiada para brindar asistencia técnica para la
instalacién y el mantenimiento de los sistemas SPC. Si usa SPC Connect PRO, puede crear
instalaciones y configurarlas antes de llegar al lugar. La herramienta puede utilizarse en conjunto con el
servicio en la nube SPC Connect para conectarse de forma remota a sitios y brindar asistencia técnica.

1. Seleccione Comunicaciones > Herramientas del PC > SPC Connect PRO.

2. Configure los campos tal como se describe en la siguiente tabla y, luego, haga clic en Salvar.

SPC Marque esta casilla para permitir que SPC Connect PRO se conecte a la central.
Connect
PRO

Ethernet Marque esta casilla para permitir que SPC Connect PRO se conecte a través de
Ethernet.

Puerto  Introduzca el puerto TCP en el que la central escucha conexiones entrantes desde
TCP SPC Connect PRO.

USB Marque esta casilla para permitir que SPC Connect PRO se conecte a través de
USB.

Serie1  Marque esta casilla para permitir que SPC Connect PRO se conecte a través de un
(X10) puerto serie 1 (X10).

Mdédem  Marque esta casilla para permitir que SPC Connect PRO se conecte a través del
1 modem 1.

17.11.4.2 SPC Manager

La configuracion del modo de SPC Manager determina el nimero de digitos para cédigos PIN de usuarios
y, por lo tanto, el nimero de cédigos PIN disponibles en un sistema global controlado por SPC Manager.

Modo41: cddigo PIN de 4 digitos que habilita a 1.000 de usuarios globales
Modo51: codigo PIN de 5 digitos que habilita a 10.000 de usuarios globales
Modo61: codigo PIN de 6 digitos que habilita a 100.000 de usuarios globales
Modo71: codigo PIN de 7 digitos que habilita a 1000,000 de usuarios globales
Modo81: cddigo PIN de 8 digitos que habilita a 10.000.000 de usuarios globales

Cuando se configura un modo de SPC Manager, se afiaden ceros adicionales delante de los cédigos PIN
de usuario existentes de 4 o 5 digitos, modificandose asi el cédigo PIN para su uso global. Por ejemplo, si
se selecciona el Modo71: PIN de 7 digitos, se afiaden 3 ceros a los codigos PIN de 4 digitos, y el PIN
2222 se convierte en 0002222.
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Para configurar el modo SPC Manager:

1. Seleccione Comunicaciones > Herramientas del PC > SPC Manager.

Comunicaciones Transmision PC Tools

SPC Pro/SPC Safe SPC Manager Mantenimiento remoto
SPC Manager

Estado SPC Manager made usuario global

Estado 41: 4-Digitos PIN
Estado 51: 5-Digitos PIN

Estado 61: 6-Digitos PIN
Estado 71: 7-Digitos PIN

Estado 81: 8-Digitos PIN

2. Seleccione el modo de usuario global de SPC Manager en la lista desplegable.
3. Hagaclic en el botén Salvar.

El modo no se puede salvar si hay un conflicto entre un cédigo PIN de usuario local existente y
otro cddigo PIN de usuario en el sistema global. En ese caso se muestra un mensaje de error de
«Cddigo PIN no vélido».

4. Haga clic en el botdn correspondiente para borrar el cédigo PIN y salvar el nuevo modo, o
cambie el codigo PIN por el nuevo codigo PIN generado aleatoriamente que se muestray, a
continuacién, salve el nuevo modo.

AVISO: Los modos de SPC Manager no se pueden modificar si existen usuarios globales en el
sistema.

[

17.12 Operaciones de archivos

Para realizar operaciones en los ficheros y en la configuracion de la central:
« Seleccione Archivo.

Apareceran las siguientes pestafas:

Actualizado Opciones para actualizar el firmware del controlador y los periféricos, asi
como el idioma en la central. Consulte Operaciones de actualizacién de
archivos en la pagina siguiente.

Gestion Opciones para gestionar el archivo de configuracién del sistemay cargary
fichero descargar datos de usuarios desde y hacia la central. Consulte Operaciones
del Gestor de archivos en |la pagina 366.

Audio Cargar un archivo de audio en el SPC. Haga clic en Buscar y luego haga clic
en Cargar para anadir el archivo de audio al SPC. Después de la carga, haga
clic en el botdn Test para validar el archivo de audio.

Default Se restaura el sistema SPC a la configuracion por defecto de fabrica.

jAVISO! La direccion IP para conectarse con la interfaz web se
mantiene después de restaurar los valores por defecto de fabrica
desde la pagina web.

Reset Se reinicia la central.

Politicade  Esta pestafia resume la configuracion para los ajustes de sus productos SPC
textos en funcion de la Region, el Grado y el Tipo seleccionados.
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17.12.1 Operaciones de actualizacion de archivos

Para actualizar el firmware y los idiomas en el sistema:
« Seleccione Archivo > Actualizar.

Aparecera la siguiente pagina:

Actualiz.firmware Gestion fichero Gestion pagina Web Audio Programador rapido Por defecto

Operaciones de actualizacion de central

Version actual: 3.6.0 - RC.18388

Actualizacién firmware central

Actualiz fimwg Fichero: Browse...

Actualizacién firmware periferico

Fichero: Browse...

Actualizacién fichero idioma

Actualiz firmws Fichero: Browse.

Consulte también

Opciones en la pagina 267
17.12.1.1 Actualizar el firmware

. AVISO: Pararealizar operaciones de actualizacion de firmware, se necesita acceso de fabricante;
l cuando esta habilitado, se pueden completar las actualizaciones de firmware tanto del controlador
como de los periféricos. Consulte Opciones en la pagina 267.

El firmware para SPC esta incluido en dos archivos por separado:
« Archivo de firmware del controlador

Solamente contiene el firmware para las CPU del controlador. EI nombre de archivo tiene la
extension *.fw.

« Archivo de firmware de periféricos

Contiene el firmware para los nodos X-BUS, médem PSTN, médems GSM y el Transceptor
SPCW120. El nombre de archivo tiene la extension *.pfw.

Los dos archivos se actualizan por separado.

AVISO: Se recomienda actualizar el firmware de todos los periféricos tras una nueva actualizacion
del firmware del controlador.

Aviso: Puede actualizar el firmware con el teclado.
Firmware del controlador

Para actualizar el firmware del controlador en el sistema:
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1. Seleccione la opcidon Operaciones de actualizacién de central en la pestafia Fichero.

Aparecera la siguiente pagina:

Actualiz.firmware Gestion fichero Gestion pagina Web Audio Programador rapido Por defecto Reset

Operaciones de actualizacion de central

Version actual: 3.6.0 - RC.18382

Actualizacién firmware central

Actualiz fimwg Fichero: Browse

Actualizacién firmware periferico

Actualiz firmwg  Fichero: Browse...

Actualizacion fichero idioma

Actualiz firmwg Fichero: Browse...

2. Seleccione el fichero de firmware para actualizar haciendo clic en el boton Browse (examinar)
para elegir la opciéon adecuada, seleccionando a continuacion el fichero de firmware necesario, y
haciendo clic en el botdn de Actualizado correspondiente.

Se muestra una pagina de confirmacién.

3. Haga clic en el botén Confirmar para aceptar la actualizacion a la nueva version del firmware
del controlador.

Cuando se actualice el firmware del controlador, el sistema mostrara un mensaje para indicar
que el sistema se esta reseteando. Debe iniciar sesion en el sistema nuevamente para continuar
la operacion.

ADVERTENCIA: Siinstala una version anterior del firmware del controlador, el sistema
restablecera todos los ajustes ala configuracion por defecto. Asimismo, cuando se instala una
version anterior de firmware, es importante instalar la version anterior correspondiente del
firmware de los periféricos; de lo contrario, las zonas podrian aparecer desconectadas, abiertas o
cerradas.

ADVERTENCIA: Si se actualiza desde una version de firmware anterior a la 3.3, tenga en cuenta
lo siguiente:

- La clave web del técnico, si estaba configurada, se borra, por lo que debe volver a introducirse
tras la actualizacion.

- Todos los usuarios existentes se asignaran a perfiles de usuario nuevos correspondientes a sus
niveles de acceso de usuario previos. Si se sobrepasa el nimero maximo de perfiles de usuarios,
no se asignara ningun perfil (consulte AAadir/Editar perfiles de usuario en la pagina 211). Revise
toda la configuracion de usuario tras actualizar el firmware.

- EI'ID de técnico por defecto cambia de 513 a 9999.

Actualizacion de firmware de periféricos

Actualice el firmware de los periféricos mediante el mismo procedimiento utilizado para actualizar el
firmware del controlador.
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El archivo de firmware de periféricos solo se almacena temporalmente en el sistema de archivos. Cuando
se carga el archivo de firmware de un periférico nuevo, se muestran las versiones actual y nueva de cada
periférico y del médem como se indica a continuacion:

Actualiz.firmware Gestion fichero Gestion pagina Web Audio Programador rapido Por defecto Reset

Actualizacion periférico
Méd.exp.X Bus
D Tipo Num.serie Version actual Actualizar version Cambio
1 E/S[8 Zona / 2 Salida] 11327907 1.11 [07AUG13] 1.11 [07TAUG13] déntico
2 Audio [4 Zona] 1434900 1.03[13MAR13] 1.03 [13MAR13] déntico
3 Audio [4 Zona / 1 Salida] 37070907 1.03[13MAR13] 03 [13MAR13] déntico
4 Via radio 489907 1.11 [07AUG13] 1.11 [07TAUG13] déntico
5 E/S analizada [8 Zona / 2 Salida] 165074801 2.00 [09Apr14] - déntico
1 DC-2 [4 Zona / 2 Salida] 195309801 2.00 [0TAPR14] Idéntico
8 E/S [8 Salida] 443007 1.11 [07AUG13] Idéntico
T Llave desarmade [1 Salida] 226593801 1.01 [11NOV10] 1.01 [11INOV10] Idéntico
3 Indicador [1 Zona] 223387801 1.03 [13MAR13] 1.03 [13MAR13] Idéntico
1 Tecladoe Confort 227361801 1.02 [13MAR13] 1.02 [13MAR13] déntico
2 Teclado 559907 2.09[13MAR13] 2.09 [13MAR13] déntico
Actualizacién transmisor
Conexion TX Tipo Version actual Actualizar version ‘Cambio
Conesxion TX 1 InteliModem PSTN 2.09 [28MAR14] 2.00 [28MAR14] Idéntico
Conexion TX 2 IntelliModem GSM 3.08 [13NOV13] 3.08 [23Jan14] Actualiz firmwa

» Haga clic en el boton Actualizar para los periféricos que requieran actualizacion, o haga clic en el
botén Actualizar todo para actualizar todos los periféricos.

Si el firmware para el dispositivo periférico en el archivo .pfw es anterior al firmware existente de
este dispositivo, encontrara el boton Retroceso.

Durante la actualizacion, la central comprueba si el firmware en el archivo del periférico admite las
versiones de hardware especificas de los periféricos instalados y no permite la actualizacion de los
periféricos no admitidos.

Si la version del archivo pfw difiere de la version del controlador, aparecera un mensaje de advertencia.

Si el nUmero de version principal del firmware disponible para un dispositivo difiere del nimero de version
principal de un dispositivo existente, aparecera un mensaje de advertencia.

Actualizacion de firmware de la fuente de alimentacién inteligente SPCP355.300
Para actualizar la fuente de alimentacion inteligente SPCP355.300, debe comprobar lo siguiente:

« Laalimentacion eléctrica debe estar conectada.

i

El firmware de la fuente de alimentacién inteligente SPCP355.300 solo se puede actualizar a través
del navegador.

jmie

El procedimiento de actualizacion puede tardar hasta 2 minutos. No realice ninguna otra accion en el
navegador, y apague o reinicie el sistema para completar la actualizacion. Cuando el proceso se haya
completado, aparecera un mensaje.

Consulte también

Afadir/Editar perfiles de usuario en la pagina 211

17.12.1.2 Actualizacion de idiomas

Se puede cargar un fichero de idioma personalizado (*.cIng) en la central.

AVISO: La central debe contar con licencia para usar idiomas personalizados, asi como otros
idiomas.
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Para actualizar los idiomas en el sistema:
1. Seleccione Archivo > Actualizar.

Se mostrara la pagina Operaciones de actualizacion de central.

Actualiz.firmware Gestion fichero Gestion pagina Web Audio Programador rapido Por defecto Reset

Operaciones de actualizacion de central

Version actual: 3.6.0 - RC.18382

Actualizacién firmware central

Actualiz fimwg Fichero: Browse

Actualizacién firmware periferico

Actualiz firmwg  Fichero: Browse...

Actualizacion fichero idioma

Actualiz firmwg Fichero: Browse...

2. Seleccione el fichero de idioma que desee actualizar haciendo clic en el boton Browse
(examinar) para elegir la opcién Actualizacion de fichero de idioma, seleccionando a
continuacion el fichero de idioma necesario, y haciendo clic en el botdn de Actualizado
correspondiente.

Se muestra una lista de los idiomas disponibles en este fichero.

Actualiz.firmware Gestion fichero Gestion pagina Web Audio Programador rapido Por defecto Reset
Actualizacion de idiomas
Versién central 360
Lineas central 4501
Idioma D Tamafio (bytes) Lineas perdidas Version actual Actualizar version Actualiz.firmwyg

Inglés 0 N/A 0 360 360 4

Danés 9 41338 - 360 O

Holandés 13 40637 - 360 |

Finlandés 4 43580 = m 360 O

Flamenco 17 40837 2 = 360 O

Francés 2 44567 L} 360 36.0

Aleman 15 44533 6 360 360

ltaliano . ] 42863 6 360 360

Noruego 3 39819 = 360 O

Polaco 11 44085 - 360 1

Castellano 1 36553 6 360 360

Sueco 7 40418 - k- 360 O

3. Marque la casilla situada junto al idioma que desee instalar.

&
l Se puede instalar un maximo de 4 idiomas.

4. Hagaclic en el boton Actualizacion seleccionada.

Aparece la pagina Confirmar actualizacion idioma, donde se muestran los idiomas que se
estan instalando.

5. Hagaclic en el botén Confirmar.
Se muestra un mensaje indicando si la actualizacion del idioma ha sido satisfactoria o si ha fallado.
Borrado de idiomas
Para borrar idiomas del fichero de idioma:

1. Seleccione el fichero de idioma que desee actualizar haciendo clic en el boton Browse
(examinar) para elegir la opcion Actualizacion de fichero de idioma, seleccionando a
continuacién el fichero de idioma necesario, y haciendo clic en el boton de Actualizado
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4. Haga clic en el boton Confirmar para confirmar los idiomas que se borraran.

correspondiente.

Se muestra una lista de los idiomas disponibles en este fichero.

Desmarque las casillas para cada uno de los idiomas que desee borrar.

Haga clic en el botdn Actualizacion seleccionada.

Se muestra la pagina Confirmar actualizaciéon idioma. Cuando se borra un idioma, la central
borra todos los idiomas y reinstala solo los idiomas requeridos.

Confirmar actualizacion idioma

Ficheros de idioma borréandose:

D Idioma
1 Castellano
2 Francés
3 Italiano
15 Aleman
Ficheros de idioma instalandose:
D Idioma
2 Francés
15 Aleman
3 ltaliano

1 Castellano

Tamaiio (bytes)
Espacio libre (bytes) tras actualizacion

| Cancelar || Confirmar ‘

Actualiz.firmware Gestion fichero Gestion pagina Web

Programador rapido

189148
325964

Version actual
3.6.0
360
3.6.0
3.6.0

Actualizar version
3.6.0
3.6.0
36.0
3.6.0

Por defecto

Consulte /dioma en la pagina 287 para obtener mas informacion sobre cdmo seleccionar en el navegador

los idiomas de la central para ‘Sistema’ y ‘Reposo’.

Consulte Opciones en la pagina 117 para obtener mas informacion sobre como seleccionar en el teclado

los idiomas de la central para ‘Sistema’ y ‘Reposo’.

Consulte también

Idioma en |la pagina 287

17.12.2 Operaciones del Gestor de archivos

Seleccione Archivo > Gestor de archivos.

Se abrira una pagina que muestra los detalles de la configuracién del sistema, el idioma'y los

archivos de rastreo.
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Actualiz firmware Gestion fichero Geslion pagina Web Audio Programador rapido Por defecto

Ficheros sistema

Nombre Tamaiio (bytes) Fecha Borrar

Fichero configuracion sistema 8235 23107114 12:41:53
Backup fichero configuracion 671 07/06112 12:37:01 =]
Fichero idiomas 187471 23007114 0924:45 =
Total usado 196377
Espacio libre 327653

Fichero configuracién sistema

Descarga fichero en el PC, donde puede ser salvado como backup

_ Carga fichero desde PC hacia ceniral

5
Creacion fichero backup ceniral. Puede ser usado para restaurarla en fecha posterior

Restauracion fichero configuracion desde central sobreescribiendo empleado actualmente

Fichero de configuracién del sistema

Para gestionar el fichero de configuracién del sistema estan disponibles las siguientes opciones:

Descargar Descarga un archivo de configuracion del controlador.

Nota: Si aparece un mensaje de error luego de hacer clic en el botén Descargar, debe proceder
como se indica a continuacion:

1. Seleccione Opciones de Internet en el menu Herramientas.
Seleccione la pestafia Avanzado.

Seleccione la casilla No guardar las paginas cifradas en el disco.
Haga clic en Aplicar.

Haga clic en OK.

o o s W N

Vuelva a hacer clic en Descargar.

Cuando descarga un archivo de configuracion, los ajustes de configuracion se guardan en un
archivo .cfg. Luego, puede cargar este archivo para otros controladores y evitar procedimientos de
programacion extensos.

Cargar Carga un archivo de configuracion al controlador.
Respaldo  Guarda una copia de respaldo de la configuracién actual en una memoria flash.

Restaurar Restaura una copia de respaldo de la configuracién actual desde una memoria flash.

Datos de usuarios

Para gestionar datos de usuarios, estan disponibles las siguientes opciones:

Descargar Haga clic en el boton Descargar para obtener los datos de usuarios desde la central. Aparecera un
cuadro de dialogo que le preguntara si desea salvar el archivo users.csv.

Cargar Haga clic en el botén Buscar para Cargar datos de usuarios a la central. Debe ser un archivo con
formato .csv.
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Este capitulo abarca:

18.1 ConexXion R B ... 368
18.2 ConexXioN GSM . 370

18.1 Conexion RTB

Conexiéon RTB

1 PC remoto con navegador
Modem RTB

Red RTB

Linea telefonica

Modem RTB

Controlador SPC

Jpg

N~ o a A~ W DN

Puede acceder al servidor web del controlador mediante una conexién remota a través de una linea
telefénica RTB. Se debe conectar un médulo RTB y una linea RTB al controlador como se muestra
anteriormente para ofrecer acceso remoto al controlador.

Del lado remoto de la conexién, el usuario debe contar con un médem RTB instalado en el PC con acceso
aunalinea RTB.

Para conectar de forma remota el controlador:

1. Instale un médem RTB en el controlador (consulte las instrucciones de instalacion
correspondientes).

2. Conecte lalinea telefénica alos terminales de tornillo A/B del conector en la parte superior del
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modem.

Acceda a la programacién en modo técnico desde el teclado y configure el médem (principal o de
respaldo) para responder a una llamada entrante.

En el teclado, desplacese hasta Modo técnico completo > Comandos > Médems.
Seleccione los siguientes ajustes:

- Habilitar médem: Configurado en habilitado

- Tipo: Muestra el tipo de médem (RTB)

- Coédigo del pais: Seleccione el codigo de pais pertinente (Irlanda, Reino Unido, Europa)

- Modo de respuesta: Seleccione la cantidad de tonos; esto le indica al médem que espere una
cantidad determinada de tonos antes de responder una llamada entrante

- Tonos del méddem: Seleccione la cantidad de tonos que se debe esperar antes de responder la
llamada (max. 8 tonos)

Cree una conexion de acceso telefénico en el PC remoto con el nimero de teléfono de la linea
telefénica conectada al médulo RTB del controlador. A continuacion se muestran las instrucciones
para hacer esto en el sistema operativo Windows XP.

En Windows XP:

1.

Abra el Asistente para nueva conexion navegando hasta Panel de control > Conexiones de red
> Crear nueva conexion (en la pagina Tareas de red).

En la pagina Tipo de conexidn de red, seleccione Conectarse a Internet.
En la pagina Preparando , seleccione Configurar mi conexién manualmente.

En la pagina Conexién a Internet, seleccione Conectar utilizando médem de acceso
telefénico.

En la pagina Nombre de la conexién introduzca el nombre de la conexion, por ejemplo: conexion
remota SPC.

En la pagina Numero de teléfono para discar, introduzca el numero de teléfono de la linea RTB
conectada al médem RTB.

En la pagina Disponibilidad de la conexion, elija si esta conexién estara disponible para todos
los usuarios.

En la pagina Informacidn de cuenta de Internet, introduzca los siguientes datos:
- Nombre de usuario SPC

- Clave: password (por defecto)

- Confirmar clave: password

Se mostrara la pagina Completando el Asistente para nueva conexion.

Haga clic en el botén Finalizar para salvar la conexion de acceso telefonico en el PC.

=

Se debe cambiar el codigo por defecto y se debe tomar nota seguiin corresponda, ya que Vanderbilt no
puede recuperar este cédigo nuevo. En caso de perder el codigo, solo se podran restablecer los
valores por defecto de fabrica, de manera que se perdera la programacion. La programacién se puede
restaurar si hay una copia de respaldo disponible.

Para activar esta conexion de acceso telefonico:

« Haga clic en el icono ubicado en la pagina Panel de control > Conexiones de red.

El PC realizara una llamada de datos ala linea RTB conectada al médulo RTB del SPC.

El médulo RTB del SPC responde a la llamada de datos entrante después del nUmero de tonos
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designado y establece un vinculo IP con el ordenador remoto.

El sistema SPC asigna automaticamente una direccion IP al PC remoto.

Para algunos sistemas operativos Windows, aparecera un cuadro de dialogo sobre la certificacién
de Windows. Vanderbilt considera que es aceptable para continuar. Si tiene mas dudas, péngase
en contacto con el administrador de la red o con un técnico de Vanderbilt.

L]

Para obtener esta direccion IP:
1. Haga clic con el botdn derecho sobre el icono de acceso telefonico.
2. Hagaclic en la pestaria Detalles.
Se mostrara la direccion IP como la direccion IP del servidor.
Introduzca esta direccion IP en la barra de direcciones del navegador y haga clic.

4. Cuando se muestre el icono de conexion de acceso telefénico en la barra de tareas del PC, abra
el navegador e introduzca la direccion IP del SPC.

Se muestra la pagina Inicio de sesién del navegador.

Para configurar una conexion de acceso telefénico en otro sistema operativo, consulte el menu de
ayuda de ese sistema operativo.

[

18.2 Conexion GSM

Conexiéon GSM
1 PC remoto con navegador
2 Modem GSM
3 Modem RTB
4 Red GSM
5 Red RTB
© Vanderbilt 2019 370 ABV10276963-e

11.2019



SPC4xxx/5xxx/6xxx — Manual de instalacion y configuracion Acceso al servidor web de forma remota

6 Antena exterior
7 Moédem GSM
8 Controlador SPC

Puede acceder al servidor web del controlador mediante una conexioén remota a través de la red GSM.
Debe instalarse un médulo GSM (con tarjeta SIM) en el controlador como se muestra anteriormente para
ofrecer acceso remoto al SPC. Se debe activar la opcion de datos de la tarjeta SIM y se debe utilizar el
numero de datos.

En el lado remoto de la conexion, el usuario debe contar con un médem GSM o RTB instalado en un PC
con navegador. Si el médem RTB esta instalado, entonces debe estar conectado a unalinea RTB
funcional.

Para conectar de forma remota el controlador:

1.
2.

Instale un médem GSM en el controlar (consulte las instrucciones de instalacion correspondientes).

Acceda a la programacién en modo técnico completo desde el teclado y configure el médem
(principal o de respaldo) para responder a una llamada entrante.

En el teclado, desplacese hasta el siguiente ment: TECNICO COMPLETO > COMUNICACION >
MODEMS, y seleccione los ajustes a continuacion:

HABILIT. MODEM Configurar en MODEM HABILITADO.

TIPO Se muestra el tipo de médem (GSM).

CODIGO DE PAIS Seleccione el cédigo de pais que corresponda.

MODO RESPUESTA Seleccione una opcion para contestar llamadas entrantes o
nunca contestar llamadas entrantes.

En Windows XP:

1.

9.

Abra el Asistente para nueva conexion navegando hasta Panel de control > Conexiones de
red > Crear nueva conexion (en la ventana Tareas de red).

Enlaventana Tipo de conexion de red, seleccione Conectarse a Internet.
Enla ventana Preparando , seleccione Configurar mi conexién manualmente.

En la ventana Conexidén a Internet, seleccione Conectar utilizando médem de acceso
telefénico.

Enla ventana Nombre de la conexion introduzca el nombre de la conexion, por ejemplo: conexion
remota SPC.

Enlaventana Numero de teléfono para discar, introduzca el nimero de teléfono de la linea GSM
conectada al médem GSM.

En la ventana Disponibilidad de la conexién, elija si esta conexion estara disponible para todos
los usuarios.

En la ventana Informacion de cuenta de Internet, introduzca los siguientes datos:
- Nombre de usuario SPC

- Clave: password

- Confirmar clave: password

Se mostrara la pagina Completando el Asistente para nueva conexion.

Haga clic en el botén Finalizar para salvar la conexion de acceso telefonico en el PC.

Para activar esta conexion de acceso telefénico:
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« Haga clic en el icono ubicado en la pagina Panel de control > Conexiones de red.
El PC realizara una llamada de datos ala linea GSM conectada al médulo GSM del SPC.

El médulo GSM del SPC responde a la llamada de datos entrante después del nimero de tonos
designado y establece un vinculo IP con el ordenador remoto.

El sistema SPC asigna automaticamente una direccion IP al PC remoto.

Para algunos sistemas operativos Windows, aparecera un cuadro de dialogo sobre la certificacion
de Windows. Vanderbilt considera que es aceptable para continuar. Si tiene mas dudas, péngase
en contacto con el administrador de la red o con un técnico de Vanderbilt.

[

Para obtener esta direccion IP:
1. Haga clic con el botdn derecho sobre el icono de acceso telefénico.
2. Hagaclic en la pestafna Detalles.
Se mostrara la direccion IP como la direccion IP del servidor.
Introduzca esta direccién IP en la barra de direcciones del navegador y haga clic.

4. Cuando se muestre el icono de conexion de acceso telefénico en la barra de tareas del PC, abra
el navegador e introduzca la direccion [P del SPC.

Se muestra la pagina Inicio de sesién del navegador.

Para configurar una conexion de acceso telefénico en otro sistema operativo, consulte el menu de
ayuda de ese sistema operativo.

|- [
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El sistema SPC puede admitir 3 modos distintos de funcionamiento de alarma de intrusién —Financiero,
Comercial o Doméstico—, y todos admiten varias particiones.

Cada particion puede admitir 4 modos de alarma diferentes. El modo Comercial y Financiero presentan
mas tipos de alarmas programables que el modo Doméstico. Los ajustes de tipo y nombre de zona por
defecto para cada modo se listan en Ajustes por defecto de modo doméstico, comercial y financiero en la
pagina 392.

19.1 Funcionamiento en modo financiero

El modo financiero es adecuado para instituciones bancarias y financieras que tienen areas de seguridad
especiales, como camaras acorazadas y cajeros automaticos.

Cada particion definida en el sistema admite los modos de alarma que se detallan a continuacion.

Modo de L
Descripcion
alarma
DESARMADO La particion esta desarmada, y solo las zonas de alarma clasificadas como 24 horas activaran la
alarma.
ARMADO Este modo brinda proteccion del perimetro de un edificio, al tiempo que permite el movimiento libre
PARCIAL A por la saliday las particiones de acceso.
Las zonas clasificadas como Excl.A.Parc.A contindan sin proteccion en este modo. Por defecto,
no existe tiempo de salida (el sistema lo establece al instante al seleccionar este modo). Es posible
aplicar un temporizador de salida a este modo habilitando la variable programada Armado parcial A.
ARMADO Este modo proporciona proteccion a todas las zonas, con excepcion de aquellas clasificadas como
PARCIALB Excl.A.Parc.B.
Por defecto, no existe tiempo de salida (el sistema lo establece al instante al seleccionar este
modo). Es posible aplicar un temporizador de salida a este modo habilitando la variable programada
Armado parcial B.
ARMADO El area se arma por completo. La apertura de zonas de entrada/salida inicia el temporizador de
TOTAL entrada. Sila alarma no se ha desarmado antes de que termine el contador de entrada, la alarma se
activa.

19.2 Funcionamiento en modo comercial

El modo comercial es adecuado para las instalaciones comerciales con multiples particiones y una gran
cantidad de zonas de alarma. Cada particion definida en el sistema admite los modos de alarma que se
detallan a continuacion.

Modo de
alarma

Descripcion

DESARMADO La particién esta desarmada, y solo las zonas de alarma clasificadas como 24 horas activaran la

alarma.
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Modo de L
Descripcion
alarma
ARMADO Este modo brinda proteccion del perimetro de un edificio, al tiempo que permite el movimiento
PARCIALA libre por la salida y las particiones de acceso.
Las zonas clasificadas como Excl.A.Parc.A contindan sin proteccion en este modo. Por defecto,
no existe tiempo de salida (el sistema lo establece al instante al seleccionar este modo). Es
posible aplicar un temporizador de salida a este modo habilitando la variable programada Armado
parcial A.
ARMADO Este modo proporciona proteccion a todas las zonas, con excepcion de aquellas clasificadas
PARCIALB como Excl.A.Parc.B.
Por defecto, no existe tiempo de salida (el sistema lo establece al instante al seleccionar este
modo). Es posible aplicar un temporizador de salida a este modo habilitando la variable
programada Armado parcial B.
ARMADO El area se arma por completo. La apertura de zonas de entrada/salida inicia el temporizador de
TOTAL entrada. Si la alarma no se ha desarmado antes de que termine el contador de entrada, la alarma

se activa.

19.3 Funcionamiento en modo doméstico

El modo doméstico es adecuado para las instalaciones residenciales con una o mas particiones y una
cantidad pequefia a moderada de zonas de alarma. Cada particiéon definida en el sistema admite los
modos de alarma que se detallan a continuacion.

Modo de L
Descripcion
alarma
DESARMADO La particién esta desarmada, y solo las zonas de alarma clasificadas como 24 horas activaran la
alarma.
ARMADO Este modo brinda proteccién del perimetro de un edificio, al tiempo que permite el movimiento
PARCIAL A libre por la salida y las particiones de acceso (por ejemplo, puerta delantera y pasillo).
Las zonas clasificadas como Excl.A.Parc.A contintan sin proteccion en este modo. No existen
tiempos de salida asociados a este modo y la proteccion se aplica al instante al seleccionar este
modo.
ARMADO Este modo proporciona proteccion a todas las zonas, con excepcion de aquellas clasificadas
PARCIALB como Excl.A.Parc.B.
Por defecto, no existe tiempo de salida (el sistema lo establece al instante al seleccionar este
modo). Es posible aplicar un temporizador de salida a este modo habilitando la variable
programada Armado parcial B.
ARMADO El area esta armada por completo. La apertura de zonas de entrada/salida inicia el temporizador
TOTAL de entrada. Si la alarma no se desarma antes de que termine el temporizador de entrada, la

alarma se activa.

19.4 Alarmas completas y locales

El tipo de alarmas generadas por el sistema SPC puede variar en funcion del tipo de zona que dispard la
activacion de la alarma. La gran mayoria de las alarmas requiere una indicacion visual (flash) y audible
(sirena) de una intrusion en las instalaciones o el edificio.
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Por defecto, las tres primeras salidas fisicas del controlador SPC estan asignadas a la sirena exterior,
la sirena interior y el flash de sirena exterior. Cuando estan activadas, estas 3 salidas juntas advierten
sobre una condicion de alarma a las personas ubicadas dentro del edificio o en las cercanias donde se
produjo la intrusion.

Las alarmas completas y locales del SPC activan las siguientes salidas fisicas:
« Salida del controlador 1: Sirena exterior
« Salida del controlador 2: Sirena interior
« Salida del controlador 3: Flash

Para obtener mas informacion sobre como cablear las sirenas y el flash, consulte Cableado del
sistema en la pagina 77.

La activacion de una Alarma completa informa sobre la alarma a la CRA, si se ha configurado una en
el sistema.

La activacion de una Alarma local no intenta llamar a la CRA, aunque ya se haya configurado una.

La activacion de una Alarma silenciosa no activa las salidas 1-3 (no hay indicaciones visuales ni
acusticas de la alarma). Se informa de la incidencia de alarma a la CRA. Las alarmas silenciosas sélo
se generan si se han abierto zonas de alarma con el atributo Silenciosa cuando el sistema esta
armado.
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20 Ejemplos y escenarios del sistema

Este capitulo abarca:

20.1 Cuando utilizar una particion comuan ... .. 376

20.1 Cuando utilizar una particion comun

Las particiones comunes representan una forma conveniente de configurar multiples particiones dentro de
una misma instalacion. Un usuario asignado a una particion comun tiene la posibilidad de ARMAR
TODAS las particiones dentro de esa particion comun (incluso aquellas particiones que no han sido
asignadas a ese usuario). Sin embargo, los usuarios solo pueden DESARMAR las particiones que tienen
asignadas.

Las particiones comunes deben utilizarse cuando se instala un unico teclado en la ubicacién de acceso
principal y lo comparten todos los usuarios dentro del edificio (no se recomienda definir una particion
comun en un sistema con multiples teclados en particiones distintas).

Ejemplo: 2 departamentos de una compania (Cuentas y Ventas) comparten un punto de acceso comun
(puerta delantera)

En este caso, cree 3 particiones en el sistema (Particion comun, Cuentas y Ventas). La particion comun
debe incluir el punto de acceso principal (puerta delantera). Asigne las zonas de Contabilidad a la particién
2y las zonas de Ventas ala particion 3. Instale un teclado en la puerta delantera y asignelo alas 3
particiones. Defina 2 usuarios (minimo) en el sistema, uno para cada departamento, y asigne los usuarios
a las respectivas particiones y la particion comun.

Funcionamiento: Armado del sistema

El gerente de Cuentas se retira de la oficina a las 5:00 p. m. Cuando introduce su cadigo en el teclado, la
opcion ARMADO TOTAL presenta los 3 submenus que se muestran a continuacion:

« TODAS LAS PART.: arma todas las particiones asignadas a la particion comun (Particién comun,
Contabilidad y Ventas) y cualquier particion adicional asignada al jefe de contabilidad; en este caso,
no hay particiones adicionales. El temporizador de salida para la puerta delantera informa que el
usuario se retiré del edificio.

« COMUN: arma todas las particiones asignadas a la particion comun (Particién comun, Contabilidad
y Ventas) e inicia el temporizador de salida de la puerta delantera.

o CONTABILIDAD: arma sélo la particion Contabilidad; la particion de Ventas sigue desarmada y aun
se permite el acceso por la puerta delantera.

Cuando el ultimo trabajador del departamento de Ventas se retira del edificio, cierra todas las puertas y las
ventanas de la PARTICION 3 e introduce su caédigo en el teclado. Para la opcion ARMADO TOTAL, se
presentan los siguientes 3 submenus:

« TODAS LAS PART.: arma todas las particiones asignadas a la particion comun (Particién comun,
Contabilidad y Ventas) y cualquier particion adicional asignada a los trabajadores de Ventas; en
este caso, no hay particiones adicionales. El temporizador de salida para |la puerta delantera informa
que el usuario se retird del edificio.

« COMUN: arma todas las particiones asignadas a la particion comun (Particién comun, Contabilidad
y Ventas) e inicia el temporizador de salida de la puerta delantera.

« VENTAS: arma TODAS las particiones asignadas a la particion comun (Particién comun,
Contabilidad y Ventas); es asi porque no hay otras subparticiones desarmadas en el sistema.
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Funcionamiento: Desarmado del sistema

Cuando el gerente de Cuentas regresa a abrir el edificio e introduce su codigo en el teclado, la opcién
DESARMAR presenta los siguientes 3 submenus:

o TODAS LAS PART.: desarma todas las particiones asignadas a los empleados de Contabilidad

(Particion comun, Contabilidad) y cualquier particion adicional asignada a los empleados de
Contabilidad. En este caso, no hay particiones adicionales.

Nota: Un trabajador del departamento de Cuentas no puede DESARMAR la particiéon de Ventas.

« COMUN: desarma SOLO la particién comun (Recepcién). Esto permite desarmar la particién de la

recepcion mientras que quedan armados los departamentos de Cuentas y de Ventas.

o CONTABILIDAD: desarma la particion de Contabilidad y la particion comun (Recepcion). En este

caso, la particién de Ventas sigue armada e igualmente se permite el acceso por la puerta delantera.

Uso de particiones comunes:

o Zonade llave armado

Si la ruta de entrada/salida de la particion comun esta programada como zona de llave armado,
cuando esté activada, todas las particiones de la particion comun estan ARMADAS. Desactivar la
zona de llave armado DESARMA todas las particiones de las particiones comunes.

« Teclados multiples

Si las particiones asignadas a la particién comun tienen sus propios teclados para la entrada/salida,
es importante que los horarios de salida asociados a esas particiones cuenten con el tiempo
suficiente para que el usuario llegue a la salida de la particién comun. Esto es en caso de que la
particion que se esté armando sea la Ultima particion sin armar en el sistema'y, por lo tanto, eso
disparara el armado de toda esa particion comun.

jmmie

Como norma, se recomienda que se utilicen particiones comunes en instalaciones que tiene solo un
teclado ubicado en el punto de acceso comun, es decir, el acceso de la puerta delantera a todo el
edificio.
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21 Sensores sismicos

Los sensores de vibracion, también llamados sensores sismicos, se utilizan para detectar intentos de
intrusion por medios mecanicos, tales como perforaciones a través de las paredes o cajas de seguridad.

Se admite el uso de sensores sismicos solo si el tipo de instalacion para la central es financiero.

Los sensores sismicos se pueden probar de diversas formas. La forma mas facil de probar un sensor
sismico es golpeando una pared o una caja fuerte y ver si la zona se abre durante el test de intrusién. Este
medio de comprobacién esta disponible con todos los tipos de sensores sismicos.

Si el sensor sismico estainstalado con un transmisor de test, estaran disponibles las siguientes opciones
de comprobacion:

« Test manual iniciado en el teclado (no admitido por el navegador).

« Test automatico de forma periddica o cuando la central esta configurada para ser usada con el
teclado.

El transmisor de test es un vibrador de alta frecuencia colocado a una corta distancia del sensor ubicado
en la misma pared. El transmisor de test esta cableado a una salida en la central o el médulo de
expansion.

Configuracion de sensores sismicos en la central

1. Configurar una zona sismica. Los sensores sismicos deben estar asignados a una zona. (Consulte
Editar una zona en la pagina 287.)

ETECY Sistema Entradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado

Todas las zonas Zonas X Bus Zonas via radio

Zona Zona Nombre Tipo Particion Atributos

! Flaca bace - ona 1 =

2. Configure los atributos parala zona.

Hardware Sistema Eniradas Salidas Puertas Particiones Calendarios Cambio propio codigo Avanzado

Todas las zonas Zonas X Bus Zonas via radio
Atributos - Zona 2
Atributo Nombre
[ 24n Se producird alarma en cualquier estado
[] Desarmado local Cen el atributo de desarmado local habilitado, una alarma generada por zona abieria provocara TX solo si la pariicion esid total o parcialmente armada
¥  Inhib. Inhibicion posible por usuario
[] Reg ‘Seran registrados todos los cambios de esiado de la misma
[] Test sismico ‘Sismico comprobado automaticamente con el intervalo programado
Calendario
1: Calendrier_1 4 La zona estard limitada por calendario
Verificacion
1: Verificat 1 v Zona relacionada con procedimiento de verificacion audiofvideo

Habilite el test automatico del sensor con el atributo Test Sismico.
Seleccione un calendario para controlar la zona sismica, si es necesario.

Asigne esta zona a una zona de verificacion si se requiere una verificacion de audio/video.

o o b~ w

Configure los temporizadores para especificar con qué frecuencia se comprobaran las zonas
sismicas (por defecto es 7 dias) y la duracion de los tests. (Se debe configurar el atributo de zona
de test sismico automatico). (Consulte Temporizaciones en la pagina 279.)

: Tiempo medio test sismico aleatorio. Habilite test sismico en configuracion zona
Intervalo test sismico Horas (12-240)
o =0 Tiempo maximo de alarma (5eg.) en respuesta a un test.
Duracion test sismico seg (3-120)

7. Configure una salida para el test de una zona sismica. (Consulte Tipos de salidas y puertos de
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salida en la pagina 162).

La salida se puede asignar al sistema o a una particion si la central esta configurada para utilizar
particiones, como suele ocurrir en los entornos financieros. La salida solo deberia estar asignada al
sistema si la central no utiliza particiones.

Hardware Sistema Entradas Salidas Puertas Particiones Calendarios Cambic propio codigo Avanzado

Placa base X Bus Via radio

Tipo salida
) Deshabilit.

® Sistema
) Particion
2: Vault hd

[Testsismico 4

Mediante el teclado

1.

Seleccione MODO TECNICO COMPLETO > ZONAS > (seleccione la zona) > TIPO DE ZONA
> SISMICA.

Seleccione MODO TECNICO COMPLETO > ZONAS > (seleccione la zona) > TIPO DE ZONA
> TEST SiSMICO AUTOMATICO.

Consulte también

Temporizaciones en la pagina 279

Tipos de salidas y puertos de salida en la pagina 162

Editar una zona en la pagina 287

21.1 Test de sensor sismico

Se debe configurar las zonas sismicas para que estén disponibles los tests manuales y automaticos. El
resultado del test, ya sea manual o automatico, se almacena en el registro de incidencias del sistema.

Durante un test sismico, se comprueba una o mas zonas sismicas. Cuando se comprueba una zona, el
resto de las zonas de la misma particion quedan deshabilitadas temporalmente, ya que existe una sola
salida de test sismico por particion.

21.1.1 Proceso de test manual y automatico

El test manual o automatico funciona como se describe a continuacion:

1.

La central activa la salida de test sismico para la particién que corresponda en la que se debe
realizar el test sismico de la zona.

Luego, la central espera a que se abran todas las zonas sismicas del test y verifica que todos los
sensores sismicos de la particion entren en estado de alarma dentro del periodo de tiempo
configurado para la ‘Duracidn test sismico’. Se considera que las zonas que no se abrieron
durante el periodo de tiempo maximo han fallado el test.

Cuando todas las zonas sismicas de la particion estan abiertas o se alcanzé el periodo maximo de
duracion del test sismico (lo que suceda primero), la central debera borrar la salida de test sismico
para esa particion.

Luego, la central espera un periodo de tiempo fijo para que se cierren todos los detectores sismicos
de la particion. Se considera que las zonas que no se cerraron han fallado el test.

Luego, la central espera otro periodo de tiempo antes de informar el resultado del test. El resultado
del test, ya sea manual o automatico, se almacena en el registro de incidencias del sistema.
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La salida sismica generalmente tiene un valor alto, y baja durante los tests (es decir, cuando esta
activa). Si esta sefal no es adecuada para un sensor en particular, se puede configurar la salida fisica
para que se invierta.

21.1.2 Test automatico de sensores

Los sensores sismicos se prueban de forma periédica o una vez que el sistema se configura con el
teclado.

Tests automaticos periédicos

Los tests automaticos periddicos se realizan en todas las zonas sismicas para las que los tests
automaticos estan habilitados.

Los tests automaticos son aleatorios dentro del periodo de comprobacién configurado y se realizan de
forma independiente para cada particion.

Todas las zonas sismicas de la misma particion (para la que los tests automaticos estan habilitados)
se comprueban simultaneamente.

La opcion de configuracion Intervalo de test sismico en el ment Temporizadores del sistema
(consulte Temporizaciones en la pagina 279) determina el periodo de comprobacién promedio para los
tests autométicos de los sensores sismicos. El valor predeterminado es de 168 horas (7 dias) y los
valores permitidos se encuentran dentro del rango de 12 a 240 horas.

El horario de comprobacién es aleatorio dentro de un rango especificado +/- 15%. Por ejemplo, si el test
esta programado para realizarse cada 24 horas, es posible que se realice el test entre 20,4 y 27,6 horas
del ultimo test.

El test sismico se realiza luego de un reinicio si estan habilitados los tests automaticos. Si la central
estaba en modo técnico completo antes del reinicio, el test se realiza Unicamente una vez que la
central no esté en modo técnico completo luego de un reinicio.

Si el test sismico falla, se informara una incidencia de problema (cédigo SIA «BT»). También hay una
incidencia de restauracion correspondiente (cédigo SIA «BJ»).

Test automatico al armar

La opcion Test sismico durante el armado puede configurarse en el menu Opciones (consulte
Opciones en la pagina 267). Si esta habilitada, se realizaran tests de todas las zonas sismicas de
todas las particiones que estan configuradas antes de la secuencia de armado usual. Esto se aplica al
funcionamiento de teclado Unicamente.

Mientras se realiza el test, vera el mensaje ‘TEST SISMICO AUTOMATICO’ en el teclado. Si el test
sismico tiene éxito, el armado continia como siempre.

Si todas las particiones, un grupo de particiones o una particién simple se seleccionan para el armado y
el test sismico falla, aparecera el mensaje ‘FALLO SISMICQO'. Presionar Regresar muestra una lista
de las zonas con fallos, y puede desplazarse hacia arriba o hacia abajo con las flechas.

Segun la configuracion Inhibir para las zonas sismicas con fallos y su perfil de usuario, puede suceder
lo siguiente:

« Sitodas las zonas sismicas que tuvieron fallos en el test tienen el atributo Inhibir configurado, y
su perfil de usuario esta configurado con el derecho de Inhibir:

1. Presione Regresar en cualquiera de las zonas con fallos.
Se muestra el mensaje «¢ ARM. FORZ. TODO?».

2. Presione Regresar nuevamente para inhibir todas las zonas sismicas que tuvieron fallos en el
test. (Alternativamente, regrese al menu anterior).

El armado continlia como siempre.
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« Sialgunas de las zonas sismicas que tuvieron fallos en el test tienen el atributo Inhibir configurado
o su perfil de usuario no esta configurado con el derecho de Inhibir, presione Regresar.

Aparecera el mensaje ‘FALLO AL ARMAR’ y no se armaran las particiones.

No existe test sismico automatico para particiones que tienen armado automatico por cualquier motivo
(por ejemplo, particiones activadas por calendario o disparador). Asimismo, no existe test sismico
automatico cuando el sistema esta configurado con SPC Com o el navegador. Sin embargo, existe un test
sismico automatico cuando se utiliza el teclado virtual con SPC Com.

No se informa incidencia si falla el test sismico durante el armado.

El temporizador de test automatico periddico del sistema se reinicia luego de que se realiza un test
posterior al armado.

21.1.3 Sensores de test manuales

Para comprobar manualmente los sensores, seleccione TEST > TEST SISMICO del ment TEST del
teclado.

El técnico puede realizar un test sismico manual en modo técnico completo, y también puede realizarlo un
usuario de tipo Gerente o Estandar:

« Un técnico puede comprobar todos los sensores en las particiones configuradas en el sistema
usando el teclado.

« Un usuario solo puede comprobar los sensores en las particiones que tiene asignadas y las que
estan asignadas al teclado que esta usando.

Para realizar un test sismico en modo técnico, seleccione TECNICO COMPLETO > TEST > TEST
SisSMICO.

Para realizar un test sismico en modo usuario, seleccione MENUS > TEST > TEST SiSMICO.

Nota: Las instrucciones a continuacion se aplican a los modos técnico y usuario, pero tenga en cuenta
que el usuario solo tendra algunas opciones disponibles.

Las siguientes opciones estan disponibles en el menta TEST SISMICO:

o« TEST TODAS PARTICIONES
Comprueba las zonas sismicas en todas las particiones disponibles en caso de que haya mas de
una particion que contenga zonas sismicas.

« ‘NOMBRE PARTICION’

Los nombres de las particiones que contienen zonas sismicas se listan de manera individual.
Cuando se selecciona una particion especifica, estan disponibles las siguientes opciones:

—TEST TODAS ZONAS
Se comprueban todas las zonas sismicas en esta particion si hay mas de una zona sismica.

— ‘NOMBRE ZONA’
Se listan los nombres de todas las zonas sismicas, y estas se pueden seleccionar para su
comprobacion individual.

Mientras se esté realizando el test, en el teclado se muestra el mensaje «TEST SISMICO».

Si el test falla, se muestra el mensaje «<FALLO SISMICO». Si se pulsa la tecla «i» 0 «VER», se muestra
una lista de las zonas con fallo por la que es posible desplazarse.

Si el test es satisfactorio, se muestra «SISMICO OK».

Se registran las entradas en el registro de incidencias con la siguiente informacion:
« Usuario que inici6 la prueba
« Resultado (OK 0 FALLO)

« nombre y nUmero de zona y particion
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No se informaron incidencias para los test manuales.
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22 Funcionamiento del cierre de bloqueo

La central de intrusién SPC admite el funcionamiento del cierre de bloqueo y del armado autorizado de un
cierre de blogqueo.

22.1 Cierre de bloqueo

El cierre de bloqueo es un cierre mecanico que se monta en una puerta ademas del cierre normal, y sirve
para armar y desarmar el sistema de intrusién. El SPC admite tanto dispositivos de cierre de bloqueo
normales (Blockschloss 1) como el dispositivo Bosch Blockschloss, Sigmalock Plus, E4.03
(Blockschloss 2).

Dependiendo del tipo de cierre de bloqueo, se necesita una sefial para habilitar el cierre y la apertura, es
decir, solo puede cerrarse el cierre de bloqueo y armarse el sistema si la sefal Listo para armar esta
disponible desde la central. Esto se controla mediante un interruptor magnético.

El funcionamiento de un cierre de bloqueo es el siguiente:

1.

Si no hay ninguna zona abierta, alarma pendiente o fallo pendiente en la particion, la particion esta
lista para armary la sefal de Listo para armar se envia desde la central.

Si el dispositivo de cierre de bloqueo se cierra, se activa la salida Blockschloss 1/2.

Tras el correspondiente cambio en el tipo de entrada de llave A/D, la particién correspondiente se
arma.

La salida Config. ACK se activa durante 3 segundos para indicar que la particion se ha armado
correctamente. La salida Blockschloss 1 se desactiva cuando el sistema esta armado.
Blockschloss 2 permanece activo cuando el sistema esta armado.

Si el cierre de bloqueo se cierra, la entrada de llave A/D cambia a estado desarmado (cerrado).

Tras el cambio en el tipo de entrada de llave A/D, la particion se desarma. Blockschloss 1 se
desactiva si la particion esta lista para armar mientras Blockschloss 2 esta activo si la particion
esta lista para armar.

Panel

Setting Start

Blocking Lock

Mo open zone, Cutput
pending alarmor b Ready to Set >
pending fault

Cutput

Blockschloss 1/ 22—

Blocking
Device
Locked

Input | Kayarm

Area Sef

Cutput|™

Qutput Fullset Done =
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Funcionamiento del cierre de bloqueo

Los requisitos de configuracion para un cierre de bloqueo son los siguientes:

Salidas:

—Listo para armar
— Armado recon.
—Arm. total listo
—Blockschloss 1/2
Entradas

—Llave armado

22.2 Armado autorizado del cierre de bloqueo

La funcionalidad de «Armado autorizado» amplia el procedimiento de armado y desarmado para un
bloqueo de cierre con un segundo nivel de seguridad. Antes de que se pueda armar o desarmar el sistema,
se debe introducir un cédigo en un dispositivo de armado externo como una tarjeta o un lector de cédigos
con un controlador aparte. Este controlador se puede conectar a cualquier tipo de sistema de intrusién
mediante entradas y salidas.

El método es el siguiente:

1.

La central envia una sefal al dispositivo de armado externo cuando es posible realizar el armado
mediante un mensaje de Listo para armar.

2. Cuando se introduce el codigo, se activa la entrada de Autorizaciéon de armado y el Blockschloss
1/2.
3. Elcierre de bloqueo abre una entrada de central (Llave A/D) que inicia el procedimiento de armado
en la central.
4. Eldispositivo de armado externo espera hasta 8 segundos a que se active, desde la central, la
sefial de salida de Arm. total hecho.
5. Sino serecibe esta senal, el armado falla y el dispositivo de armado externo vuelve a desarmar el
sistema.
Panel
Output Ready to Set [ :
Salting Start BIGCkmg Lock
External Setting Device
Input Sefting Code
M
per?d?npgl;l;?;ecllr 4 uthorisation Enterad
pending fault
Output =t 20 secs— =
— Blockschioss 1/2 - |
Blocking
Device
Input Locked
Keyarm
Area Set
" <}~ 3 secs -I>
Chutput .
—Satting Ackie-
Output Fulset Dan -
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Los requisitos de configuracion para el armado autorizado son los siguientes:
« Atributos de particion:
— Autorizacion de armado
Armado
Armado y Desarmado (requerido para VdS)
Desarmado
« Salidas:
— Listo para armar
— Armado recon.
—Arm. total listo
« Entradas

—Llave armado

22.3 Elemento de bloqueo

Para VdS es obligatorio impedir el acceso a una particién armada. Esto se realiza mediante un
elemento de bloqueo montado en el marco de la puerta. El elemento de bloqueo consta de un pequefio
perno de plastico que bloquea la puerta cuando esta en estado ARMADO. La posicion del pemo se
indica mediante las salidas Elemento bloqueo - Bloqueo o Elemento bloqueo - Desbloqueo. Esta
sefal se comprueba durante el proceso de armado. Si no se recibe la informacion de «bloqueadoy, el
armado falla.

Si se coloca un elemento de bloqueo dentro de una particion, el temporizador de salida se restringira a
un minimo de 4 segundos, de modo que el elemento de bloqueo se pueda activar. Cuando el
temporizador de salida llega a los cuatro segundos, el elemento de bloqueo se activara durante tres
segundos. Cuando caduca el temporizador de salida, la entrada Elemento bloqueo debe estar
cerrada, y entonces se arma el sistema.

Si un elemento de bloqueo se abre durante un periodo de armado, se gestionara como una zona de
alarma.

Si un elemento de bloqueo se cierra durante un proceso de desarmado, se considerara como
saboteado, y se emitira una alarma de tamper en la zona.

Si el elemento de bloqueo no consigue abrir después de que se envie la sefial de desbloqueo al
dispositivo, se notificara un problema en esa zona para indicar que se ha producido un fallo mecanico.

Sila entrada Elemento de bloqueo (si esta configurado) no esta cerrada cuando caduca el
temporizador de salida, el sistema no se armara y se emitira una sefial Fallo al armar. Se activara la
salida Elemento bloqueo — Desbloqueo.
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Funcionamiento del cierre de bloqueo

Locking Element

Panel
Setting Start
Mo open zone, Output
pending alarm or k- Lock Element - Lock————————————————pp|
pending fault
Input
|| _oCk Element {Closed)
Area Sel
Output = — -3 secs— — ==
= Selting Ack—m
Output Fullsat Done -
] Lock Element (Crpen)
Fail to Set
| Lock Element - Unlock———————— =

Los requisitos de configuracion para el elemento de bloqueo son los siguientes:

o Salidas:

— Elemento bloqueo - Bloqueo

— Elemento bloqueo - Desbloqueo

o Entradas

— Elemento bloqueo
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23 Apéndice

El apéndice incluye:

23.1 Conexiones de cabledered ... ... . .. ... 387
23.2 Luces LED de estado del controlador ........ ... ... ... ... 388
23.3 Suministrar alimentacion a los moédulos de expansion desde los terminales de

alimentacion auxiliar ... . . i 389
23.4 Calcular los requisitos de alimentacion delabateria ...... ... ... ... ...................... 390
23.5 Ajustes por defecto de modo doméstico, comercial y financiero ... . ... 392
23.6 Cableado de lainterfaz X10 ... . ... . .. . . 393
23.7 Codigos SIA . 394
23.8 Codigos ClID ... .. il 399
23.9 Informacion general de tipos de teclados ... .. ... ... 401
23.10 Combinaciones de codigo PIN de usuario ... ... ... 402
23.11 Codigos PIN de coacCion . ... il 402
23.12 Inhibiciones automaticas .............. ... ... 402
23.13 Cableado de lared CA al controlador _........ ... ... ... 403
23.14 Controlador de mantenimiento ....... .. .. .. .. ... ... 404
23.15 Mantenimiento de la fuente de alimentacion inteligente ... ... .. ... .. ... 404
2316 TiPOS de ZONa .. ... 405
2317 Atributos de zona ... ... 411
23.18 Atributos aplicables alos tiposde zona ... .. ... .. ... 415
23.19 Niveles y especificaciones de atenuacion del ATS ... ... ... 416
23.20 Lectores de tarjeta y formatos de tarjeta admitidos ... ... ... .. 416
23.21 Soporte de SPC para dispositivos E-BUS . ... ... ... .. . 418
23.22 Glosario FIexXC . ... .. . 421
23.23 Comandos FlexC ... . .. 422
23.24 Tiempos categorias AT S . il 425
23.25 Tiempos categorias ATP il 426

23.1 Conexiones de cable de red

Puede conectar un PC directamente a la interfaz Ethernet del controlador SPC o a través de una conexion
LAN. Las tablas a continuacion muestran las dos posibles configuraciones.

o Siel SPC esta conectado a una red existente a través de un concentrador, conecte un cable directo
desde el concentrador al SPC y otro desde el concentrador al PC.

« Si el controlador no esta conectado a una red (es decir, si no se utiliza un concentrador o un
interruptor), se debera conectar un cable cruzado entre el controlador SPC y el PC.

Utilice el cable directo para conectar el controlador SPC al PC a través de un concentrador.
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CLAVIJA RJ45 CLAVIJA RJ45
1 (RX+) 1(TX +)
2 (RX-) 2(TX-)
3(TX +) 3 (RX+)
6 (TX-) 6 (RX-)

Utilice el cable cruzado para conectar el controlador SPC directamente al PC.

CLAVIJA RJ45 CLAVIJA RJ45
1 (RX+) 3(TX +)
2 (RX-) 6(TX-)
3(TX +) 1 (RX+)
6 (TX-) 2 (RX-)

23.2 Luces LED de estado del controlador

Indicador led Funcion

LED 1

LED 2

LED 3

LED 4

LED 5

Datos via radio
PARPADEANDO: el médulo via radio esta recibiendo datos via radio

APAGADO: No se estan recibiendo datos via radio

Estado bateria
ENCENDIDO: el voltaje de la bateria ha caido por debajo del nivel de descarga minimo (10,9 V)
APAGADO: Estado de la bateria correcto

Suministro de lared de CA
ENCENDIDO: falloenlared de CA
APAGADO: Red de CA correcta

Estado X Bus
ENCENDIDO: la configuracion X-BUS es una configuracion en lazo
APAGADO: La configuracion X-BUS es una configuracion en punta

PARPADEANDO: Detecta médulos de expansion de final de linea o roturas en el cableado.

Fallo del sistema
ENCENDIDO: se detecto un fallo de hardware en la placa
APAGADO: No se detecto fallo de hardware
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Indicador led Funcién
LED 6 Escribiendo en la memoria flash
ENCENDIDO: el sistema esta escribiendo en la memoria flash
APAGADO: El sistema no esta escribiendo en la memoria flash
LED 7 Pulso
PARPADEANDO: el sistema esta funcionando con normalidad.
ENCENDIDO || Apagado | PARPADEANTE

23.3 Suministrar alimentacién a los médulos de expansion desde los
terminales de alimentacién auxiliar

Para calcular el numero de médulos de expansion y de teclados que pueden alimentarse con seguridad
desde los terminales de alimentacion auxiliares de 12V CC, sume el consumo de corriente maximo
total de todos los mddulos de expansion y teclados que se deben alimentar, y determine si el total es
inferior a la alimentacion auxiliar especificada de 12V CC.

(i

Consulte los datos técnicos para obtener informacion sobre la corriente auxiliar especifica y las
instrucciones de instalacién correspondientes o la hoja de datos sobre el consumo de corriente de
los médulos, teclados y médulos de expansion.

Corriente del médulo de expansion 1 (mA) + Corriente del médulo de expansion 2 (mA) + ... < Alimentacién

auxiliar

Si las salidas electrénicas o de relé ya estan alimentando dispositivos externos, la alimentacion
suministrada a estos dispositivos debera restarse de la alimentacién auxiliar de 12V CC para
determinar la cantidad de alimentacién disponible desde los terminales de alimentacion auxiliares (0 V,
12V).

Si el amperaje maximo total de los modulos de expansion supera la alimentacion auxiliar, deberia
utilizarse un médulo de expansion de fuente de alimentacion para proporcionar una alimentacion
adicional.
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Suministrar alimentacioén a los médulos de expansion desde los terminales de alimentacion auxiliar
1 Controlador SPC
2 Bateria
3 Terminales auxiliares de alimentacion de 12V
4 Teclado
5 Teclado
6 Modulo de expansion de E/S

23.4 Calcular los requisitos de alimentacién de la bateria

Es importante contar con el suministro eléctrico adecuado para todos los dispositivos en caso de que haya
una falla en el suministro de la red de CA. Para garantizar contar con alimentacion suficiente, siempre
conecte la bateria de respaldo y la fuente de alimentacion correspondiente.

Las siguientes tablas indican, de forma aproximada, la corriente de carga maxima que puede extraerse de
cada tipo de bateria en los periodos de espera indicados.

Las cifras aproximadas, abajo indicadas, consideran que la placa del controlador SPC esta funcionando
con su carga maxima (todas las entradas cableadas tienen sus resistencias RFL colocadas) y que la
alimentacioén que puede proporcionar la bateria es de un 85% de su capacidad maxima.

0,85 x tamario de bateria (Ah) - (Icont + Ibell) = Imax
Tiempo (horas)

Tamanio de la bateria = capacidad, en Ah, dependiendo de la carcasa de SPC elegida
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Tiempo = tiempo de reserva, en horas, dependiendo del grado de seguridad

Icont = corriente de reposo (en A) para el controlador SPC

Ibell = corriente de reposo (en A) para las sirenas exteriores e interiores conectadas
Imax = corriente maxima que se puede extraer de la salida de alimentacion auxiliar

Cantidad de corriente de la salida auxiliar utilizando una bateria de 7 Ah (SPC422x/522x)

12h

356

331

226

201

58

33

NP

NP

Cantidad de corriente de la salida auxiliar utilizando una bateria de 17 Ah (SPC523x)

12h

750

750

750

750

30h

342

317

212

187

Cantidad de corriente de la salida auxiliar utilizando una bateria de 7 Ah (SPC432x/532x)

12h

326

301

196

171

30h

28

NP

NP

NP

Cantidad de corriente de la salida auxiliar utilizando una bateria de 17 Ah (SPC533x/633x)

12h

750

750

750

750

30h

312

287

182

157

Cantidad de corriente de la salida auxiliar utilizando una bateria de 24 Ah (SPC535x/635x)

12h 1650 1625 1610 1585
24h 650 625 610 585
30h 450 425 410 385
60 h 50 25 10 NP
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Cantidad de corriente de la salida auxiliar utilizando dos baterias de 24 Ah (SPC535x/635x)

Comunic.
NINGUNA (mA) RTB (mA) GSM (mA) RTB+GSM (mA)
Tiempo en espera
12h 2205 2180 2165 2140
24 h 1650 1625 1610 1585
30h 1250 1225 1210 1185
60 h 450 425 410 385

Cantidad de corriente de la salida auxiliar utilizando una bateria de 27 Ah (SPC535x/635x)

Comunic.
NINGUNA (mA) RTB (mA) GSM (mA) RTB+GSM (mA)
Tiempo en espera
12h 1900 1875 1860 1835
24h 775 750 735 710
30h 550 525 510 485
60 h 100 75 60 35

Cantidad de corriente de la salida auxiliar utilizando dos baterias de 27 Ah (SPC535x/635x)

Comunic.
NINGUNA (mA) RTB (mA) GSM (mA) RTB+GSM (mA)
Tiempo en espera
12h 2205 2180 2165 2140
24h 1900 1875 1860 1835
30h 1450 1425 1410 1385
60 h 550 525 510 485

Los valores listados como N/A indican que la bateria seleccionada no tiene capacidad para alimentar la
carga minima unicamente desde el controlador SPC por el tiempo de espera indicado. Consulte Calcular
los requisitos de alimentacion de la bateria en la pagina 390 para ver la carga maxima de los dispositivos y
médulos.

Para cumplir con las normas EN, la corriente suministrada debe estar respaldada por la bateria por el

E Solo se debe utilizar baterias reguladas por valvulay selladas.
.
tiempo en espera requerido.

23.5 Ajustes por defecto de modo doméstico, comercial y financiero

Estatabla indica el nombre de zona y los tipos por defecto en el controlador para cada modo de funcionamiento. Todas
las zonas de los médulos de expansion conectados se categorizan como no utilizadas hasta que el técnico de
instalacion las configura explicitamente.
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Funcion

Modo doméstico

Modo comercial

Modo financiero

Nombres de zona

Controlador - Zona 1
Controlador - Zona 2
Controlador - Zona 3
Controlador - Zona 4
Controlador - Zona 5
Controlador - Zona 6
Controlador - Zona 7
Controlador - Zona 8

Tipos de zona

Puerta principal
Saloén

Cocina

Escalera delantera
Escalera trasera
Pasillo PIR

PIR rellano

Boton de emergencia

Puerta principal
Ventana 1
Ventana 2

PIR 1

PIR 2

Salida incendio
Alarma incendio

Boton de emergencia

Puerta principal
Ventana 1
Ventana 2

PIR 1

PIR 2

Salida incendio
Alarma incendio

Boton de emergencia

Controlador - Zona 1 ENTRADA/SALIDA ENTRADA/SALIDA ENTRADA/SALIDA
Controlador - Zona 2 ALARMA ALARMA ALARMA
Controlador - Zona 3 ALARMA ALARMA ALARMA
Controlador - Zona 4 ALARMA ALARMA ALARMA
Controlador - Zona 5 ALARMA ALARMA ALARMA
Controlador - Zona 6 ALARMA Salida incendio ALARMA
Controlador - Zona 7 ALARMA INCENDIO ALARMA
Controlador - Zona 8 PANICO PANICO ALARMA
23.6 Cableado de la interfaz X10
87654321 4 321
‘HH RJ45 FEJH[\_H l
Cableado X10 al controlador
PIN RJ45 RJ11
TX 8 4
Terminal de masa 5 1
RX 1 2
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23.7 Cédigos SIA

DESCRIPCION CcODIGO
REPOSICION RED CA AR
PROBLEMA RED CA AT
ALARMA ROBO BA
ANULACION ROBO BB
CANCELACION ROBO BC
PROBLEMA SWINGER BD
RESTAURACION PROBLEMA SWINGER BE
RESTAURACION PROBLEMA ROBO BJ
RESTAURACION ROBO BR
PROBLEMA ROBO BT
ROBO DESANULADO BU
ROBO VERIFICADO BV
TESTROBO BX
CIERRE PENDIENTE cD
CIERRE FORZADO CF
CERRAR PARTICION CG
FALLO AL CERRAR Cl
TEMPRANO PARA ARMAR CK
INFORME DE CIERRE CE
CIERRE AUTOMATICO CP
CIERRE REMOTO cQ
CONMUTADOR LLAVE DE CIERRE CS
TARDE PARA ABRIR CT
ACCESO CERRADO DC
ACCESO DENEGADO DD
PUERTA FORZADA DF
ACCES.AUTORIZADO DG
RETORNO DE ACCESO DENEGADO DI
PUERTA DEJADA ABIERTA DN
ACCESO ABIERTO DO
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PROGRAMACION LOCAL
RESTAURACION DE MODEM | 102
PROBLEMA DE MODEM | 102
PROGRAMACION LOCAL FINALIZADA
ALARMA MEDICA

ANULACION ALARMA MEDICA

DESCRIPCION CcODIGO
RESTAURACION DE PUERTA DR
SOLICITUD PARA SALIR DX
ALARMA AL SALIR EA
RESTAURACION TAMPER MODULO EXPANSION EJ
MODULO DE EXPANSION FALTANTE EM
RESTAURACION MODULO DE EXPANSION FALTANTE EN
RESTAURACION MODULO EXPANSION ER
TAMPER DISPOSITIVO EXPANSION ES
PROBLEMA MODULO EXPANSION ET
ALARMA DE INCENDIO FA
ANULACION INCENDIO FB
CANCELACION INCENDIO FC
RESTAURACION PROBLEMA INCENDIO FJ
RESTAURACION INCENDIO FR
PROBLEMA INCENDIO FT
INCENDIO DESANULADO FU
ALARMA ATRACO HA
ANULACION ATRACO HB
RESTAURACION PROBLEMA ATRACO HJ
RESTAURACION ATRACO HR
PROBLEMA ATRACO HT
ATRACO DESANULADO HU
ATRACO CONFIRMADO HV
CODIGO TAMPER USUARIO 'WEB o XBUS JA
HORA CAMBIADA JT

Abajo izquierda
LR
Arriba izquierda
LX
MA
MB
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DESCRIPCION cODIGO
RESTAURACION PROBLEMA ALARMA MEDICA MJ
RESTAURACION ALARMA MEDICA MR
PROBLEMA ALARMA MEDICA MT
ALARMA MEDICA DESANULADA MU
PERIMETRO ARMADO NL
RESTAURACION IP ENLACE RED NR
RESTAURACION GPRS ENLACE RED NR
FALLO IP ENLACE RED NT
FALLO GPRS ENLACE RED NT
APERTURA AUTOMATICA OA
PARTICION ABIERTA 0G
APERTURA PREMATURA OK
INFORME DE APERTURA oP
CONMUTADOR LLAVE APERTURA 0s
TARDE PARA CERRAR oT
APERTURA REMOTA oQ
DESARMADO CON ALARMA OR
ALARMA PANICO PA
ANULACION ALARMA PANICO PB
RESTAURACION PROBLEMA PANICO PJ
RESTAURACION PANICO PR
PROBLEMA PANICO PT
PANICO DESANULADO PU
CIERRE RELE RC
RESET REMOTO RN
APERTURA RELE RO
TEST AUTOMATICO RP
ENCENDIDO RR
EXITO PROGRAMACION REMOTA RS
PERDIDA DATOS Arriba derecha
TEST MANUAL RX
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DESCRIPCION CcODIGO
TAMPER TA
ANULACION TAMPER TB
RESTAURACION TAMPER TR
TAMPER DESANULADO TU
LLAMADA DE TEST X
ALARMA INDETERMINADA UA
ANULACION INDETERMINADO UB
RESTAURACION PROBLEMA INDETERMINADO uJ
RESTAURACION INDETERMINADO UR
PROBLEMA INDETERMINADO uT
INDETERMINADO DESANULADO uu
FALLO SIRENA YA
RESTAURACION INTERFERENCIA RF XH
RESTAURACION TAMPER RF XJ
LECTOR BLOQUEADO RL
LECTOR DESBLOQUEADO RG
TECLADO DESBLOQUEADO KG
FALLO INTERFERENCIA RF XQ
TAMPER RF XS
FALLO COMUNICACION YC
FALLO CHEKCSUM YF
RESTAURACION SIRENA YH
RESTAURACION COMUNICACION YK
BATERIA FALTANTE YM
PROBLEMA FUENTE ALIMENTACION YP
RESTAURACION FUENTE ALIMENTACION YQ
RESTAURACION BATERIA YR
PROBLEMA COMUNICACION YS
PROBLEMA BATERIA YT
RESET WATCHDOG YW
SERVICIO REQUERIDO YX
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DESCRIPCION cODIGO
SERVICIO COMPLETO YZ
INCIDENCIAS SIA ESPECIALES

CODIGO COACCION HA
RESTAURACION COACCION USUARIO HR
ALARMA PANICO ENET PA
RESTAURACION PANICO ENET PR
ALARMA PANICO USUARIO PA
ALARMA INCENDIO ENET FA
RESTAURACION INCENDIO ENET FR
ALARMA MEDICA ENET MA
RESTAURACION ALARMA MEDICA ENET MR
PANICOHCD PA
TILTHCD MA
CLIP CINTURON HCD HA
RESTAURACION PANICOHCD PR
RESTAURACION TILT HCD MR
RESTAURACION CLIP CINTURON HCD HR
PANICO RPA PA
RESTAURACION PANICO RPA PR
ATRACO RPA HA
RESTAURACION ATRACO RPA HR
CAMBIO CODIGO USUARIO JV
CODIGO BORRADO

CODIGOS SIA NO ESTANDAR PARA NOTIFICACION DE ESTADO DE ZONA
ZONA ABIERTA Z0
ZONA CERRADA ZC
CORTOCIRCUITO EN ZONA ZX
DESCONEX. ZONA ZD
ZONA ENMASCARADA ZM
ZONA INTRUSION TP
INICIO TEST INTRUSION ZK
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DESCRIPCION CcODIGO
FIN TEST INTRUSION TC
ZONA BAT. BAJA XT
REPOSICION ZONA BAT. BAJA XR
OTROS CODIGOS SIA NO ESTANDAR

CAMARA EN LINEA cu
CAM.NOEN LINEA cVv
ALERTA CIERRE SD
ALERTA REAPERTURA SO
XBUS ALERTA CIERRE NB
XBUS ALERTA REAPERTURA NO
TARJETA DESCONOCIDA AU
ACCESO USUARIO JP
FIN ACCESO USUARIO ZG
BAJO VOLTAJE XD
RESTAURACION DE BAJO VOLTAJE XG
CARGA PROFUNDA XK
BLOQUEADO wWw

23.8 Codigos CID

CODIGO INCIDENCIA CID DESCRIPCION

100 MEDICA Alarma médica y de hombre caido y reposicion

110 INCENDIO

120 PANICO

121 COACCION

129 ATRACO CONFIRMADO Consulte Requisitos de configuracion para el cumplimento de la
norma PD 6662:2010. en la pagina 27.

130 ROBO

134 ENTRADASALIDA

137 TAMPER Fallo y restauracién de carcasa y tamper auxiliar.

139 VERIFICADA Alarma confirmada.

144 SENSOR TAMPER Fallo y restauracion de tamper de la zona.

150 NO ROBO
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DESCRIPCION

CODIGO INCIDENCIA CID

300 PROBLEMA DEL SISTEMA

301 PERDIDA DE CA

302 BATERIA BAJA

305 RESET (restablecer)

311 FALLO BATERIA

312 SOBRECARGA DE LA FUENTE
DE ALIMENTACION

320 SIRENA

330 PROBLEMA PERIFERICO DEL
SISTEMA

333 FALLO EXP

338 BAT. EXP

341 TAMPER EXP

342 CAEXP

344 INTERFERENCIA RF

351 TELCO 1

352 TELCO2

376 PROBLEMA ATRACO

380 PROBLEMA DE SENSOR

401 ABIERTOCERRADO

406 ABORTAR ALARMA

451 ABIERTOCERRADO
PREMATURO

452 ABIERTO/CERRADO TARDE

453 FALLO AL ABRIR

454 FALLO AL CERRAR

456 INCIDENCIA ARMADO
PARCIAL

461 TAMPERCODIGO

466 FUNCIONAMIENTO

570 ANULACION

601 TEST MANUAL

Fallo y restauracion de la fuente de alimentacion.

Fallo y restauracion de la red de CA de la fuente de alimentacion.

Reinicio del sistema.
Falloy restauracion de la bateria de la fuente de alimentacion.

Fallo y restauracion de fusible interno, externo y auxiliar de la
fuente de alimentacion.

Falloy restauracion de tamper de sirena.

Falloy restauracion de la fuente de alimentacion.

Fallo y restauracion de comunicacion del nodo y cable X-BUS.

Falloy restauracion de bateria del nodo X-BUS.

Alarmay restauracion de tamper de antena de RF y tamper X-
BUS.

Fallo y restauracion de la red de CA del nodo X-BUS.
Fallo y restauracion de interferencia RF.
Fallo y restauracion de médem principal.

Fallo y restauracion de médem secundario.

Desarmado, post-alarmay armado total.

Cancelar alarma.

Desarmado tarde.
Tarde para armar.

Armado parcial Ay B.

Tamper de cddigo de usuario.
Modo técnico habilitado y deshabilitado.
Zona inhibida y desinhibida, zona aislada y no aislada.

Test manual de médem.
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CODIGO INCIDENCIA CID DESCRIPCION

602 TEST AUTOMATICO Test automatico de médem.
607 TESTINTRUSION

613 ZONA INTRUSION

614 INCENDIO ZONA INTRUSION

615 PANICO ZONA INTRUSION

625 RESET DE HORA Establecimiento de hora.

23.9 Informacidén general de tipos de teclados

Tipo de teclado N° de modelo Funcionalidad basica Deteccion de proximidad Audio
Teclado estandar SPCK420 v - -
Teclado con tarjeta SPCK421 v v -
Teclado Confort SPCKG620 v - -
Teclado confort con Audio/CR  SPCK623 v v v
1
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Etiqueta de teclado SPCK420/421

1 Etiqueta en el interior del teclado

2 Extraiga la etiqueta para obtener la informacion sobre el instalador. Rellene todos los datos relevantes una
vez finalizada la instalacion.
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23.10 Combinaciones de cédigo PIN de usuario

El sistema admite codigos PIN de 4, 5, 6, 7 y 8 digitos para cada usuario (cédigos PIN de usuario o de
técnico). En la tabla a continuacion, encontrara la cantidad maxima de combinaciones/variaciones légicas
para cada numero de digitos de cddigo PIN.

Numero de digitos Numero de variaciones Ultimos cédigos de usuario validos
4 10 000 9999

5 100 000 99999

6 1000 000 999999

7 10 000 000 9999999

8 100 000 000 99999999

La cantidad maxima de combinaciones/variaciones légicas se calcula de la siguiente manera:
10 N.* dedigitos = Nymero de variaciones (incluido el codigo PIN de usuario o de técnico)

Nota: Para cumplir con las normas INCERT, el cédigo de usuario debe tener mas de cuatro digitos.

[ El cédigo de técnico por defecto es 1111. Consulte Cédigo PIN de técnico en la pagina 109 para
1 obtener mas detalles.

23.11 Cbédigos PIN de coaccion

No se puede configurar un cédigo PIN de usuario para el tltimo PIN de usuario en una ubicacion de
codigos PIN para un nimero especifico de digitos de PIN. Para configurar un cédigo de coaccién con
«PIN+1» 0 «PIN+2» es necesario que haya uno o dos codigos PIN adicionales disponibles después de un
codigo PIN especifico. Por ejemplo, para asignar codigos PIN de 4 digitos, el numero total de codigos PIN
disponibles es de 10.000 (0 a 9999); en este caso, si el cédigo de coaccidén se configura como ‘PIN+1’, el
ultimo codigo PIN de usuario al que se le puede asignar un codigo de coaccion es el 9998. Si se utilizala
configuraciéon «PIN+2», entonces el Ultimo codigo PIN de usuario al que se le puede asignar un codigo de
coaccion es el 9997.

Asi pues, si la funcion de coaccidn esta habilitada, no se permiten codigos de usuario consecutivos (por
ejemplo: 2906, 2907), ya que introducir este codigo desde el teclado activaria una incidencia de coaccion
de usuario.

Una vez que se ha configurado el sistema para PIN +1 o PIN +2 en Opciones del sistema (consulte
Opciones en la pagina 267) y se han habilitado usuarios especificos para coaccién (consulte Usuarios en
la pagina 208), no se debe cambiar a menos que se borren todos los usuarios y se reasignen nuevos
codigos PIN de usuario.

23.12 Inhibiciones automaticas

El sistema admite inhibiciones automaticas en las siguientes instancias.

23.12.1 Zonas

Cuando se seleccionan GB y Comercial (consulte Normativas en la pagina 284), el sistema proporcionara
la funcionalidad DD243. En este caso, el sistema inhibira las zonas dadas estas condiciones:

« Lazona de entrada no disparara una sefial de alarma a la estacién central y no puede ser parte de
una alarma confirmada, por lo tanto, quedara inhibida efectivamente como lo requiere la
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funcionalidad DD243.

« Sisedisparaunazonay otra no dentro del periodo de tiempo de confirmacion (por defecto, 30
minutos), pero la primera sigue activada, entonces, la primera zona quedara automaticamente
inhibida y no se dispararan mas alarmas desde esta zona durante el periodo establecido.

23.12.2 Cédigos PIN de acceso

Para sistemas de Grado 2: Tras 10 intentos fallidos con un cédigo PIN incorrecto, el teclado o
navegador quedara deshabilitado durante 90 segundos. Tras otros 10 intentos con un cédigo PIN
incorrecto, el teclado o navegador quedara deshabilitado durante otros 90 segundos. Solo cuando se
introduzca el cédigo PIN correcto, el contador se restablecera a cero y permitira otros 10 intentos antes
de deshabilitarse.

Para sistemas de Grado 3: Tras 10 intentos fallidos con un cédigo PIN incorrecto, el teclado o
navegador quedara deshabilitado durante 90 segundos. Tras cada intento subsiguiente con un codigo
PIN incorrecto, el teclado o navegador quedara deshabilitado durante otros 90 segundos. Solo cuando
se introduzca el codigo PIN correcto, el contador se restablecera a cero y permitira otros 10 intentos
antes de deshabilitarse.

23.12.3 Acceso de técnico

Un técnico solo puede acceder al sistema si un usuario ‘Gerente’ lo autoriza (consulte Atributo
‘Técnico’ en Derechos de usuario en la pagina 213) y solo durante un periodo de tiempo especifico
(consulte ‘Acceso técnico’ en Temporizaciones en la pagina 279).

23.12.4 Cierre de sesion de usuario en teclado

Si no se pulsa ninguna tecla en el teclado durante un periodo de tiempo especifico, (consulte ‘“Tiempo
de espera de teclado’ en Temporizaciones en la pagina 279), se cierra automaticamente la sesion del
usuario.

23.13 Cableado de la red CA al controlador

Requisitos:

Se debe incorporar un dispositivo de desconexion aprobado de facil acceso en el cableado de
instalacion del edificio. Este debe desconectar ambas fases al mismo tiempo. Los dispositivos
aceptables son: conmutadores, disyuntores o dispositivos similares

« Eldispositivo de desconexion debe estar al menos a 3 mm de distancia entre los contactos
« Eltamafio minimo de conductor utilizado para conectar lared de CA es de 1,5 mm cuadrados
« Los disyuntores deben tener una clasificaciéon maxima de 16 A

El cable de red de CA esta sujeto a un doblez de metal en forma de V en la placa base mediante una
tira de amarre, de manera que el doblez de metal esté entre el cable y la tira de amarre. Asegurese de
que la tira de amarre esté sujeta al aislamiento complementario del cable de red de CA, es decir, la
funda externa del cable de PVC. La tira de amarre debe estar ajustada de tal forma que, cuando se tire
del cable, no se mueva de la tira de amarre.

Se debe conectar el conductor protector de conexién a tierra al bloque de terminales de manera que, si
el cable de red de CA se deslizase del anclaje y ejerciese presién en los conductores, el conductor
protector de conexion a tierra sea el Ultimo en soportar la presion.

El cable de red de CA debe estar aprobado y marcado HO5 VV-F o HO5 VVH2-F2.

La tira de amarre de plastico debe tener una clasificacion de flamabilidad V-1.
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23.14 Controlador de mantenimiento

Se debe realizar el mantenimiento del sistema de conformidad con el cronograma de mantenimiento
vigente. Las Unicas partes reemplazables del controlador son el fusible de red, la bateria de tiempo en
espera y la bateria de fecha y hora (montada en la placa).

Se recomienda que, durante el mantenimiento, se verifique lo siguiente:

« Elregistro de incidencias para verificar si hubo algun fallo en los tests de la bateria de tiempo en

espera desde el ultimo mantenimiento; si se produjo un fallo en los tests de la bateria de tiempo en
espera, entonces, se debe controlar la bateria de tiempo en espera.

Se debe reemplazar la bateria de tiempo en espera de conformidad con el cronograma de
mantenimiento para garantizar que tenga la capacidad suficiente de mantener al equipo funcionando
durante el periodo de tiempo definido en el disefio del sistema. Se debe inspeccionar fisicamente la
bateria y determinar si tiene deformaciones de la carcasa o algun indicio de fuga. En caso de
detectarse deformaciones o fugas, se debe reemplazar la bateria de inmediato.

=

AVISO: La bateria nueva debe tener la misma capacidad o una capacidad superior (hasta el maximo
admitido por el sistema).

Si el fusible principal se quema, entonces se debe controlar y buscar la causa en el sistema. Se
debe reemplazar el fusible por otro de la misma capacidad. La etiqueta del sistema en la parte
posterior de la carcasa indica la capacidad del fusible.

La bateria de litio de fecha y hora integrada en la placa se utiliza Unicamente cuando el sistema no
esta conectado a la alimentacion. En este estado, la bateria tiene una vida util de aproximadamente
5 afios. Se debe inspeccionar la bateria visualmente una vez al afio y se debe desconectar la
alimentacién del sistema para garantizar que el sistema mantenga la fecha y la hora. Si el sistema
no mantiene la fechay la hora, se debe reemplazar la bateria con una nueva de litio tipo CR1216.

Se deben controlar todas las conexiones eléctricas para asegurarse de que el aislamiento esté en
su lugar y que no haya riesgo de cortocircuito o de desconexion.

También se recomienda que se controlen las notas de lanzamiento de actualizacion de firmware
para determinar si existen actualizaciones adicionales que puedan mejorar la seguridad del sistema.

Verifique que todos los acoples fisicos estén intactos. Los acoples rotos deben ser reemplazados
con las mismas partes.

23.15 Mantenimiento de la fuente de alimentacioén inteligente

Se debe realizar el mantenimiento del sistema de conformidad con el cronograma de mantenimiento
vigente. Las unicas partes reemplazables de la fuente de alimentacion inteligente son el fusible de red y la
bateria de tiempo en espera.

Se recomienda que, durante el mantenimiento, se verifique lo siguiente:

« Elregistro de incidencias del controlador para verificar si hubo algun fallo en los tests de la bateria

de tiempo en espera desde el Ultimo mantenimiento; si se produjo un fallo en los tests de la bateria
de tiempo en espera, entonces, se debe controlar la bateria de tiempo en espera.

Se debe reemplazar la bateria de tiempo en espera de conformidad con el cronograma de
mantenimiento para garantizar que tenga la capacidad suficiente de mantener al equipo funcionando
durante el periodo de tiempo definido en el disefio del sistema. Se debe inspeccionar fisicamente la
bateria y determinar si tiene deformaciones de la carcasa o algun indicio de fuga. En caso de
detectarse deformaciones o fugas, se debe reemplazar la bateria de inmediato.
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(i

AVISO: La bateria nueva debe tener la misma capacidad o una capacidad superior (hasta el
maximo admitido por el sistema).

« Verifique que las luces LED de la placa de control de la fuente de alimentacion tengan el estado

esperado. Consulte la documentacién de la fuente de alimentacion inteligente para obtener
informacion sobre las luces LED.

« Si el fusible principal se quema, entonces se debe controlar y buscar la causa en el sistema. Se

debe reemplazar el fusible por otro de la misma capacidad. La etiqueta del sistema en la parte
posterior de la carcasa indica la capacidad del fusible.

« Se deben controlar todas las conexiones eléctricas para asegurarse de que el aislamiento esté

en su lugar y que no haya riesgo de cortocircuito o de desconexion.

« También se recomienda que se controlen las notas de lanzamiento de actualizacién de firmware

para determinar si existen actualizaciones adicionales que puedan mejorar la seguridad del
sistema.

« Verifique que todos los acoples fisicos estén intactos. Los acoples rotos deben ser

reemplazados con las mismas partes.

23.16 Tipos de zona

Los tipos de zona del sistema SPC pueden programarse tanto desde el navegador como desde el
teclado. La tabla siguiente incluye una breve descripcién de cada tipo de zona disponible en el sistema
SPC. Cada tipo de zona activa su propio tipo de salida (un indicador o marca interna) que luego puede
registrarse o asignarse a una salida fisica para la activacion de un dispositivo especifico en caso de
ser necesario.

Tipo de zona

Categoria de

. Descripcion
procesamiento

ALARMA

Intrusioén Este tipo de zona es el tipo de zona por defecto y también el tipo de zona
mas utilizada para instalaciones estandar.

A la activacién de tamper, abierta o por desconexion en cualquier modo
(excepto modo desarmado) provoca una alarma total inmediata.

En el modo Desarmado, se registran las condiciones de tamper, se
genera el mensaje de alerta TAMPER DE ZONA y se dispara la alarma
local. En los modos ARMADO PARCIAL A, ARMADO PARCIALBy
ARMADO TOTAL, se registra toda la actividad.

ENTRADA/SALIDA Intrusion Esta zona debe estar asignada a todas las zonas en la ruta de

entrada/salida (por ejemplo: una puerta delantera u otra area de acceso
al edificio o instalaciones). Este tipo de zona cuenta con un retardo de
tiempo de entrada y de salida.

El temporizador de entrada controla este retardo. Cuando el sistema
esta completamente armado, este tipo de zona ofrece un retardo de
salida lo que da tiempo para desalojar la particion. El temporizador de
salida controla este retardo. En modo Armado parcial A, este tipo de
zona es inactivo.
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Categoria de

Tipo de zona .
procesamiento

Descripcion

TERMINADOR DE Intrusion Este tipo de zona se utiliza junto con un botén pulsador sobre una ruta de

SALIDA salida, y funciona como terminador de salida, es decir, el periodo de
retardo de salida sera indeterminado y no permitira que se arme el
sistema hasta que no se pulse el botén.

INCENDIO Atraco Las zonas de incendio son zonas que controlan los incendios durante 24
horas y la respuesta es independiente del modo operativo de la central.
Cuando se abre una zona de incendio, se genera una alarma total y se
activa el tipo de salida INCENDIO. Si el atributo ‘Solo TX’ esta
configurado, la activacion solo se informara a la estacion central y no se
generara una alarma total.

Salida incendio Atraco Este es un tipo especial de zona de 24 horas que se utiliza con puertas
de salida en caso de incendio que nunca deben abrirse. En modo
Desarmado, si se activa esta zona se activara la salida Inc. X,
provocando mensajes de alerta.

Linea Fallo Entrada de control de linea de telemetria. Se utiliza generalmente en
conjunto con una salida de estado de linea telefénica desde un marcador
digital externo o un sistema de comunicacién de linea directa. Cuando
se activa, dispara una alarma local en modo Desarmado y una alarma
total en el resto de los modos.

ALARMA PANICO  Atraco Este tipo de zona esté activa las 24 horas y la alarma se activa a través
del botén de panico. Cuando se activa una zona de panico, se informara
la incidencia de panico independientemente del modo de armado de la
central. Si el atributo de registro esta activado, se registrarany se
informaran todas las activaciones. Si el atributo SILENCIO esta
configurado, la alarma sera silenciosa (la activacion se informara ala
CRA). De lo contrario, se generara una alarma total.

ALARMA ATRACO Atraco Este tipo de zona esté activa las 24 horas y la alarma se activa a través
de un botdn. Cuando se activa una zona de atraco, se informara de una
incidencia de atraco independientemente del modo de armado de la
central. El atributo Silenciosa esta ajustado por defecto; por lo tanto, la
alarma sera silenciosa. Si no esta ajustado, se generara una alarma
completa. Si el atributo de registro esta activado, se registraray se
informara de todas las activaciones.

TAMPER Tamper Cuando se abre en modo Desarmado, se dispara una alarma local pero
no se activa ninguna sirena exterior. Si el sistema esta armado total, se
genera una alarma total. Si el grado de seguridad del sistema es de
Grado 3, se requerira el cédigo del técnico para restaurar la alarma.

TECNICA Intrusion La zona técnica controla una salida de zona técnica determinada.
Cuando el estado de la zona técnica cambia, seguira una salida de zona
técnica. Es decir:

« Silazonatécnica se abre, la zona técnica se activa.
« Silazona técnica se cierra, la zona técnica se desactiva.

Si se asigna mas de una zona técnica, la salida de la zona técnica
permanecera activada hasta que se cierren todas las zonas técnicas.
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Tipo de zona

Categoria de
procesamiento

Descripcion

MEDICA

LLAVE ARMADO

Atraco

Intrusion

Este tipo de zona se utiliza junto con los interruptores de alarma médica
cableados o de mando via radio.

La activacién en cualquier modo:

« Disparara una salida de comunicador digital de alarma médica (a
menos que esté configurado el atributo local)

« Disparara el zumbador de la central (a menos que esté configurado
el atributo Silencio)

« Mostrara el mensaje Alarma médica

Este tipo de zona se utiliza normalmente junto con un mecanismo de
bloqueo de teclas.

Se puede configurar una llave armado para las siguientes Opciones de
configuracion:

« Armado total
- Armado parcial A
- Armado parcial B

Una zona de llave armado ARMARA el sistema/particién/areas
comunes de conformidad con las Opciones de configuracion
seleccionadas cuando esté ABIERTA y DESARMARA el
sistema/particién/areas comunes de conformidad con las Opciones de
configuracién cuando esté CERRADA.

« Silazona con el tipo de zona de llave armado esta asignada en un
sistema sin particiones, el funcionamiento de la llave armado
ARMARA/DESARMARA el sistema.

» Silazona con el tipo de zona de llave armado est4 asignada a una
particion, el funcionamiento de la llave armado
ARMARA/DESARMARA el sistema.

« Silazona con el tipo de zona de llave armado esta asignada a un
area comun, el funcionamiento de la llave armado
ARMARA/DESARMARA todas las particiones del &rea comun.

« Siesta configurado el atributo ‘Solo abrir’, el estado de armado del
sistema/particion/areas comunes cambiara cada vez que se abra el
bloqueo de las teclas (es decir: Abrir una vez para ARMAR el
sistema, Cerrary abrir nuevamente para DESARMAR).

« Si el atributo ‘Habilitar armado total’ esta configurado, la activacion
de la zona solo generara el armado total del sistema.

« Siel atributo ‘Habilitar desarmado’ esta configurado, la activacion de
la zona solo generara el desarmado del sistema.

La llave armado forzara el armado del sistema/particion e inhibira las
zonas abiertas o condiciones de fallos.

Nota: Su sistema no cumplira las normas EN si usted activa este
tipo de zona para armar el sistema y no introduce previamente un
PIN valido.
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Categoria de

Tipo de zona .
procesamiento

Descripcion

ANULACION Intrusion Este tipo de zona solo esta disponible en modo Comercial. Aunque el
tipo de zona de alarma de anulacién puede configurarse en modo
Doméstico, no tiene efecto.

Cuando se abre este tipo de zona, se inhiben todas las zonas que tienen
el atributo de anulacién configurado. Este funcionamiento se aplica tanto
alos modos ARMADO como DESARMADO. En cuanto se cierra la
zona de Anulacion ligada, las zonas que tengan el atributo Anulacién
ligada activado dejaran de estar anuladas.

ANULACION Intrusion Este tipo de zona solo esta disponible en modo Comercial.

LIGADA Una zona programada con el tipo de zona de anulacion ligada inhibe la

siguiente zona consecutiva en el sistema cuando se abre. Este
funcionamiento se aplica tanto a los modos ARMADO como
DESARMADO. Tan pronto como se cierra el tipo de zona de anulacién
ligada, se vuelve a desinhibir la zona siguiente.

FALLO Fallo Las zonas de fallo de detector son zonas de 24 horas aplicables a un
DETECTOR dispositivo sefializador de atraco, por ejemplo un PIR. El tipo de zona de
fallo genera una salida de fallo.

Cuando se arma el sistema, se activa una salida de fallo. Tanto el LED
del teclado como el zumbador se activan cuando se desarman.

SUPERV.LLAVE Intrusion Solo disponible en modo Comercial.

Se utiliza para controlar el bloqueo de puerta. El sistema puede
programarse para no armarse a meno que la puerta esté bloqueada.

SISMICA Intrusion Solo disponible si la central esta en modo de funcionamiento Financiero.
Los sensores de vibracion, también llamados sensores sismicos, se
utilizan para detectar intentos de intrusion por medios mecanicos, tales
como perforaciones a través de las paredes o cajas de seguridad.

TODO OK Intrusioén Este tipo de zona permite que se implemente un procedimiento de
entrada especial mediante un cédigo de usuario y la entrada ‘TODO OK’.
Se genera una alarma silenciosa si no se pulsa el botén ‘TODO OK’
dentro de un periodo de tiempo configurable tras haber ingresado un
caodigo de usuario. (Consulte Afadir/Editar una particion en la pagina 288
para obtener mas informacién sobre la configuracion de ‘Todo OK’).

La opcién ‘TODO OK’ utiliza dos salidas: estado de entrada (luz LED
verde) y estado de advertencia (luz LED roja) para indicar el estado de la
entrada mediante luces LED en el teclado.

SIN UTILIZAR Intrusion Permite que se deshabilite una zona sin que todas las zonas tengan
resistencias final de linea. Se ignoraran todas las activaciones de la
zona.
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Tipo de zona

Categoria de
procesamiento

Descripcion

FALLO ATRACO

FALLO
ADVERTENCIA

AUTORIZACION
DE ARMADO.

ELEMENTO
BLOQUEO

Fallo

Fallo

Intrusion

Intrusion

Las zonas de fallo de atraco son zonas de 24 horas aplicables a un
dispositivo sefializador de atraco, por ejemplo, una APR*. El tipo de
zona de fallo genera una salida de fallo.

Cuando se arma el sistema, se activa una salida de fallo. Tanto el LED
del teclado como el zumbador se activan cuando se desarman.

Este tipo de zona enviara mensajes SIA, HT (Problema atraco) y HJ
(Restauracién problema atraco) y para el ID de contacto, se generala
incidencia de problema de sensor (380).

Las zonas de fallo de advertencia son zonas de 24 horas aplicables a un
dispositivo senalizador de advertencia, por ejemplo: una sirena interior o
exterior. El tipo de zona de fallo genera una salida de fallo.

Cuando se arma el sistema, se activa una salida de fallo. Tanto el LED
del teclado como el zumbador se activan cuando se desarman.

Este tipo de zona enviara mensajes SIA, YA (Fallo de sirena)y YH
(Restauracién de sirena) y para el ID de contacto, se generala
incidencia de problema de sensor (380).

Nota: En un sistema de Grado 2, un fallo del cable generara un fallé y no
una alarma.

Aplicable al funcionamiento con Blockschloss. Este tipo de zona se
utiliza para enviar una sefial de autorizacion de armado a la central de
que el Blockschloss esta listo para armar. Se debe seleccionar la opcion
Armado para el atributo «Autorizacién de armado» para la particion.

Si se utiliza un elemento de bloqueo (un perno) con un Blockschloss,
este tipo de zona indica la posicién del elemento de bloqueo a la central
(bloqueado o no bloqueado). Este perno bloquea la puerta en estado
armado. Esta sefal se comprueba durante el proceso de armado. Si no
se recibe la informacion de «bloqueado», el armado fallara.
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Tipo de zona

Categoria de
procesamiento

Descripcion

ROTURADE
CRISTAL

AGUA

CALOR

REFRIGERADOR

GAS

ROCIADOR

CO

ENTRADA/SALIDA
2

Intrusion

La zona esta conectada a una interfaz de rotura de cristal Rl S 10 D-RS-

LED en combinacioén con detectores de rotura de cristal GB2001.

« Este tipo de zona esta disponible en controladores y médulos de
expansion.

No esta disponible como via radio ni como un tipo de zona de puerta

si el DC2 esta configurado como una puerta.

» Estetipo de zona informa del mismo modo que una zona de alarma

através de SIA e ID de contacto.

« Los derechos para restaurar/inhibir/aislar una rotura de cristal son
los mismos que los del tipo de zona de alarma.

« Condicion de encendido: dado que la alimentacién es suministrada
por la central, cualquier cambio de estado que se produzca en los 10

primeros segundos es ignorado para permitir que el dispositivo se
asiente.

« Condicién de Reset: las senales procedentes de la interfaz de rotura

de cristal se ignoran durante 3 segundos a partir del reinicio del
dispositivo.

« Salida del modo técnico: la salida de rotura de cristal se puede
activar cuando se abandona el modo técnico, en cuyo caso las
senales de este sensor se ignoraran temporalmente durante 3
segundos.

Este tipo de zona sigue el mismo comportamiento que un tipo de zona
técnica.

Este tipo de zona sigue el mismo comportamiento que un tipo de zona
técnica.

Este tipo de zona sigue el mismo comportamiento que un tipo de zona
técnica.

Este tipo de zona sigue el mismo comportamiento que un tipo de zona
técnica.

Este tipo de zona sigue el mismo comportamiento que un tipo de zona
técnica.

Este tipo de zona sigue el mismo comportamiento que un tipo de zona
técnica.

Este tipo de zona sigue el mismo comportamiento que un tipo de zona

Entrada/Salida con un temporizador de entrada por separado. Debido a

esto pueden haber dos temporizadores de entrada a un edificio desde
puntos distintos.

de

* Una APR solo es compatible con Kit SiWay RF (SPCW110, 111, 112, 114).
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23.17 Atributos de zona

Los atributos de zona del sistema SPC determinan la forma en que funcionaran los tipos de zona
programados. Para obtener mas informacién sobre cémo cambiar los atributos para una zona, consulte
Editar una zona en la pagina 287).

Atributo de
zona

Descripcién

Seguimiento

Excluida en
armado parcial
A

Excluida en
armado parcial
B

24 h

Local

Desarmado
local

Cuando el atributo ‘Acceso’ de una zona esta configurado, al abrir esa zona no se generara
una alarma en caso de que el temporizador de entrada o salida esté activo. Cuando el sistema
esta armado total, el atributo Acceso no esta activo y la apertura de la zona disparara una
alarma completa. El atributo ‘Acceso’ se utiliza para los sensores PIR ubicados cerca de una
zona de entrada/salida. Le permite al usuario un libre movimiento dentro de la particiéon de
acceso mientras que el temporizador de entrada o salida esta en cuenta regresiva.

El atributo de ‘Acceso’ solo es valido para los tipos de zona de alarma.
Se activan todos los dispositivos conectados (sirenas: interior y exterior, zumbadores, flash).

Nota: Una zona de alarma con atributo Acceso se puede cambiar automaticamente a zona de
entrada/salida en modo Armado parcial si la opcién Acceso a armado parcial esta
configurada.

Si el atributo ‘Excluida en armado parcial A’ esta configurado en una zona, la apertura de esa
zona no generara una alarma si la central esta en modo Armado parcial A. El atributo
‘Excluida en armado parcial A’ es valido para el tipo de zona de alarma y zonas de
entrada/salida Unicamente.

Se genera una alarma de armado TOTAL si se abre la zona con el atributo ‘EXCLUIDA EN
ARMADO PARCIAL A’ mientras que el sistema esta en modo ARMADO TOTAL o ARMADO
PARCIAL B (sirenas interior y exterior, flash).

Si el atributo ‘Excluida en armado parcial B’ esta configurado, la apertura de la zona no
generara una alarma si la central esta en modo Armado parcial B. El atributo ‘Excluida en
armado parcial B’ es valido para el tipo de zona de Alarma y zonas de entrada/salida
unicamente.

Se genera una alarma de armado TOTAL si se abre la zona con el atributo ‘EXCLUIDA EN
ARMADO PARCIAL B’ mientras que el sistema esta en modo ARMADO TOTAL o ARMADO
PARCIAL A (sirenas interior y exterior, flash).

Si una zona tiene asignado el atributo ‘24 horas’, entonces esta activa en todo momento y
generara una alarma completa si se abre en cualquier modo. Este atributo solo puede
asignado a un tipo de zona de ALARMA. Genera una alarma TOTAL en los modos
DESARMADO, ARMADOY ARMADO PARCIAL.

Nota: El atributo de 24 horas anula la configuracion de cualquiera de los otros atributos para
una zona de alarma en particular.

Si el atributo ‘Local’ esta configurado, una alarma generada por una zona que se abre no
generara el informe externo de esa incidencia. El atributo ‘Local’ es valido para los tipos de
zona de alarma, entrada/salida, incendio, salida de incendio y médica.

Cuando este atributo esta configurado, una alarma generada por la apertura de la zona cuando
el area esta parcial o totalmente armada se informara de forma usual. Sin embargo, si la
particion esta desarmada, solo se producira una alarma local, es decir: zumbador del teclado,
flash de la luz LED vy visualizacion de zona. Este atributo solo es aplicable a las zonas de
alarma, incendio y sismica.
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Atributo de

Descripcion
zona

Doble deteccion Utilice este atributo para resolver los problemas que presenten los detectores (es decir,
algunos detectores pueden generar sefiales de activacion falsas y, como consecuencia,
pueden disparar, inadvertidamente, alarmas de activacion en el sistema).

Si se activa la misma zona de doble deteccion dos veces durante el periodo de doble
deteccion, entonces, se disparara la alarma. El tiempo de doble deteccién se establece en
segundos (consulte Temporizaciones en la pagina 279). Dos acciones de apertura durante
ese periodo de tiempo generaran una alarma. Cuando el sistema esta armado, se registran
todas las zonas de doble deteccién abiertas.

Timbre Cuando el atributo ‘Chime’ esta configurado para una zona, la apertura de la zona durante el
modo Desarmado hara que los zumbadores internos se activen durante un periodo corto de
tiempo (2 segundos aproximadamente).

El atributo Chime es valido para los tipos de zona de alarma, entrada/salida y técnica.

Inhibir Cuando el atributo ‘Inhibir’ esta configurado, un usuario puede inhibir esta zona. La operacién
de inhibicion deshabilitara dicho fallo 0 zona sélo durante un periodo de armado.

Normalmente Cuando se establece el atributo «Normalmente abiertay, el sistema espera que un detector
abierta (NA) conectado sea un dispositivo Normalmente Abierto (p. €j.: un detector se considera activado
siempre que los contactos en el dispositivo estén cerrados).

Silenciosa Si el atributo ‘Silenciosa’ esta configurado, entonces, no habra indicaciones de audio o
visuales de la alarma. La activacion de la alarma se enviara a la estacion receptora. Si el
sistema esta desarmado, aparecera un mensaje de advertencia.

Registro Si este atributo esta armado, se registraran todos los cambios de estado de zona.
Salida abierta Si esta opcion esta configurada, se indicara la zona en caso de apertura durante el armado.
Supervisada Este atributo solo se aplica a servicios remotos*. Si este atributo esta configurado para una

zona, la zona debe abrirse para fines de servicios remotos dentro del periodo de tiempo
frecuente definido.

RFL El atributo Resistencia final de linea (RFL) ofrece una cantidad de configuraciones de
cableado de zona de entrada en el sistema.

Analizada El atributo Analizada debe estar configurado para una zona si esa zona esta cableada con un
sensor inercial. Los valores de N.° de impulsos y Sensibilidad deben estar programados para
cada sensor inercial en el sistema de conformidad con los resultados de la simple calibracién
del dispositivo.

Cantidad de Cantidad de pulsos de nivel de alarma para sensores inerciales analizados.

pulsos

Sensibilidad Nivel de sensibilidad de alarma para sensores inerciales analizados

Fin de salida El atributo Salida final puede ser solo asignado a un tipo de zona de entrada/salida. Utilice

este atributo para anular el proceso estandar de cuenta regresiva del temporizador de salida
cuando el sistema esté armado total. Cuando todas las rutas de entrada/salida de las
instalaciones estén cerradas, se debe armar todo el sistema y cerrar la zona de entrada/salida
final. En cuanto se cierre la puerta, el tiempo de Fin de salida empezara a avanzar para armar
el sistema.
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Atributo de s
Descripcion
zona
Anulacién Una zona con el atributo de inhibiciéon quedara anulada cuando se abra la zona de tipo
ligada anulacion. Esto permite agrupar la inhibicidon de zonas con la apertura del tipo de zona de
anulacion.
Soélo TX Este atributo solo puede asignado a un tipo de zona de INCENDIO. Si este atributo esta

Con retorno

Habilitar
armado total

Habilitar
desarmado

Informe de zona

técnica

Visualizacion

de zona técnica

configurado, la activacién de la zona de incendios solo informara la activacion a la estacion
central. No se generaran alarmas en el sitio.

Este atributo solo se aplica al tipo de zona de LLAVE ARMADO. Si esta configurado, el
estado de armado del edificio cambiara con las aperturas Unicamente.

Este atributo solo se aplica al tipo de zona de LLAVE ARMADO. Si este atributo esta
configurado, la activacién de la zona generara el ARMADO TOTAL del sistema/particion.
Aplique este atributo si se espera que el usuario solo tenga la capacidad de aplicar el
ARMADO TOTAL del sistema desde una zona de llave armado.

Este atributo solo se aplica al tipo de zona de LLAVE ARMADO. Si este atributo esta
configurado, la activacion de la zona generara el desarmado del sistema/particion. Aplique
este atributo si se espera que el usuario solo tenga la capacidad de aplicar el DESARMADO
del sistema desde una zona de llave armado.

Habilita una zona cuando esta abierta, independientemente del modo de envio de alarma ala
CRA en FF, ID de contacto, SIA y SIA extendido. Cuando se seleccionan las particiones,
solo se enviara la alarma a la CRA ala que la particion ha sido asignada. Esta sera una
alarma desconocida (UA) seguida del numero de zona y el texto en caso de que la opcion SIA
extendido esté seleccionada. También enviard un SMS al usuario final y al técnico (sila
opcidén esta marcada) cuando se seleccione el filtro de alarma sin confirmar.

Permite visualizar una zona de apertura en el teclado del sistema. También se debe activar la
luz LED de alerta. Cuando se seleccionan las particiones, solo se mostrara en el teclado la
particion de la zona seleccionada. Solo se puede mostrar la alerta en el teclado cuando la
particién esta en modo desarmado y no en modo Parcial A, Parcial B y Armado.

Permite a una zona activada utilizar el zumbador. Este funcionara igual que Pantalla zona
técnica en los diferentes modos de configuracion y en los sistemas con particiones.

Alarma audible
de zona técnica

Retardo de zona Permite que la zona tenga un retardo programable. El retardo varia de 0 a 9999 segundos y se

técnica aplicara a todas las zonas técnicas. El funcionamiento es el mismo que el del temporizador
de retardo de red c.a., sila zona se cierra dentro del periodo de retardo, no se envian alarmas
alaCRA, ni SMS al usuario y la salida técnica no se disparara.
Nota: La salida técnica no se disparara hasta que haya transcurrido el tiempo del
temporizador de retardo.

Informe de Las aperturas solo se informan en modo armado.

armado

unicamente

Prealarma Si esta opcidn esta habilitada y se dispara una alarma de incendio, se inicia el temporizador

incendio de prealarma incendio y se activan las sirenas de interior y los zumbadores. (Consulte

Temporizaciones en la pagina 279.) Si la alarma no se cancela durante el periodo de tiempo
designado, se confirma la alarma de incendio, se activan las sirenas de interior y de exteriory
se envia unaincidencia ala CRA.
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Atributo de

Descripcion
zona

Reconocimiento Si esta opcion esta habilitada, se activa el temporizador de reconocimiento de alarma de

alarma incendio incendio el cual afiade tiempo adicional a la duracion del temporizador de prealarma de
incendio hasta que se informe una alarma de incendio para esa zona. Consulte
Temporizaciones en la pagina 279.

Prueba Se puede comprobar el tipo de zona sismica de forma manual o automatica. Este atributo
sismica/Prueba permite que se habilite la comprobacion automatica. Consulte Temporizaciones en la pagina
de sensor 279 para obtener mas informacioén sobre como configurar el temporizador que determina con
automatico qué frecuencia comprueba la central todas las zonas sismicas que tienen habilitado este

atributo. El valor predeterminado para el temporizador es 7 dias.

Temporizado El atributo «retraso» sirve para que las zonas de Llave armado retrasen el armado de una
particion. El retardo viene a continuacion del temporizador de salida para la particion a la que
esta asociada la llave armado.

Verificacion Seleccione la zona de verificacion configurada par asignar esta zona al activador de
verificacion de audio/video.

Armado forzado Si esta habilitado, el dispositivo de llave armado puede armar el sistema inhibiendo todas las
zonas abiertas.

Autorestaurar
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23.18 Atributos aplicables a los tipos de zona

La siguiente tabla muestra qué atributos se aplican a cada tipo de zona:

® | @ ® @@P@@ @
Zone Type a_é | § § = E <
Attribute E E & 1 = — - l-g Ei ES L;LL l:D E E g
S|E|E|&|&|s|&|2|e|E|S3|8|5|2|28Ba28|=|2|588 5|5

Access v v
Exclude A v |V v v
Exclude B v |V v v
24 Hour v v v
Local Vv v |V v v vV vV
Unset Local v v v v
Double Knock v v
Chime vV v v v
Inhibit VIV V|V ([(V V|V |V |V |V v |V VI V|V [V ([V]|V|V |V V|V
MNormal Open VIV V[V [V |V |V |V|[V |V |V]|V v v v |V vV Vv |V | Vv ]|Vv]|V
Silent v Vv v
Log Vv (V| V| V| V|V ||V [V [V ]|V VIV |V |V |V |V | V|V |V ]|V|V
Shunt vV v v
Frequent * v Vv |V v v V|V v
Analyzed v |V v
Pulse Count V|V v
Gross attack V|V v
Calendar VIV (V| V|V | V| V|V |V [V [V ]|V VIV |V |V |V |V | V|V |V ]|V|V
Verification vV v |V v |V v |V v v
Exit Open v
Seismic Test v
Timed v
Report Only v
Open Only v v
Final Exit v v
Fullset enable v
Unset enable v
Shunt vV v v
Report (Tech) v
Display(Tech) v
Audible (Tech) v
Delay (Tech) v
Report When Set v
Fire Pre-alarm vV
Fire Recognition V|V
Force set v

@ Solo disponible en modo Comercial.

* Sélo en combinacién con servicios remotos.

** Solo disponible en modo Financiero
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23.19 Niveles y especificaciones de atenuacioén del ATS

Niveles del sistema de transmisién de alarma (ATS)

La siguiente tabla muestra los niveles del ATS requeridos para la central cuando la comunicacién es entre:
o GSMy lacentral de recepcion de alarmas (CRA)
o RTB Yy lacentral de recepcion de alarmas (CRA)
« Software receptor de comunic. Ethernet a SPC

« Software receptor de comunic. GPRS a SPC

CRA GSM CRA RTB Ethernet GPRS

Nivel del ATS ATS 2 ATS 2 ATS 6 ATS S

Atenuacion de RTB

Para un marcador automatico de RTB, se debe utilizar un cable CW1308 Internal Telecom o equivalente
para conectar el médem a la linea telefénica. El cable debe tener una longitud de entre 0,5y 100 m.

Atenuacion de Ethernet
Para Ethernet, se debe utilizar un cable Cat 5 con una longitud de entre 0,5y 100 m.
Atenuacion de GSM

La intensidad de campo de la sefial GSM debe ser de al menos -95dB. Por debajo de este nivel, el médem
indicara un fallo por baja sefal en la central. Esto se trata de la misma forma que otros fallos en el sistema.

Monitoreo y control de RTB (SPCN110) y GSM (SPCN320)

Una falla en la interfaz entre el médem RTB vy la central se detectara luego de 30 segundos, tras lo cual se
producira un fallo de ATS.

Una falla en la interfaz entre el médem GSM y la central se detectara luego de 30 segundos, tras lo cual se
producira un fallo de ATS.

23.20 Lectores de tarjeta y formatos de tarjeta admitidos

El sistema SPC admite los siguientes lectores de tarjeta y formatos de tarjeta:

Lector Formatos de tarjeta
HD500-EM IB41-EM
PR500-EM IB42-EM
SP500-EM IB44-EM
PM500-EM IB45-EM
ABR5100-BL
ABR5100-TG
ABR5100-PR
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Lector Formatos de tarjeta
AR6181-RX IB41-EM
AR6182-RX IB42-EM
IB44-EM
IB45-EM
ABR5100-BL
ABR5100-TG
ABR5100-PR
HD500-Cotag IB928
PR500-Cotag IB911
SP500-Cotag IB968
PM500-Cotag IB961
HF500-Cotag IB958M
PP500-Cotag IB928
IB911
IB968
IB961
IB958M
PP500-EM IB41-EM
IB42-EM
IB44-EM
IB45-EM
ABR5100-BL
ABR5100-TG
ABR5100-PR
AR6181-MX ABP5100-BL Mifare Classic 1K
AR6182-MX ABR5100-PR Mifare Classic 4K
iClass R10 ABP5100-BL
iClass R15 Por defecto, solo Mifare 32 bits
iClass R30
iClass R40
iClassRK40
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Lector Formatos de tarjeta
MultiClass RP40 ABP5100-BL
MultiClass RP15 Por defecto, solo Mifare 32 bits
MultiClass RPK40 IB41-EM
IB42-EM
IB44-EM
IB45-EM ABR5100-BL ABR5100-TG ABR5100-PR
HID Prox Pro Wiegand 26 bits
EPX Wiegand 36 bits
Cadigos locales y restricciones
Formato del lector C.Od'gct local Restricciones
disponible
EM4102 No N.° tarjeta max. 9999999999
COTAG No N.° tarjeta max. 9999999999
Wiegand 26 bits Si Cadigo local maximo 255
N.° tarjeta max. 65535
Wiegand 36 bits Si Cadigo local maximo 32767
N.° tarjeta max. 524287
HID Corporate 1000  Si Cadigo local maximo 4095
N.° tarjeta max. 1048575
HID 37 No N.° tarjeta max. 34359738370
HID 37F Si Cadigo local maximo 65535
N.° tarjeta max. 5242875
HID 37BCD No N.° tarjeta max. 99999999
HID ICLASS No N.° tarjeta max. 4294967295
MIFARE
HID ICLASS No Numero tarjeta encriptado
DESFIRE N.° tarjeta max. 72 x 1016. Este niimero se debe dar de altaen la
central
ARG618WIEBCD 52 No N.° tarjeta max. 4294967295
BIT
AR618 OMRON 80 No N.° tarjeta max. 9999999999999
BIT

23.21 Soporte de SPC para dispositivos E-Bus

El Gateway E-Bus SPC (SPCG310) es un modulo de expansion X-Bus que permite la comunicacion entre
un controlador SPC y dispositivos E-Bus Sintony. El direccionamiento con E-BUS Sintony permite
duplicar direcciones para dispositivos E-Bus en diferentes secciones de E-BUS. Los dispositivos X-Bus
requieren direcciones unicas. Para solucionar este conflicto, puede que sea necesario realizar un

© Vanderbilt 2019 418 ABV10276963-e
11.2019



SPC4xxx/5xxx/6xxx — Manual de instalacion y configuracion Apéndice

redireccionamiento periférico del E-BUS. Para obtener mas informacién, consulte Modo
direccionamiento en la pagina 139.

AVISO: Vanderbilt recomienda leer el documento Migracion del sistema Sintony antes de
configurar dispositivos E-Bus.

23.21.1 Configuracion y direccionamiento de dispositivos E-Bus

Puede configurar y direccionar los siguientes dispositivos E-Bus Sintony para comunicarse con el
controlador SPC:

« Teclados Sintony SAK41/SMK41, SAK51/SMK51 y SAK53/SMK53
« Transpondedores de entrada Sintony
« Transpondedores de salida Sintony
« Fuentes de alimentacién Sintony: SAP 8, SAP 14, SAP 20y SAP 25
1. Enel navegador, vaya a Configuraciéon > X-BUS > Médulos expansion.
Se muestra una lista de Médulos de expansién configurados.
2. Seleccione un Gateway E-Bus SPC.

3. Enlapagina Configuracion de médulo de expansién, introduzca una Descripcidn para el
Gateway E-Bus SPC. Para obtener mas informacion sobre la configuracion de médulos de
expansion, consulte Médulos de expansion en la pagina 254.

Hardware Sistema Eniradas Salidas Particiones Calendarios Cambio propio codigo Avanzado

Placa base
Maod.exp.
Config.médulo expansion

ID mod.expansion 5
Tipo Gateway E-Bus SPC
Nim.serie 5021400

Nombre GW5

Selecc. 1D E-Bus (ID expansor X Bus): Teclado
Selecc. 1D E-Bus (ID expansor X Bus): Zona Selecc.
Selecc. ID E-Bus (ID expansor X Bus): Salida
Selecc. ID E-Bus (ID expansor X Bus): F.A

Nota
* Direccién ya en uso

# El direccionamiento de un SMTZS5 generars un conflicto

1 Expansor direccionado disponible para asi

4. Paradireccionar un dispositivo E-Bus, seleccione un ID del menu desplegable correspondiente
tal como se describe en la siguiente tabla. Un asterisco (*) por delante significa que ese ID ya se
esta utilizando. No se puede seleccionar este ID.

5. Hagaclic en el boton SELECC.

En la parte superior de la pagina, se muestra el mensaje Direccionamiento en curso...
Se requiere reconfiguracién X BUS.

El Gateway E-Bus SPC emite un pitido repetidamente.

6. Dependiendo del dispositivo E-Bus, mantenga pulsado el botén de direccionamiento tal como se
describe en la columna Direccionamiento en la siguiente tabla.

El Gateway E-Bus SPC emite un pitido continuo para indicar que el ID ahora esta asociado al
dispositivo E-Bus.

7. Vayaa Configuracion > X-BUS > Médulos de expansion.
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8. Haga clic en el botén Reconfigurar.

Se mostrara el mensaje Reconfiguracién completa en laparte superior de la pagina. Las
entradas y salidas de E-Bus se muestran en la lista de Médulos de expansiéon configurados. Si
un médulo de expansion de entrada tiene una fuente de alimentacién asociada, el tipo de fuente de
alimentacién se muestra en la columna F.alimentacion. Los teclados se muestran en la lista de
Teclados configurados.

9. Para completar los pasos de direccionamiento manual para afadir los dispositivos de fuente de
alimentacion SAP 8, SAP 14 y SAP 20 a la lista de Médulos de expansion configurados,
consulte Direccionamiento de transpondedores para SAP 8, SAP 14y SAP 20 abajo.

10. Siel X-BUS tiene conflictos de direccionamiento, se mostrara la advertencia ID duplicado o
no valido para IDx médulo de expansiodn. Repitalos pasos de direccionamiento
indicados hasta que no quede ningun conflicto de direccionamiento.

Dispositivo
E'BU,S: Descripcion Formato de ID Direccionamiento
menu
desplegable
Teclado IDs para asignar a teclados IDde E-BUS (ID Mantenga pulsadas simultaneamente las
Sintony de X-BUS) teclas 1y 3 hasta que el Gateway E-Bus SPC
emita un pitido continuado.
Entrada IDs para asignar a IDde E-BUS (ID Mantenga pulsado el botén de
transpondedores de entrada de X-BUS) direccionamiento durante 5 segundos y
Sintony suéltelo cuando suene un pitido continuado.
Salida IDs para asignar a ID de E-BUS (ID  Mantenga pulsado el boton de
transpondedores de salida de X-BUS) direccionamiento durante 5 segundos y
Sintony suéltelo cuando el Gateway E-Bus SPC emita
un pitido continuado.
PSU IDs para asignar a dispositivos ID de E-BUS (ID  Mantenga pulsado el botén de

de fuente de alimentacién de X-BUS de direccionamiento hasta que el Gateway E-

Sintony SAP 8, SAP 14, SAP 20 transpondedor Bus SPC emita un pitido continuado.

y SAP 25 asociado)

Consulte también

Modo direccionamiento en la pagina 139
23.21.1.1 Direccionamiento de transpondedores para SAP 8, SAP 14 y SAP 20

Tras asignar un ID de PSU a un SAP 8, SAP 14 o0 SAP 20 (consulte Configuracion y direccionamiento de
dispositivos E-Bus en la pagina precedente), debe asignar un transpondedor de entrada ala PSU. De este
modo se simula la comunicacion con el controlador SPC a través de un médulo de expansion.

1.

Enlalista de Médulos de expansién configurados, seleccione el Gateway E-Bus SPC.
Se muestra la pagina Configuracion de médulo de expansion.
En la lista desplegable puede ver el ID de fuente de alimentacion recientemente asignado.

Un signo de exclamacion (!) por delante sefiala el ID de fuente de alimentacién que usted ha
asignado al dispositivo. Esto indica que hay un transpondedor de entrada disponible para asignar a
la fuente de alimentacion.

Tome nota del niUmero que aparece entre corchetes junto al ID de fuente de alimentacion. Este
numero es el ID que usted debe asignar al transpondedor de entrada. Por ejempilo, si el ID dela
fuente de alimentacion es ID 14 (27), debe seleccionar manualmente un transpondedor con el ID 27
en la lista desplegable de Entrada.
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4. Enlalista desplegable de Entrada, seleccione el ID de transpondedor que aparece en corchetes
junto al ID de la fuente de alimentacién.

5. Hagaclic en el boton SELECC.
6. Vayaa Configuracion > X-BUS > Médulos de expansién.
Haga clic en Reconfigurar.

El dispositivo de fuente de alimentacion se muestra en la lista de Médulos de expansion
configurados.

23.21.1.2 Direccionamiento de transpondedores para fuente de alimentacion SAP 25

La fuente de alimentacion Sintony SAP 25 tiene dos transpondedores internos. Cada transpondedor
requiere un ID. Estos dos ID se asignan automaticamente cuando se completan los pasos de
direccionamiento descritos en Configuracion y direccionamiento de dispositivos E-Bus en la pagina
419. Se aplicalaférmula2n - 1, donde n es el valor del ID de la fuente de alimentacién. Por ejemplo,
si asigna el ID 10 a un SAP 25, a cada transpondedor se le asignaran los ID de X-BUS 19y 20.

AVISO: En la lista desplegable de fuente de alimentacion, un signo de almohadilla (#) por delante
del ID de SAP 25 indica que el direccionamiento automatico de los transpondedores entrara en
conflicto con los transpondedores de entrada existentes. Para resolver este conflicto, debera
redireccionar uno de los dispositivos en conflicto.

23.22 Glosario FlexC

Sigla Descripcion EN50136-1 Ejemplo FlexC

AE Equipo de aviso Cliente de SPC Com XT

Equipamiento localizado en la CRA que asegura y presenta el
estado de alarma o los cambios del estado de alarma de los
sistemas en respuesta a la recepcién de alarmas entrantes antes
del envio de una confirmacion. El AE (equipo de alarma) no es parte
del ATS (sistema de transmision de alarma).

CRA Central de recepcion de alarmas SPC Com XT se instala en una

Centro con atencién 24H al que se reporta informacién sobre el CRA.

estado de uno o mas AS (sistemas de alarma).

AS Sistema de alarma Central SPC

Instalacion eléctrica capaz de reaccionar de forma manual o
automatica ante la presencia de un riesgo. EI AS (sistema de
alarma) no es parte del ATS (sistema de transmision de alarma).

ATE Equipo de transmision de alarma -

Término colectivo para describir SPT, MCT (transceptor de central
de monitoreo) y RCT.

ATP Ruta de transmision de alarma Ruta definida entre la central SPC y
SPC Com XT. Por ejemplo, un
sistema con Ethermnet como ruta

principal y GPRS como ruta de
La ATP comienza en la interfaz entre el AS Yy el SPT, Yy terminaenla respa|do se considera dos ATP

interfaz entre el RCT y el AE. La direccion inversa también se diferentes dentro de un mismo ATS.
puede utilizar para fines de notificacion y vigilancia.

Ruta por la que se transmite una sefial de alarma entre un AS
(sistema de alarma individual) y un AE (equipo de aviso) asociado.
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Sigla

Descripcion EN50136-1

Ejemplo FlexC

ATS

RCT

SPT

Sistema de transmision de alarma

ATE (Equipo de transmision de alarmas) y redes usadas para
transferir informacion concerniente a uno o mas AS de las
instalaciones a uno o mas AE de una o mas CRAs. Un ATS puede
disponer de una o mas ATPs.

Transceptor de central de recepcion

ATE enla CRA que incluye el interfaz con uno o mas AEs y el
interfaz con una o mas redes de transmision, siendo parte de uno o
mas ATPS. En algunos sistemas este transceptor puede ser capaz
de indicar los cambios de estado de un AS y guardarios en un
fichero de registro. Esto puede ser necesario para aumentar la
disponibilidad del ATS en caso de fallo del AE

Transceptor supervisado de la instalacion

ATE del lugar supervisado que incluye el interfaz con el AS y el
interfaz con una o mas redes de transmision, siendo parte de uno o
mas ATPs.

Un sistema que combina una o0 mas
rutas entre la central SPC y SPC
Com XT.

Servidor SPC Com XT

Integrado en la central SPC que
emplea Ethernet, GPRS o PPP a
través de RTB.

El protocolo FlexC emplea las siguientes siglas.

Sigla

Descripcion

ASP

Protocolos de seguridad analégicos

Los protocolos de seguridad analdgicos tradicionalmente utilizados para la transmisién de alarmas a través

de la red telefénica, p. €j., SIA, Contact ID.

23.23 Comandos FlexC

La siguiente tabla muestra los comandos que puede habilitar para un perfil de comandos. El perfil de
comandos que asigna a un ATS define como controla una central desde SPC Com XT.

Filtro de comandos Comandos

Comandos del sistema Ver resumen de central

Establecer la fecha y hora del sistema

Permitir acceso al técnico

Permitir acceso al fabricante
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Filtro de comandos

Comandos

Comandos de intrusion

Comandos de salida

Comandos de usuario

Comandos de calendario

Ver el estado de una particion

Ver el estado de cambio de modo de una particion
Cambiar el modo (armado/desarmado) de una particion
Ver el estado de alertas de central
Ejecutar acciones ante alarmas

Silenciar sirenas

Ver el estado de una zona

Controlar una zona

Ver el registro del sistema

Ver el registro de una zona

Ver el registro de via radio

Ver el estado de una puerta de mapeo
Controlar puertas de mapeo

Verificar un usuario en la central

Ver la configuracion de un usuario

Anadir un usuario

Editar un usuario

Borrar un usuario

Ver la configuracion del perfil de un usuario
Anadir un perfil de usuario

Editar un perfil de usuario

Borrar un perfil de usuario

Cambiar el PIN de un usuario

Obtener la configuracion de un calendario
Anadir un calendario

Editar un calendario

Editar una semana del calendario

Borrar un calendario

Anadir un dia excepcional en un calendario
Editar un dia excepcional en un calendario

Borrar un dia excepcional en un calendario
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Filtro de comandos

Comandos

Comandos de comunicacion

Comandos FlexC

Comandos de control de accesos

Comandos de verificacion

Comandos de teclado virtual

Ver el estado de Ethernet

Ver el estado de un médem

Ver el registro para un médem

Ver el registro para receptor de la CRA

Ver el estado de un ATS FlexC

Ver el registro de red para un ATS FlexC

Ver el registro de incidencias para un ATS FlexC
Ver el registro para una ATP FlexC

Ver el registro de red para una ATP FlexC
Exportar el archivo de configuracion de un ATS FlexC
Importar el archivo de configuracion de un ATS FlexC
Borrar un ATS FlexC

Borrar una ATP FlexC

Borrar un perfil de incidencias de FlexC

Borrar un perfil de comandos de FlexC

Solicitar una llamada de test para una ATP FlexC
Ver la configuracion para una puerta

Obtener el estado para un puerta

Controlar una puerta

Ver el registro de acceso

Obtener laimagen de una camara

Ver el estado de una zona de verificacion

Ver datos para una zona de verificacion

Enviar datos a una zona verificacion

Controlar el teclado
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Comandos de archivo Actualizar el firmware de la central

Actualizar el firmware de periféricos

Cargar el firmware de periféricos

Actualizar el progreso de PFW

Cargar un archivo

Descargar un archivo

Salva la configuracién de la central

Resetear la central

Comandos heredados Ver informacion de la central

Ver el estado de la central

Ver encabezados de ficheros de configuracién

Ver la configuracion de idioma

Ver la configuracion de intrusion

Ver el estado de dispositivos X Bus

Ver la configuracion de una particion

23.24 Tiempos categorias ATS

Esta tabla describe los tiempos de las categorias ATS EN50136-1 estipulados en el estandary como
la implementacién FlexC cumple con estos estandares en las categorias SP1-SP6, DP1-DP4.

SP1 Cat1 8 min 32dias - - 2 min 30dias - -
[Ethernet]

SP2 Cat2 2min 25h - - 2 min 24 h - -
[Ethernet]

SP3 Cat3 60s 30 min - - 60s 30 min - -
[Ethernet]

SP4 Cat4 60s 3 min - - 60s 3 min - -
[Ethernet]

SP5 Cat5 30s 90s - - 30s 90s - -
[Ethernet]
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SP6 Cat6 30s 20s - - 30s 20s - -
[Ethernet]

DP1 Cat2 2min 25h 50h 25h 2 min 24h 24h30min  24h10min
[Ethernet]
Cat2
[Médem]

DP2 Cat3 60s 30 min 25h 30 min 60s 30 min 24h30min 30 min
[Ethernet]
Cat3
[Médem]

DP3 Cat4 60s 3 min 25h 3 min 60s 3 min 24h30min 3 min
[Ethernet]
Cat4
[Médem]

DP4 Catb 30s 90s 5h 90s 30s 90s 4h10min 90s
[Ethernet]
Catb
[Médem]

23.25 Tiempos categorias ATP

La siguiente tabla muestra la configuracion aplicada para los tiempos de espera de incidencias, intervalos
de polling (activo y no activo) y tiempos de espera de polling (activo y no activo) para cada categoria ATP.
Para los fines del uso de Ethernet, el intervalo de polling y el intervalo de reintento son idénticos. Para
reducir los costos relacionados con las llamadas GPRS, el intervalo y el intervalo de reintento para las
rutas GPRS difieren, por ejemplo: Cat 3 [médem] realiza el polling cada 25 minutos y, luego, cada 60
segundos durante 5 minutos hasta caducar a los 30 minutos. Para obtener una descripcion general visual
del intervalo de polling configurado, vaya a Estado > FlexC > Registro de red.

Siuna ATP esta activa y luego cae, continuara en las tasas de polling activo durante otros dos ciclos
de polling antes de continuar con los intervalos de polling ATP con fallo.

Cat6 30s 8s 30s 20s 8s 30s 20s 30s 30s
[Ethernet]
Catb 30s 10s 30s 90s 10s 30s 90s 30s 30s
[Ethernet]

© Vanderbilt 2019 426 ABV10276963-e

11.2019



SPC4xxx/5xxx/6xxx— Manual de instalacion y configuracion

Apéndice

Cat4 60s 30s 30s 3 min 30s 30s 3 min 30s 30s
[Ethernet]
Cat3 60s 60s 60s 30 min 60s 60s 30 min 60s 30s
[Ethernet]
Cat2A 2 min 2min 2 min 4h 2min 2 min 4h 2 min 30s
[Ethernet]
Cat2 2 min 2 min 2 min 24 h 2 min 2 min 24 h 2 min 30s
[Ethernet]
Cat1 2 min 2min 2 min 30dias 2min 2 min 30dias 2 min 30s
[Ethernet]
Categorias ATP médem
Cat5 30s 10s 30s 90s 4h 2 min 4h10min 10 min 90s
[M6dem]
Cat4A 60s 60s 60s 3 min 4h 2 min 4h10min 30 min 90s
[Médem]
Cat4 60s 60s 60s 3 min 24 h 2 min 24h 30 1h 90s
[Médem] min
Cat3 60s 25 min 60s 30 min 24h 2 min 24h 30 4h 90s
[Médem] min
Cat2A 2 min 4h 2 min 4h10min  24h 2 min 24h 30 4h 90s
[Médem] min
Cat2 2 min 24h 2 min 24h10 24h 2 min 24h 30 24h 90s
[M6dem] min min
Cat1 2 min 24h 10 min 25h 30dias 10 min 30dias1  7dias 90s
[Médem] h
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